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	There are some inconsistencies in the definition of the usage of Wildcarded Public Identity in the Identity tag, as well as some wrong terminology.

In the annex E table, tIdentity single data type is considered a union of tSIP_URL, tTEL_URL and tWildcardedIMPU, but tWildcardedIMPU does not exist as single data type. 

Apart from that, XML schema only considers the union of tSIP_URL and tTEL_URL.

Therefore, tIdentity can only include tSIP_URL and tTEL_URL, whose syntaxes are defined in referenced RFCs in Annex E (i.e. RFCs 3261, 3966), that does not include syntax for definition of Wildcarded identities (that is covered in 23.003). This implies that identity type value 4 (tIdentityType=IMPU_WILDCARD) is not valid, since it would imply that tIdentity includes a Wildcarded IMPU (whose syntax is referenced in 23.003). The same applies to identity type value 2 (WILDCARDED_PSI), that requires that tIdentity includes a Wildcarded PSI.

Wrong terminology used for identity type value 3: WILDCARDED_IMPU (according to 23.003 terminology), since in this TS this is meant to refer to an specific (not explicitly provisioned) IMPU rather that wildcarded IMPU, as described in the note:

NOTE 1:
IMPU _WILDCARD indicates that the content of the identity in the “Identity” tag is a Wildcarded Public User Identity, while WILDCARDED_IMPU indicates that it is a specific Public User Identity matching a Wildcarded Public User Identity
Wrong terminology used for identity type value 4: IMPU_WILDCARD, since it is not defined in 3GPP, instead what is defined is WILDCARDED_IMPU.

UML model for Public Identification class (subclause B.2.1) is misleading, since the use of inheritance is wrong, but as well, how the identities are modelled is not cleared.


	
	

	Summary of change:
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	Terminology corrections:

- Terminology is corrected for identity type value 4: IMPU_WILDCARD, using WILDCARDED_IMPU instead.

- Terminology is corrected for identity type value 3: WILDCARDED_IMPU, using NON_DISTINCT_IMPU instead.

- Some notes are included to clarify the meaning.

Syntax references correction:

Identity type value 4 shall remain being valid as a possible value for tIdentity for backward compatibility reasons. However, tWildcardedIMPU does not exist, then validity for this type value 4 is achieved including for both tSIP_URL and tTEL_URL a reference to TS 23.003 as a valid syntax, what includes syntax for Wildcarded Public Identities. This equally solves the same problem for identiy value 2, that requires syntax for Wildcarded PSI.

Usage example:

As an example of use, if S-CSCF sends a SAR (REGISTRATION) with an specific (non distinct) IMPU, that falls in the range of a WIMPU, then HSS will send back a SAA including User-Data, where two different options are possible:

a) Identity Type=4 (WILDCARDED_IMPU), with the Wildcarded IMPU included in tIdentity. Apart from that, Wildcarded IMPU could optionally be included in tPublicIdentityExtension3 (it does not add any information).
b) Identity Type=3 (NON_DISTINCT _IMPU), including in tIdentity the specific (non distinct) IMPU sent by the S-CSCF. Apart from that, Wildcarded IMPU shall be included in tPublicIdentityExtension3
If on the contrarty, S-CSCF sends an specific (non distinct) PSI, that falls into the range of a WPSI, then HSS always includes in the User-Data the Identity Type=2 (WILDCARDED_PSI) what means that tIdentity contains that Wildcarded PSI. In this case, the Wildcarded PSI could optionally be included as well in tPublicIdentityExtension
PPR detailed behaviour corrrections:

Some text is corrected for PPR, since when the request shall contain the Wildcarded Public Identity, this could be included in:

a) tIdentity using IdentityType value 4 (WILDCARDED_IMPU), optionally as well in tPublicIdentityExtension3, or 

b) tIdentity using IdentityType value 2 (WILDCARDED_PSI), optionally as well in tPublicIdentityExtension, or

c) tPublicIdentityExtension3 using IdentityType value 3 (NON_DISTINCT_IMPU).
That is, if it does not make much sense to ignore tIdentity content, since it would make compulsory to send Wildcarded Public Identity using either tPublicIdentityExtension3 or tPublicIdentityExtension.

UML modelling:

Public Identification class diagram and explanation is updated to consider an Identity attribute, that is mandatory, which value depends on the IdentityType.
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For PPR it turns to be mandatory the inclusion of Wildcarded Public Identity in either tPublicIdentityExtension3 or tPublicIdentityExtension.

UML modeling and its description is misleading and inconsistent with the rest of the TS.
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* * * First Change * * * *
3.1
Definitions

For the purposes of the present document, the following terms and definitions given in TS 23.003 [17] apply:

Distinct Public Service Identity

Distinct Public User Identity
Public Service Identity

Public User Identity

Wildcarded Public Service Identity

Wildcarded Public User Identity
For the purposes of the present document, the following terms and definitions apply.

Common Part (of a user profile): Contains Initial Filter Criteria instances that should be evaluated both for registered and unregistered Public User Identities, or for unregistered Public Service Identities in the S-CSCF.

Complete user profile: Contains the Initial Filter Criteria instances of all three different user profile parts; registered part, unregistered part and common part.


IP Multimedia session: IP Multimedia session and IP Multimedia call are treated as equivalent in this specification.

Authentication pending flag: A flag that indicates that the authentication of a Public User Identity - Private User Identity pair is pending and waiting for confirmation.

Charging information: Data that is sent in the Charging-Information AVP.

Implicitly registered Public User Identity set: A set of Public User Identities, which are registered and de-registered simultaneously when any of the Public User Identities belonging to that set is registered or de-registered.
Not Registered State: Public Identity is not Registered and has no S-CSCF assigned.

Private Identity: Either a Private User Identity or a Private Service Identity.

Public Identity: Either a Public User Identity or a Public Service Identity.

Registered Part (of a user profile): Contains Initial Filter Criteria instances that should be evaluated only for registered Public User Identities in the S-CSCF. iFCs from the registered part need not be evaluated when the Public Identity is unregistered.

Registered State: Public User Identity is Registered at the request of the user and has an S-CSCF assigned.

S-CSCF reassignment pending flag: A flag that is handled only when IMS Restoration Procedures are supported.and that indicates that the subscription may be reassigned to a new S-CSCF (i.e. the current S-CSCF is not responding)
Unregistered part (of a user profile): Contains Initial Filter Criteria instances that should be evaluated only for unregistered Public Identities in the S-CSCF. iFCs from the unregistered part need not be evaluated when the Public User Identity is registered.
Unregistered State: Public Identity is not Registered but has a serving S-CSCF assigned to execute Unregistered state services as a consequence of a terminating  request, or an originating request from an AS on behalf of a user, or there is an S-CSCF keeping the user profile stored.
User information: The user related data that the S-CSCF requests from the HSS or HSS pushes to the S-CSCF, e.g. user profile and charging information.

User profile: Data that is sent in the User-Data AVP.

* * * Next Change * * * *
6.2.2
HSS initiated update of User Profile

This procedure is initiated by the HSS to update user profile information and/or charging information and/or SIP Digest authentication information in the S-CSCF. This procedure corresponds to the functional level operation Cx-Update_Subscr_Data (see 3GPP TS 23.228 [1]).

This procedure is mapped to the commands Push-Profile-Request/Answer in the Diameter application specified in 3GPP TS 29.229 [5].  Tables 6.2.2.1 and 6.2.2.2 describe the involved information elements.

Table 6.2.2.1: User Profile Update request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Private User Identity / Private Service Identity

(See 7.3 and 7.3a)
	User-Name


	M
	Private Identity.

The HSS shall always send a Private Identity that is known to the S-CSCF based on an earlier SAR/SAA procedure.

	User profile

(See 7.7)
	User-Data


	C
	Updated user profile (see sections 6.5.2.1 and 6.6.1), with the format defined in chapter 7.7.

It shall be present if the user profile is changed in the HSS. If the User-Data AVP is not present, the SIP-Auth-Data-Item or Charging-Information AVP shall be present.

	Authentication Data (See 7.9)
	SIP-Auth-Data-Item
	C
	SIP Digest authentication information.

It shall be present if the used authentication scheme is SIP Digest and when password change has occurred in the HSS. If the SIP-Auth-Data-Item AVP is not present, the Charging-Information or User-Data AVP shall be present.

See Table 6.3.6 for the contents of this information element.

	Charging Information (See 7.12)
	Charging-Information
	C
	Addresses of the charging functions.

It shall be present if the charging addresses are changed in the HSS. If the Charging-Information AVP is not present, the SIP-Auth-Data-Item or User-Data AVP shall be present.

When this parameter is included, either the Primary-Charging-Collection-Function-Name AVP or the Primary-Event-Charging-Function-Name AVP shall be included. All other charging information shall be included if it is available.

	Routing Information (See 7.13)
	Destination-Host
	M
	It contains the name of the S-CSCF which originated the last update of the name of the multimedia server stored in the HSS for a given IMS Subscription. The address of the S-CSCF is the same as the Origin-Host AVP in the message sent from the S-CSCF.


Table 6.2.2.2: User Profile Update response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.6)
	Result-Code / Experimental-Result
	M
	This information element indicates the result of the update of User Profile in the S-CSCF. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Cx/Dx errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.


6.2.2.1
Detailed behaviour

The HSS shall make use of this procedure to update the relevant user information to the S-CSCF. The user information contains the user profile. See chapters 6.5.2.1 and 6.6.1 for the rules of user profile updating. If there are multiple registered Private User Identities associated to the Public User Identity in the HSS, the HSS shall send only single request and select arbitrarily one of the Private User Identities and put it into the request. For updates of the profile of a Wildcarded Public Identity, the HSS shall send only one single request. That request shall contain the Wildcarded Public Identity.

The Charging-Information AVP and/or the User-Data AVP shall be present in the request. If the User-Data AVP is present in the request, the S-CSCF shall overwrite, for the Public Identities indicated in the User profile included in the request, current information with the information received from the HSS, except in the error situations detailed in table 6.2.2.1.1. If the Charging-Information AVP is present in the request, the S-CSCF shall replace the existing charging information with the information received from the HSS.

The SIP-Auth-Data-Item AVP shall be present if the command is sent in order to update SIP Digest authentication information due to a password change.

If the S-CSCF receives data that it can not recognise, unsupported user data in a part of the request where it may not be ignored or more data than it can accept, it shall return the corresponding error code to the HSS as indicated in table 6.2.2.1.1. The S-CSCF shall not overwrite the data that it already has to give service to the IMS Subscription. The HSS shall initiate a network-initiated de-registration procedure towards the S-CSCF with Deregistration-Reason set to SERVER_CHANGE, which will trigger the assignment of a new S-CSCF.

If the HSS receives DIAMETER_ERROR_USER_UNKNOWN from the S-CSCF in the Push-Profile-Answer, then the HSS shall re-send the request using another arbitrarily selected registered Private Identity (if any). If restoration procedures are not supported, the HSS shall set the unknown Private User Identity's registration status to "not registered"; this will allow the synchronization of the registration status in HSS and S-CSCF.

NOTE:
 If restoration procedures are supported, restoration procedures will ensure synchronization of the registration status in HSS and S-CSCF, i.e. the S-CSCF can either immediately retrieve the S-CSCF restoration information for the registered Public User Identity (sending SAR with Server Assignment Type set to NO_ASSIGNMENT), or wait for reception of a SIP request.
Table 6.2.2.1.1 details the valid result codes that the S-CSCF can return in the response.

Table 6.2.2.1.1: User profile response valid result codes

	Result-Code AVP value
	Condition

	DIAMETER_SUCCESS
	The request succeeded.

	DIAMETER_ERROR_NOT_SUPPORTED_USER_DATA
	The request failed. The S-CSCF informs the HSS that the received user information contained information, which was not recognised or supported by the S-CSCF due to unsupported S-CSCF capabilities.

	DIAMETER_ERROR_USER_UNKNOWN
	The request failed because the Private Identity is not found in S-CSCF. 

	DIAMETER_ERROR_TOO_MUCH_DATA
	The request failed. The S-CSCF informs to the HSS that it tried to push too much data into the S-CSCF.

	DIAMETER_UNABLE_TO_COMPLY
	The request failed.


* * * Next Change * * * *
B.2.1
Public Identification

The following picture gives an outline of the UML model of Public Identification class:
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Figure B.2.1.1: Public Identification


The attribute BarringIndication is of type Boolean. If it is absent, or if it is present and set to FALSE, the S-CSCF shall not restrict the use of that public user identity in any IMS communications. If it is present and set to TRUE, the S-CSCF shall prevent that public identity from being used in any IMS communication except registrations and re-registrations, as specified in 3GPP TS 24.229 [8].

Public Identification class can contain an Identity attribute. The attribute IdentityType indicates the type of identity contained in each case. It could be either:

· A distinct Public User Identity

· A distinct Public Service Identity

· A Wildcarded Public Service Identity

· A non distinct Specific Public User Identity, i.e. not explicitly provisioned in HSS.
· A Wildcarded Public User Identity

If the identity type is not present, it is assumed to be a distinct Public User Identity.


The attribute WildcardedPSI may be present (when IdentityType is WildcardedPSI) and contains the Wildcarded Public Service Identity that matched the Public Service Identity.  This Wildcarded Public Service identity shall be sent as stored in the HSS, that is, including the delimiter described in 3GPP TS 23.003 [17].

The attribute DisplayName allows a name to be associated with a Public Identity.

The attribute AliasIdentityGroupID indicates the alias group to which the Public User Identity belongs. If the "AliasInd" feature is supported, all Public User Identities shall have an AliasIdentityGroupID allocated. Within an IMS subscription Public User Identities that have the same AliasIdentityGroupID allocated shall not be in different implicit registration sets and shall share their service profile, and shall be regarded aliases of each other. If the "AliasInd" feature is not supported, all Public User Identities within an IMS subscription that are within the same implicit registration set and share their service profile shall be regarded aliases of each other. 
The attribute WildcardedIMPU shall be present when IdentityType is a non distinct IMPU or it may be optionally present when IdentityType is a Wildcarded IMPU. It contains the Wildcarded Public User Identity that matched the Public User Identity. This Wildcarded Public User identity shall be sent as stored in the HSS, that is, including the delimiter described in 3GPP TS 23.003 [17].

The attribute ServiceLevelTraceInfo provides the Service Level Tracing Information that is related to the Public User Identity.  If the ServiceLevelTraceInfo is present, service level tracing shall be enabled in the S-CSCF for the related Public User Identity according to the configuration data received.  If the ServiceLevelTraceInfo is not present, service level tracing is disabled in the S-CSCF for the related Public User Identity.

The attribute ServicePriorityLevel provides the Priority Level allowed for the Public User Identity, which can be used by the S-CSCF and other network elements for Priority Service.

* * * Next Change * * * *
Annex E (normative):
XML schema for the Cx interface user profile

The file CxDataType_Rel9.xsd, attached to this specification, contains the XML schema for the user profile that is sent over the Cx interface. The user profile XML schema defines that are used in the user profile XML. The data that is allowed to be sent in the user profile may vary depending on the features supported by the Diameter end points, see 3GPP TS 29.229 [5]. The user profile XML schema file is intended to be used by an XML parser. The version of the Cx application sending the user profile XML shall be the same as the version of the sent user profile XML and thus it implies the version of the user profile XML schema to be used to validate it.

Table E.1 describes the data types and the dependencies among them that configure the user profile XML schema.

Table E.1: XML schema for the Cx interface user profile: simple data types

	Data type
	Tag
	Base type
	Comments

	tPriority
	Priority
	integer
	>= 0

	tProfilePartIndicator
	ProfilePartIndicator
	enumerated
	Possible values:

0 (REGISTERED)

1 (UNREGISTERED)

	tSharedIFCSetID
	SharedIFCSetID
	integer
	>= 0

	tGroupID
	Group
	integer
	>= 0

	tRegistrationType
	RegistrationType
	enumerated
	Possible values:

0 (INITIAL_REGISTRATION)

1 (RE-REGISTRATION)

2 (DE-REGISTRATION)

	tDefaultHandling
	DefaultHandling
	enumerated
	Possible values: 

0 (SESSION_CONTINUED)

1 (SESSION_TERMINATED)

	tDirectionOfRequest
	SessionCase
	enumerated
	Possible values: 

0 (ORIGINATING_SESSION)

1 TERMINATING_REGISTERED 

2 (TERMINATING_UNREGISTERED)

3 (ORIGINATING_UNREGISTERED)

4 (ORIGINATING_CDIV)

	tPrivateID
	PrivateID
	anyURI
	Syntax described in IETF RFC 2486 [14]

	tSIP_URL
	Identity
	anyURI
	Syntax described in IETF RFC 3261 [11] or 3GPP TS 23003 (See Note 1)

	tTEL_URL
	Identity
	anyURI
	Syntax described in IETF RFC 3966 [15] or 3GPP TS 23003 (See Note 1)

	tIdentity
	Identity
	(union)
	Union of tSIP_URL, and tTEL_URL

	tIdentityType
	IdentityType
	enumerated
	Possible values:

0 (DISTINCT_PUBLIC_USER_IDENTITY)

1 (DISTINCT_PSI)

2 (WILDCARDED_PSI) (See Note 2)
3 (NON_DISTINCT_IMPU) (See Note 3)

4 (WILDCARDED_IMPU) (See Note 4)

	tServiceInfo
	ServiceInfo
	string
	

	tString
	RequestURI, Method, Header, Content, Line
	string
	

	tBool
	ConditionTypeCNF, ConditionNegated, BarringIndication
	boolean
	Possible values: 

0 (false)

1 (true)

	tSubscribedMediaProfileId
	SubscribedMediaProfileId
	integer
	>=0

	tDisplayName
	DisplayName
	string
	

	tAliasIdentityGroupID
	AliasIdentityGroupID
	string
	

	tServiceLevelTraceInfo
	ServiceLevelTraceInfo
	string
	Syntax described in clause 14 within IETF draft-dawes-sipping-debug [20]

	tServicePriorityLevel
	ServicePriorityLevel
	enumerated
	Possible values:

0 (Highest priority)

1

2

3

4 (Lowest priority)

	NOTE 1:
Only when the “Identity” tag is a Wildcarded Identity the syntax is described in 3GPP TS 23.003. It applies to both WILDCARDED_IMPU and WILDCARDED_PSI.

NOTE 2:
Wildcarded PSI could optionally be included as well in tPublicIdentityExtension.
NOTE 3:
The IMPU is not explicitly provisioned in HSS. In this case, corresponding Wildcarded IMPU is included in tPublicIdentityExtension3.
NOTE 4:
WILDCARDED_IMPU indicates that the content of the identity in the “Identity” tag is a Wildcarded Public User Identity. In this case, Wildcarded IMPU could optionally be included as well in tPublicIdentityExtension3.


Table E.2: XML schema for the Cx interface user profile: complex data types

	Data type
	Tag
	Compound of

	
	
	Tag
	Type
	Cardinality


	tIMSSubscription
	IMSSubscription
	PrivateID
	tPrivateID
	1

	
	
	ServiceProfile
	tServiceProfile
	(1 to n) 

	tServiceProfile
	ServiceProfile
	PublicIdentity
	tPublicIdentity
	(1 to n

	
	
	CoreNetworkServicesAuthorization
	CoreNetworkServicesAuthorization
	(0 to 1

	
	
	InitialFilterCriteria
	tInitialFilterCriteria
	(0 to n)

	
	
	Extension
	tServiceProfileExtension
	(0 to 1)

	tServiceProfileExtension
	Extension
	SharedIFCSetID
	tSharedIFCSetID
	(0 to n)

	tCoreNetworkServicesAuthorization
	CoreNetworkServicesAuthorization
	SubscribedMediaProfileId
	tSubscribedMediaProfileId
	(0 to 1)

	
	
	Extension
	tCNServicesAuthorizationExtension
	(0 to 1)

	tPublicIdentity
	PublicIdentity
	BarringIndication
	tBool
	(0 to 1)

	
	
	Identity
	tIdentity
	1

	
	
	Extension
	tPublicIdentityExtension
	(0 to 1)

	tInitialFilterCriteria
	InitialFilterCriteria
	Priority
	tPriority
	1

	
	
	TriggerPoint
	tTrigger
	(0 to 1)

	
	
	ApplicationServer
	tApplicationServer
	1

	
	
	ProfilePartIndicator
	tProfilePartIndicator
	(0 to 1)

	tTrigger
	TriggerPoint
	ConditionTypeCNF
	tBool
	1

	
	
	SPT
	tSePoTri
	(1 to n)

	tSePoTri
	SPT
	ConditionNegated
	tBool
	(0 to 1)

	
	
	Group
	tGroupID
	(1 to n

	
	
	Choice of
	RequestURI
	tString
	1

	
	
	
	Method
	tString
	1

	
	
	
	SIPHeader
	tHeader
	1

	
	
	
	SessionCase
	tDirectionOfRequest
	1

	
	
	
	SessionDescription
	tSessionDescription
	1

	
	
	Extension
	tSePoTriExtension
	(0 to 1)

	tSePoTriExtension
	Extension
	RegistrationType
	tRegistrationType
	(0 to 2)

	tHeader
	SIPHeader
	Header
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tSessionDescription
	SessionDescription
	Line
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tApplicationServer
	ApplicationServer
	ServerName
	tSIP_URL
	1

	
	
	DefaultHandling
	tDefaultHandling
	(0 to 1)

	
	
	ServiceInfo
	tServiceInfo
	(0 to 1)

	
	
	Extension
	tApplicationServerExtension
	(0 to 1)

	tApplicationServerExtension
	Extension
	IncludeRegisterRequest
	tIncludeRegisterRequest
	(0 to 1)

	
	
	IncludeRegisterResponse
	tIncludeRegisterResponse
	(0 to 1)

	tIncludeRegisterRequest
	IncludeRegisterRequest
	(NOTE 2)
	(NOTE 2)
	(0 to 1)

	tIncludeRegisterResponse
	tIncludeRegisterResponse
	(NOTE 2)
	(NOTE 2)
	(0 to 1)

	tPublicIdentityExtension
	Extension
	IdentityType
	tIdentityType
	(0 to 1)

	
	
	WildcardedPSI
	anyURI (NOTE 3)
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension2
	(0 to 1)

	tPublicIdentityExtension2
	Extension
	DisplayName
	tDisplayName
	(0 to 1)

	
	
	AliasIdentityGroupID
	tAliasIdentityGroupID
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension3
	(0 to 1)

	tPublicIdentityExtension3
	Extension
	WildcardedIMPU
	anyURI (NOTE 3)
	(0 to 1)

	
	
	ServiceLevelTraceInfo
	tServiceLevelTraceInfo
	(0 to 1)

	
	
	ServicePriorityLevel
	ServicePriorityLevel
	(0 to 1)

	tCNServicesAuthorizationExtension
	Extension
	ListOfServiceIds
	tListOfServiceIds
	(0 to 1)

	tListOfServiceIds
	ListOfServiceIds
	ServiceId
	tString
	(0 to n)

	NOTE 1: "n" shall be interpreted as non-bounded.

NOTE 2: empty cells shall be interpreted as complex XML elements without defined content.

NOTE 3: the syntax of Wildcarded Public User Identity and Wildcarded Service Identity shall be as described in 3GPP TS 23.003 [17]


* * * End of Change * * * *
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