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Introduction

Since release 7 emergency call support has been defined for I-WLAN.  However the specifications have not been completed in terms of functionality, e.g.,UICC-less support is missing.  It has to be noted that stage 2 does give guidance on what the identifier should be for UICC-less calls (copied below).

	TS 24.234 section    5.3.2
NAI Username

The NAI username part format shall comply with IETF EAP-SIM [23] and EAP-AKA [22]. Three types of usernames are:

1.
a Permanent username;

2.
a Pseudonym username;

3.
a Fast re-authentication username.

Both of the Pseudonym and the Fast re-authentication usernames are used in temporary identities, but the purpose and usage of them are different. The first two types of usernames are only used on full authentication and the last one only on fast re-authentication.
The Permanent username, which is specified in IETF EAP-SIM [23] and EAP-AKA [22], shall be derived from IMSI, which resides in the UICC. Details of these are covered in TS 33.234 [14], TS 24.234 [9] and TS 23.003 [5]. For the case of UICC-less IMS Emergency Call, an identifier of the UE (e.g. IMEI) should be used as the permanent username.

NOTE:
The permanent username is not used for authentication in case of UICC-less IMS emergency calls.




However it has to be recognized that these requirements  have not been revisited since the release 7 time frame and that the industry has moved on significantly in its understanding of credential less devices, specifically IEEE have been developing support for such device.
IEEE and IETF

IEEE has developed 802.11u-2011 [x].  In this specification they have also recognized the need to support emergency calls over WLAN where a WLAN maybe open or not (e.g, using a Robust Security Association - RSA).  They have also recognized that where a RSA hotspot is concerned a user may or may not have credentials that they can use to obtain layer 3 access.  This has been documented in Annex X.4 [x]. 

In the case that WLAN device (called an STA in 802.11 specifications) does not have the necessary credentials, the WLAN uses 802.11u ANQP (request response type procedure at 802.11 layer 2) functionality to request a default NAI called the Emergency NAI (defined in section 7.3.4.16 of 802.11u [x]).  The way this default NAI is used in the network is specified in IETF draft-ietf-ecrit-unauthenticated-access-03 [].
Operational considerations

One of the original goals of I-WLAN was to have minimal impact on WLAN networks and IEEE standards.  The basic requirements were captured in TS 23.234 [x].

	5.1.1
WLAN Impacts

The following requirements should be satisfied by the WLAN 3GPP Interworking function with regard to the WLAN itself:

-
Legacy WLAN terminals should be supported. However software upgrades may be required for e.g. to access a (U)SIM.

-
Existing client hardware and software should be used where ever possible

-
Minimal impact on existing WLAN networks.



Considering that Access Points (APs) will implement IEEE standards that include 802.11u it can be assumed that majority of new WLANs AP’s will be compliant with the support of ANQP and the emergency NAI.   The support of another NAI increases the complexity in the network.  This is discussed further below.

Looking to the operational aspect of WLANs one needs to consider how the eco system looks from a cellular perspective.  There will be cellular operators that :
a)
have direct control over their WLAN AP’s; or
b)
are part of multi-play operator whose access points are operated by a different business unit that has different goals and business objectives.
There will be hotspots owned by independent third parties that contract to provide cellular access either directly or indirectly e.g.


i)
The third party has a direct relationship with the cellular provider; or
 
ii)
The third party has a relationship with a WLAN broker and it is the WLAN broker who has the relationship with the Cellular operator.  The third party has no knowledge of WLAN brokers other relationships.
In b), i) and ii) above it is more than likely AP’s will implement 802.11u [x] and IETF draft-ietf-ecrit-unauthenticated-access-03 [] functionality to cater for the majority of WLAN devices such as tablets, laptops and other consumer devices.  These will be the majority of WLAN capable devices.

In many actual deployment scenarios the 3GPP operator may not have enough control over the WLAN APs and access network to be able to ensure that support for 3GPP specific enhancements such as an NAI based on the IMEI are supported.
If a 3GPP UICC-less device roams into such a network as described in b), i) and ii) when it makes an emergency call it provides the NAI in the form of:

imei<IMEI>@sos.invalid

The network does not understand how to route such an NAI in the context of IETF draft-ietf-ecrit-unauthenticated-access-03 [] and the access network authentication will fail.  This is especially true in ii) above where cellular operators have relationships with WLAN brokers who then have the relationships with independent hotspot providers.
Proposal

Change stage 2 to allow support for default NAI as provided in 802.11u [] and IETF draft-ietf-ecrit-unauthenticated-access-03 []

Update the CR in CP-110698 to add in text to indicate if 802.11 [] is supported and default NAI provided then this shall be used for the access authentication.

