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1.1
References

1.1.1
Normative references

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 21.905: "Vocabulary for 3GPP Specifications ".
[2]
3GPP TS 23.008: "Organization of subscriber data".

[3]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2"

[4]
3GPP TS 23.070: "Routeing of calls to/from Public Data Networks (PDN)".

[5]
3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".

[6]
3GPP TS 29.060: "GPRS Tunnelling protocol (GTP) across the Gn and Gp interface".

[7]
3GPP TS 43.020: "Digital cellular telecommunications system (Phase 2+); Security related network functions".

[8]
void 

[9]
3GPP TS 51.011: " Specification of the Subscriber Identity Module - Mobile Equipment (SIM - ME) interface".

[10]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[11]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".

[12]
ITU-T Recommendation E.213: "Telephone and ISDN numbering plan for land Mobile Stations in public land mobile networks (PLMN)".

[13]
ITU-T Recommendation X.121: "International numbering plan for public data networks".

[14]
IETF RFC 791: "Internet Protocol".

[15]
IETF RFC 2373: "IP Version 6 Addressing Architecture".

[16]
3GPP TS 25.401: "UTRAN Overall Description".

[17]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".

[18]
IETF RFC 2181: "Clarifications to the DNS Specification".

[19]
IETF RFC 1035: "Domain Names - Implementation and Specification".

[20]
IETF RFC 1123: "Requirements for Internet Hosts -- Application and Support".

[21]
IETF RFC 2462: "IPv6 Stateless Address Autoconfiguration".

[22]
IETF RFC 3041: "Privacy Extensions for Stateless Address Autoconfiguration in IPv6".

[23]
3GPP TS 23.236: "Intra Domain Connection of RAN Nodes to Multiple CN Nodes".

[24]
3GPP TS 23.228: "IP Multimedia (IM) Subsystem – Stage 2"

[25]
Void

[26]
IETF RFC 3261: "SIP: Session Initiation Protocol"

[27]
3GPP TS 31.102: "Characteristics of the USIM Application."

[28]
Void

[29]
3GPP TS 44.118: "Radio Resource Control (RRC) Protocol, Iu Mode".

[30]
3GPP TS 23.073: "Support of Localised Service Area (SoLSA); Stage 2"

[31]
3GPP TS 29.002: "Mobile Application Part (MAP) specification"

[32]
3GPP TS 22.016: "International Mobile Equipment Identities (IMEI)"

[33]
Void

[34]
Void

[35]
3GPP TS 45.056: "CTS-FP Radio Sub-system"

[36]
3GPP TS 42.009: "Security aspects" [currently not being raised to rel‑5 – Pete H. looking into it]

[37]
3GPP TS 25.423: "UTRAN Iur interface RNSAP signalling"

[38]
3GPP TS 25.419: "UTRAN Iu-BC interface: Service Area Broadcast Protocol (SABP)"

[39]
3GPP TS 25.410: "UTRAN Iu Interface: General Aspects and Principles"

[40]
ISO/IEC 7812: "Identification cards - Numbering system and registration procedure for issuer identifiers"

[41]
Void

[42]
3GPP TS 33.102 "3G security; Security architecture"

[43]
3GPP TS 43.130: "Iur‑g interface; Stage 2"

[45]
IETF RFC 3966: "The tel URI for Telephone Numbers"

[46]
3GPP TS 44.068: "Group Call Control (GCC) protocol".

[47]
3GPP TS 44.069: "Broadcast Call Control (BCC) Protocol ".

[48]
3GPP TS 24.234: "3GPP System to WLAN Interworking; UE to Network protocols; Stage 3".

[49]
Void

[50]
IETF RFC 4187: "EAP AKA Authentication".

[51]
IETF RFC 4186: "EAP SIM Authentication".

[52]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description"

[53]
IETF RFC 4282: "The Network Access Identifier".

[54]
IETF RFC 2279: "UTF-8, a transformation format of ISO 10646".

[55]
3GPP TS 33.234: "Wireless Local Area Network (WLAN) interworking security".

[56]
Void
[58]
3GPP TS 33.221 "Generic Authentication Architecture (GAA); Support for Subscriber Certificates".

[60]
IEEE 1003.1-2004, Part 1: Base Definitions

[61]
3GPP TS 43.318: "Generic Access to the A/Gb interface; Stage 2"

[62]
3GPP TS 44.318: "Generic Access (GA) to the A/Gb interface; Mobile GA interface layer 3 specification"

[63]
3GPP TS 29.163: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks"

[64]
IETF RFC 2606: "Reserved Top Level DNS Names"

[65]
Void
[66]
3GPP TS 51.011 Release 4: "Specification of the Subscriber Identity Module - Mobile Equipment (SIM - ME) interface"

[67]
3GPP2 X.S0013-004: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3"
[68]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses"

[69]
3GPP TS 33.402: "3GPP System Architecture Evolution: Security Aspects of non-3GPP accesses"

[70]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) Centralized Services; Stage 2"

[71]
3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity"

[72]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access"

[73]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3"

[74]
IETF RFC 3958: "Domain-Based Application Service Location Using SRV RRs and the Dynamic Delegation Discovery Service (DDDS)"

[75]
Void

[76]
3GPP TS 23.237: "Mobility between 3GPP-Wireless Local Area Network (WLAN) interworking and 3GPP systems"
[77]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3"

[78]
3GPP TS 23.273: "Evolved Packet System; 3GPP EPS AAA Interfaces"

[79]
IETF Internet-Draft, draft-montemurro-gsma-imei-urn-05 (September 2010): "A Uniform Resource Name Namespace For The GSM Association (GSMA) and the International Mobile station Equipment Identity (IMEI)".

[80]
IETF RFC 4122: "A Universally Unique IDentifier (UUID) URN Namespace".

[81]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[82]
IETF Internet-Draft, draft-arkko-eap-aka-kdf-10: "Improved Extensible Authentication Protocol Method for 3rd Generation Authentication and Key Agreement (EAP-AKA') ", work in Progress
[83]
3GPP TS 22.011: "Service accessibility".

[84]
3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN) ; S1 Application Protocol (S1AP)".

[85]
Guidelines for use of a 48-bit Extended Unique Identifier (EUI-48™), http://standards.ieee.org/regauth/oui/tutorials/EUI48.html
[86]
GUIDELINES FOR 64-BIT GLOBAL IDENTIFIER (EUI-64) REGISTRATION AUTHORITY, http://standards.ieee.org/regauth/oui/tutorials/EUI64.html
[87]
The Broadband Forum TR-069: "CPE WAN Management Protocol v1.1", Issue 1 Amendment 2, December 2007
[88]
3GPP TS 29.274: "Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[89]
3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".

[90]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[X]
3GPP TS 24.623: "Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services".
[Y]
3GPP TS 24.173: "IMS Multimedia telephony communication service and supplementary services; Stage 3".
[Z]
IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
************ NEXT CHANGE ************
13 
Numbering, addressing and identification within the IP multimedia core network subsystem

...

13.8
Instance-ID 
An instance-id is a SIP Contact header parameter that uniquely identifies the SIP UA performing a registration.
When an IMEI is available, the instance-id shall take the form of a IMEI URN (see draft-montemurro-gsma-imei-urn [79]). The format of the instance-id shall take the form "urn:gsma:imei:<gsma-specifier-defined-substring>" where by the the gsma-specifier-defined-substring shall be the IMEI encoded as defined in draft-montemurro-gsma-imei-urn [79]. The optional <gsma-specifier-defined-param>  parameters shall not be included in the instance-id. An example of such an instance-id is as follows:

EXAMPLE:
urn:gsma:imei:90420156-025763-0
If no IMEI is available, the instance-id shall take the form of a string representation of a UUID as a URN as defined in IETF RFC 4122 [80]. An example of such an instance-id is as follows:

EXAMPLE:
urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
For more information on the instance-id and when it is used, see 3GPP TS 24.229 [81].

13.X
XCAP Root URI 
13.X.1 XCAP Root URI on Ut inteface for MMTEL
13.X.1.1 General

The XCAP Root URIon Ut interface for MMTEL is used by a UE  (as specified in 3GPP TS 24.623 [X] and 24.173[Y]) to discover an XCAP Root in the network. The UE can be either a mobile or a fixed terminal.
13.X.1.2
Format of XCAP Root URI

The XCAP Root URI, as defined in IETF RFC 4825[Z], is an HTTP URI, which takes the following format:

"http:" "//" host
Note: XCAP Root URI does not contain port portion and abs_path portion of standard HTTP URI.
The host part of the XCAP Root URI contains an FQDN, which is composed of six labels. The last three labels shall be "ipxuni.3gppnetwork.org". The second and third labels together shall uniquely identify the PLMN. The first label shall be "ut". 
The FQDN of the XCAP Root URI is derived from the IMSI as follows:

"ut.mnc<MNC>.mcc<MCC>.ipxuni.3gppnetwork.org"

where:

"<MNC>" and "<MCC>" serve as invariable identifiers for the following decimal digits.

· When contacting Home XCAP Root and XCAP Root address is resolved by the UE, the <MNC> and <MCC> shall be derived from the components of the IMSI defined in subclause 2.2.
If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the FQDN of XCAP Root URI.

As an example, the FQDN part of XCAP Root URI for MCC 345 and MNC 12 used by the UE would be:

"ut.mnc012.mcc345.ipxuni.3gppnetwork.org".
The overall XCAP Root URI for MCC 345 and MNC 12 used by the UE would be:
"http://ut.mnc012.mcc345.ipxuni.3gppnetwork.org".
************ NEXT CHANGE ************
Annex D (informative):
Applicability and use of the ".3gppnetwork.org" domain name

There currently exists a private IP network between operators to provide connectivity for user transparent services that utilise protocols that rely on IP. This includes (but is not necessarily limited to) such services as GPRS/PS roaming, WLAN roaming, GPRS/PS inter‑PLMN handover and inter‑MMSC MM delivery. This inter‑PLMN IP backbone network consists of indirect connections using brokers (known as GRXs – GPRS Roaming Exchanges) and direct inter‑PLMN connections (e.g. private wire); it is however not connected to the Internet. More details can be found in GSMA PRD IR.34 [57].
Within this inter‑PLMN IP backbone network, the domain name ".gprs" was originally conceived as the only domain name to be used to enable DNS servers to translate logical names for network nodes to IP addresses (and vice versa). However, after feedback from the Internet Engineering Task Force (IETF) it was identified that use of this domain name has the following drawbacks:

1. Leakage of DNS requests for the ".gprs" top level domain into the public Internet is inevitable at sometime or other, especially as the number of services (and therefore number of nodes) using the inter‑PLMN IP backbone increases. In the worst case scenario of faulty clients, the performance of the Internet's root DNS servers would be seriously degraded by having to process requests for a top level domain that does not exist.

2. It would be very difficult for network operators to detect if/when DNS requests for the ".gprs" domain were leaked to the public Internet (and therefore the security policies of the inter‑PLMN IP backbone network were breached), because the Internet's root DNS servers would simply return an error message to the sender of the request only.

To address the above, the IETF recommended using a domain name that is routable in the pubic domain but which requests to it are not actually serviced in the public domain. The domain name ".3gppnetwork.org" was chosen as the new top level domain name to be used (as far as possible) within the inter‑PLMN IP backbone network.
Originally, only the DNS servers connected to the inter‑PLMN IP backbone network were populated with the correct information needed to service requests for all sub‑domains of this domain. However, it was later identified that some new services needed their allocated sub‑domain(s) to be resolvable by the UE and not just inter-PLMN IP network nodes. To address this, additional, higher‑level sub‑domains were created:
· "pub.3gppnetwork.org", which is to be used for domain names that need to be resolvable by UEs (and possibly network nodes too) that are connected to a local area network that is connected to the Internet; and

-
"ipxuni.3gppnetwork.org", which is to be used for domain names for UNI interfaces that need to be resolvable by UEs that are connected to a local area network that is not connected to the Internet (e.g. local area networks connected to the inter-PLMN IP network of the IPX).
 Therefore, DNS requests for the above domain names can be resolved, while requests for all other sub‑domains of "3gppnetwork.org" can simply be configured to return the usual DNS error for unknown hosts (thereby avoiding potential extra, redundant load on the Internet's root DNS servers).

The GSM Association is in charge of allocating new sub‑domains of the ".3gppnetwork.org" domain name. The procedure for requesting new sub‑domains can be found in Annex E.

Annex E (normative):
Procedure for sub‑domain allocation

When a 3GPP member company identifies the need for a new sub‑domain name of ".3gppnetwork.org", that 3GPP member company shall propose a CR to this specification at the earliest available meeting of the responsible working group for this TS. The CR shall propose a new sub‑domain name. The new sub‑domain proposed shall be formatted in one of the formats as described in the following table.

	Sub‑domain Format
	Intended Usage

	<service_id>.mnc<MNC>.mcc<MCC>.3gppnetwork.org

(see notes 1 and 2)
	Domain name that is to be resolvable by network nodes only. This format inherently adds protection to the identified node, in that attempted DNS resolutions instigated directly from end user equipment will fail indefinitely.

	<service_id>.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org

(see notes 1 and 2)
	Domain name that is to be resolvable by UEs and/or network nodes. This format inherently adds global resolution capability, but at the expense of confidentiality of network topology.

	<service_id>.mnc<MNC>.mcc<MCC>.ipxuni.3gppnetwork.org

(see notes 1 and 2)
	Domain name for UNI interface that is to be resolvable by UEs that are connected to an inter-PLMN IP network that has no connectivity to the Internet. 
This format inherently adds resolution capability for UEs in closed IP networks e.g. IPX,


Table E.1: Sub‑domain formats for the "3gppnetwork.org" domain and their respective intended usage

NOTE 1:
"<service_ID>" is a chosen label, conformant to DNS naming conventions (usually IETF RFC 1035 [19] and IETF RFC 1123 [20]) that clearly and succinctly describe the service and/or operation that is intended to use this sub‑domain.

NOTE 2:
"<MNC>" and "<MCC>" are the MNC (padded to the left with a zero, if only a 2‑digit MNC) and MCC of a PLMN.

Care should be taken when choosing which format a domain name should use. Once a format has been chosen, the responsible working group shall then check the CR and either endorse it or reject it. If the CR is endorsed, then the responsible working group shall send an LS to the GSMA IREG describing the following key points:

-
the context

-
the service

-
intended use

-
involved actors

-
proposed new sub‑domain name

GSMA IREG will then verify the consistence of the proposal and its usage within the domain’s structure and interworking rules (e.g. access to the GRX Root DNS servers). GSMA IREG will then endorse or reject the proposal and inform the responsible working group (in 3GPP). It is possible that GSMA IREG will also specify, changes to the newly proposed sub‑domain name (e.g. due to requested sub‑domain name already allocated).

It should be noted that services already defined to use the ".gprs" domain name will continue to do so and shall not use the new domain name of ".3gppnetwork.org"; this is to avoid destabilising services that are already live.

************ END OF CHANGE ************
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