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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.292 [2] apply:

ICS UE
SCC AS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [7] apply


Access Transfer

Remote Leg

Service Control Signalling Path

Session Transfer

Session Transfer Identifier (STI)

Source Access Leg

Target Access Leg
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.292 [5] apply:

PSI DN
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ICS
IMS Centralized Services

SCC AS
Service Centralization and Continuity Application Server
STI
Session Transfer Identifier
USSD
Unstructured Supplementary Service Data

* * * End First change * * *

* * * Second change * * *

6.2.1.2.1
ICS UE CS Session Origination
When the ICS UE originates a session using an I1reference point, the UE shall:
1)
generate an I1 Invite message that includes:
a)
a Message type subfield set to the value that includes that this is an I1 Invite message;
b)
a new value in the Call-Identifier (Part-1) subfield, as specified in subclause 7.2.2. The Call-Identifier will uniquely identify this I1 session between the ICS UE and the SCC AS;
Editor’s note:
if forking is supported then such can have impact on the call-ID

c)
an allocated Message sequence number;
d)
a From-id information element that includes either a SIP URI or an E.164 number, and it will be used by the SCC AS to identify the ICS UE; 
Editor’s note:
How to include the SIP URI into the I1 messages is FFS.
e)
a To-id information element that includes either a SIP URI or an E.164 number, and will be used by the SCC AS to determine the identity of the called user;
f)
a Privacy information element that indicates the ICS UE's privacy preferences. The SCC AS will apply these preferences to the SIP session that the SCC AS will establish on behalf of the UE; and
g)
a CS access network type indicator; and
h)
a Timestamp information element that includes current local time measured in seconds. The element will be used by the SCC AS to determine the staleness of the message.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS. The transaction style is FFS. PUD naming is FFS. 
2)
select the transport layer protocol depending on the access network type, and forward the I1 Invite message toward the SCC AS.

When the UE receives an I1 Progress message with Progress reason set to Call progressing, the UE shall: 

1)
save the received Call-Identifier value and use it for further reference to this session;

2)
verify if the message is in sequence according to the Message sequence number value, and save the received Message sequence number;
3)
store the SCC AS PSI DN value (i.e. the E.164 number) received in the SCC-AS-id information element; and

4)
store the STI value (i.e. the E.164 number) if received in the Session-identifier information element;
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
NOTE 2:
The UE may indicate the Progress reason value to the user.

Editor’s note:
Responses indicating an error are FFS.

Upon receiving the SCC AS PSI DN (i.e. the E.164 number) conveyed in the I1 Progress message with Progress reason set to Call progressing from the SCC AS, the ICS UE shall initiates the call over the CS domain by sending a SETUP message to the MSC Server as specified in 3GPP TS 24.008 [3] as follows:

1)
the Called Party BCD Number information element is set to the SCC AS PSI DN (i.e. the E.164 number) received in the I1 Progress message with Progress reason set to Call progressing.
When the ICS UE receives an I1 Success message, the UE shall:
1)
verify if a I1 session exists for the received Call-Identifier value;

2)
verify if a the message is in sequence according to the Message sequence number value; and
3)
consider the call to be established, if verification was successful.

Editor’s note:
Responses indicating an error are FFS.

6.2.1.2.2
ICS UE CS Session Termination without UE assisted T-ADS
If the ICS UE receives an I1 Invite message from the SCC AS, and the UE determines that no I1 session exists for the received Call-Identifier value, the ICS UE shall:
0)
retrieve the SCC AS local time value from the Timestamp information element of the I1 Invite message, and validate the staleness of the message by applying the following equation:

SCC_AS_time_in_the_I1_Invite_message – SCC_AS_time as specified in subclause 6.4.1 item 5) 
>=

(ICS_UE_local_time - ICS_UE_time as specified in subclause 6.4.3.1 item 1)e)  – Deviation
NOTE:
Deviation parameter is 64*T1 seconds.
If the equation is true the message is not stale and it shall processed by the following sections. Otherwise, the messages is discarded and no response is generated to the I1 Invite message; and
1)
store the information contained in the I1 Invite message, including the called party identity included in the To-id information element, the calling user's public user identity included in the From-id information element, the IUA PSI DN (i.e., the E.164 number) included in the SCC-AS-id information element, the Message sequence number, the Call-Identifier (Part-2) subfield, the STI value (i.e. the E.164 number) if received in the Session-identifier information element, and transport layer information identifying the transport connection over which the I1 Invite message was received; and
2)
initiate a call over CS bearer by sending a SETUP message to the MSC Server as specified in 3GPP TS 24.008 [3] with the Called Party BCD Number information element is set to the received SCC AS PSI DN (i.e., the E.164 number).
NOTE 1: The ICS UE may indicate the From-id information element value or an I1 session received indication to the user.
NOTE 2:
When the ICS UE receives an I1 Invite message, the UE may send an I1 Progress message with Reason set to Call progressing. The I1 Progress message with Reason set to Call progressing is identical to the I1 Progress message with Reason set to Ringing described below, except the Reason subfield will be set to Call progressing.
Editor’s note:
Responses indicating an error are FFS.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

When the ICS UE receives an indication from the CS domain that the media resources are available (i.e. the UE receives a CONNECT message) the UE shall: 

1)
generate an I1 Progress message with Progress reason set to Ringing containing the following information:

a)
a Message type subfield set to the value that indicates that is an I1 Progres message;

b)
a new value in the Call-Identifier (Part-1) subfield, as specified in subclause 7.2.2. The resulting Call-Identifier uniquely identifies this I1 session between the UE and SCC AS;
NOTE 3:
A new value in the Call-Identifier (Part-1) subfield is inserted only if this is the first I1 message sent to the SCC AS. Otherwise the previously set Call-Identifier value is used.

c)
increment the stored Message sequence value, store it, and include it in the Message sequence subfield; and
d)
set the Reason subfield (per figure 7.3.1) to 183; and

2)
send the I1 Progress message with Progress reason set to Ringing towards the SCC AS over the transport layer connection over which the I1 Invite message was received.
If the user accepts the request, the ICS UE shall:

1)
generate an I1 Success message containing the following information:
a)
a Message type subfield set to the value that indicates that is an I1 Success message;

b)
the stored Call-Identifier value that uniquely identifies this I1 session between the UE and SCC AS; and
 Editor’s note:
if forking is supported then such can have impact on the call-ID.
c)
increment the stored Message sequence value, store it, and include it in the Message sequence subfield; and
Editor's Note:
include a B-Party URI header value set to a SIP or tel URI is FFS.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

2)
send the I1 Success message towards the SCC AS over the transport layer connection over which the I1 Invite message was received.
6.2.1.2.3
ICS UE CS Session Termination with UE assisted T-ADS
If the ICS UE receives an I1 Invite message with a Replaces header field and it is determined that there is a SIP session being established for the Replaces header value (e.g., the Replaces header is set to a value identical to (or deduced from) the SIP session identifier in a previously received SIP INVITE), the ICS UE:

1)
shall interpret it as session control fallback from Gm to I1; and

2)
shall use the Replaces header value to correlate the I1 Invite message with the SIP INVITE request prevously received, to get IUA PSI DN, the called party identity and the calling party identity. 
NOTE:
In this case, some headers (e.g. To, From, Privacy header) and IUA PSI DN can be omitted from the I1 Invite message, for the information can be get by the ICS UE from the correlated SIP INVITE request.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

Afterwards, the ICS UE shall behave as specified in subclause 6.2.1.2.2.
6.2.1.3
Detailed behaviour of SCC AS

6.2.1.3.1
SCC AS CS Session Origination
The following subclause describes the procedures at the SCC AS for session origination. In this scenario, the SCC AS serves the originating user.
Upon receiving an initial I1 Invite message from the ICS UE via the I1 reference point, the SCC AS shall:
0)
retrieve the ICS UE local time value from the Timestamp information element of the I1 Invite message, and validate the staleness of the message by applying the following equation:

ICS_UE_time_in_the_I1_Invite_message – ICS_UE_time_ as specified in subclause 6.4.4.1 item 1)
>=

(SCC_AS_local_time - SCC_AS_time_ as specified in subclause 6.4.4.1 item 3)d) – Deviation
NOTE:
Deviation parameter is 64*T1 seconds. 

If the equation is true the message is not stale and it shall processed by the following sections. Otherwise, the messages is discarded and no response is generated to the I1 Invite message; and
1)
store the information received in the I1 Invite message, including the called party identity included in the To-id information element, the calling user's public user identity included in the From-id information element, the requested privacy type included in the Privacy information element, the Sequence-ID header value, and transport layer information identifying the transport connection over which the I1 Invite message was received;

1A)
dynamiclly allocate a STI and bind it to the information stored in step 1. The STI is specified as an E.164 number;
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
2)
allocate the SCC AS PSI DN which is specified as an E.164 number and shall identify the stored information in step 1) and associated with the SCC AS;

3)
generate an I1 Progress message containing the following information:
a)
a Message type field set to the value that indicates that is an I1 Progress message;

b)
include the stored Call-ID header value;

c)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value;

d)
include the allocated SCC AS PSI DN (i.e., the E.164 number) in the SCC-AS-id information element; e)
set the Reason field to 183 (per figure 7.3.1); and
f)
include the allocated STI (i.e., the E.164 number) in the Session-identifier information element;
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

4)
perform the procedures per 3GPP TS 24.292 subclause 7.4.2.1 item 3;
5)
perform the procedures per 3GPP TS 24.292 subclause 7.4.2.1 item 4; and

6)
send the I1 Progress message towards the originating UE over the transport layer connection over which the I1 Invite message was received.
Subsequently, the SCC AS will wait for an initial SIP INVITE request from the CS domain (via MGCF) with the Request-URI set to the allocated SCC AS PSI DN. The SCC AS shall use the received SCC AS PSI DN and correlate it with the information saved in step 1).
NOTE 2:
The SCC AS will use the information received in the initial SIP INVITE request from the CS domain and the information saved in step 1 when sending a request toward the remote UE.
Subsequently the SCC AS may send towards the ICS UE either an I1 Progress message with Progress reason set (per figure 7.3.1) to 180 or an I1 Success message. 

When sending an I1 Progress message with Progress reason set to 180 towards the originating UE, the SCC AS shall:

1)
generate an I1 Progress message containing the following information:

a)
a Message type field set to the value that indicates that is an I1 Progress message;

b)
include the stored Call-ID header value; and
c)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value; and
2)
send the I1 Progress message towards the originating UE over the transport layer connection over which the I1 Invite message was received.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

When sending an I1 Success message towards the orginating UE, the SCC AS shall: 
1)
generate an I1 Success message containing the following information:

a)
a Message type field set to the value that indicates that is an I1 Success message; and
b)
a Call-Identifier field containing the Call-Identifier value that uniquely identifies this I1 session between the UE and SCC AS;
2)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value; and
3)
send the I1 Success message towards the originating UE over the transport layer connection over which the I1 Invite message was received.
Editor's Note:
 have the B-Party URI header value set to the value of the P-Asserted-Identity header field in the received SIP 200 (OK) response is FFS.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.
6.2.1.3.2
SCC AS CS Session Termination without UE assisted T-ADS
Prior to sending an I1 Invite message towards the ICS UE, the SCC AS performs the Terminating Access Domain Selection and chooses the CS domain for the setup of the media.When sending an I1 Invite towards the ICS UE, the SCC AS shall:
1)
perform the procedures per 3GPP TS 24.292 subclause 10.4.4 item 1;
1A)dynamiclly allocate a STI. The STI is specified as an E.164 number; 
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
2)
create an I1 Invite message that includes:

a)
a Message type subfield set to the value that indicates that this is an I1 Invite message;
b)
generate a Call-ID that identifies the transaction between the ICS UE and SCC AS. Include the Call-ID header value in the I1 INVITE;

Editor’s note:
if forking is supported then such can have impact on the call-ID.
c)
generate a Sequence-ID. Include the Sequence-ID header value in the I1 Invite Message;

d)
a From-id information element that identifies the remote calling party, if available;

NOTE 2:
The SCC AS will include in the From-id information element the remote calling party only if it is an E.164 number.
e)
a To-id information element that includes the E.164 number of the UE;
Editor’s note:
How to include the SIP URI into the I1 messages is FFS.

f)
a Privacy information element set to the value requested by the remote calling party, if available;
g)
a SCC-AS-id information element that contains an SCC AS DN set to the E.164 number allocated by the SCC AS itself; and
h)
a Session-identifier information element that contains the allocated STI; and
i)
a Timestamp information element that includes current local time measured in seconds. The element will be used by the ICS UE to determine the staleness of the message.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

3)
store the information sent in the I1 Invite message against the allocated SCC AS PSI DN; and

4)
select the transport layer protocol depending on the access network type, and forward the I1 Invite message toward the UE.
When the SCC AS receives a SIP INVITE request from the CS domain with the Request URI set to a SCC AS PSI DN, if the SCC AS PSI DN is valid the SCC AS shall: 
-
use the received SCC AS PSI DN and correlate it with the information saved in step 2 above;

-
use the SCC AS PSI DN and correlate the SCC AS PSI DN against the incoming SIP INVITE request from the originating UE; and
-
create a response in accordance with 3GPP TS 24.229 [11], indicating local preconditions met and route towards CS domain.
NOTE 3:
The SCC AS will use the information received in the initial SIP INVITE request from the CS domain and the information saved in step 2 when handling a session with the remote party.
NOTE 4:
The receipt of the SIP INVITE request from the CS domain indicates that the UE has received the I1 Invite message.

Subsequently the SCC AS may receive either an I1 Success message or an I1 Progress message (with Reason subfield set either to Ringing or Call progressing) from the ICS UE.
When the SCC AS receives either an I1 Success message or an I1 Progress message (with Reason subfield set either to Ringing or Call progressing), the SCC AS shall:

1)
verify if a I1 session exists for the received Call-Identifier value; and
2)
verify if the message is in sequence according to the Sequence-ID header value.

NOTE 5:
The SCC AS will use the information received in the I1 Success message or an I1 Progress message (with Reason subfield set either to Ringing or Call progressing) and the information saved in step 2 when handling a session with the remote party.

When the SCC AS receives an I1 Progress message prior to the related SIP INVITE request from the CS domain, the SCC AS shall wait until the SIP INVITE request from the CS domain is received. 

* * * End second change * * *

* * * Third change * * *

6.4
SCC AS and ICS UE Time Synchronization

6.4.1
General

In order to detect stale I1 messages transmitted over non-realtime transports (e.g. SMS), the ICS UE and SCC AS must be synchronized in time. The staleness of the I1 messages can be determined by the following two steps: 

1. 1)
The ICS UE originates initial time synchronization procedure with the SCC AS. During this procedure both ICS UE and SCC AS receive an initial time of the peer. The time value is measured in seconds. The initial time value is not important as long as the subsequent time measurements are increased accordingly; and

2. 2)
An I1 message receiver (ICS UE or SCC AS) compares the received in an I1 message current time of the peer with the initial time established in step 1, and based on the time difference between the current and initial time it makes a decision about the staleness of the message. If the message is stale it shall be discarded and no response generated to the I1 message.

6.4.2
Generating Time

The initial time value can be initialized using one of the following methods:

· i)
a local time of the machine or terminal;

· ii)
a randomly generated time; and

· ii)
zero.

6.4.3
Detailed behaviour of ICS UE
The time synchronization procedure shall be initiated by the ICS UE after the initial IMS registration procedure with the SCC AS in accordance with subclause 6.2 in 3GPP TS 24.292 [5] is completed successfully. The time synchronization procedure with the SCC AS may be repeated by the ICS UE if required.
6.4.3.1
ICS UE Synchronization Origination
When the ICS UE initiates the synchronization procedure using an I1reference point, the UE shall:

1)
generate an I1 Register message that includes:

a)
a Message type subfield set to the value that includes that this is an I1 Register message;
b)
a new value in the Call-Identifier (Part-1) subfield, as specified in subclause 7.2.2. The Call-Identifier will uniquely identify this I1 session between the ICS UE and the SCC AS;
c)
an allocated Message sequence number;
d)
a From-id information element that includes either a SIP URI or an E.164 number, and it will be used by the SCC AS to identify the ICS UE; and

e)
a Timestamp information element that includes the initial time generated according to the subclause 6.4.2. The element will be used by the SCC AS to validate the ICS UE I1 messages. The Timestamp value is stored by the ICS UE.
2)
select the transport layer protocol depending on the access network type, and forward the I1 Register message toward the SCC AS.

When the ICS UE receives an I1 Success message, the UE shall:

3)
verify if a I1 session exists for the received Call-Identifier value;

4)
verify if a the message is in sequence according to the Message sequence number value; and

5)
retrieve and store the Timestamp header value received in the response.

If the ICS UE does not receive an I1 Success message within 64*T1 seconds, the UE shall consider the I1 Register message as failed and it may attempt to perform the synchronization procedure again after an interval of time.

6.4.4
Detailed behaviour of SCC AS

6.4.1
SCC AS Synchronization Termination
Upon receiving an I1 Register message from the ICS UE via the I1 reference point, the SCC AS shall:

1) retrieve the ICS UE time value from the Timestamp information element of the I1 Register message, and store the value; 

2) save the received Call-Identifier and Sequence-ID values and use them for further reference to this session;

3)
generate an I1 Success message containing the following information:

a)
a Message type field set to the value that indicates that is an I1 Success message;

b)
include the stored Call-ID header value;

c)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value;

d)
include the Timestamp information element that is generated according to the subclause 6.4.2. The element will be used by the ICS UE to validate the SCC AS I1 messages. The Timestamp value is stored by the SCC AS.

4)
send the I1 Success message towards the originating UE over the transport layer connection over which the I1 Register message was received.

* * * End Third change * * *

* * * Fourth change * * *

7.3.2
I1 INVITE – ICS UE initiated

7.3.2.1
General
This message is sent by the ICE UE to the network to establishment of a session. See table 7.3.2.1.

Message type:
I1 INVITE

Direction:


ICS UE to SCC AS

Table 7.3.2.1: I1 INVITE message content

	Information element
	Type/Reference
	Presence
	Format
	Length

	Protocol Information
	Protocol Information
	M
	V
	1

	
	7.2.2.1.2
	
	
	

	Message Type
	Request Message - INVITE
	M
	V
	2

	
	7.2.2.2.1.2
	
	
	

	Call ID
	Call-Id
	M
	V
	2

	
	7.2.2.1.4
	
	
	

	Message Sequence Number
	Sequence-Id
	M
	V
	1

	
	7.2.2.1.5
	
	
	

	Timestamp
	Timestamp
	M
	V
	1

	
	7.3.2.X
	
	
	

	To
	To
	M
	LV
	FFS

	
	7.3.2.3
	
	
	

	From
	From
	O
	LV
	FFS

	
	7.3.2.4
	
	
	


7.3.2.2
Message Type

Identifies that the message is:

i)
an I1 INVITE.

7.3.2.3
To

This information element shall be included, it identifies the logical identity of the recipient for the request according to the procedures specified in RFC 3261 [6].

Editors Note:
It is FFS how the To element is to be encoded.
7.3.2.4
From

This information element shall be optionally included, it identifies the logical identity that the dialogue originates from according to the procedures specified in RFC 3261 [6].

Editors Note:
It is FFS how the From element is to be encoded.
7.3.2.x
Timestamp

This information element shall be included; it provides the SCC AS local time to the ICS UE.
7.3.3
INVITE – SCC AS initiated

7.3.3.1
General
This message is sent by the SCC AS to the ICS UE to establishment of a session. See table 7.3.3.1.

Message type:
I1 INVITE.
Direction:


SCC AS to ICS UE

Table 7.3.3.1: I1 INVITE message content
	Information element
	Type/Reference
	Presence
	Format
	Length

	Protocol Information
	Protocol Information
	M
	V
	1

	
	7.2.2.1.2
	
	
	

	Message Type
	Request Message - INVITE
	M
	V
	2

	
	7.2.2.2.2.2
	
	
	

	CallID
	Call-Id
	M
	V
	2

	
	7.2.2.1.4
	
	
	

	Message Sequence Number
	Sequence-Id
	M
	V
	1

	
	7.2.2.1.5
	
	
	

	Timestamp
	Timestamp
	M
	V
	1

	
	
	
	
	

	From
	From
	M
	LV
	FFS

	
	7.3.3.3
	
	
	

	SCC AS PSI DN
	SCC AS PSI DN
	M
	LV
	3-15

	
	
	
	
	

	To
	To
	M
	LV
	FFS

	
	7.3.3.4
	
	
	


7.3.3.2
Message Type
Identifies that the message is:

i)
an I1 INVITE.

7.3.3.3
From

This information element shall be included; it identifies the logical identity that the dialogue originates from.  It is the same as that defined in RFC 3261 [6] however no display name is included. 

Editor's Note:
It is FFS how the From element is to be encoded.
7.3.3.4
To

This information element shall be optionally included; it identifies the logical identity of the recipient for the request.  It is the same as that defined in RFC 3261 [6].

Editor's Note:
It is FFS how the To element is to be encoded.

7.3.3.5
SCC AS PSI DN

This information element shall be included; it uniquely identifies the SCC AS and session on that AS.
7.3.3.x
Timestamp

This information element shall be included; it provides the SCC AS local time to the ICS UE.
* * * End Fourth change * * *

* * * Fifth change * * *

7.4
I1 information elements and functional definition 

7.4.1
I1 information elements
The list of the I1 information elements is shown in table 7.4.1.

Editor’s Note: The list of I1 information elements is not complete.
Table 7.4.1 I1-information elements

	I1 information element

Name
	Description and content
(subclauses)

	
Error-code
	7.4.2.2

	
From-id
	7.4.2.3

	
Privacy
	7.4.2.4

	
SCC-AS-id
	7.4.2.5

	
Session-identifier
	7.4.2.6

	
To-id
	7.4.2.7

	
Replaces
	7.4.2.8

	
Timestamp
	7.4.2.X


Error-code

The Error-code information element is included in every I1-Error response message. The Error-code information element is binary encoded SIP failure response. The SIP 4xx request failure responses, the 5xx server failure responses, and the 6xx global failure responses are binary encoded and included in the Error-code information element as specified in subclause 7.4.2.1 and table 7.4.2.1. The interpretation of each binary encoded failure response is analogous to the interpretation of associated SIP failure response. 

From-id

The From-id information element specifies the identity of the calling user, e.g., the calling party number. The From-id information element may contain either an E.164 or a SIP URI.
Editor's Note:
 The I1 protocol assumes that the I1 protocol messages will not be segmented. Hence, the size of the I1 protocol messages is constrained by the limits of the transport-layer message size, e.g. the USSD allows for a message size of 160 bytes. Therefore, it is FFS how to fit the SIP URIs into the limited-size I1 messages. 

Privacy

The UE uses the Privacy information element to indicate to the SCC AS how to handle the SIP header fields when the SCC AS forwards the SIP requests and responses on behalf of the UE to the far-end UA. The Privacy information element when sent by the UE to the SCC AS contains binary encoded "priv-value" (as specified in the RFC 3323 and RFC 3325). When the SCC AS, upon receiving a Privacy information element over I1 interface, forwards a SIP request or a response to the far-end UA, the SCC AS behaves as specified in the RFC 3323 and RFC 3325 e.g. the SCC AS inserts a P-Asserted-Identity header field into SIP message as requested by the Privacy information element.
SCC-AS-id

The SCC-AS-id information element contains an URI that points to the SCC AS. When the UE sets up a CS bearer connection by sending a SETUP message to the MSC server, the UE specifies the respective URI as the called party number. Subsequently the call will be routed to the respective SCC AS via a MGCF.
Session-identifier

The Session-identifier information element is an identifier used either by the UE or the SCC AS to uniquely and globally identify a session across all interface (i.e. the I1 interface, Gm interface and the IMS). The Session identifier is dynamically allocated by the SCC AS to identify the I1 session that is being established. The SCC AS includes the Session-identifier information element in the first I1 message sent by the SCC AS to the UE. The Session-identifier information element may contain different values, e.g. the Session Transfer Identifier (STI), as specified in subclause 7.4.2.1 and associated subclause 7.4.2.1.
To-id

The To-id information element specifies the identity of the called user, e.g., the called party number. The To-id information element may contain an URI.

Editor's Note:
 The I1 protocol assumes that the I1 protocol messages will not be segmented. Hence, the size of the I1 protocol messages is constrained by the limits of the transport-layer message size, e.g. the USSD allows for a message size of 160 bytes. Therefore, it is FFS how to fit the SIP URIs into the limited-size I1 messages.
Replaces

The Replaces information element is used by the UE to identify an existing call or a SIP dialog that will be replaced with a call being established over the I1 interface. When the UE wants to replace an existing call or a SIP dialog with a new call, the UE sends an I1 Invite request message to the SCC AS with the Replaces information element that contains the identity of the SIP dialog or a call that will be replaced with a new call being established. In the case of UE assisted T-ADS, the SCC AS may send an I1 Invite request message to the terminating ICS UE with Replaces information element that contains the identity of the SIP dialog to change the service control for the session from Gm to I1.
Timestamp

The Timestamp information element specifies a local time on the I1 message sender. The local time is measured in seconds and it is 32 bits long.
7.4.2
I1 Information elements encoding
7.4.2.1
General
The structure of the I1 information elements is shown in figure 7.4.2.1.
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	1
	Octet

	Information Element code
	Code specific
	1

	Information Element length (in octets)
	2

	Information Element body  (as required)
	3

	
	etc.

	
	



Figure 7.4.2.1: I1 information element format

Each I1 information element contains a common two-octet field followed by a variable-size body. The first octet contains the Information Element code and Code specific values. Each I1 information element is uniquely identified with the respective Information Element code (i.e., encoded with bits numbered 4, 5, to 8 of the first octet). The Code specific value (i.e., encoded with bits numbered 1, 2, and 3 of the first octet) provide additional information about respective I1 information element. For example, if the Information Element code specifies that this is a To-id I1 information element, then the Code specific value will indicate whether the Information Element body contains an E.164 number or SIP URI. The Code specific values for each respective I1 information element are described in the respective subclauses.

The second octet i.e. the Information Element length specifies the length of the I1 information element body (i.e., the number of octets following the Information Element length) in binary format. The bit number 1 of octet number 2 is the list significant bit and bit number 8 of the octet number 2 is the most significant bit. The table 7.4.2.1 specifies the Information Element code for each I1 information element.

Table 7.4.2.1: I1-information element coding

	Information Element code
	I1 information element

Name
	Reference
subclause

	Bits
8 7 6 5 4
	
	

	1 0 0 0 1
	Error-code
	7.4.2.2

	1 0 0 1 1
	From-id
	7.4.2.3

	1 0 1 0 0
	Privacy
	7.4.2.4

	1 0 1 0 1
	SCC-AS-id
	7.4.2.5

	1 0 1 1 0
	Session-identifier

	7.43.2.6

	1 0 1 1 1
	To-id
	7.4.2.7

	1 0 0 1 0
	Replaces
	7.4.2.8

	1 1 0 0 0
	Timestamp
	7.4.2.X


Editor’s Note: Some I1 Information elements may be of a fixed size. Hence, it is FFS whether the Information Element length is needed for each Information element.
* * * End Fifth change * * *

* * * Sixth change * * *

7.4.2.X Time Stamp
The Timestamp information element is used by the ICS UE and the SCC AS to convey local time. The Timestamp information element contains local time measured in seconds. 

When the Code specific field, i.e., the bits 3, 2, and 1 of the octet number 1 is set to "001", as shown in figure 7.4.2.X.1 and table 7.4.2.X.1, it indicates that the Timestamp information element contains local time measured in seconds in 32 bits format. The time is conveyed across the I1 interface in a Timestamp information element. 

	8
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	Octet

	Information Element code

   1          1         0         0          0
	Code specific
	1

	Information Element length (in octets)
	2

	Information Element body 
	3

	
	etc.

	
	


Figure 7.4.2.X.1: Timestamp information element 

Table 7.4.2.X.1: Timestamp information element
	  (octet 1)        Code specific

	
Bits

	
3 2 1
	

	
0 0 0
	Unspecified

	
0 0 1
	Timestamp (Note 1)

	
	Other values are reserved for future use

	 (octet 3) 

	
Bits

	
8 7 6 5 4 3 2 1
	the first (right) 8 bits of the Timestamp

	(octet 4) 

	
Bits

	
8 7 6 5 4 3 2 1
	the next 8 bits of the Timestamp

	(octet 5) 

	
Bits

	
8 7 6 5 4 3 2 1
	the next 8 bits of the Timestamp

	(octet 6) 

	
Bits

	
8 7 6 5 4 3 2 1
	the next 8 bits of the Timestamp

	
	

	Note 1 – Timestamp in 32 bits format.
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