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	Feature / Item:
	

	Affects:
	UE/MS:


	CN:
X
	UTRAN:


	GERAN:


	E-UTRAN (LTE):


	LTE-Advanced:



	Expected Completion Date:
	CT #47 (March 2010)

	Service(s) impacted:
	Services for which the IMS is used to set up user plane data which is carried by the RTP protocol. 

	Specification(s) affected:
	3GPP TS 23.334, 3GPP TS 29.334, 3GPP TS 29.238

	Task(s) within work which are not complete:
	1.
Transfer via Iq interface of security parameters (uplink and downlink media keys) between IMS-ALG and the IMS-AGW 
2.
Changes to the Ix interface related to SRTP in the user plane 
3.
Alignment with late changes in stage 2 (TS 33.328), if any


	Consequences if not included in Release 9:
	Security cannot be provided on the user plane when IMS is used to set up sessions where user data runs over RTP. 


Abstract of document:

The present document summarizes the protocol impact of providing security on the user plane for sessions set up using IMS and where user data is carried by RTP. Protocol changes involve the Ix and Iq reference points, and some SIP procedures. The work item of MEDIASEC_CORE looks at providing encryption for user data when the IMS is used for session setup. 
This exception sheet is a summary of the missing parts of the WI MEDIASEC_CORE within CT4-responsibility.
Contentious Issues:

None. 
�Work item Title in the 3GPP Work Plan


�Work item Acronym in the 3GPP Work Plan


�Work item Unique identifier (UID) in the 3GPP Work Plan; see �http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm





