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*** 1st Change ***

1
Scope

The present document specifies the interworking between SIP-I based circuit-switched core network, as specified in 3GPP TS 23.231 [3] and 3GPP TS 29.231 [4], with out-of-band transcoder control related procedures in 3GPP TS 23.153 [5],  and:

-
an external SIP-I based signalling network compliant to ITU-T Recommendation Q.1912.5 [6]

-
an ISUP (ITU-T Recommendations Q.761 to Q.764 [7]) based network such as an ISUP based 3GPP CS Domain or a PSTN

-
a BICC (ITU-T Recommendations Q.1902.1 to Q.1902.6  [8]) based network such as an BICC based 3GPP CS Domain  as specified in 3GPP TS 23.205 [9] and 3GPP TS 29.205 [10]

-
an IP Multimedia Subsystem, as specified in 3GPP TS 23.228 [11] and 3GPP TS 24.229 [12]

*** 2nd Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.002: "Network architecture".

[3]
3GPP TS 23.231: " SIP-I based circuit-switched core network; Stage 2".

[4]
3GPP TS 29.231: "Application of SIP-I Protocols to Circuit Switched (CS) core network architecture; Stage 3".

[5]
3GPP TS 23.153: "Out of Band Transcoder Control; Stage 2".

[6]
ITU-T Recommendation Q.1912.5: "Interworking between Session Initiation Protocol (SIP) and Bearer Independent Call Control Protocol or ISDN User Part".

[7]
ITU-T Recommendations Q.761 to Q.764 (2000): "Specifications of Signalling System No.7 ISDN User Part (ISUP)".

[8]
ITU-T Recommendations Q.1902.1 to Q.1902.6 (07/2001): "Bearer Independent Call Control".

[9]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".

[10]
3GPP TS 29.205: "Application of Q.1900 series to Bearer Independent CS Network architecture; Stage 3".

[11]
3GPP TS 23.228: "IP Multimedia subsystem (IMS)".

[12]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".

[13]
3GPP TS 29.163: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks"

[14]
IETF RFC 791: "Internet Protocol".

[15]
IETF RFC 768: "User Datagram Protocol".

[16]
IETF RFC 793: "Transmission Control Protocol".

[17]
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification"

[18]
IETF RFC 4960: "Stream Control Transmission Protocol".

[19]
IETF RFC 3204: "MIME media types for ISUP and QSIG Objects"

[20]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[21]
IETF RFC 3262: "Reliability of Provisional Responses in the Session Initiation Protocol (SIP)"
[22]
IETF RFC 3264: "An Offer/Answer Model with the Session Description Protocol (SDP)"
[23]
IETF RFC 3312: "Integration of Resource Management and Session Initiation Protocol (SIP)".

[24]
3GPP TS 23.014: "Support of Dual Tone Multi-Frequency (DTMF) signalling".

[25]
3GPP TS 24.629: "Explicit Communication Transfer (ECT) using IP Multimedia (IM) Core Network (CN) subsystem"

[26]
3GPP TS 24.610: "Communication HOLD (HOLD) using IP Multimedia (IM) Core Network (CN) subsystem"
[27]
ITU-T Recommendation Q.765 (2000): "Signalling System No. 7 – Application transport mechanism"

[28]
ITU-T Recommendation Q.765.5 (2000): "Signalling system No. 7 – Application transport mechanism: Bearer Independent Call Control (BICC)"

[29]
3GPP TS 29.238: "Interconnection Border Control Functions – Transition Gateway; H.248 Profile; Stage 3"

[30]
IETF RFC 3263: "Session Initiation Protocol (SIP): Locating SIP Servers"
[31]
IETF RFC 4028: "Session Timers in the Session Initiation Protocol (SIP)"
[32]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks"
[33]
ITU-T Recommendation H.248.1 (2002): "Gateway control protocol: Version 3".
[34]
Void
[35]
Void

[36]
IETF RFC 5079: "Rejecting Anonymous Requests in the Session Initiation Protocol (SIP)"

[37]
3GPP TS 29.162: "Interworking between the IM CN subsystem and IP networks"
[xx]
3GPP TS 29.414: "Core network Nb data transport and transport signalling"
*** 3rd Change ***

3.2
Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ANM
ANswer Message

APM
Application Transport Mechanism
B2BUA
(SIP) Back-to-Back User Agent
BGCF
Breakout Gateway Control Function
BICC
Bearer Independent Call Control
CON
Connect message
COT
Continuity message
CPG
Call ProGress message
CS-IBCF
CS (domain) IBCF

CS-TrGW
CS (domain) TrGW
IBCF
Interconnection Border Control Function

IM-MGW
IP Multimedia Media Gateway Function
MIME
Multi-purpose Internet Mail Extensions

MRFP
Multimedia Resource Function Processor
NA(P)T
Network Address Translation / Network Address and Port Translation
OoBTC
Out of Band Transcoder Control

SCTP
Stream Control Transmission Protocol

TDM
Time-Division Multiplexing
TrGW
Transition Gateway

UA
(SIP) User Agent
*** 4th Change ***

4.1
Reference Model

Figure 4.1.1 shows the interworking reference model for the interworking between a SIP-I based circuit-switched core network and an external SIP-I based network:
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Figure 4.1.1: interworking reference model

The IWU provides the control plane interworking between the external network and the SIP-I based circuit-switched core network. The IWU is a logical function within the GMSC Server (for incoming calls) and the MSC Server (for outgoing calls) that may reside with other 3GPP logical functions.

The user plane interworking is provided by the UP-IWU. The UP-IWU is a logical function within the MGW.
NOTE:
In call scenarios without the need for the (G)MSC server to manipulate the bearer, the (G)MSC server may perform call control signalling without any associated MGW by not inserting a MGW in the bearer path during the call establishment. Call scenarios where the (G)MSC server needs to manipulate the bearer, e.g. scenarios with insertion of tones or announcements, lawful interception, CAMEL services do not allow this optimisation.
Nb reference point: The Nb reference point is defined in accordance with 3GPP TS 29.414 [xx]

Nc reference point: The Nc reference point is defined in accordance with 3GPP TS 29.231 [4]
*** 5th Change ***

4.2.1.1
General

The IWU shall decapsulate the ISUP message from the received SIP message according to the rules for Profile C in ITU-T Recommendation Q.1912.5 [6].

The resulting ISUP message shall be encapsulated into the SIP message.  The selected SIP Header fields relating to the handling of the ISUP body shall be set as specified in Clause 5.4.1.2 of ITU-T Recommendation Q.1912.5 [6]. The IWU sends the constructed SIP message to the succeeding 3GPP node.
*** 6th Change ***

4.2.1.2
Call Release from external SIP-I network when encapsulated REL is missing

If the IWU receives a SIP BYE request without an encapsulated ISUP message then the IWU may construct an ISUP REL message according to the rules specified in ITU-T Recommendation Q.1912.5 [6] and encapsulate it into a SIP message, which is sent to the succeeding 3GPP node.

NOTE:
A SIP BYE request without an encapsulated ISUP message can be received from a CS-IBCF or from a node of an interconnect network when they initiate autonomous call release. It is expected that a generated ISUP REL won't add any additional information which is not available in the received SIP BYE request.

The IWU shall send a 200 OK final response to the BYE request without an encapsulated RLC message towards the external SIP-I network.
*** 7th Change ***

4.2.2.1
Receipt of SIP INVITE request 

If the initial SIP-I INVITE request does not provide a complete number, then the IWU shall collect all digits required to  identify the called subscriber in subsequent SIP INVITE requests as specified for Profile C in ITU-T Recommendation Q.1912.5 [6]. The IWU shall not propagate overlap signalling as described for Profile C in ITU-T Recommendation Q.1912.5 [6].

The IWU shall trigger GMSC functions after having constructed the ISUP message, as described in 4.2.1 above. The GMSC interrogates the HLR to get a roaming number (MSRN). The Called Party Number in the ISUP IAM message is changed by the GMSC function to the MSRN. The IWU shall include the MSRN into the Request-URI as the new target.

*** 8th Change ***

4.2.2.4
MGW Selection

The IWU may apply the optional "optimised MGW selection", "deferred MGW selection" or "MGW bypass" procedures towards the succeeding SIP-I based circuit switched core network as described in Clause 4.4 of 3GPP TS 23.231 [3].

If MGW bypass is implemented and the IWU receives a MGW identifier in a SDP answer from the succeeding 3GPP node the IWU shall remove the MGW identifier from the SDP answer before propagating back the SDP answer to the external network.

NOTE:
If MGW bypass is implemented and the external network does not include a specified connection address (0.0.0.0 for IPv4) then this will be interpreted as supporting deferred MGW selection by the succeeding node. The succeeding node will select a MGW accordingly and may return the MGW Identifier to the IWU).
Otherwise the IWU shall seize a MGW and shall include the MGW connection address into the SDP offer of the initial SIP INVITE request it will send to the succeeding 3GPP node.

*** 9th Change ***

4.2.3 
Interworking of SIP-I messages received from succeeding 3GPP node

Whenever the IWU receives from the succeeding 3GPP node a SIP message with an encapsulated CON, ACM, CPG, ANM, SUS, RES message then the IWU sends the SIP message in accordance with rules in accordance with ITU-T Recommendation Q.1912.5 [6] to the external SIP-I network and the encapsulated ISUP message shall not be modified.

*** 10th Change ***

4.3.1.1
General

An IWU receiving SIP messages with encapsulated ISUP information shall apply any interworking procedures detailed for Profile C in ITU-T Recommendation Q.1912.5 [6] affecting parameters within the ISUP, and then proceed to encapsulate any ISUP information received (with the exception of the excluded messages detailed in 5.4.3 of ITU-T Recommendation Q.1912.5 [6]) in a SIP message in a MIME body according to IETF RFC 3204 [19]. The selected SIP Header fields relating to the handling of the ISUP body shall be set as specified in ITU-T Recommendation Q.1912.5 [6].
*** 11th Change ***

4.3.1.2
Call Release from external SIP-I network when encapsulated REL is missing
If the IWU receives a SIP BYE request or 4XX, 5XX, 6XX final response to the initial INVITE request without an encapsulated ISUP REL message then the IWU may construct the ISUP REL message according to the rules specified in ITU-T Recommendation Q.1912.5 [6] and encapsulate it into the SIP message, which is sent to the preceding 3GPP node.
NOTE:
A SIP BYE request without an encapsulated ISUP message can be received from a CS-IBCF or from a node of an interconnect network when they initiate autonomous call release. It is expected that a generated ISUP REL message won't add any additional information which is not available in the received SIP BYE request.
The IWU shall send a 200 OK final response to the BYE request without an encapsulated ISUP RLC message towards the external SIP-I network.
*** 12th Change ***

4.3.3.3 
Support for Preconditions

When the incoming SIP INVITE request indicates that preconditions have not been met or when local preconditions are not met, the IWU shall use one of the following options:

a)
The IWU shall send a SIP INVITE request to a succeeding external SIP-I network and include the tag "precondition" in the SUPPORTED header. The IWU shall encode preconditions in the SDP offer indicating that the related local preconditions for QoS are not met, using the segmented status type, as defined in IETF RFC 3312 [23], as well as the strength-tag value "mandatory" for the local segment and the strength-tag value "optional" for the remote segment. The "precondition" tag shall be included in the SUPPORTED header. The IWU shall encapsulate the IAM message into the SIP INVITE request and should insert "continuity check not required" as the value of the Continuity check indicator within the Nature of Connection Indicators parameter in order to avoid that an external node, which does not support preconditions, is waiting for a COT message when the IWU is not able to send the COT message. 
NOTE 1: 
Such an external node is not compliant to ITU-T Recommendation Q.1912.5 [6].

NOTE 2:
The use of the SUPPORTED header is a deviation from IETF RFC 3312 [23] when a “mandatory” strength-tag is used.  

The subsequent action depends on whether the response indicates support of preconditions:

i)
If the IWU receives from the external SIP-I network a provisional 101-199 response with a REQUIRE  header or SUPPORTED header containing tag "precondition", then the IWU shall progress the call and when preconditions are met it shall send an UPDATE message or PRACK message indicating that preconditions have been fulfilled. Preconditions are fulfilled when local preconditions are met and, if the incoming SIP INVITE request indicated that preconditions had not been met, the IWU has received an indication from the preceding 3GPP node that the preconditions are subsequently met.

ii)
If the IWU receives from the external SIP-I network a provisional 101-199 response without a REQUIRE  header or SUPPORTED header containing tag "precondition" and if a provisional response or successful final response carrying an encapsulated ISUP message is received from external SIP-I network prior to preconditions being met, then these responses shall be queued and later  be propagated to the preceding 3GPP node once preconditions are met. If responses carrying encapsulated ISUP are to be queued and the response carrying an encapsulated ISUP message is the first response carrying an SDP answer then the IWU shall generated a 183 Progress with the SDP answer and send it to the preceding node. The IWU shall not encapsulate an ISUP message into the 183 Progress.

NOTE:
The option to allow the SIP response to be immediately forwarded is not specified in the present will result in the O-MSC receiving encapsulated ISUP prior to preconditions being met. In addition, reception of response without indication of support for preconditions at the O-MSC is not specified in the present specification.
If the IWU receives a failure response from the external network, then this shall immediately be forwarded to the preceding 3GPP node.

b)
Before sending the INVITE request to the external network the IWU shall wait until local preconditions are met and, if the incoming SIP INVITE request indicated that preconditions have not been met, it has received an indication from the preceding 3GPP node that the preconditions are met. 

The initial INVITE request to the external SIP-I network may include a precondition tag in SUPPORTED header and indicate that preconditions have been met.
c)
The IWU shall send a SIP INVITE request to a succeeding external SIP-I network and include the tag "precondition" in the REQUIRE header. The IWU shall encode preconditions in the SDP offer indicating that the related local preconditions for QoS are not met, using the segmented status type, as defined in IETF RFC 3312 [23], as well as the strength-tag value "mandatory" for the local segment and the strength-tag value "optional" for the remote segment. The IWU shall encapsulate the IAM message into the SIP INVITE request and should insert "continuity check not required" as the value of the Continuity check indicator within the Nature of Connection Indicators parameter in order to avoid that an external node, which does not support preconditions, is waiting for a COT message when the IWU is not able to send the COT message. 
NOTE 1: 
Such an external node is not compliant to ITU-T Recommendation Q.1912.5 [6].

The subsequent action depends on whether the response indicates support of preconditions:

i)
If the IWU receives from the external SIP-I network a provisional 101-199 response with a REQUIRE  header or SUPPORTED header containing tag "precondition", then the IWU shall continue the call per response handling procedures described in option a) above.

ii)
If the IWU receives a 420 Bad Extension final response, then the IWU shall continue per option b) above by waiting for preconditions to be met before repeating the initial INVITE request.
When the incoming SIP INVITE request indicates that precondition are met and local preconditions are met, the IWU shall set up the session and may include a precondition tag in the SUPPORTED header and indicate that preconditions have been met.
When the incoming SIP INVITE request indicates that preconditions have not been met and the IWU will not include a MGW the SDP with preconditions information shall be transited unchanged and the "precondition" tag shall be transited in the same header as received.
*** 13th Change ***

4.4.1
General

DTMF signalling via the RTP Telephony Event (RTP Telephony Event) is mandated to be supported over the Nb interface for SIP-I based Circuit Switched Core Network on Nc Interface, see 3GPP TS 23.231 [3]. 
NOTE 1: 
According to 3GPP TS 23.231 [3] it is an option to choose either the RTP Telephony Event or inband DTMF transport within the PCM codec when only the default PCM codec is selected, however once RTP Telephony Event is chosen (indicated in the SDP answer) it must be used for any selected codec. 
If MGW bypass is supported within the CS CN (see 3GPP TS 23.231, Clause 4.4.5 [3]), a terminating MSC or a 3GPP SIP-I intermediate node controlling a MGW that interfaces directly to the external network shall behave as an IWU, as its MGW is providing an UP-IWU function and therefore the SIP-I Server shall also comply with the procedures in this clause. A GMSC Server or SIP-I intermediate node which is applying the MGW Bypass option shall then relay the SDP media lines for codecs and RTP Telephony Event in the SDP offers and answers transparently between the external SIP-I network and the 3GPP CS CN and is therefore not constrained by the procedures described in this clause.

If the SDP answer sent towards the external SIP-I network or received from the external SIP-I network includes the RTP Telephony event, then the IWU shall request its MGW to transmit and receive the DTMF to/from the external SIP-I node within the RTP Telephony Event.
If the SDP answer sent towards or received from the SIP-I based CS CN includes the RTP Telephony event, then the IWU shall request its MGW to transmit and receive the DTMF to/from the SIP-I based CS CN within the RTP Telephony Event.
DTMF interworking is specified for interworking towards an external SIP-I network with the assumption that the following applies: 

-
External SIP-I network includes RTP Telephony event within SDP offers or SDP answers together with non-PCM speech codecs; 

-
External SIP-I network includes default PCM codec in SDP offers or SDP answers.

Therefore only the case where the external SIP-I network includes default PCM codec when not including the RTP Telephony event is described.

*** 14th Change ***

4.4.3
DTMF support in SDP offer received from External SIP-I network 

If an IWU receives an SDP offer from the external SIP-I network with the RTP Telephony Event it shall forward the RTP Telephony Event in the offer to the succeeding node. If the SDP answer from the succeeding (3GPP internal) SIP-I node includes the RTP Telephony Event the IWU shall configure its MGW to relay the RTP Telephony Events transparently as described in Clause 14.4.3 of 3GPP TS 23.231 [3].

If an IWU receives a SDP offer from the external SIP-I network without the RTP Telephony Event the IWU shall include the RTP Telephony Event in the offer to the succeeding node if any codec other than the default PCM speech codec is offered to the succeeding node. If only the default PCM speech codec is offered to the succeeding node, the IWU may include the RTP Telephony Event in the offer to the succeeding SIP-I CS CN node.  

If the IWU receives a SDP answer from the succeeding (3GPP internal) SIP-I node including the RTP Telephony Event and the RTP Telephony Event had not been received in the offer from the external network the IWU returns the default PCM codec in the SDP answer to the external SIP-I network. The IWU shall then request its MGW (UP-IWU) to detect any inband DTMF from the external SIP-I network and signal the DTMF to the succeeding 3GPP SIP-I node within the RTP Telephony Event and insert DTMF tones into the external SIP-I network if DTMF digits received via RTP Telephony Event from the succeeding 3GPP SIP-I node, see Clause 14.4.8 in 3GPP TS 23.231 [3].

If an IWU receives a SDP answer from the succeeding (3GPP internal) SIP-I node excluding the RTP Telephony Event (i.e. default PCM codec selected) but received an RTP Telephony Event in the SDP offer from the external SIP-I network it may return RTP Telephony Event in the SDP answer to the external SIP-I network. It shall then configure its MGW (UP-IWU) for transferring DTMF between inband PCM and RTP Telephony Events as described in Clause 14.4.8 in 3GPP TS 23.231 [3]. If the IWU chooses not to include the RTP Telephony Event in the SDP answer then default PCM codec shall be signalled in the SDP answer to the external SIP-I network. No inband DTMF detection or insertion is required; any DTMF tones received are passed transparently inband.

If an IWU receives a SDP answer from the succeeding (3GPP internal) SIP-I node excluding the RTP Telephony Event (i.e. default PCM codec selected) and did not receive an RTP Telephony Event in the SDP offer from the external SIP-I network the IWU returns the default PCM codec as the selected codec in the SDP answer to the external network and shall not request its MGW to configure RTP Telephony Event; therefore any inband DTMF tones are passed transparently inband. 
*** 15th Change ***

4.6.2.1
Incoming Call – no preconditions in external network
Figure 4.6.2.1.1 shows a terminating call where the external network does not indicate the support of preconditions and where the SDP body contains a list of codecs according to IETF RFC 3264 [22]. The IWU assumes that remote preconditions are met. The incoming side RTP bearer termination is yet not successfully reserved and configure and therefore local preconditions are not met. Thus the IWU initiates precondition signalling when sending the INVITE request to the succeeding 3GPP node. The IWU and the 3GPP node perform codec negotiation according to 3GPP rules as specified in 3GPP TS 23.153 [5]. The IWU answers to the external network with a single selected codec. If possible the selected codec is the same as received from the 3GPP node to avoid transcoding at the network border.

The IWU changes the content of the Request URI (either a tel-URI or a SIP-URI with "user=phone") from the MSIDN of the called subscriber to the MSRN received from the HLR. The IWU inserts its own address into the From header of the initial SIP INVITE request being sent to the succeeding 3GPP node.
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Figure 4.6.2.1.1: Incoming Call (message sequence chart), 
example without support for preconditions at the NNI
*** 16th Change ***

5.1
Reference Model

Figure 5.1.1 details the interworking reference model for Clause 5 of the present specification
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NOTE: 
The IWU is a logical function that may reside with other 3GPP logical functions in the same physical nodes, e.g. in an (G)MSC Server. The figure shows only the logical separation.

Figure 5.1.1: interworking reference model

Nb reference point: The Nb reference point is defined in accordance with 3GPP TS 29.414 [xx]

Nc reference point: The Nc reference point is defined in accordance with 3GPP TS 29.231 [4]
*** 17th Change ***

5.2
Control Plane Interworking
The following sub-clauses define the signalling interworking between the ISDN User Part (ISUP) protocols and Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP) and encapsulated ISUP at an IWU.

The IWU shall act as a Type A or Type B exchange (ITU-T Recommendation Q.764 [7]) for the purposes of ISUP compatibility procedures. 
NOTE:
 An IWU may apply additional procedures to support interworking for national-specific capabilities. 

The ISUP capabilities or signalling information defined for national use are outside the scope of the present document.

The services that can be supported through the use of the signalling interworking are limited to the services that are supported both within the ISUP based network and the SIP-I based CS CN. The IWU will originate and/or terminate services or capabilities that do not interwork seamlessly across domains according to the relevant protocol recommendation or specification.

Table 5.2.1 lists the services seamlessly interworked within the scope of the present document.

Table 5.2.1: Seamlessly interworked Services 

	Service

	Speech/3.1 kHz audio

	Data Calls (optional)

	En bloc address signalling

	Out of band transport of DTMF tones and information. (BICC only)

	Inband transport of DTMF tones and information. (BICC and ISUP)

	Multiple Subscriber Number (MSN)

	Calling Line Identification Presentation (CLIP)

	Calling Line Identification Restriction (CLIR)

	Connected line presentation (COLP)

	Connected line restriction (COLR)

	Call Hold

	Call Forwarding

	Explicit Call Transfer (ECT)

	User-to-User Signalling (UUS)

	Call Deflection (CD)

	Closed User Group (CUG)

	Completion of Calls to Busy Subscriber  (CCBS)

	Multi-Level Precedence and Pre-emption (MLPP)

	Call Waiting


The Clause 5.3.2 of ITU-T Recommendation Q.1912.5 [6] describes additional general principles specific to SIP-I.

The interworking procedures in Clauses 5.3, 5.4 and 5.4 are based on ITU-T Recommendation Q.1912.5 [6] profile C. Clarifications are made within this specification on the application of ITU-T Recommendation Q.1912.5 [6] profile C.

The control plane between the ISUP network and the SIP-I based CN is as shown in figure 5.2.1.
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Figure 5.2.1: Control plane interworking between a SIP-I based circuit-switched core network and an ISUP based network 
*** 18th Change ***

5.3.1
General 
The procedures for Profile C in Clause 7 of ITU-T Recommendation Q.1912.5 [6] shall be applied with the modifications provided in this Clause.

*** 19th Change ***

5.3.1.1
Sending of ISUP information to adjacent SIP nodes 

The IWU receiving ISUP information shall apply any interworking procedures detailed in Clause 7 of ITU-T Recommendation Q.1912.5 [6] affecting parameters within the ISUP, and then proceed to encapsulate any ISUP information received (with the exception of the excluded messages detailed in 5.4.3 of ITU-T Recommendation Q.1912.5 [6]) in a SIP message in a MIME body according to IETF RFC 3204 [19]. SIP Header fields relating to the handling of the ISUP body shall be set as specified in Clause 5.4.1.2 of ITU-T Recommendation Q.1912.5 [6].

NOTE:
The text in the preceding paragraph has been derived from ITU-T Recommendation Q.1912.5 [6], Clause 5.4.1.

For a basic call setup, the SIP message used to encapsulate the ISUP message shall be the SIP message that was first triggered to be sent from the IWU as a result of the interworking specified in Clause 7 of ITU-T Recommendation Q.1912.5 [6]. As an example, this means that an ISUP IAM will be encapsulated within the INVITE message that is sent out from the IWU. For the ISUP messages listed in Table 1 of ITU-T Recommendation Q.1912.5 [6], the special procedures in Clause 5.4.3 of ITU-T Recommendation Q.1912.5 [6] are applicable.

NOTE:
The text in the preceding paragraph has been derived from ITU-T Recommendation Q.1912.5 [6], Clause 5.4.1.3.

*** 20th Change ***

5.3.1.2
Receipt of encapsulated ISUP information within SIP-I

On receipt of a SIP message containing encapsulated ISUP, the IWU shall de‑encapsulate the ISUP message from the SIP message body. The received SIP message shall be mapped to an ISUP message and merged with the de-encapsulated ISUP information according to the rules in Clause 7 of ITU-T Recommendation Q.1912.5 [6].

NOTE:
The text in the preceding paragraph has been derived from ITU-T Recommendation Q.1912.5 [6], Clause 5.4.2.

NOTE: 
These precedence rules have been derived from the following principles, which can also be applied for any ISUP information not covered by the present specification:

1
Where a SIP header mapping to ISUP field(s) is possible (for example the mapping of Request‑URI to Called Party Number), the SIP header is given precedence over the encapsulated ISUP value in the alignment process.  (Conflicts can be caused by a possible service invocation within the SIP network.)

2
De-encapsulated ISUP information overrides ISUP information derived from default values (rather than SIP information).

3
Local ISUP procedures may modify information derived from SIP or default values.

This Note has been derived from text in ITU-T Recommendation Q.1912.5 [6], Clause 5.4.2
NOTE
There is a certain change against ITU-T Recommendation Q.1912.5 [6], where the above note is formulated as normative procedures. However, this is very high level and not required if you look at the real interworking procedures later on. Therefore formulating this as a Note makes much more sense. 
*** 21st Change ***

5.3.1.3.1
Overlap Signalling 

The IWU does not need to support procedures related to overlap signalling in Clause 7 of ITU-T Recommendation Q.1912.5 [6].

NOTE:
No overlap signalling is used in a 3GPP CS domain. A G-MSC acting as IWU will collect all digits required to identify the called party and not propagate the overlap signalling further. 

*** 22nd Change ***

5.3.1.3.2
Coding of encapsulated ISUP IAM parameters in outgoing INVITE 

The IWU may choose to transcode media, or attempt to interwork media without transcoding. If the IWU transcodes, it should set the TMR/USI/HLC parameters according to the codec applied in the SIP-I network. Otherwise, it should provide the TMR/USI/HLC parameters as received in the incoming IAM. If the IWU offers several codecs within SDP, it should set the TMR/USI/HLC parameters according to the preferred codec, applying the rules above for this codec.

NOTE:
ITU-T Recommendation Q.1912.5 [6] does not describe the relationship between TMR/USI/HLC and SDP codec negotiation.
*** 23rd Change ***

5.4.1
General 
The procedures for Profile C in Clause 6 of ITU-T Recommendation Q.1912.5 [6] shall be applied with the modifications provided in this Clause.

*** 24th Change ***

5.4.2
Interworking of received ISUP messages to SIP messages
The IWU receiving backwards ISUP information shall apply any interworking procedures detailed in Clause 6 of ITU-T Recommendation Q.1912.5 [6] affecting parameters within the ISUP, and then proceed to encapsulate any ISUP information received (with the exception of the excluded messages detailed in 5.4.3 of ITU-T Recommendation Q.1912.5 [6]) in a SIP message in a MIME body according to IETF RFC 3204 [19]. The selected SIP Header fields relating to the handling of the ISUP body shall be set as specified in Clause 5.4.1.2 of ITU-T Recommendation Q.1912.5 [6].

*** 25th Change ***

5.4.3.1
Receipt of encapsulated ISUP information within SIP

On receipt of a SIP message containing encapsulated ISUP, the IWU shall de‑encapsulate the ISUP message from the SIP message body. The received SIP message shall be mapped to an ISUP message and merged with the de-encapsulated ISUP message according to the rules for Profile C in Clause 6 of ITU-T Recommendation Q.1912.5 [6].

NOTE 1:
These precedence rules have been derived from the following principles, which can also be applied for any ISUP information not covered by the present specification:

1
Where a SIP header mapping to ISUP field(s) is possible (for example the mapping of Request‑URI to Called Party Number), the SIP header is given precedence over the encapsulated ISUP value in the alignment process.

2
De-encapsulated ISUP information overrides ISUP information derived from default values (rather than SIP information).

3
Local ISUP procedures may modify information derived from SIP or default values.

This note has been derived from text in ITU-T Recommendation Q.1912.5 [6], Clause 5.4.2.

NOTE 2:
There is a certain change against ITU-T Recommendation Q.1912.5 [6], where the above note is formulated as normative procedures. However, this is very high level and not required if you look at the real interworking procedures later on. Therefore formulating this as a note makes much more sense. 
*** 26th Change ***

5.4.3.2.1
Propagation of overlap signalling toward the 3GPP CS domain

The procedures in Clause 6 of ITU-T Recommendation Q.1912.5 [6] related to the propagation of overlap signalling are not applicable, since no overlap signalling is used within the CS CN.

*** 27th Change ***

5.4.3.2.2
Derivation of TMR, USI and HLC parameters within sent IAM message

The IWU may choose to transcode media and shall then set the parameters according to the coding applied within the CS Domain. Otherwise, the IWU shall select a codec for the SIP side termination using SDP offer-answer procedures, IETF RFC 3264 [22], and shall map the SDP information of this codec to the TMR/USI/HLC parameters according to table 2a of 3GPP TS 29.163 [13].  If the information derived from this mapping matches the information in the TMR/USI/HLC parameters in the encapsulated ISUP, the TMR/USI/HLC parameters from the encapsulated ISUP should be used as they may contain additional information. If the information derived from this mapping contradicts the information in the TMR/USI/HLC parameters in the encapsulated ISUP, the TMR/USI/HLC parameters derived by the mapping shall be used.

NOTE:
The procedures in this note are an amendment compared to ITU-T Recommendation Q.1912.5 [6], which simply states the TMR parameters in encapsulated ISUP shall take precedence, However this is inappropriate if an incompatible codec is selected.
*** 28th Change ***

5.5.2
Interworking of CLIP/CLIR supplementary service 

For the interworking of call towards the SIP-I based CS CN: the service shall be supported by encapsulation.

For the interworking of call from the SIP-I based CS CN:  ITU-T Recommendation Q.1912.5 [6], Annex B.1, shall apply.

*** 29th Change ***

5.5.3
Interworking of Call Hold (HOLD) supplementary service 

The Profile C procedures in ITU-T Recommendation Q.1912.5 [6], Clause B10, shall be followed.

*** 30th Change ***

5.5.4
Interworking of Completion of Calls to Busy Subscriber (CCBS) supplementary service to SIP networks

The Profile C procedures of ITU-T Recommendation Q.1912.5 [6], Clause B.11 shall be applied.
*** 31st Change ***

5.7
Example Call flows

The call flow examples in ITU-T Recommendation Q.1912.5 [6] Appendix III are applicable with the following exceptions for the reasons specified:

-
III.2.1.1 En bloc, subscriber free indication – flow does not include use of reliable provisional response within the SIP-I network

-
III.2.1.2 En bloc, early ACM – flow does not include use of reliable provisional response within the SIP-I network
-
III.2.1.3 En bloc, early media scenario – flow does not include use of reliable provisional response within the SIP-I network
-
III.2.1.4 En bloc, simple segmentation procedures – flow does not include use of reliable provisional response within the SIP-I network
-
III.2.1.10 Overlap signalling – 3GPP G-MSC will collect all digits before continuing the call
-
III.2.2.1 Backward release during call setup – flow does not include use of reliable provisional response within the SIP-I network
*** 32nd Change ***

6.1
Reference Model

Figure 6.1.1 details the interworking reference model for Clause 6 of the present specification
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NOTE: 
The IWU is a logical function that may reside with other 3GPP logical functions in the same physical nodes, e.g. in an (G)MSC Server. The figure shows only the logical separation.

Figure 6.1.1: interworking reference model

Nb reference point: The Nb reference point is defined in accordance with 3GPP TS 29.414 [xx]

Nc reference point: The Nc reference point is defined in accordance with 3GPP TS 29.231 [4]
*** 33rd Change ***

6.2
Control Plane Interworking
6.2.1
General
The following sub-clauses define the signalling interworking between the Bearer Independent Call Control (BICC) protocol (see ITU-T Recommendation Q.1902.1 to Q.1902.6 [8]) and the Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP) and encapsulated ISUP at an IWU.

The IWU shall act as a Type A or Type B exchange (ITU-T Recommendation Q.764 [7]) for the purposes of ISUP compatibility procedures. 
The BICC capabilities or signalling information defined for national use are outside the scope of the present document.

NOTE:
 An IWU may apply additional procedures to support interworking for national-specific capabilities. 

The services that can be supported through the use of the signalling interworking are limited to the services that are supported both within the BICC based network and the SIP-I based CS CN. The IWU will originate and/or terminate services or capabilities that do not interwork seamlessly across domains according to the relevant protocol recommendation or specification.

Table 5.2.1 in Clause 5.2 lists the services seamlessly interworked within the scope of the present document.

The Clause 5.3.2 of ITU-T Recommendation Q.1912.5 [6] describes additional general principles specific to SIP-I. 
The interworking procedures in the Clauses 6.3 and 6.4 are based on ITU-T Recommendation Q.1912.5 [6] profile C. Clarifications are made within this specification on the application of ITU-T Recommendation Q.1912.5 [6] profile C. Specific rules for handling of the APM mechanism have been added, which are not specified in ITU-T Recommendation Q.1912.5 [6].

6.2.2
Signalling interactions between network entities in the control plane 

The control plane between a SIP-I based CS core networks and a BICC based network, where the underlying signalling transport is either IP or ATM respectively, is shown in figures 6.2.2.1 and 6.2.2.2.
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Figure 6.2.2.1: Control plane interworking between SIP-I based CS CN 
and a BICC based network with IP signalling transport
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Figure 6.2.2.2: Control plane interworking between SIP-I based CS CN 
and a BICC based network with ATM signalling transport

Signalling between the SIP-I based CS CN and the Interworking Unit uses the services of IP (IETF RFC 791 [14] or IETF RFC 2460 [17]), SCTP (IETF RFC 4960 [18]) and SIP-I.

*** 34th Change ***

6.3
Signalling Interworking of a Call from the BICC based network towards the SIP-I based circuit-switched core network
The procedures in Clause 5.3 shall be applied with the modifications provided in the present Clause.

The text in Clause 5.3 is to be understood as follows:

-
Where "ISUP" is mentioned, this shall be understood as BICC. As an exception, references to ISUP encapsulated within SIP-I shall be understood without modification, i.e. they still refer to ISUP rather than BICC.

If an IAM message is received, the APM information elements (see ITU-T Recommendation Q.765 [27]) relating to the BICC APM user (see ITU-T Recommendation Q.765.5 [28]) shall be removed before the IAM message is encapsulated in the triggered SIP INVITE message.

An APM message received from the CS side (see ITU-T Recommendation Q.765 [27]) that relates to the BICC APM user (see ITU-T Recommendation Q.765.5 [28]) shall not be encapsulated in any triggered SIP message.

*** 35th Change ***

6.4
Signalling Interworking of a Call from SIP-I based circuit-switched core network towards the BICC based network 

The procedures in Clause 5.4 shall be applied with the modifications provided in the present Clause.

The text in Clause 5.4 is to be understood as follows:

-
Where "ISUP" is mentioned, this shall be understood as BICC. As an exception, references to ISUP encapsulated within SIP-I shall be understood without modification, i.e. they still refer to ISUP rather than BICC.

An APM message received from the BICC side (see ITU-T Recommendation Q.765 [27]) that relates to the BICC APM user (see ITU-T Recommendation Q.765.5 [28]) shall not be encapsulated in any triggered SIP message.

*** 36th Change ***

6.6.1
General

The procedures in Annex B of 3GPP TS 29.163 [13] shall be applied with the modifications provided in the following subclauses.

The text in Annex B of 3GPP TS 29.163 [13] is to be understood as follows:

-
Where "MGCF" is mentioned, this shall be understood as IWU.

-
Where "IM-MGW" is mentioned, this shall be understood as UP-IWU.

-
Where "IM CN subsystem" is mentioned, this shall be understood as SIP-I based circuit-switched core network.

The offer/answer procedures of the Session Description Protocol (SDP) for media negotiation shall be applied as specified in 3GPP TS 29.231 [4].
*** 37th Change ***

6.7.2
DTMF transfer from SIP-I on Nc to BICC network (Out-of-Band DTMF)
If RTP Telephony Event has been selected for the 3GPP SIP-I CS CN and OoB DTMF transmission is required in the succeeding BICC network the IWU shall use the Detect DTMF procedure to request the MGW to report DTMF Digits as described in Clause 14.4.6 of 3GPP TS 23.231 [3], i.e. RTP Telephony Event is configured in addition to the Detect DTMF Event.  An example for the interworking with explicit duration reporting in BICC is shown in Figure 6.7.2.1. 

NOTE:
If the implicit duration is reported via the BICC Out Of Band procedure it can result in the duration being shorter than the original duration of the DTMF received at the MGW and even shorter than the minimum duration required by 3GPP TS 23.014 [24]. 
An example for the interworking with implicit duration reporting in BICC is shown in Figure 6.7.2.2.
NOTE: Support of "start of DTMF detection" is optional for the MGW (UP-IWU).


[image: image8.wmf]Server

IWU

UP

-

IWU

Context 

(

Cx

)

1

MOD

. 

Request 

[

RTP Tel 

Event

, 

Event 

= 

EndTone

] 

(

Tx

)

MOD

. 

Reply 

(

Tx

)

Detect DTMF Digit via 

RTP Tel Event

, 

(

start 

DTMF and StopDTMF

)

Context 

(

Cx

)

RTP Telephony Event 

[(

Digit

)

, 

E

-

bit 

= 

1

, 

Duration 

= 

y

]

Context 

(

Cx

)

2

Notify

.

Request 

[

Report 

DTMF

, 

end tone

, 

Digit

,

(

duration

=

y

)] (

Tx

)

, 

Notify

. 

Reply 

(

Tx

)

Report DTMF Digit 

Context 

(

Cx

)

BICC OoB DTMF 

(

Digit 

(

duration

=

y

))

BICC Network 

(

PLMN or 

External

)


Figure 6.7.2.1: DTMF interworking: SIP-I to BICC, explicit duration (message sequence chart)
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Figure 6.7.2.2: DTMF interworking: SIP-I to BICC, implicit duration (message sequence chart)
If RTP Telephony Event has not been selected on 3GPP SIP-I CS CN interface and OoB DTMF is required in the BICC network the IWU shall request inband DTMF detection as described in Clause 14.4.2.1 of 3GPP TS 23.205 [9], i.e. the RTP Telephony Event is not configured. The same principles apply for signalling implicit or explicit DTMF digits.

*** 38th Change ***

6.7.4
SIP-I on Nc interworking with BICC for Inband DTMF
The interworking between inband and out-of-band transport shall be performed according to Clause 14.4.8 in 3GPP TS 23.231 [3], if required. 
If the RTP Telephony event has not been negotiated within the SIP-I based CS CN, the interworking MSC towards a BICC network with inband DTMF transport shall not configure the RTP Telephony event at the attached MGW. The MGW will then transfer DTMF within the speech codec without detecting it.
*** 39th Change ***

7.1
Reference Model

7.1.1
General
Figure 7.1.1.1 details the reference model required to support interworking between the 3GPP IM CN subsystem, as specified in 3GPP TS 23.228 [11] and 3GPP TS 24.229 [12] and a SIP-I based circuit-switched core network, as specified in 3GPP TS 23.231 [3] and 3GPP TS 29.231 [4].
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NOTE 1:
The IM-MGW may be connected via the Mb to various network entities, such as a UE (via a GTP Tunnel to a GGSN), an MRFP, or an application server.

Figure 7.1.1.1: IM CN subsystem to CS network logical interworking reference model
Nb reference point: The Nb reference point is defined in accordance with 3GPP TS 29.414 [xx]

Nc reference point: The Nc reference point is defined in accordance with 3GPP TS 29.231 [4]
Mg reference point: The Mg reference point is defined in accordance with 3GPP TS 24.229 [12].
Mj reference point: The Mj reference point is defined in accordance with 3GPP TS 24.229 [12].
Mb reference point: The Mb reference point is defined in accordance with 3GPP TS 23.002 [2].

7.1.2
Signalling interactions between network entities in the control plane 

The control plane between the IM CN Subsystem supporting SIP and a 3GPP CS network supporting a SIP-I based Nc interface is as shown in Figure 7.1.2.
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Figure 7.1.2.1: Control plane interworking protocol stack between the IM CN subsystem and a 3GPP CS network supporting SIP-I based Nc interface
Signalling between the SIP signalling function and the MGCF uses the services of IP (RFC 2460 [17]), and transport protocol such as TCP (RFC 793 [16]) or UDP (RFC 768 [15]) or SCTP (RFC 4960 [18]) (see 3GPP TS 24.229 [12]), and SIP.

Signalling between the SIP-I signalling function and the MGCF uses the services of IP (IETF RFC 791 [14] or IETF RFC 2460 [17]), SCTP (IETF RFC 4960 [18]) and SIP-I.

*** 40th Change ***

7.2.1
General

If not otherwise stated within this sub-clause the MGCF shall follow the below listed procedures for interworking incoming SIP calls:

Sending SIP messages to the succeeding SIP-I based circuit-switched core network:

· When an incoming SIP message is received from the preceding IMS node then the MGCF shall send this SIP message to the succeeding SIP-I based circuit-switched core network. 

· The MGCF shall only send SIP methods, SIP headers, SDP body contents and other bodies as permitted by the profile for SIP-I on Nc as defined in 3GPP TS 29.231 [4]. 

-
The MGCF shall, if defined by 3GPP TS 29.163 [13], generate an ISUP message following 3GPP TS 29.163 [13] and include this ISUP message into the SIP message in a MIME body according to IETF RFC 3204 [19]. The Content‑Type header field and the Content‑Disposition header field shall be set as specified in Sub-clause 5.4.1.2 of ITU-T Recommendation Q.1912.5 [6].

Sending SIP messages to the preceding IMS node:

· When the MGCF receives a SIP-I message from the succeeding SIP-I based circuit-switched core network then the MGCF shall send this message to the preceding IMS node. 

· The MGCF shall only send SIP methods, SIP headers, SDP body contents and other bodies which are permitted by the IMS profile as defined in 3GPP TS 24.229 [12]. 

-
The MGCF shall construct IMS specific headers and bodies according to the procedures defined in 3GPP TS 29.163 [13].

*** 41st Change ***

7.2.3
Sending SIP INVITE request
The MGCF shall forward the SIP-INVITE request and encapsulate an IAM message after the reception of the SIP INVITE request irrespective of the status of local and remote preconditions:

When the incoming SIP INVITE request indicates that remote preconditions are not met or when local preconditions are not met then the MGCF shall include the tag "precondition" in the SUPPORTED header and shall encode preconditions in the SDP offer that the related local preconditions for QoS are not met.

If the incoming SIP INVITE request indicates that remote preconditions are met, or if the incoming SIP INVITE request does not contain a precondition tag, and if local preconditions are met then the MGCF may either not include the tag "precondition" and exclude appropriate SDP lines, or include the tag "preconditions" in the SUPPORTED header and provide an SDP offer indicating that preconditions are met. 

NOTE1:
The use of SUPPORTED header is a deviation from IETF RFC 3312 [23] when the strength-tag contains a “mandatory” value.

NOTE2:
The setting of the "Continuity Check Indicator" in the "Nature of Connection Indicators" parameter within the encapsulated IAM is of no significance. The value is ignored by the succeeding node of the SIP-I based circuit-switched core network. 
The MGCF shall not use the MGW bypass option, because some functions will not work as the succeeding SIP-I node does not know that it is interworking any IMS function. For example an incoming multimedia call from IMS does not result in a CS multimedia telephony service on the SIP-I based circuit switched core network.
If the incoming SIP INVITE request does not provide a complete number, then the MGCF shall defer sending the SIP INVITE request until the MGCF has collected all digits required to identify the called subscriber. The additional digits may either, as a network option, be received in in-dialog SIP INFO requests or in additional SIP INVITE requests with the same Call‑ID and From tag as a previous SIP INVITE. The MGCF shall apply the signalling procedures on the IMS side as specified in 3GPP TS 29.163 [13].
*** 42nd Change ***

7.3.1
General

If not otherwise stated within this Clause the MGCF shall follow the below listed procedures for interworking outgoing SIP calls:

Sending SIP messages to the succeeding IMS node:

· When the MGCF receives a SIP-I message from the preceding SIP-I based circuit-switched core network then the MGCF shall send this message to the succeeding IMS network. 

· The MGCF shall only send SIP methods, SIP headers, SDP body contents and other bodies which are permitted by the IMS profile as defined in 3GPP TS 24.229 [12]. 

· The MGCF shall construct IMS specific headers and bodies according to the procedures defined in 3GPP TS 29.163 [13]. 

NOTE:
This implies that if the incoming SIP-I message contained an encapsulated ISUP message then the ISUP message is removed from the forwarded SIP message. But the ISUP information may be mapped into a PSTN XML body, if supported as a network option.

· Within IMS the initial INVITE request may be routed to a forking proxy. The MGCF shall be ready to receive responses generated due to a forked request and behave according to the procedures specified in IETF RFC 3261 [20] and clause 7.3.9 of the present specification.

NOTE:
The multiple early dialogues are not propagated to the preceding SIP-I based circuit-switched core network.
NOTE:
The MGCF does not, itself, perform forking.
Sending SIP messages to the preceding SIP-I based circuit switched core network:

-
When the MGCF receives a SIP message from the succeeding IMS node then the MGCF shall send this SIP message to the preceding SIP-I based circuit-switched core network.

-
The MGCF shall only send SIP methods, SIP headers, SDP body contents and other bodies as permitted by the profile for SIP-I on Nc as defined in 3GPP TS 29.231 [4]. 

-
The MGCF shall, if defined by 3GPP TS 29.163 [13], construct an ISUP message following 3GPP TS 29.163 [13] and include this ISUP message into the SIP message in a MIME body according to IETF RFC 3204 [19]. The Content‑Type header field and the Content‑Disposition header field shall be set as specified in Clause 5.4.1.2 of ITU-T Recommendation Q.19.12.5 [6]. 

-
When sending an encapsulated ISUP ACM message or ISUP CPG message the MGCF shall follow the procedures defined within 3GPP TS 29.163 [13] for the handling of the ring tone and therefore may request the IM-MGW to send ring tone in the backwards direction.

*** 43rd Change ***

7.3.7
MGW Selection

If the MGCF supports either the optional "Optimised MGW Selection" or the optional "Deferred MGW Selection" then the MGCF shall not send a SDP MGW Identifier towards the succeeding IMS network. The MGCF shall seize a IM-MGW and shall then include the connection address in the SDP offer of the initial SIP INVITE request it will send to the succeeding IMS node.
If the MGCF supports the optional "deferred MGW selection" procedure and receives an unspecified connection address in the SDP offer contained in the SIP INVITE request, it should include a MGW_Identifier for the IM-MGW it selects in the corresponding answer. The encoding of the MGW_Identifier is defined in 3GPP TS 29.231[4].
The MGCF shall not use the "MGW bypass" option. 

*** 44th Change ***

A.5.2.1
Initial requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, respond with a 100 (Trying) provisional response;

2)
if the request is an INVITE request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact, CSeq and Record-Route header field values received in the request such that the CS-IBCF is able to release the session if needed;

Editor's Note: It is FFS whether similar procedures apply when a response to an initial INVITE is received.

3)
if network topology hiding is required, apply the procedures as described in subclause A.5.2.4;

4)
if screening of SIP signalling is required, apply the procedures as described in subclause A.5.2.6;

5)
select an entry point of the destination network and forward the request to that entry point;

NOTE :
The list of the entry points can be either obtained as specified in IETF RFC 3263 [30] or provisioned in the CS-IBCF. The entry point can be an CS-IBCF or an (G)MSC server.

When the CS-IBCF receives an INVITE request, the CS-IBCF may require the periodic refreshment of the session to avoid hung states in the CS-IBCF. If the CS-IBCF requires the session to be refreshed, the CS-IBCF shall apply the procedures described in IETF RFC 4028 [31] clause 8.
IETF RFC 3325 [32] provides for the existence and trust of an asserted identity within a trust domain. A CS-IBCF at the boundary of the trust domain will need to determine whether to remove the P-Asserted-Identity header according to IETF RFC 3325 [32] when SIP signalling crosses the boundary of the trust domain.
When the CS-IBCF receives a response to the initial request and network topology hiding is required, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.4.

When the CS-IBCF receives a response to the initial request and screening of SIP signalling is applied, then the CS-IBCF shall apply the procedures as described in subclause A.5.2.6.  
*** 45th Change ***

A.5.2.4.1
General

The following procedures shall only be applied if network topology hiding is required by the network. The network requiring network topology hiding is called the hiding network.

NOTE:
Requests and responses are handled independently; therefore, no state information is needed for that purpose within a CS-IBCF.

The CS-IBCF shall apply network topology hiding to all headers which reveal topology information, such as Via, Route, Record-Route, and Path. Therefore, the CS-IBCF shall: 

-
either act as a B2BUA, i.e. set above headers as defined for a SIP user agent client by IETF RFC 3261 [20],

-
or as an option follow the procedures defined in A.5.2.4.2.

The CS-IBCF shall not screen SIP parameters for which there is a related ISUP parameter defined within ITU-T Recommendation Q.1912.5 [6].

NOTE:
SIP-I screening is normally done by the MSC, where the encapsulated ISUP message and the SIP headers are consistently screened. 
Upon receiving an incoming initial request for which network topology hiding has to be applied and which includes a Record-Route header, the CS-IBCF shall add its own routeable SIP URI to the top of the Record-Route header.

*** 46th Change ***

A.5.3.1
Initial requests

Upon receipt of any request, the CS-IBCF shall:

1)
if the request is an INVITE request, then respond with a 100 (Trying) provisional response;

2)
if the request is an INVITE request and the CS-IBCF is configured to perform application level gateway and/or transport plane control functionalities, save the Contact, Cseq and Record-Route header field values received in the request such that the CS-IBCF is able to release the session if needed;

Editor’s Note: It is FFS whether similar procedures apply when a response to an initial INVITE is received.

3)
if network topology hiding is required, then apply the procedures as described in subclause A.5.3.4; 

4)
if screening of SIP signalling is required, apply the procedures as described in subclause A.5.3.6;

5)
If CS-IBCF receives an initial request for a dialogue or standalone transaction, that contains a single Route header pointing to itself, and it is co-located with an (G)MSC server, or it has a preconfigured (G)MSC server to be contacted, then forward the request to that (G)MSC server. Otherwise select an (G)MSC server and forward the request to that (G)MSC server. 

When the CS-IBCF receives an INVITE request, the CS-IBCF may require the periodic refreshment of the session to avoid hung states in the CS-IBCF. If the CS-IBCF requires the session to be refreshed, the CS-IBCF shall apply the procedures described in IETF RFC 4028 [31] clause 8. 

When the CS-IBCF receives a response to an initial request (e.g. 183 or 2xx), the CS-IBCF shall:

1)  if network topology hiding is required, apply the procedures as described in subclause A.5.3.4.

2)
 if screening of SIP signalling is applied, apply the procedures as described in subclause A.5.3.6.
*** 47th Change ***

A.5.3.4.1
General

The following procedures shall only be applied if network topology hiding is required by the network. The network requiring network topology hiding is called the hiding network.

NOTE:
Requests and responses are handled independently; therefore, no state information is needed for that purpose within a CS-IBCF.

The CS-IBCF shall apply network topology hiding to all headers which reveal topology information, such as Via, Route, Record-Route, and Path. Therefore, the CS-IBCF shall 

-
either act as a B2BUA, i.e. set above headers as defined for a SIP user agent client by IETF RFC 3261 [20],

-
or as an option follow the procedures defined in A.5.3.4.2. 
The CS-IBCF shall not screen SIP parameters for which there is a related ISUP parameter defined within ITU-T Recommendation Q.1912.5 [6].

NOTE:
SIP-I screening is normally done by the GMSC, where the encapsulated ISUP message and the SIP headers are consistently screened. 
Upon receiving an incoming initial request for which network topology hiding has to be applied and which includes a Record-Route header, the CS-IBCF shall add its own routeable SIP URI to the top of the Record-Route header.

*** 48th Change ***

A.7.2.1
Introduction
This clause describes the logical signalling procedures (i.e. message identifiers are not part of the protocol) between the CS-IBCF and TrGW. The procedures within this clause are intended to be implemented using the standard H.248 procedure as defined in ITU-T Recommendation H.248.1 [33] with appropriate parameter combinations.
*** 49th Change ***

A.7.2.3.1
Introduction
The procedures detailed in table A.7.2.3.1 shall be applied for the CS-TrGW handling component of the Ix interface. Where a corresponding procedure in 3GPP TS 23.205 [9] is specified, that procedure shall apply. Where no corresponding procedure in 3GPP TS 23.205 [9] is specified, the procedure is specified in a subclause of this specification.
Table A.7.2.3.1: Non-call related procedures

	Procedure defined in

 3GPP TS 29.238 [29]
	Corresponding Procedure defined in 3GPP TS 23.205 [9]
	Remarks

	TrGW Out of service
	MGW Out of Service
	

	TrGW Communication Up
	MGW Communication Up
	

	TrGW Restoration
	MGW Restoration
	

	TrGW Register
	MGW Register
	

	TrGW Re-register
	MGW Re-register
	

	CS-IBCF Ordered Re-register
	(G)MSC Server Ordered Re-register
	

	CS-IBCF Restoration
	(G)MSC Server Restoration
	

	CS-IBCF Out of Service
	(G)MSC Server Out of Service
	

	Termination Out-of-Service
	Termination Out-of-Service
	The “Termination Out-of-Service procedure” is also used as a call-related H.248 command

	Termination Restoration
	Termination Restoration
	

	Audit Value
	Audit Value
	

	Command Rejected
	Command Rejected
	The “Command Rejected” procedure may be used in response both to call-related and non-call-related H.248 Commands.

	TrGW Capability Change
	Capability Update
	

	TrGW Resource Congestion Handling – Activate
	MGW Resource Congestion Handling – Activate
	

	TrGW Resource Congestion Handling – Indication
	MGW Resource Congestion Handling – Indication
	

	Inactivity timeout activation
	Inactivity timeout activation
	

	Inactivity timeout indication
	Inactivity timeout indication
	

	Realm Availability Change Activate
	
	See subclause A.7.2.3.2.

	Realm Availability Change Indication
	
	See subclause A.7.2.3.3.


Editor’s Note: the procedures should be aligned with TS 29.238 
*** End of Changes ***
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