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*** 1st Change ***
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*** 2nd Change ***

A.2
Stage 2 Requirements

Based on operator preference, border control functions may be applied between two SIP-I based 3GPP CS domains or between a SIP-I based 3GPP CS domain and other SIP-I based external network. These functions, provided by the CS-IBCF, are:

-
Controlling transport plane functions;

-
Supporting functions to allow establishing communication between disparate address realms' SIP-I applications;

-
Providing network configuration hiding to restrict the following information from being passed outside of an operator's network: exact number of MSC servers, capacity and topology of the network, naming and addressing of the network nodes;

-
Screening SIP signalling information based on source/destination and operator policy (e.g. remove information that is of local significance to an operator);

-
Generation of CDRs;

Editor's Note: Need of generating CDRs to CS-IBCF may require further evaluation.

-
Selecting the appropriate signalling interconnections (e.g. domain based routing). The IP interconnection between core networks may be supported either by direct connection or by using an intermediate carrier;

-
Supporting network resources allocation taking into consideration the codec negotiation performed by (G)MSCs across one or multiple interconnects, remaining transparent to the SDP negotiation. 

In case border control concepts are to be applied in a SIP-I based CS network, the CS-IBCF acts as an entry point for this network, and also acts as an exit point for this network.

On the media plane the CS-TrGW is controlled by the CS-IBCF and may provide the following functions for the NNI:

-
Gate Management:

-
Opening/closing of gates;

-
Remote source address filtering;

-
Remote source port filtering;

-
QoS packet marking (differentiated services);

-
Resource allocation per flow;

Editor's Note: No Use Cases are described yet (needs a specific sub-clause in A.7.1.2.2); if no use cases are determined this should be removed from the specification. 
-
NA(P)T and IP Version Interworking;

-
Bandwidth policing;


-
Hanging termination detection

*** 3rd Change ***

A.7.1.2.2.X
Bandwidth Policing 
A.7.1.2.2.X.1
Overview

The CS-IBCF may support traffic policing of incoming media flows.

The CS-TrGW shall support traffic policing of the maximum average bitrate, defined as sustainable data rate (see IETF RFC 2216 [X]) of incoming media flows and may support  traffic policing of the peak data rate of incoming media flows.

The CS-IBCF may require the CS-TrGW to police the media flows to ensure that they conform to the expected data rates.

When the CS-IBCF requests the CS-TrGW to reserve transport addresses/resources, the CS-IBCF may indicate to the CS-TrGW that policing of the related media streams is required and provide traffic policing related parameters as detailed in subclause A.7.1.2.2.X.2.

If such policing is requested, the CS-TrGW shall police the corresponding media streams as detailed in subclause A.7.1.2.2.X.2, by measuring the data rate for the received packets within that media stream. If the permissible data rate provided by the CS-IBCF is exceeded, the CS-TrGW shall discard packets to reduce their data rate to the permissible data rate.
A.7.1.2.2.X.2
Bandwidth policing procedures
The call is established as described in subclause A.7.1.2.1.1, With reference to the steps in Figure A.7.1.2.1.1.1, the following additions are required, specific to this use case:

3.
If traffic policing is required for the created termination, then the CS-IBCF shall include the information element "Traffic Policing Required" in the request sent to the CS-TrGW. If policing of sustainable data rate is required, then the CS-IBCF shall include the information elements "Sustainable Data Rate" and "Maximum Burst Size" in the request. If policing of peak data rate is required, then the CS-IBCF shall include the information element "Peak Data Rate" in the request and may additionally include the information element "Delay Variation Tolerance".
12.
If traffic policing is required for the created termination, then the CS-IBCF shall include the information element "Traffic Policing Required" in the request sent to the CS-TrGW. If policing of sustainable data rate is required, then the CS-IBCF shall include the information elements "Sustainable Data Rate" and "Maximum Burst Size" in the request. If policing of peak data rate is required, then the CS-IBCF shall include the information element "Peak Data Rate" in the request and may additionally include the information element "Delay Variation Tolerance".
When requested by the CS-IBCF, the CS-TrGW shall police the media stream flow rates according to one or more of the following media policing(s), in accordance with IETF RFC 2216 [X]. 

The following media policing shall be supported at the CS-TRGW:
-
Sustainable Data Rate  (SDR) Policing: 
To request policing of the sustainable data rate of a media stream, the CS-IBCF shall request media policing for that media stream and shall provide the sustainable data rate, and shall provide a maximum burst size (MBS) indicating the expected maximum size of packet bursts for that media stream. The CS-TrGW shall then measure the data rate for the received packets within that media stream as per IETF RFC 2216 [X] for "Token Bucket", where r=SDR and b=MBS. If the permissible sustainable data rate is exceeded, the CS-TRGW shall discard packets to reduce the data rate to the permissible sustainable data rate.
NOTE 1: 
The CS-IBCF can derive the sustainable data rate from bandwidth parameters if it receives them within an SDP description. 
The following media policing may be supported in addition at the CS-TRGW; if supported, then the following applies:

-
Peak Data Rate Policing: 
To request policing of the peak data rate of a media stream, the CS-IBCF shall request media policing for that media stream and shall provide the peak data rate, and may provide a Delay Variation Tolerance indicating the expected maximum delay variation due to jitter for that media stream. The CS-TRGW shall then measure the data rate for the received packets within that media stream. If the permissible peak data rate is exceeded, the CS-TRGW shall discard packets to reduce the data rate to the permissible peak data rate. If both peak data rate and sustainable data rate have been provided for the same media stream, the CS-TRGW shall discard packets to reduce the data rate to the permissible peak data rate and should discard packets to reduce the data rate to the permissible sustainable data rate. 
NOTE 2:
The decision to apply or not traffic policing is general for all sessions with the same media characteristics (i.e. not user specific). The conditions which media policings to apply are beyond the scope of the specification. This can be based on the media characteristics of the session (e.g. media type). 
*** 4th Change ***

A.7.2.2.1
Reserve TrGW Connection Point

This procedure is used to reserve a termination at the CS-TrGW.

Table A.7.2.2.1.1: Reserve TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve TrGW Connection Point



	CS-IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	· 
	· 
	Termination Request
	M
	This information element requests a new termination for the bearer to be established.

	· 
	· 
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. ExtSIPI, NboIP).

	· 
	· 
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the CS-TrGW shall be prepared to receive user data.

	· 
	· 
	ReserveValue
	C
	This information element indicates if multiple local resources are to be reserved.

This information element shall be included if a speech codec and auxiliary payload types are configured.

	· 
	· 
	Local Connection Address Request
	M
	This information element requests an IP address and port number on the CS-TrGW that the remote end can send user plane data to.

	· 
	· 
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications and may specify their periodicity.

	· 
	· 
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	· 
	· 
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	· 
	· 
	IP Version
	C
	This information element indicates the version of the internet protocol to be applied at the termination for the user plane. This is required for IP address translation.

	· 
	· 
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	· 
	· 
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	· 
	· 
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	· 
	· 
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	· 
	· 
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	· 
	· 
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	· 
	· 
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	· 
	· 
	Traffic Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	· 
	· 
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	· 
	· 
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	· 
	· 
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	· 
	· 
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.. 

	Reserve TrGW Connection Point Ack
	CS-TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	· 
	· 
	Termination
	M
	This information element indicates the termination where the command was executed.

	· 
	· 
	Local IP Resources
	O
	This information element indicates the resources that the CS-TrGW has reserved to receive the user plane data from the remote peer.

	· 
	· 
	Local Connection Address
	M
	This information element indicates the IP address and port on the CS-TrGW that shall receive user plane data from the remote peer.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2: 
At least one of these IEs shall be present when policing is required.


Editor's Note; This table has been derived from the Reserve RTP Connection point procedure. However, specific information elements are still missing.
*** 5th Change ***

A.7.2.2.2
Configure TrGW Connection Point

This procedure is used to configure or reconfigure a termination at the CS-TrGW.



Table A.7.2.2.2.1: Configure TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure TrGW Connection Point
	CS-IBCF
	Context
	M
	This information element indicates the existing context.

	· 
	· 
	Termination
	M
	This information element indicates the existing bearer termination.

	· 
	· 
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. ExtSIPI, NboIP).

	· 
	· 
	Local IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the CS-TrGW may use on the reception of user plane data.

	· 
	· 
	Remote IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the CS-TrGW may send user plane data to.

	· 
	· 
	Local Connection Address
	O
	This information element indicates the IP address and port on the CS-TrGW that the remote peer can send user plane data to.

	· 
	· 
	Remote Connection Address
	O
	This information element indicates the IP address and port that the CS-TrGW can send user plane data to. 

	· 
	· 
	Reserve Value
	O
	This information element indicates if multiple resources are to be reserved. 

	· 
	· 
	Notify termination heartbeat
	O
	This information element requests termination heartbeat indications and may specify their periodicity.

	· 
	· 
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	· 
	· 
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	· 
	· 
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	· 
	· 
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	· 
	· 
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	· 
	· 
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	· 
	· 
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	· 
	· 
	Traffic Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	· 
	· 
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream.(NOTE 2)

	· 
	· 
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream.(NOTE 2)

	· 
	· 
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	· 
	· 
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.. 

	Configure TrGW Connection Point

Ack
	CS-TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	· 
	· 
	Termination
	M
	This information element indicates the termination where the command was executed.

	· 
	· 
	Local IP Resource
	O
	This information element indicates the resources that the CS-TrGW has reserved to receive the user plane data from the far end.

	· 
	· 
	Remote IP Resource
	O
	This information element indicates the resource (i.e. codec) that the CS-TrGW shall use to send user data to. 

	· 
	· 
	Local Connection Address
	O
	This information element indicates the IP address and port on the CS-TrGW that the remote end can send user plane data to.

	· 
	· 
	Remote Connection Address
	O
	This information element indicates the IP address and port that the CS-TrGW can send user plane data to. May be present only if corresponding IE is present in the request.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2: 
At  least one of these IEs shall be present when policing is required.


Editor's Note; This table has been derived from the Configure RTP Connection point procedure. However, specific information elements are still missing.
*** 6th Change ***

A.7.2.2.3
Reserve and Configure TrGW Connection Point

This procedure is used to reserve and configure multimedia-processing resources for a termination at the CS-TrGW.

Table A.7.2.2.3.1: Reserve and Configure TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	 Reserve and Configure TrGW Connection Point
	CS-IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Termination/  Termination Request
	M
	This information element indicates the existing bearer termination or requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the used interface type for the IP termination (e.g. ExtSIPI, NboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the CS-TrGW shall be prepared to receive user data, 

	
	
	Remote IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the CS-TrGW shall use to send user data.

	
	
	Reserve Value
	O
	This information element indicates if multiple IP resources are to be reserved. 

	
	
	Local Connection Address request
	M
	This information element requests an IP address and a port number on the CS-TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	M
	This information element indicates the IP address and ports of the remote party that the CS-TrGW can send user plane data to. 

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications and may specify their periodicity.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	IP Version
	C
	This information element indicates the version of the internet protocol to be applied at the termination for the user plane.

This is required for IP address translation.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Traffic Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.. 

	Reserve and Configure TrGW Connection Point
Ack
	CS-TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resources that the CS-TrGW has reserved to receive the user plane data from the remote side.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the CS-TrGW shall use to send user data.

	
	
	Local Connection Addresses 
	M
	This information element indicates the IP address and port on the CS-TrGW that shall receive user plane data.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the CS-TrGW can send user plane data to. May be present only if corresponding IE is present in the request.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2: 
At least one of these IEs shall be present when policing is required.


Editor's Note; This table has been derived from the Reserve and Configure RTP Connection point procedure. However, specific information elements are still missing.
*** End of Changes ***
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