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************************************ 1st change **************************
6.1.3
Session Management procedures

6.1.3.1
PDP context activation

The purpose of this procedure is to establish a PDP context between the MS and the network for a specific QoS on a specific NSAPI. The PDP context activation may be initiated by the MS or the initiation may be requested by the network.

Each PDP address may be described by one or more PDP contexts in the MS or the network. The PDP Context Activation procedure is used to activate the default PDP context for a given PDP address and APN, i.e. a PDN connection, whereas all additional contexts associated to the same PDP address and APN are activated with the secondary PDP context activation procedure. An MS supporting S1 mode shall keep the default PDP context activated during the lifetime of the PDN connection. An MS not supporting S1 mode should apply the same behaviour (see 3GPP TS 23.060 [74]). When more than one PDP context is associated to a PDP address, there shall be a Traffic Flow Template (TFT), including one or more packet filters, for each or all but one context. The downlink and uplink packet filters are considered separately. If present, the TFT shall be sent transparently either from the MS via the SGSN to the GGSN to enable packet classification and policing for downlink data transfer in the GGSN or from the GGSN via the SGSN to the MS to be used in a network requested secondary PDP context activation procedure (see subclause 6.1.3.2) and enable packet classification and policing for uplink data transfer in the MS (see 3GPP TS 23.060 [74]).

For the purpose of requesting IP address allocation the MS shall set the PDP type number in the Requested PDP address information element in the Activate PDP context request message based on its IP stack configuration as follows:

a)
An MS, which is IPv6 and IPv4 capable, and
-
has not been allocated an IP address for this APN, shall set the PDP type number to "IPv4v6 address";
-
has been allocated an IPv4 address for this APN and received the SM cause #52, "single address bearers only allowed", and is requesting an IPv6 address, shall set the PDP type number to "IPv6 address";
-
has been allocated an IPv6 address for this APN and received the SM cause #52, "single address bearers only allowed", and is requesting an IPv4 address, shall set the PDP type number to "IPv4 address".
b)
An MS, which is only IPv4 capable, shall set the PDP type number to "IPv4 address".

c)
An MS, which is only IPv6 capable, shall set the PDP type number to "IPv6 address".

d)
When the IP version capability of the MS is unknown in the MS (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the MS shall set the PDP type number to "IPv4v6 address".

On receipt of the ACTIVATE PDP CONTEXT REQUEST message sent by the MS, the network when allocating an IP address shall take into account the PDP type number, the operator policies of the home and visited network, and the user's subscription data.
-
If the MS requests PDP type IPv4v6, but the network configuration dictates the use of IPv4 addressing only or IPv6 addressing only for this APN, the network shall override the PDP type requested by the MS to a single address PDP type (IPv4 or IPv6). In the ACTIVATE PDP CONTEXT ACCEPT message sent to the MS, the network sets the PDP type number to either "IPv4 address" or "IPv6 address" and the SM cause to #50, "PDP type IPv4 only allowed", or #51, "PDP type IPv6 only allowed", respectively (see subclause 6.1.3.1.1). The MS shall not subsequently request another PDP context to get a PDP Type different from the one allowed by the network.

-
If the MS requests PDP type IPv4v6, but the operator uses single addressing per PDP context due to interworking with nodes of earlier releases, the network shall override the PDP type requested by setting the PDP type in the ACTIVATE PDP CONTEXT ACCEPT message sent to the MS to a single address PDP type. In the ACTIVATE PDP CONTEXT ACCEPT message sent to the MS, the network sets the PDP type number to either "IPv4 address" or "IPv6 address" and the SM cause to #52, "single address bearers only allowed" (see subclause 6.1.3.1.1). The MS may subsequently request another PDP context for the other PDP type to the same APN with a single address PDP type (IPv4 or IPv6) other than the one already activated.

************************************ Next change **************************
6.1.3.1.1
Successful PDP context activation initiated by the mobile station

In order to request a PDP context activation, the MS sends an ACTIVATE PDP CONTEXT REQUEST message to the network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. The message contains the selected NSAPI, PDP type, requested QoS and, if the MS requests a static address, the PDP address. The MS shall ensure that the selected NSAPI is not currently being used by another Session Management entity in the MS. The MS may indicate the support of Network Requested Bearer Control procedures in the protocol configuration options information element. The network shall ignore the requested QoS and apply the subscribed QoS profile (see 3GPP TS 23.060 [74]). The MS shall set the request type to "initial attach" when the MS is establishing connectivity to an additional PDN for the first time, i.e. when it is an initial attach to that PDN. The MS shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the MS was connected to that PDN before the handover to the 3GPP access network.
Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message with a PDP type number "IPv4v6 address" in the Requested PDP address information element, the network shall on sending the ACTIVATE PDP CONTEXT ACCEPT message:
-
include the SM cause information element with cause #50 ("PDP type IPv4 only allowed"), if the requested PDN connectivity is accepted with the restriction that only PDP type IPv4 is allowed; or
-
include the SM cause information element with cause #51 ("PDP type IPv6 only allowed"), if the requested PDN connectivity is accepted with the restriction that only PDP type IPv6 is allowed; or

-
include the SM cause information element with cause #52 ("single address bearers only allowed"), if the requested PDN connectivity is accepted with the restriction that only single IP version bearers are allowed.
Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message, the network selects a radio priority level based on the QoS negotiated and may reply with an ACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the message ACTIVATE PDP CONTEXT ACCEPT the MS shall stop timer T3380, shall enter the state PDP-ACTIVE. If the protocol configuration options information element is present, the network may indicate the Bearer Control Mode that shall be used. If the protocol configuration options information element is not present, the MS shall apply Bearer Control Mode 'MS only' for all active PDP contexts sharing the same PDP Address and APN. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. If the Request type information element is not present, the network shall assume that the request type is "initial attach".
NOTE 1: 
If the MS requested a value for a QoS parameter that is not within the range specified by 3GPP TS 23.107, the network should negotiate the parameter to a value that lies within the specified range.

In A/Gb mode, the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. If the LLC SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation procedure.

In Iu mode, both the network and the MS shall store the LLC SAPI and the radio priority in the PDP context. If a Iu mode to A/Gb mode system change is performed, the new SGSN shall initiate establishment of the logical link using the negotiated QoS profile, the negotiated LLC SAPI, and selected radio priority level stored in the PDP context as in a A/Gb mode to A/Gb mode Routing Area Update.

An MS, which is capable of operating in both A/Gb mode and Iu mode, shall use a valid LLC SAPI, while an MS which is capable of operating only in Iu mode shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network. When the MS uses a valid LLC SAPI, the network shall return a valid LLC SAPI. The network shall return the "LLC SAPI not assigned" value only when the MS uses the "LLC SAPI not assigned" value.

NOTE 2:
The radio priority level and the LLC SAPI parameters, though not used in Iu mode, shall be included in the messages, in order to support handover between Iu mode and A/Gb mode networks.
************************************ Next change **************************
6.1.3.1.3
Unsuccessful PDP context activation initiated by the MS

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message the network may reject the MS initiated PDP context activation by sending an ACTIVATE PDP CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following causes:

# 8:
Operator Determined Barring;

# 26:
insufficient resources;

# 27:
missing or unknown APN;

# 28:
unknown PDP address or PDP type;

# 29:
user authentication failed;

# 30:
activation rejected by GGSN;

# 31:
activation rejected, unspecified;

# 32:
service option not supported;

# 33:
requested service option not subscribed;

# 34:
service option temporarily out of order;

# 35: 
NSAPI already used. The network shall not send this cause code (see note 1); 
# 50:
PDP type IPv4 only allowed;

# 51:
PDP type IPv6 only allowed;

# 52:
single address bearers only allowed;
# 95 - 111:
protocol errors; or
#112:
APN restriction value incompatible with active PDP context.

NOTE 1:
Pre-R99 network may send this cause code.

Upon receipt of an ACTIVATE PDP CONTEXT REJECT message, the MS shall stop timer T3380 and enter/remain in state PDP-INACTIVE.

************************************ Next change **************************

9.5.2
Activate PDP context accept

This message is sent by the network to the MS to acknowledge activation of a PDP context.

See table 9.5.2/3GPP TS 24.008.

Message type:
activate PDP context accept

Significance:

global

Direction:


network to MS

Table 9.5.2/3GPP TS 24.008: Activate PDP context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context accept message identity
	Message type

10.4
	M
	V
	1

	
	Negotiated LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Negotiated QoS
	Quality of service

10.5.6.5
	M
	LV
	13-17

	
	Radio priority
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

10.5.1.8
	M
	V
	1/2

	2B
	PDP address
	Packet data protocol address

10.5.6.4
	O
	TLV
	4-20

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3-253

	34
	Packet Flow Identifier
	Packet Flow Identifier

10.5.6.11
	O
	TLV
	3

	39
	SM cause
	SM cause 2
10.5.6.6a
	O
	TLV
	3


9.5.2.1
PDP address

This IE shall be included by the network if the MS has requested the activation of a PDP context with the PDP type IPv4 or IPv6 or IPv4v6 and dynamic addressing.

9.5.2.2
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS. This IE is also included to indicate the selected Bearer Control Mode to be applied for all active PDP contexts sharing the same PDP Address and APN.

9.5.2.3
Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. The network shall not include this IE if the MS has not indicated PFC procedure support in PFC feature mode field of MS Network Capability IE.

If the MS has not indicated PFC procedure support, then it shall ignore this IE, if received.
9.5.2.4
SM cause

This IE shall be included if the network accepts the requested PDN connectivity with restrictions.
************************************ Next change **************************
10.5.6.4
Packet data protocol address

The purpose of the packet data protocol address information element is to identify an address associated with a PDP.

The packet data protocol address is a type 4 information element with minimum length of 4 octets and a maximum length of 20 octets.

The packet data protocol address information element is coded as shown in figure 10.5.137/3GPP TS 24.008 and table 10.5.155/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Packet data protocol address IEI
	octet 1

	Length of PDP address contents
	octet 2

	0
0
0
0
spare
	PDP type organisation
	octet 3

	PDP type number
	octet 4

	Address information


	octet 5

octet n


Figure 10.5.137/3GPP TS 24.008: Packet data protocol address information element

Table 10.5.155/3GPP TS 24.008: Packet data protocol address information element

	
Length of PDP address contents (octet 2)

If the value of octet 2 equals 0000 0010, then:

-
No PDP address is included in this information 
element; and

-
If the PDP type is IP, dynamic addressing is 
applicable.

NOTE: For PPP no address is required in this information element.

PDP type organisation (octet 3)
Bits
4 3 2 1
In MS to network direction :
0 0 0 0

ETSI allocated address 
0 0 0 1

IETF allocated address
1 1 1 1

Empty PDP type


All other values are reserved.

In network to MS direction :
0 0 0 0

ETSI allocated address 
0 0 0 1

IETF allocated address

All other values are reserved.

If bits 4,3,2,1 of octet 3 are coded 0 0 0 0
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 0 0 0 0 0 0 Reserved, used in earlier version of this protocol
0 0 0 0 0 0 0 1  PDP-type PPP
All other values are reserved 
in this version of the protocol.

If bits 4,3,2,1 of octet 3 are coded 0 0 0 1
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 1 0 0 0 0 1  IPv4 address
0 1 0 1 0 1 1 1  IPv6 address
1 0 0 0 1 1 0 1  IPv4v6 address
All other values shall be interpreted as IPv4 address
in this version of the protocol.

In MS to network direction:
If bits 4,3,2,1 of octet 3 are coded 1 1 1 1
PDP type number value (octet 4)
bits 8 to 1 are spare and shall be coded all 0.

Octet 3, bits 8, 7, 6, and 5 are spare and shall be coded all 0.


If PDP type number indicates IPv4, the Address information in octet 5 to octet 8 contains the IPv4 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 8 the least significant bit.

If PDP type number indicates IPv6, the Address information in octet 5 to octet 20 contains the IPv6 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 20 the least significant bit.

If PDP type number indicates IPv4v6:
The Address information in octet 5 to octet 8 contains the IPv4 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 8 the least significant bit.
The Address information in octet 9 to octet 24 contains the IPv6 address. Bit 8 of octet 9 represents the most significant bit of the IP address and bit 1 of octet 24 the least significant bit.
If PDP type number indicates IPv4 or IPv4v6 and DHCPv4 is to be used to allocate the IPv4 address, the IPv4 address shall be coded as 0.0.0.0.
************************************ Next change **************************
10.5.6.6
SM cause

The purpose of the SM cause information element is to indicate the reason why a session management request is rejected.

The SM cause is a type 3 information element with 2 octets length.

The SM cause information element is coded as shown in figure 10.5.139/3GPP TS 24.008 and table 10.5.157/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	SM cause IEI
	octet 1

	Cause value
	octet 2


Figure 10.5.139/3GPP TS 24.008: SM cause information element

Table 10.5.157/3GPP TS 24.008: SM cause information element

	Cause value (octet 2)

Bits

8 7 6 5 4 3 2 1

0 0 0 0 1 0 0 0
Operator Determined Barring
0 0 0 1 1 0 0 0
MBMS bearer capabilities insufficient for the service
0 0 0 1 1 0 0 1
LLC or SNDCP failure(A/Gb mode only)
0 0 0 1 1 0 1 0
Insufficient resources
0 0 0 1 1 0 1 1
Missing or unknown APN
0 0 0 1 1 1 0 0 
Unknown PDP address or PDP type
0 0 0 1 1 1 0 1
User authentication failed
0 0 0 1 1 1 1 0 
Activation rejected by GGSN

0 0 0 1 1 1 1 1
Activation rejected, unspecified

0 0 1 0 0 0 0 0
Service option not supported

0 0 1 0 0 0 0 1
Requested service option not subscribed

0 0 1 0 0 0 1 0
Service option temporarily out of order

0 0 1 0 0 0 1 1
NSAPI already used (not sent)

0 0 1 0 0 1 0 0
Regular deactivation

0 0 1 0 0 1 0 1
QoS not accepted

0 0 1 0 0 1 1 0
Network failure

0 0 1 0 0 1 1 1
Reactivation required

0 0 1 0 1 0 0 0
Feature not supported

0 0 1 0 1 0 0 1
Semantic error in the TFT operation

0 0 1 0 1 0 1 0
Syntactical error in the TFT operation

0 0 1 0 1 0 1 1
Unknown PDP context

0 0 1 0 1 1 0 0 
Semantic errors in packet filter(s)

0 0 1 0 1 1 0 1 
Syntactical errors in packet filter(s)

0 0 1 0 1 1 1 0
PDP context without TFT already activated 

0 0 1 0 1 1 1 1
Multicast group membership time-out 

0 0 1 1 0 0 0 0
Activation rejected, BCM violation
0 0 1 1 0 0 1 0
PDP type IPv4 only allowed
0 0 1 1 0 0 1 1
PDP type IPv6 only allowed

0 0 1 1 0 1 0 0
Single address bearers only allowed
0 1 0 1 0 0 0 1
Invalid transaction identifier value

0 1 0 1 1 1 1 1
Semantically incorrect message

0 1 1 0 0 0 0 0
Invalid mandatory information

0 1 1 0 0 0 0 1
Message type non-existent or not implemented

0 1 1 0 0 0 1 0
Message type not compatible with the protocol state

0 1 1 0 0 0 1 1
Information element non-existent or not implemented

0 1 1 0 0 1 0 0
Conditional IE error

0 1 1 0 0 1 0 1
Message not compatible with the protocol state

0 1 1 0 1 1 1 1
Protocol error, unspecified

0 1 1 1 0 0 0 0
APN restriction value incompatible with active PDP context

Any other value received by the mobile station shall be treated as 0010 0010, "Service option temporarily out of order”. Any other value received by the network shall be treated as 0110 1111, "Protocol error, unspecified".

NOTE:
The listed cause values are defined in Annex I




************************************ Next change **************************
10.5.6.6a
SM cause 2

The purpose of the SM cause 2 information element is to provide further information when PDP context activation initiated by the mobile station is successful.

The SM cause 2 is a type 4 information element with 3 octets length.

The SM cause 2 information element is coded as shown in figure 10.5.139a/3GPP TS 24.008 and table 10.5.157a/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	SM cause 2 IEI
	octet 1

	Length of SM cause 2 contents
	octet 2

	SM cause 2 value
	octet 3


Figure 10.5.139a/3GPP TS 24.008: SM cause 2 information element

Table 10.5.157a/3GPP TS 24.008: SM cause 2 information element

	SM cause 2 value is coded as octet 2 of the SM cause information element.



************************************ Next change **************************
Annex I (informative):
GPRS specific cause values for GPRS Session Management

I.1
Causes related to nature of request

Cause value = 8 Operator Determined Barring

This cause code is used by the network to indicate that the requested service was rejected by the SGSN due to Operator Determined Barring.

Cause value = 24 MBMS bearer capabilities insufficient for the service


This cause code is used by the network to indicate that an MBMS context activation request was rejected by the network, because the MBMS bearer capabilities are insufficient for the MBMS service.

Cause value = 25 LLC or SNDCP failure (A/Gb mode only)


This cause code is used by the MS indicate that a PDP context is deactivated because of a LLC or SNDCP failure (e.g. if the SM receives a SNSM-STATUS.request message with cause "DM received " or " invalid XID response ", see 3GPP TS 44.065 [78])

Cause value = 26 Insufficient resources


This cause code is used by the MS or by the network to indicate that a PDP context activation request, secondary PDP context activation request, PDP context modification request, or MBMS context activation request cannot be accepted due to insufficient resources. 

Cause value = 27 Unknown or missing access point name


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network because the access point name was not included although required or if the access point name could not be resolved.

Cause value = 28 Unknown PDP address or PDP type


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network because the PDP address or type could not be recognised.

Cause value = 29 User authentication failed


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network due to a failed user authentication.

Cause value = 30 Activation rejected by GGSN


This cause code is used by the network to indicate that the requested service was rejected by the GGSN.

Cause value = 31 Activation rejected, unspecified


This cause code is used by the network to indicate that the requested service was rejected due to unspecified reasons.

Cause value = 32 Service option not supported


This cause code is used by the network when the MS requests a service which is not supported by the PLMN.

Cause value = 33 Requested service option not subscribed


See Annex G, clause 4.

Cause value = 34 Service option temporarily out of order


See Annex G, clause 4. 

Cause value = 35 NSAPI already used


This cause code may be used by a network to indicate that the NSAPI requested by the MS in the PDP context activation request is already used by another active PDP context of this MS.

Never to be sent, but can be received from a R97/R98 network at PDP context activation

Cause value = 36 Regular deactivation


This cause code is used to indicate a regular MS or network initiated PDP context deactivation or a regular network initiated MBMS context deactivation.

Cause value = 37 QoS not accepted


This cause code is used by the MS if the new QoS cannot be accepted that were indicated by the network in the PDP Context Modification procedure.

Cause value = 38 Network failure


This cause code is used by the network to indicate that the PDP context deactivation or the MBMS context deactivation is caused by an error situation in the network. 

Cause value = 39 Reactivation requested


This cause code is used by the network to request a PDP context reactivation after a GGSN restart.

Cause value = 40 Feature not supported


This cause code is used by the MS to indicate that the PDP context activation or the MBMS context activation initiated by the network is not supported by the MS.

Cause value = 41 semantic error in the TFT operation.


This cause code is used by the network or the MS to indicate that there is a semantic error in the TFT operation included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 42 syntactical error in the TFT operation.


This cause code is used by the network or the MS to indicate that there is a syntactical error in the TFT operation included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 43 unknown PDP context


This cause code is used by the network or the MS to indicate that the PDP context identified by the Linked TI IE in the secondary PDP context activation request or a network requested secondary PDP context activation is not active. 

Cause value = 44 semantic errors in packet filter(s)


This cause code is used by the network or the MS to indicate that there is one or more semantic errors in packet filter(s) of the TFT included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 45 syntactical error in packet filter(s)


This cause code is used by the network or the MS to indicate that there is one or more syntactical errors in packet filter(s) of the TFT included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 46 PDP context without TFT already activated


This cause code is used by the network or the MS to indicate that it has already activated a PDP context without TFT.

Cause value = 47 Multicast group membership time-out


This cause code is used by the network to indicate that the MBMS context is deactivated because the timer supervising the IGMP group membership interval (see RFC 3376 [107], subclause 8.4) or the MLD multicast listener interval (see RFC 2710 [108], subclause 7.4) expired. 

Cause value = 48 Activation rejected, BearerControlMode violation


This cause code is used by the network or the MS to indicate that the requested service was rejected because of Bearer Control Mode violation.
Cause value = 50 PDP type IPv4 only allowed


This cause is used by the network to indicate that the requested PDN connectivity is accepted with the restriction that only PDP type IPv4 is allowed.
Cause value = 51 PDP type IPv6 only allowed


This cause is used by the network to indicate that the requested PDN connectivity is accepted with the restriction that only PDP type IPv6 is allowed.
Cause value = 52 single address bearers only allowed


This cause is used by the network to indicate that the requested PDN connectivity is accepted with the restriction that only single IP version bearers are allowed.
Cause value = 112 APN restriction value incompatible with active PDP context.


This cause code is used by the network to indicate that the PDP context(s) or MBMS context(s) have an APN restriction value that is not allowed in combination with a currently active PDP context. Restriction values are defined in 3GPP TS 23.060 [74], subclause 15.4.
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