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1st  Modification

6.4.2.3
Transport Format for multiplexing without RTP Header Compression

Several RTP/NbFP/codec payload PDUs sent to the same IP address are multiplexed within one single UDP/IP packet over the Nb interface between MGWs. If DiffServ is applied, all multiplexed PDUs also need to share the same Diffserv class. The multiplexing shall only be used with RTP packets. RTCP shall be transported normally by UDP/IP packets.

Use of multiplexing shall be negotiated between MGWs, as specified in sub-clause 6.4.3.
Before each multiplexed RTP/NbFP/codec payload PDU inserted into the UDP/IP packet a Multiplex Header, which identifies the multiplexed packet, shall be inserted.
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Figure 7: UDP/IP Packet with multiplexed RTP/NbFP payload PDUs without RTP header compression

The Multiplex Header includes :

-
T bit.


The field has two possible values, 0 for indicating full packet and 1 for indicating compressed packet. Value 0 shall be used for an uncompressed RTP header, as decribed in the present sub-clause.

-
Mux ID, 15 bits.


For identification of different user plane connections. The value shall be the UDP destination port of the corresponding non-multiplexed RTP/NbFP PDU packet divided by two (only even numbered ports are used for RTP sessions).

-
Length Indicator (LI), 8 bits, unsigned integer.


Gives the length of the multiplexed RTP/NbFP PDU packet (RTP header + RTP Payload = RTP header + NbFP header + NbFP payload) in bytes (the last byte of the RTP/NbFP PDU is padded to the next byte boundary if necessary). Maximum length is 255 bytes. This LI allows to calculate where the next Multiplex Header for the next multiplexed RTP/NbFP PDU packet starts.

-
R bit.


Reserved for future use. Shall be set to 0 by the sending entity and be ignored by the receiving entity.

-
Source ID, 15 bits.


For identification of the different connections. The value shall be the source UDP port of the corresponding non-multiplexed RTP/NbFP/codec PDU packet divided by two (only even numbered ports are used for RTP sessions). This information is transferred  to permit the receiving node to optionally detect and filter illegitimate packets (e.g. packets received from the peer termination precedingly associated to the receiving termination).

The multiplexed RTP/NbFP payload PDU shall be inserted in the IP/UDP packet directly after the corresponding Multiplex Header. The multiplexed RTP/NbFP payload PDU shall follow the rules in sub-clause 6.2.3 and consists of the full RTP header, the full NbFP header and the NbFP payload. If the multiplexed RTP/NbFP payload PDU does not end at a byte boundary, then the remaining bits of its last byte shall be padded with zeros.

The multiplexing method does not limit the number of packets being multiplexed and it is thus the data link layer protocol that defines the maximum frame size. E.g. an IP datagram has a maximum length of 65 535 bytes and Ethernet 1 518 bytes. In order to avoid additional delay in the network the packets should not be delayed more than 1 ms to 2 ms, which also effectively limits the number of multiplexed packets and makes the multiplexing-jitter low.
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Figure 8: Example of multiplexed packet with two RTP frames
2nd Modification

6.4.2.4
Transport Format for multiplexing with RTP header compression

To achieve even better bandwidth savings, the RTP header may optionally be compressed. This is possible since the  RTP header includes many static fields that remain unchanged during an RTP session if NbFP is used as payload (see sub-clause 6.3.2). 

Use of RTP header compression shall be negotiated between MGWs, as specified in sub-clause 6.4.3. 

At least the first two RTP packets of each RTP session shall be sent with their full RTP header to allow the receiver to store the full header and use it in decompression. RTP packets shall also be sent with their full RTP header till receipt of a RTCP packet from the peer indicating support of RTP header compression. Subsequent packets may be sent with a compressed RTP header. If a MGW does not receive any of the initial RTP packets with a full RTP header, the MGW shall assume that the fields of the RTP header other than those present in the compressed RTP header are set as defined in sub-clause 6.2.3.1, and shall therefore not consider this as an error.

Before each multiplexed RTP/NbFP/codec payload PDU inserted into the UDP/IP packet a Multiplex Header, which identifies the multiplexed packet, shall be inserted
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Figure 9: UDP/IP Packet with multiplexed RTP/NbFP payload PDUs with RTP header compression 

The Multiplex Header shall be used as described in sub-clause 6.4.2.3. However, the T bit shall be set for a compressed RTP header, as decribed in the present sub-clause. The Length Indicator gives the length of the multiplexed RTP/NbFP PDU packet in bytes (compressed RTP header + RTP Payload ).

The multiplexed RTP/NbFP payload PDU shall be inserted in the IP/UDP packet directly after the corresponding Multiplex Header. The multiplexed RTP/NbFP payload PDU shall consist of the compressed RTP header described below followed by the full NbFP header and the NbFP payload, as described in 3GPP TS 29.415 [3]. If the multiplexed RTP/NbFP payload PDU does not end at a byte boundary, then the remaining bits of its last byte shall be padded with zeros.

The compressed RTP header shall include the following two fields taken from the uncompressed RTP header:

-
Sequence number (SN), 8 bits.


The field changes as the original sequence number (RFC 3550 [29]) but is shortened from 16 bits to 8 bits (256 packets). The least significant byte of the RTP sequence number shall be included. Sub-clause 6.2.3.1.7 is applicable.

-
Timestamp (TS), 16 bits.


The TS field changes as the original timestamp (RFC 3550 [29]) but the length is half of the original resulting in modulo of 4 seconds with 16 kHz clock reference. The least significant two bytes of the RTP timestamp shall be included. Sub-clause 6.2.3.1.8 is applicable.

NOTE:
These RTP fields change during a connection and thus need to be transferred within each packet for NbFP payload. All other RTP fields do not change (see sub-clause 6.2.3).
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Figure 10: Example of multiplexed packet with two RTP frames and compressed RTP headers
End of Modifications
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