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******************first change********************************
0.1
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".

[3]
3GPP TS 22.003: "Circuit Teleservices supported by a Public Land Mobile Network (PLMN)".

[4]
3GPP TS 22.004: "General on supplementary services".

[5]
3GPP TS 23.003: "Numbering, addressing and identification".

[6]
3GPP TS 23.007: "Restoration procedures".

[7]
3GPP TS 23.009: "Handover procedures".

[8]
3GPP TS 23.012: "Location Management Procedures".

[9]
3GPP TS 23.015: "Technical realization of Operator Determined Barring (ODB)".

[10]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[11]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service description; Stage 1".

[12]
3GPP TS 23.067: "Enhanced Multi‑Level Precedence and Preemption service (EMLPP); Stage 2".

[13]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); Stage 2".

[14]
3GPP TS 23.081: "Line identification supplementary services; Stage 2".

[15]
3GPP TS 23.082: "Call Forwarding (CF) Supplementary Services; Stage 2".

[16]
3GPP TS 23.083: "Call Waiting (CW) and Call Hold (HOLD) Supplementary Services; Stage 2".

[17]
3GPP TS 23.084: "Multi Party (MPTY) Supplementary Service; Stage 2".

[18]
3GPP TS 23.085: "Closed User Group (CUG) Supplementary Service; Stage 2".

[19]
3GPP TS 23.086: "Advice of Charge (AoC) Supplementary Service; Stage 2".

[20]
3GPP TS 23.088: "Call Barring (CB) Supplementary Service; Stage 2".

[21]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[22]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); Stage 2".

[23]
3GPP TS 23.090: "Unstructured Supplementary Service Data (USSD); Stage 2".

[24]
3GPP TS 23.116: "Super-Charger Technical Realization; Stage 2."

[25]
3GPP TS 23.135: "Multicall supplementary service; Stage 2"

[26]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[27]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[28]
3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".

[29]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[30]
3GPP TS 42.032: "Digital cellular telecommunications system (Phase 2+); Immediate Service Termination (IST) Service description - Stage 1".

[31]
3GPP TS 43.020: "Digital cellular telecommunications system (Phase 2+); Security-related network functions".

[32]
3GPP TS 43.035: "Digital cellular telecommunications system (Phase 2+); Immediate Service Termination (IST); Stage 2".

[33]
3GPP TS 43.068: "Digital cellular telecommunications system (Phase 2+); Voice Group Call Service (VGCS); Stage 2".

[34]
3GPP TS 43.069: "Digital cellular telecommunications system (Phase 2+); Voice Broadcast Service (VBS); Stage 2".

[35]
3GPP TS 23.071: "Location Services (LCS); Functional Description; Stage 2".

[36]
GSM 12.03: "Digital cellular telecommunications system (Phase 2+) (GSM); Security management".

[37]
3GPP TS 52.008: " GSM Subscriber and equipment trace".

[38]
ITU-T Recommendation Q.763: "Signalling System No. 7 - ISDN User Part formats and codes".
[39]
ANSI T1.113: "Signalling System No7 (SS7); Integrated Services Digital Network (ISDN) User Part"

[40]
3GPP TS 32. 250: "Telecommunication Management; Charging management; Circuit Switched (CS) domain charging".

[41]
3GPP TS 32. 251: "Telecommunication Management; Charging management; Packet Switched (PS) domain charging".

[42]

3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[43]

3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents".

[44]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol details".

[45]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[46]
IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax".

[47]
Void

[48]
IETF RFC 4282: "The Network Access Identifier".

[49]
3GPP TS 33.203: "3G security; Access security for IP-based services".

[50]
3GPP TS 23.002: "Network Architecture".

[51]
IETF RFC 3588: "Diameter Base Protocol".

[52]
3GPP TS 33.102: "3G Security; Security Architecture".

[53]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[54]
3GPP TS 29.328: "IP Multimedia  Subsystem (IMS) Sh interface signalling flows and message contents".

[55]
3GPP TS 23.278: "Customised Applications for Mobile network Enhanced Logic (CAMEL) - IP Multimedia System (IMS) interworking; Stage 2".

[56]
3GPP TS 23.271: "Location Services (LCS); Functional description; Stage 2".

[57]
3GPP TS 23.221: "Architectural requirements ".

[58]
3GPP TS 33.220: "Generic Authentication Architecture (GAA);Generic bootstrapping architecture".

[59]
3GPP TS 29.109 "Zh and Zn Interfaces based on the Diameter protocol; Protocol details".

[60]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings".

[61]
3GPP TS 23.251: "Network Sharing; Architecture and Functional Description".

[62]
3GPP TS 23.234  "3GPP Systen to WLAN Interworking System Description, Stage 2".

[63]
3GPP TS 29.234  "3GPP system to Wireless Local Area Network (WLAN), Stage 3".
[64]
3GPP TS 32.422: "Subscriber and equipment trace: Trace control and configuration management".

[65]
3GPP TS 32.421: "Subscriber and equipment trace: Trace concepts and requirements".
[66]
3GPP TS 32.252: "Telecommunication management; Charging management; Wireless Local Area Network (WLAN) charging".
[67]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications".
[68]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP – stage 3"
[69]
IETF RFC 2617: "HTTP Authentication: Basic and Digest Access Authentication".
[70]
3GPP TS 23.018: "Basic call handling; Technical realization".
[71]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) Centralized Services"
[72]
draft-dawes-sipping-debug-event-00 (May 2008): "A Session Initiation Protocol (SIP) Event Package for Debugging"
[73]
3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture"
[74]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for
 Evolved Universal Terrestrial Radio Access Network 
(E-UTRAN) access"

[75]
3GPP TS 29.274: "Evolved GPRS Tunneling Protocol for Control Plane"
[76]
3GPP TS 32.298: "Telecommunication Management; Charging Management; Charging Data Record (CDR) parameter classification."

[77]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses "

[78]
3GPP TS 29.273: "3GPP EPS AAA Interfaces"

[79]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunneling protocols"

[80]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC), Stage 2"

[81]
3GPP TS 29.272: "MME Related Interfaces Based on Diameter Protocol"
[xx]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3"
[yy]
3GPP TS 29.305: "InterWorking Function (IWF) between MAP based and Diameter based interfaces"
******************next change********************************

2.3.7
P-TMSI Signature

P-TMSI Signature is defined in TSs 3GPP TS 23.003 [5] and 3GPP TS 23.060 [21]. It is used for identification checking purposes.

P-TMSI Signature is temporary subscriber data and is conditionally stored in the SGSN.
2.3.x
Access Network Identity (ANID)
Access Network Identity is defined in TSs 3GPP TS 24.302 [xx] and 3GPP TS 29.273 [78].

ANID is temporary subscriber data stored in HSS and 3GPP AAA server.

******************next change********************************

2.4.8.1
SGSN number

SGSN number is the SS7 address of the SGSN . It is defined in 3GPP TS 23.003 [5].

The SGSN number is temporary subscriber data and is stored in the HLR for a GPRS subscription. It is conditionally stored in the VLR if the Gs interface is installed. Absence of the SGSN number in the HLR indicates that the mobile station is deregistered for GPRS or the subscriber has no GPRS subscription in the HLR. Absence of the SGSN number in the VLR indicates that there is no association between the VLR and the SGSN for this MS. The SGSN number is to be distinguished from the SGSN address described in subclause 2.13.10.

2.4.8.2
GGSN number

GGSN number is the SS7 address of the GGSN .It is defined in 3GPP TS 23.003 [5]. Its usage is described in 3GPP TS 23.060 [21]. It is contained in the GGSN-list stored in the HLR and does not appear as separate subscriber data. Cf. subclause 2.13.11.
2.4.8.xx
IWF number

IWF number is the SS7 address of the IWF. It has the same format as a "VLR number" or "SGSN number" which are defined in 3GPP TS 23.003 [5]. Its usage is described in 3GPP TS 29.305 [yy].
******************next change********************************

2.4.15.3a
Roaming restricted in the MME due to unsupported feature

Roaming restricted in the MME due to unsupported feature is a parameter which indicates that one or several services or features are not supported by the MME, resulting in roaming restriction in the MME area. It can take either of the following values:

-
roaming restricted;

-
roaming not restricted.

The parameter governs the "TA not allowed flag" in the MME (see subclause 2.4.14b).

The flag "roaming restricted in the MME due to unsupported feature" is temporary subscriber data stored in the MME and in the HSS.

******************next change********************************

2.11.9
Trace Reference 2

Trace reference 2 is defined in 3GPP TS 32.421 [65[ and in 3GPP TS 32.422 [64]. 

The Trace Reference 2 is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR, SGSN, MME and 3GPP AAA Server.

2.11.10
Trace depth

The Trace depth is defined in 3GPP TS 32.422 [64].

The Trace depth is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR and SGSN MME and AAA Server.

2.11.11
List of NE types to trace

The List of NE types to trace is deinfed in 3GPP TS 32.422 [64].

The List of NE types to trace is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR SGSN, MME and 3GPP AAA Server
2.11.12
Triggering events

The Triggering event is defined in 3GPP TS 32.422 [64].

The Triggering event is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR SGSN, MME and AAA Server.

2.11.13
List of interfaces to trace

The List of interfaces to trace is defined in 3GPP TS 32.422 [64].

The List of interfaces to trace is permanent subscriber data and is conditionally stored in the HLR, VLR,  SGSN, MME and AAA Server. 
2.11.xx
IP address of Trace Collection Entity

The IP address of Trace Collection Entity is defined in 3GPP TS 32.422 [64].

The IP address of Trace Collection Entity is permanent subscriber data and is conditionally stored in the HSS/HLR, VLR, SGSN, MME and 3GPP AAA Server 
******************next change********************************

2.13.27
VLR name
The VLR name is conditionally stored in the MME for VLRs for which the SGs interface is supported. Absence of the VLR name in MME indicates that there is no association between MME and VLR.
2.13.zz
SGSN name
SGSN name is defined in 3GPP TS 23.003 [5].

The SGSN name is temporary subscriber data and is stored in the HSS, if S6d interface is supported.
******************next change********************************

2.13.31
APN-Configuration-Profile
The APN-Configuration-Profile contains a Context-Identifier, which identifies the default APN-Configuration, and a list of APN-Configurations, each identified by a Context-Identifier. For detailed content see 3GPP TS 29.272[81] and 3GPP TS 29.273 [78]. 
The default APN configuration (default APN) is permanent data. 
The list of APN-Configuration is permanent data stored in HSS, MME, S4-SGSN, ePDG and AAA-server with the following exceptions:. 

PDN GW identity for the active PDN connections; stored in HSS if the user has non-3GPP subscription. For static PDN GW allocation, the PDN GW identity is also permanent data 

- 
APN-Specific-Data optionally stored as part of the APN context for the wildcard APN 

******************next change********************************

2.13.74
QoS profile per access

The quality of service profile subscribed for a particular access for a specific APN are FFS.
2.13.75
RAT Type
RAT Type (radio access technology, access type) contains the current RAT type of the Last known access system. RAT Type is temporary data conditionally stored in HSS.

2.13.76
S101 HRPD access node IP address
S101 HRPD access node IP address contains the IP address of the HRPD AN used for the S101 tunnel for a UE (see 3GPP TS 23.402) and is temporary data stored conditionally in the MME.

2.13.77
S103 Forwarding Address
S103 Forwarding Address  contains the HSGW IP address used for data forwarding to the HRPD access over S103 interface (see 3GPP TS 23.402) and is temporary data stored conditionally in the MME.

2.13.78
S103 GRE key(s)
GRE Key(s) used for the data forwarding tunnel to the HSGW - one per UE-PDN connection and is Temporary data conditionally stored S-GW.
2.13.79

Permanent User Identity

Permanent user identity is defined in 3GPP TS 23.003[5] and is permanent data mandatory stored in HSS, 3GPP AAA-server, 3GPP AAA-server proxy, PDN-GW S-GW and ePDG.

2.13.80
Mobility Capabilities
Mobility Capabilities is defined in 3GPP TS 29.273 [78] and is temporary data conditionally stored in ePDG, PDN-GW and 3GPP-AAA-server.

2.13.81
MAG IP address
MAG IP address is defined in 3GPP TS 29.273 [78] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.82
Visited Network Identifier
Visited Network Identifier is defined in 3GPP TS 29.273 [78] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.83
EAP payload
EAP payload is defined in 3GPP TS 29.273 [78] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.84
Void


2.13.85
Void

2.13.86
MIP Subscriber profile

MIP Subscriber profile is defined in 3GPP TS 29.273 [78] and is temporary data conditionally stored in AAA-server and Trusted Non-3GPP or ePDG.

2.13.87
Uplink S5 GRE Key

Uplink traffic of a given PDN connection sent over PMIP-based S5 is encapsulated with the uplink S5 GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in MME, SGW and PDN-GW.
2.13.88
Downlink S5 GRE Key

Downlink traffic of a given PDN connection sent over PMIP-based S5 is encapsulated with the downlink S5 GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in SGW and PDN-GW.
2.13.89
Uplink S8 GRE Key

Uplink traffic of a given PDN connection sent over PMIP-based S8 is encapsulated with the S5/S8 uplink GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in MME, SGW and PDN-GW.
2.13.90
Downlink S8 GRE Key

Downlink traffic of a given PDN connection sent over PMIP-based S8 is encapsulated with the S5/S8 uplink GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in SGW and PDN-GW.
2.13.91
S2a GRE Keys
Traffic of a given PDN connection sent over PMIP-based S2a is encapsulated with the per-direction (uplink or downlink) S2a GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in the Trusted non-3GPP Access' MAG, and SGW (S2a chained with S8) or PDN-GW (unchained S2a).
2.13.92
S2b GRE Keys
Traffic of a given PDN connection sent over PMIP-based Sba is encapsulated with the per-direction (uplink or downlink) S2b GRE key (see 3GPP TS 29.275[79]) and is temporary data stored in the ePDG, and SGW (S2b chained with S8) or PDN-GW (unchained S2b).
2.13.93
Mobile Node Identifier

Mobile Node Identifier is defined in 3GPP TS 29.275[79] and is temporary data stored in SGW and PDN-GW.

2.13.94
IPv4 Default Router Address

IPv4 Default Router Address (see 3GPP TS 29.275[79]) is temporary data stored in SGW and PDN-GW.

2.13.95
Link-local address

Link-local address (see 3GPP TS 29.275[79]) is temporary data stored in SGW and PDN-GW.

2.13.96
Non 3GPP User Data
Non 3GPP User Data (see 3GPP TS 29.273[78]) is permanent data conditionally stored in HSS. The Non 3GPP User Data is stored as temporary data also in  AAA Server, Trusted Non-3GPP GW and ePDG. A further subset, the APN context for the served PDN connection is stored in the PDN GW as temporary data.
2.13.aa
3GPP AAA Server Identity
The 3GPP AAA Server Identity is the Diameter identity of the 3GPP AAA server defined in 3GPP TS 29.273 [78] and is temporary data stored in the HSS, PDN GW, Trusted Non-3GPP GW and ePDG.
2.13.bb
Selected IP mobility mode

IP mobility mode is defined in 3GPP TS 24.302 [xx] and is temporary data conditionally stored in the 3GPP AAA Server, Trusted Non-3GPP GW and ePDG.

******************next change********************************

2.13.cc
Diameter Server Identity of HSS

The Diameter Server Identity of HSS identifies the HSS storing the EPS related data of a user. The format of the Diameter Server Identity is the Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Server Identity of the HSS is temporary data and is conditionally stored in MME, S4-SGSN and 3GPP AAA Server.
******************next change********************************
3.2.3
Diameter Client Identity of S-CSCF

The Diameter Client Identity of the S-CSCF identifies the Diameter client in the S-CSCF when the IMS subscriber is registered to IP Multimedia Services or a PSI user has an assigned S-CSCF. It is used in requests sent by the HSS to the S-CSCF. The format of the Diameter Client Identity is the Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Client Identity of the S-CSCF is temporary data and is stored in HSS.

******************next change********************************

3.2.4
Diameter Server Identity of HSS

The Diameter Server Identity of HSS identifies the Diameter Server in the HSS when the IMS subscriber is registered to IP Multimedia Services or the identity of HSS holding the IMS data of a PSI user. It is used in requests send by the S-CSCF to the HSS. The format of the Diameter Server Identity is the Diameter Identity defined in IETF RFC 3588 [51].

For an IMS subscriber and PSI user, the Diameter Server Identity of the HSS is temporary data and is stored in S-CSCF.
******************next change********************************
3A.x
Diameter Server Identity of HSS
The Diameter Server Identity of HSS identifies the HSS storing the GAA specific subscription data for a subscriber. It is used in requests send by the BSF to the HSS. The format of the Diameter Server Identity is the Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Server Identity of the HSS is temporary data and is stored in BSF.
******************next change********************************
3B.2.x
Diameter Server Identity of HSS
The Diameter Server Identity of HSS identifies the identity of HSS storing the I-WLAN specific subscription data for a subscriber. It is used in requests send by the 3GPP AAA Server to the HSS. The format of the Diameter Server Identity is the Diameter Identity defined in IETF RFC 3588 [51].

The Diameter Server Identity of the HSS is temporary data and is stored in 3GPP AAA Server.
******************next change********************************
5
Accessing subscriber or PSI data

It shall be possible to retrieve or store subscriber data concerning a specific MS from the HSS by use of each of the following references:

-
International Mobile Subscriber Identity (IMSI);

-
Mobile Station ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber IP Multimedia service data concerning a specific IMS subscription from the HSS by use of each of the following references:

-
Private User Identity;

-
Public User Identity.
It shall be possible to retrieve or store PSI IP Multimedia service data from the HSS by use of each of the following references:

-
Public Service Identity.
It shall be possible to retrieve or store subscriber data concerning a specific MS from the VLR by use of each of the following references:

-
International Mobile Subscriber Identity (IMSI);

-
Temporary Mobile Subscriber Identity (TMSI).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the SGSN by use of each of the following references:

-
International Mobile Subscriber Identity (IMSI);

-
Packet Temporary Mobile Subscriber identity (P-TMSI).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the GGSN by use of the following reference:

-

International Mobile Subscriber Identity (IMSI).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the 3GPP AAA Server by use of each of the following references:

-
International Mobile Subscriber Identity (IMSI);

-
Mobile Subscriber ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the 3GPP AAA Proxy by use of the following reference:

-
Mobile Subscriber ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the WAG by use of the following reference:

-
Mobile Subscriber ISDN Number (MSISDN).

It shall be possible to retrieve or store subscriber data concerning a specific MS from the PDG by use of each of the following references:

-
International Mobile Subscriber Identity (IMSI);

-
Mobile Subscriber ISDN Number (MSISDN).

NOTE:
See clause 4 for explanation of M, C, T and P in table 5.1, table 5.2, table 5.2A-1, table 5.2A-2, table 5.2A-3 and table 5.3.

5.1
CS Network Access Mode Data Storage

Table 5.1: Overview of data stored for CS Network Access Mode

	PARAMETER
	SUBCLAUSE
	HLR
	VLR
	TYPE

	IMSI
	2.1.1.1
	M
	M
	P

	Network Access Mode
	2.1.1.2
	M
	-
	P

	International MS ISDN number
	2.1.2
	M
	M
	P

	multinumbering MSISDNs
	2.1.3
	C
	-
	P

	Basic MSISDN indicator
	2.1.3.1
	C
	-
	P

	MSISDN-Alert indicator
	2.1.3.2
	C
	-
	P

	TMSI
	2.1.4
	-
	C
	T

	LMSI
	2.1.8
	C
	C
	T

	Mobile Station Category
	2.2.1
	M
	M
	P

	LMU Identifier
	2.2.2
	C
	C
	P

	IMEISV
	2.2.3
	C
	C
	T

	RAND, SRES and Kc

RAND, XRES, CK, IK and AUTN
	2.3.1

2.3.2
	M
	C

C
	T

T

	Ciphering Key Sequence Number
	2.3.3
	-
	M
	T

	Key Set Identifier (KSI)
	2.3.4
	-
	M
	T

	MSRN
	2.4.1
	-
	C
	T

	Location Area Identity
	2.4.2
	-
	M
	T

	VLR number
	2.4.5
	M
	-
	T

	MSC number
	2.4.6
	M
	C
	T

	HLR number
	2.4.7
	-
	C
	T

	Subscription restriction
	2.4.10
	C
	-
	P

	RSZI lists
	2.4.11.1
	C
	-
	P

	Zone Code List
	2.4.11.2
	-
	C
	P

	MSC area restricted flag
	2.4.12
	M
	-
	T

	LA not allowed flag
	2.4.13
	-
	M
	T

	ODB-induced barring data
	2.4.15.1
	C
	-
	T

	Roaming restriction due to unsupported feature
	2.4.15.2
	M
	M
	T

	Cell Global ID or Service Area ID
	2.4.16
	-
	C
	T

	LSA Identity
	2.4.17.1
	C
	C
	P

	LSA Priority
	2.4.17.2
	C
	C
	P

	LSA Preferential Access Indicator
	2.4.17.2A
	C
	C
	P

	LSA Active Mode Support Indicator
	2.4.17.2B
	C
	C
	P

	LSA Only Access Indicator
	2.4.17.3
	C
	C
	P

	LSA Active Mode Indicator
	2.4.17.4
	C
	C
	P

	VPLMN Identifier
	2.4.17.5
	C
	-
	P

	Access Restriction Data
	2.4.18
	C
	C
	P

	Selected CN operator ID
	2.4.19
	-
	C
	T

	IP-SM-GW number
	2.4.20
	C
	-
	T

	Paging area
	2.4.21
	C
	C
	T

	Closed Subscriber Group Information
	2.4.22
	C
	C
	P

	Provision of bearer service
	2.5.1
	M
	M
	P

	Provision of teleservice
	2.5.2
	M
	M
	P

	BC allocation
	2.5.3
	C
	C
	P

	IMSI detached flag
	2.7.1
	-
	C
	T

	Confirmed by Radio Contact indicator
	2.7.4.1
	-
	M
	T

	Subscriber Data Confirmed by HLR indicator
	2.7.4.2
	-
	M
	T

	Location Information Confirmed in HLR indicator
	2.7.4.3
	-
	M
	T

	Check SS indicator
	2.7.4.4
	M
	-
	T

	MS purged for non-GPRS flag
	2.7.5
	M
	-
	T

	MNRR-MSC
	2.7.7
	C
	-
	T

	Subscriber data dormant
	2.7.8
	-
	C
	T

	Subscriber status
	2.8.1
	C
	C
	P

	Barring of outgoing calls
	2.8.2.1
	C
	C
	P

	Barring of incoming calls
	2.8.2.2
	C
	-
	P

	Barring of roaming
	2.8.2.3
	C
	-
	P

	Barring of premium rate calls
	2.8.2.4
	C
	C
	P

	Barring of supplementary service management
	2.8.2.5
	C
	C
	P

	Barring of registration of call forwarding
	2.8.2.6
	C
	-
	P

	Barring of invocation of call transfer
	2.8.2.7
	C
	C
	P

	Operator determined barring PLMN-specific data
	2.8.3
	C
	C
	P

	Notification to CSE flag for ODB
	2.8.4
	C
	-
	T

	gsmSCF address list for ODB
	2.8.5
	C
	-
	P

	Handover Number
	2.9.1
	-
	C
	T

	Messages Waiting Data
	2.10.1
	C
	-
	T

	Mobile Station Not Reachable Flag
	2.10.2
	C
	M
	T

	Memory Capacity Exceeded Flag
	2.10.3
	C
	-
	T

	Trace Reference
	2.11.1
	C
	C
	P

	Trace Type
	2.11.2
	C
	C
	P

	Operations Systems Identity
	2.11.3
	C
	C
	P

	HLR Trace Type
	2.11.4
	C
	-
	P

	MAP Error On Trace
	2.11.5
	C
	-
	T

	Trace Activated in VLR
	2.11.6
	C
	C
	T

	Foreign Subscriber Registered in VLR
	2.11.7
	-
	C
	P

	Trace Reference 2
	2.11.9
	C
	C
	P

	Trace depth
	2.11.10
	C
	C
	P

	List of NE types to trace
	2.11.11
	C
	C
	P

	Triggering events
	2.11.12
	C
	C
	P

	List of interfaces to trace
	2.11.13
	C
	C
	P

	VGCS Group Membership List
	2.12.1
	C
	C
	P

	VBS Group Membership List
	2.12.2
	C
	C
	P

	Broadcast Call Initiation Allowed List
	2.12.2.1
	C
	C
	P

	Originating CAMEL Subscription Information (O-CSI)
	2.14.1.1/3.1
	C
	C
	P

	Terminating CAMEL Subscription Information (T-CSI)
	2.14.1.2
	C
	-
	P

	VMSC Terminating CAMEL Subscription Information (VT-CSI)
	2.14.1.2/3.2
	C
	C
	P

	Location Information/Subscriber state Information
	2.14.1.3
	C
	-
	P

	USSD CAMEL subscription information(U-CSI)
	2.14.1.4
	C
	-
	P

	SS invocation notification (SS-CSI)
	2.14.1.5/3.2
	C
	C
	P

	Translation information flag(TIF-CSI)
	2.14.1.6/3.6
	C
	C
	P

	Dialled service CAMEL Subscription Information (D-CSI)
	2.14.1.11/3.7
	C
	C
	P

	USSD General CAMEL service information (UG-CSI)
	2.14.2.4
	C
	-
	P

	O-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	
	T

	SS-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	
	T

	VT-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	
	T

	Short Message Service CAMEL Subscription Information(MO‑SMS-CSI)
	2.14.1.8/2.14.3.5
	C
	C
	P

	Short Message Service CAMEL Subscription Information(MT‑SMS-CSI)
	2.14.1.9/2.14.3.6
	C
	C
	P

	MO-SMS-CSI VLR Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	
	T

	MT-SMS-CSI VLR Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	
	P

	M-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	
	T

	VLR Supported CAMEL Phases
	2.14.2.3
	C
	
	T

	GsmSCF address for CSI
	2.14.2.4
	C
	
	P

	VLR Offered CAMEL4 CSIs
	2.14.2.2A
	C
	
	T

	IST Alert Timer
	2.15.1
	C
	C
	P

	Privacy Exception List
	2.16.1.1
	C
	C
	P

	GMLC Numbers
	2.16.1.2
	C
	C
	P

	MO-LR List
	2.16.1.3
	C
	C
	P

	Service Types
	2.16.1.4
	C
	C
	P

	Age Indicator
	2.17.1
	C
	C
	T

	CS Allocation/Retention priority
	2.18.1
	C
	C
	P

	ICS Indicator
	2.20.1
	C
	C
	P


5.2
PS Network Access Mode Storage (GPRS)
Table 5.2: Overview of data used for PS Network Access Mode (GPRS)
	PARAMETER
	Subclause
	HLR
	VLR
	SGSN   GGSN
	TYPE

	IMSI
	2.1.1.1
	M
	M
	M
	M
	P  

	Network Access Mode
	2.1.1.2
	M
	-
	C note1
	-
	P  

	International MS ISDN number 
	2.1.2
	M
	M
	M
	M
	P

	multinumbering MSISDNs
	2.1.3
	C
	-
	-
	-
	P  

	Basic MSISDN indicator
	2.1.3.1
	C
	-
	-
	-
	P

	MSISDN-Alert indicator
	2.1.3.2
	C
	-
	-
	-
	P  

	P-TMSI
	2.1.5
	-
	-
	C
	-
	T  

	TLLI
	2.1.6
	-
	-
	C
	-
	T

	Random TLLI 
	2.1.7
	-
	-
	C
	-
	T  

	IMEI
	2.1.9
	-
	-
	C
	-
	T

	IMEISV
	2.2.3
	C
	-
	C
	-
	T

	RAND/SRES and Kc
	2.3.1
	
	-
	C
	-
	T

	RAND, XRES, CK, IK, AUTN
	2.3.2
	M
	-
	C
	-
	T

	Ciphering Key Sequence Number
	2.3.3
	-
	-
	M
	-
	T

	Key Set Identifier (KSI)
	2.3.4
	-
	-
	M
	-
	T

	Selected Ciphering Algorithm
	2.3.5
	-
	-
	M
	-
	T

	Current Kc
	2.3.6
	-
	-
	M
	-
	T

	P-TMSI Signature
	2.3.7
	-
	-
	C
	-
	T

	Routing Area Identity
	2.4.3
	-
	-
	M
	-
	T

	VLR Number
	2.4.5
	M
	-
	C note2
	-
	T

	SGSN Number
	2.4.8.1
	M
	C note2
	-
	-
	T

	GGSN Number
	2.4.8.2
	M
	-
	-
	-
	P

	RSZI Lists
	2.4.11.1
	C
	-
	-
	-
	P

	Zone Code List
	2.4.11.2
	-
	-
	C
	-
	P

	RA not allowed flag
	2.4.14a
	-
	-
	M
	-
	T

	SGSN area restricted flag
	2.4.14
	M
	-
	-
	-
	T

	Roaming Restricted in the SGSN due to unsupported feature
	2.4.15.3
	M
	-
	M
	-
	T

	Cell Global ID or Service Area ID
	2.4.16
	-
	-
	C
	-
	T

	LSA Identity
	2.4.17.1
	C
	C
	C
	-
	P

	LSA Priority
	2.4.17.2
	C
	C
	C
	-
	P

	LSA Preferential Access Indicator
	2.4.17.2A
	C
	C
	C
	
	P

	LSA Active Mode Support Indicator
	2.4.17.2B
	C
	C
	C
	
	P

	LSA Only Access Indicator
	2.4.17.3
	C
	C
	C
	-
	P

	LSA Active Mode Indicator
	2.4.17.4
	C
	C
	C
	-
	P

	VPLMN Identifier
	2.4.17.5
	C
	-
	-
	-
	P

	Access Restriction Data
	2.4.18
	C
	-
	C
	-
	P

	IP-SM-GW number
	2.4.20
	C
	-
	-
	-
	T

	Closed Subscriber Group Information
	2.4.22
	C
	C
	C
	-
	P

	Provision of teleservice
	2.5.2
	C
	-
	C
	-
	P

	Transfer of SM option 
	2.5.4
	M
	-
	-
	-
	P

	MNRG
	2.7.2
	M
	-
	M
	M
	T

	MM State
	2.7.3
	-
	-
	M
	-
	T

	Subscriber Data Confirmed by HLR Indicator
	2.7.4.2
	-
	-
	M
	-
	T

	Location Info Confirmed by HLR Indicator
	2.7.4.3
	-
	-
	M
	-
	T

	MS purged for GPRS flag
	2.7.6
	M
	-
	-
	-
	T

	MNRR-SGSN
	2.7.7A
	C
	-
	-
	-
	T

	Subscriber Status
	2.8.1
	C
	-
	C
	-
	P

	Barring of outgoing calls
	2.8.2.1
	C
	-
	
	-
	P

	Barring of roaming
	2.8.2.3
	C
	-
	C
	-
	P

	Barring of Packet Oriented Services
	2.8.2.8
	C
	-
	C
	-
	P

	ODB PLMN-specific data
	2.8.3
	C
	-
	C
	-
	P

	Notification to CSE flag for ODB
	2.8.4
	C
	-
	-
	-
	T

	gsmSCF address list for ODB
	2.8.5
	C
	-
	-
	-
	P

	Trace Activated in SGSN
	2.11.7
	C
	-
	C
	-
	P

	Trace Reference 2
	2.11.9
	C
	-
	C
	C
	P

	Trace depth
	2.11.10
	C
	-
	C
	C
	P

	List of NE types to trace
	2.11.11
	C
	-
	C
	C
	P

	Triggering events
	2.11.12
	C
	-
	C
	C
	P

	List of interfaces to trace
	2.11.13
	C
	-
	C
	C
	P 

	PDP Type
	2.13.1
	C
	-
	C
	M
	P

	PDP Address
	2.13.2
	C
	-
	C
	M
	P

	NSAPI
	2.13.3
	-
	-
	C
	C
	T

	PDP State
	2.13.4
	-
	-
	C
	-
	T

	New SGSN Address
	2.13.5
	-
	-
	C
	-
	T

	Access Point Name
	2.13.6
	C
	-
	C
	C
	P/T

	GGSN Address in Use
	2.13.7
	-
	-
	C
	-
	T

	VPLMN Address Allowed
	2.13.8
	C
	-
	C
	-
	P

	Dynamic Address
	2.13.9
	-
	-
	-
	C
	T

	SGSN Address
	2.13.10
	-
	-
	-
	M
	T

	GGSN-list
	2.13.11
	M
	-
	-
	-
	T

	Quality of Service Subscribed
	2.13.12
	C
	-
	C
	-
	P

	Quality of Service Requested
	2.13.13
	-
	-
	C
	-
	T

	Quality of Service Negotiated
	2.13.14
	-
	-
	C
	M
	T

	SND
	2.13.15
	-
	-
	C
	C
	T

	SNU
	2.13.16
	-
	-
	C
	C
	T

	DRX Parameters
	2.13.17
	-
	-
	M
	-
	T

	Compression
	2.13.18
	-
	-
	C
	-
	T

	NGAF
	2.13.19
	-
	-
	C note2
	-
	T

	Classmark
	2.13.20
	-
	-
	M
	-
	T

	TEID
	2.13.21
	-
	-
	C
	C
	T

	Radio Priority
	2.13.22
	-
	-
	C
	-
	T

	Radio Priority SMS
	2.13.23
	-
	-
	C
	-
	T

	PDP Context Identifier
	2.13.24
	C
	-
	C
	-
	T

	PDP Context Charging Characteristics
	2.13.25
	C
	-
	C
	C
	P

	APN Restriction
	2.13.43
	-
	-
	C
	C
	P

	GPRS CAMEL Subscription Information (GPRS-CSI)
	2.14.1.10/2.14.4.4
	C
	-
	C
	-
	C

	MO Short Message Service CAMEL Subscription Information(MO-SMS-CSI)
	2.14.1.8/2.14.4.1
	C
	-
	C
	-
	C

	MT Short Message Service CAMEL Subscription Information(MT-SMS-CSI)
	2.14.1.9/2.14.4.2.
	C
	-
	C
	-
	C

	MO-SMS-CSI SGSN Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	P

	MT-SMS-CSI SGSN Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	P

	Mobility Management for GPRS event notification (MG-CSI)
	2.14.1.12/2.14.4.4
	C
	-
	C
	-
	C

	MG-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	P

	GPRS-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	T

	SGSN Supported CAMEL Phases
	2.14.2.3
	C
	-
	-
	-
	T

	SGSN Offered CAMEL4 CSIs
	2.14.2.2A
	C
	-
	-
	-
	T

	GsmSCF address for CSI
	2.14.2.4
	C
	-
	-
	-
	P

	Age Indicator
	2.16.1
	C
	-
	C
	-
	T

	Privacy Exception List
	2.16.1.1
	C
	-
	C
	-
	P

	GMLC Numbers
	2.16.1.2
	C
	-
	C
	-
	P

	MO-LR List
	2.16.1.3
	C
	-
	C
	-
	P

	Service Types
	2.16.1.4
	C
	-
	C
	-
	P

	Subscribed Charging Characteristics
	2.19.1
	C
	-
	C
	C
	P

	STN-SR
	2.21.1
	C
	-
	C
	-
	P


The HLR column indicates only GPRS related use, i.e. if the HLR uses a parameter in non-GPRS Network Access Mode but not in GPRS Network Access Mode, it is not mentioned in this table 5.2.

NOTE 1:
This parameter is relevant in the SGSN only when the Gs interface is installed.

NOTE 2:
The VLR column is applicable if Gs interface is installed. It only indicates GPRS related data to be stored and is only relevant to GPRS subscribers registered in VLR.

For special condition of storage see in clause 2. See clause 4 for explanation of M, C, T and P in table 5.2.
******************next change********************************

5.2A
PS Network Access Mode Storage (EPS)
Table 5.2A-1: Overview of data used for PS Network Access Mode (EPS 3-GPP access)
	PARAMETER
	Subclause
	HSS
	VLR 

 (see note3)
	SGSN
	S4-SGSN
	MME
	S-GW
	PDN-GW
	TYPE

	IMSI
	2.1.1.1
	M
	C
	M
	M
	M
	M
	-
	P

	Network Access Mode
	2.1.1.2
	M
	-
	-
	-
	C (see note 1)
	-
	-
	P

	International MS ISDN number
	2.1.2
	M
	-
	M
	M
	M
	M
	M
	P

	IMEI
	2.1.9
	C
	-
	C
	C
	C
	-
	-
	T

	RAND/SRES and Kc
	2.3.1
	
	-
	C
	C
	-
	-
	-
	T

	RAND, XRES, CK, IK, AUTN
	2.3.2
	M
	-
	C
	C
	-
	-
	-
	T

	RAND, XRES, KASME, AUTN
	2.3.2
	M
	-
	-
	
	C
	-
	-
	T

	KSIASME
	2.3.4
	-
	-
	-
	
	M
	-
	-
	T

	IWF number
	2.4.8.xx
	-C
	-
	-
	-
	-
	-
	-
	T

	RSZI Lists
	2.4.11.1
	C
	-
	-
	
	-
	-
	-
	P

	Zone Code List
	2.4.11.2
	-
	-
	C
	C
	C
	-
	-
	P

	Trace Reference 2
	2.11.9
	C
	C
	C
	C
	C
	-
	-
	P

	Trace depth
	2.11.10
	C
	C
	C
	C
	C
	-
	-
	P

	List of NE types to trace
	2.11.11
	C
	C
	C
	C
	C
	-
	-
	P

	Triggering events
	2.11.12
	C
	C
	C
	C
	C
	-
	-
	P

	List of interfaces to trace
	2.11.13
	C
	C
	C
	C
	C
	-
	-
	P

	IP address of trace collection entity
	2.11.xx
	C
	C
	C
	C
	C
	C
	C
	P

	SGSN area restricted Flag
	2.4.14
	M
	-
	-
	
	-
	-
	-
	T

	TA not allowed flag
	2.4.14b
	-
	-
	-
	
	M
	-
	-
	T

	Roaming Restricted in the SGSN due to unsupported feature
	2.4.15.3
	M
	-
	M
	M
	-
	-
	-
	T

	Roaming Restricted in the MME due to unsupported feature
	2.4.15.3a
	M
	-
	-
	
	M
	-
	-
	T

	Cell Global Identity
	2.4.16
	-
	-
	-
	-
	C
	-
	-
	T

	Access Restriction Data
	2.4.18
	C
	-
	C
	C
	C
	-
	-
	T

	Subscriber Data Confirmed by HLR/HSS Indicator
	2.7.4.2
	-
	-
	M
	M
	M
	-
	-
	T

	Location Info Confirmed by HLR/HSS Indicator
	2.7.4.3
	-
	-
	M
	M
	M
	-
	-
	T

	MS purged for EPS flag
	2.7.6a
	M
	-
	-
	
	-
	-
	-
	T

	Subscriber Status
	2.8.1
	C
	-
	C
	C
	C
	-
	-
	P

	Barring of Packet Oriented Services
	2.8.2.8
	C
	-
	C
	C
	C
	-
	-
	P

	ODB PLMN-specific data
	2.8.3
	C
	-
	C
	C
	C
	-
	-
	P

	Access Point Name (APN).
	2.13.6
	M
	-
	-
	M
	M
	M
	M
	P

	MME name
	2.13.26
	M
	C 
	-
	-
	-
	-
	-
	T

	SGSN name
	2.13.zz
	M
	-
	-
	-
	-
	-
	-
	T

	VLR name
	2.13.27
	-
	-
	-
	-
	C (see note 2)
	-
	-
	T

	NEAF
	2.13.28
	-
	-
	-
	-
	C (see note 2)
	-
	-
	T

	APN-OI-Replacement
	2.13.29
	C
	-
	-
	
	C
	-
	-
	P

	UE-AMBR
	2.13.30
	M
	-
	-
	M
	M
	-
	-
	P

	APN-Configuration-Profile
	2.13.31
	M
	-
	M
	M
	M
	-
	-
	P

	APN-AMBR 
	2.13.32
	M
	-
	-
	M
	M
	M
	M
	P

	RFSP
	2.13.33
	C
	-
	-
	-
	C
	-
	-
	P

	GUTI
	2.13.34
	-
	-
	-
	C
	C
	-
	-
	T

	ME identity (IMEISV)
	2.13.35
	C
	-
	C
	C
	C
	-
	-
	T

	Selected NAS Algorithm
	2.13.36
	-
	-
	-
	
	M
	-
	-
	T

	Selected AS Algorithm
	2.13.37
	-
	-
	-
	
	M
	-
	-
	T

	Context Identifier
	2.13.38
	M
	-
	-
	M
	M
	M
	M
	P

	PDN Address
	2.13.39
	C
	-
	-
	C
	C
	C
	C
	P/T (see note 4)

	VPLMN Address Allowed
	2.13.40
	M
	-
	-
	M
	M
	-
	-
	P

	PDN GW identity
	2.13.41
	M
	-
	-
	-
	M
	-
	-
	P

	Tracking Area List
	2.13.42
	-
	-
	-
	-
	M
	-
	-
	T

	APN Restriction
	2.13.43
	-
	-
	-
	C
	C
	C
	C
	P

	APN in use
	2.13.44
	-
	-
	-
	M
	M
	M
	M
	T

	PDN GW Allocation Type
	2.13.yy
	M
	
	
	
	M
	
	
	P

	TAI of last TAU
	2.13.45
	-
	-
	-
	-
	M
	-
	-
	T

	Cell Identity Age
	2.13.46
	-
	-
	-
	-
	C
	-
	-
	T

	MME F-TEID for S11
	2.13.47
	-
	-
	-
	-
	C
	C
	-
	T

	MME UE S1AP ID
	2.13.48
	-
	-
	-
	-
	C
	C
	-
	T

	S-GW F-TEID for S11
	2.13.49
	-
	-
	-
	-
	C
	C
	-
	T

	S4-SGSN F-TEID for S4 (control plane)
	2.13.50
	-
	-
	C
	C
	-
	-
	-
	T

	S4-SGSN F-TEID for S4 (User plane)
	2.13.51
	-
	-
	C
	C
	-
	-
	-
	T

	S-GW F-TEID for S5/S8 
(control plane)
	2.13.52
	-
	-
	-
	-
	C
	C
	C
	T

	S-GW F-TEID for S1-U
	2.13.53
	-
	-
	-
	-
	C
	C
	-
	T

	S-GW F-TEID for S5/S8 
(user plane)
	2.13.54
	-
	-
	-
	-
	-
	C
	C
	T

	eNodeB Address 
	2.13.55
	-
	-
	-
	-
	C
	C
	-
	T

	eNodeB UE S1AP ID
	2.13.56
	-
	-
	-
	-
	C
	-
	-
	T

	eNodeB F-TEID for S1-U
	2.13.57
	-
	-
	-
	-
	C
	C
	-
	T

	E-UTRAN/UTRAN Key Set flag
	2.13.58
	-
	
	-
	-
	C
	-
	-
	T

	Selected CN operator id
	2.13.59
	-
	
	-
	-
	C
	-
	-
	T

	UE Radio Access Capability
	2.13.60
	-
	-
	-
	-
	C
	-
	-
	T

	Location Change Report Required
	2.13.62
	-
	-
	-
	C
	C
	-
	-
	T

	UE specific DRX parameters
	2.13.63
	-
	
	-
	-
	C
	-
	-
	T

	PDN GW F-TEID for S5/S8 
(user plane)
	2.13.64
	-
	-
	-
	-
	-
	C
	C
	T

	PDN GW F-TEID for S5/S8 (control plane)
	2.13.65
	-
	-
	-
	-
	-
	C
	C
	T

	EPS Bearer ID
	2.13.66
	-
	-
	-
	C
	C
	C
	C
	T

	EPS Bearer QoS
	2.13.67
	
	
	-
	
	C
	C
	C
	T

	UL TFT
	2.13.68
	-
	-
	-
	-
	C
	C
	C
	T

	DL TFT
	2.13.69
	-
	-
	-
	-
	C
	C
	C
	T

	Charging Id
	2.13.70
	-
	-
	-
	C
	-
	C
	C
	T

	EPS bearer Charging Characteristics
	2.13.71
	-
	-
	-
	C
	C
	C
	C
	T

	Default bearer
	2.13.72
	-
	-
	-
	-
	C
	C
	C
	T

	URRP-MME
	2.13.73
	C
	-
	-
	-
	C
	
	
	T

	RAT Type (Access Type)
	2.13.75
	C
	-
	C
	C
	C
	C
	C
	T

	Diameter Server Identity of the HSS
	2.13.cc
	
	
	
	C
	C
	
	
	T

	Subscribed Charging Characteristics
	2.19.1
	M
	-
	-
	C
	C
	C
	C
	P

	STN-SR
	2.21.1
	C
	-
	C
	C
	C
	-
	-
	P

	NOTE 1:
This parameter is relevant in the MME only when the SGs interface is installed.
NOTE 2:
Only applicable if SGs interface is installed. It only indicates EPS related data to be stored and is only relevant to EPS subscribers registered in VLR.
NOTE 3:
The VLR column is applicable if SGs interface is installed. It only indicates EPS related data to be stored and is only relevant to EPS subscribers registered in VLR.
NOTE 4: 
If Static IP address allocation provisioned in the subscriber profile in the HSS is chosen, PDN address is permanent data.


For special condition of storage see in clause 2. See clause 4 for explanation of M, C, T and P in table 5.2A-1.
Table 5.2A-2: Overview of data used for PS Network Access Mode (EPS non 3-GPP access)
	PARAMETER
	Subclause
	HSS
	MME
	S-GW
	PDN-GW
	ePDG
	3GPP AAA server
	3GPP AAA server

Proxy
	TYPE

	
	
	
	
	
	
	
	
	
	

	RAND, XRES, CK, IK, AUTN
	2.3.2
	M
	-
	-
	-
	-
	M
	-
	T

	RAND, XRES, KASME, AUTN
	2.3.2
	M
	-
	-
	-
	-
	M
	-
	T

	PDN Address
	2.13.39
	C
	-
	C
	C
	-
	-
	-
	T/P (see Note)

	QoS profile per access
	2.13.74
	M
	-
	FFS
	FFS
	FFS
	FFS
	-
	P

	Trace Reference 2
	2.11.9
	C
	C
	-
	-
	-
	C
	-
	P

	Trace depth
	2.11.10
	C
	C
	-
	-
	-
	C
	-
	P

	List of NE types to trace
	2.11.11
	C
	C
	-
	-
	-
	C
	-
	P

	Triggering events
	2.11.12
	C
	C
	-
	-
	-
	C
	-
	P

	List of interfaces to trace
	2.11.13
	C
	C
	-
	-
	-
	C
	-
	P 

	List of interfaces to trace
	2.11.13
	C
	C
	-
	-
	-
	C
	-
	P

	IP address of Trace Collection Entity
	2.11.xx
	C
	C
	-
	-
	-
	C
	-
	P

	RAT Type (Access Type )
	2.13.75
	C
	-
	C
	C
	C
	C
	-
	T

	Permanent User Identity
	2.13.79
	M
	-
	M
	M
	M
	M
	-
	P

	Mobility Capabilities
	2.13.80
	-
	-
	-
	M
	C
	C
	-
	T

	EAP payload
	2.13.83
	-
	-
	-
	M
	M
	M
	-
	P

	Master session Key
	3B.3. 5
	-
	-
	-
	C
	C
	C
	-
	T

	Access Network Identity
	2.3.xx
	C
	-
	-
	-
	-
	C
	-
	T

	MAG IP address
	2.13.81
	-
	-
	-
	-
	-
	C
	-
	T

	Visited Network Identifier
	2.13.82
	C
	-
	-
	C
	C
	C
	-
	T

	APN-Configuration-Profile
	2.13.31
	M
	-
	-
	C
	C
	C
	-
	P/T

	
	
	
	
	
	
	
	
	
	

	MIP Subscriber profile
	2.13.86
	M
	-
	-
	M
	-
	-
	-
	P

	Uplink S5 GRE Key
	2.13.87
	
	C
	C
	C
	
	
	
	T

	Downlink S5 GRE Key
	2.13.88
	
	
	C
	C
	
	
	
	T

	Uplink S8 GRE Key
	2.13.89
	
	C
	C
	C
	
	
	
	T

	Downlink S8 GRE Key
	2.13.90
	
	
	C
	C
	
	
	
	T

	S2a GRE Keys
	2.13.91
	
	
	C
	C
	C
	
	
	T

	S2b GRE Keys
	2.13.92
	
	
	C
	C
	C
	
	
	T

	Mobile Node Identifier
	2.13.93
	-
	-
	C
	C
	-
	-
	-
	T

	IPv4 Default Router Address
	2.13.94
	-
	-
	C
	C
	-
	-
	-
	T

	Link-local address
	2.13.95
	-
	-
	C
	C
	-
	-
	-
	T

	Non 3GPP User Data
	2.13.96
	-
	-
	-
	C
	C
	C
	-
	T

	3GPP AAA Server Identity
	2.13.aa
	C
	
	
	C
	C
	
	
	T

	Selected IP mobility mode
	2.13.bb
	
	
	
	C
	C
	C
	
	T

	Diameter Server Identity of HSS
	2.13.cc
	
	C
	
	
	
	C
	
	T

	Subscribed Charging Characteristics
	2.19.1
	M
	-
	-
	-
	-
	C
	-
	P

	3GPP AAA Server name
	3B.1.6
	M
	-
	-
	C
	C
	-
	-
	T

	NOTE: 
If Static IP address allocation provisioned in the subscriber profile in the HSS is chosen, PDN address is permanent data.


For special condition of storage see in clause 2. See clause 4 for explanation of M, C, T and P in table 5.2A-2.
Table 5.2.A-3 contains addtional parameter to be hold when optimised handover to 3GPP2 is supported.

Table 5.2A-3: Overview of data used for PS Network Access Mode (optimized handover to 3GPP2)
	PARAMETER
	Subclause
	HSS
	MME
	S-GW
	PDN-GW
	ePDG
	3GPP AAA server
	3GPP AAA server

Proxy
	TYPE

	Access Restriction Data
	2.4.18
	C
	C
	-
	-
	-
	-
	-
	T

	Barring of Packet Oriented Services
	2.8.2.8
	C
	C
	-
	-
	-
	-
	-
	P

	QoS profile per access
	2.13.74
	M
	FFS
	FFS
	-
	-
	-
	-
	P

	RAT Type
	2.13.75
	C
	-
	-
	-
	-
	-
	-
	T

	S101 HRPD access node IP address
	2.13.76
	-
	C
	-
	-
	-
	-
	-
	T

	S103 Forwarding Address
	2.13.77
	-
	C
	C
	-
	-
	-
	-
	T

	S103 GRE key(s)
	2.13.78
	-
	C
	C
	-
	-
	-
	-
	T


For special condition of storage see in clause 2. See clause 4 for explanation of M, C, T and P in table 5.2A-3.
******************next change********************************

5.3
IP Multimedia Service Data Storage

Table 5.3: Overview of IMS subscriber data used for IP Multimedia services

	PARAMETER
	Subclause
	HSS
	S-CSCF
	IM-SSF
	AS
	TYPE

	Private User Identity
	3.1.1
	M
	M
	
	-
	P

	Public User Identity
	3.1.2
	M
	M
	
	-
	P

	Barring Indication
	3.1.3
	M
	M
	
	-
	P

	List of authorized visited network identifiers
	3.1.4
	M
	-
	
	-
	P

	Services related to Unregistered State
	3.1.5
	M
	-
	
	-
	P

	Implicitly registered Public User Identity sets
	3.1.6
	C
	C
	-
	-
	P

	Default Public User Identity indicator
	3.1.7
	C
	-
	-
	-
	P

	Display Name
	3.1.9
	C
	C
	-
	-
	P

	Alias Public User Identities Set
	3.1.10
	C
	C
	-
	-
	P

	Loose-Route Indication
	3.1.11
	C
	C
	
	
	P

	Registration Status
	3.2.1
	M
	-
	
	-
	T

	S-CSCF Name
	3.2.2
	M
	-
	
	-
	T

	Diameter Client Identity of S-CSCF
	3.2.3
	M
	-
	
	-
	T

	Diameter Server Identity of HSS
	3.2.4
	-
	M
	-
	C
	T

	UNRI
	3.2.5
	C
	-
	-
	C
	T

	UNRR
	3.2.6
	C
	-
	-
	-
	T

	S-CSCF Restoration Information
	3.2.7
	C
	C
	-
	-
	T

	RAND, XRES, CK, IK and AUTN
	3.3.1
	M
	C
	
	-
	T

	Digest Nonce
	3.3.2.1
	-
	C
	
	
	T

	Digest HA1
	3.3.2.2
	C
	C
	
	
	P

	Digest Nextnonce
	3.3.2.3
	-
	C
	
	
	T

	Line Identifier list
	3.3.2.4
	C
	C
	-
	-
	P

	Server Capabilities
	3.4.1
	C
	-
	
	-
	P

	Initial Filter Criteria
	3.5.2
	C
	C
	
	-
	P

	Application Server Information
	3.5.3
	C
	C
	-
	-
	P

	Service Indication
	3.5.4
	M
	-
	
	M
	P

	Shared iFC Set Identifier
	3.5.5
	C
	C
	
	
	P

	Transparent Data
	3.5.6
	C
	
	
	C
	T

	Subscribed Media Profile Identifier
	3.6.1
	C
	C
	
	-
	P

	List of Subscribed Communication Service Identifiers
	3.6.2
	M
	C
	
	C
	P

	Primary Event Charging Function Name
	3.7.1
	C Note 1
	C
	-
	-
	P

	Secondary Event Charging Function Name
	3.7.2
	C
	C
	-
	-
	P

	Primary Charging Collection Function Name
	3.7.3
	C Note 1
	C
	-
	-
	P

	Secondary Charging Collection Function Name
	3.7.4
	C
	C
	-
	-
	P

	O-IM-CSI
	3.8.1
	C
	-
	C
	-
	P

	VT-IM-CSI
	3.8.2
	C
	-
	C
	-
	P

	D-IM-CSI
	3.8.3
	C
	-
	C
	-
	P

	GsmSCF address for IM CSI
	3.8.4
	C
	-
	-
	-
	P

	IM-SSF address for IM CSI
	3.8.5
	C
	-
	-
	-
	T

	IMS Service Level Trace Information
	3.9.1
	C
	C
	-
	C
	T

	Note 1: At least one of these Primary Charging Function Names shall be mandatorily provisioned in the HSS.


Table 5.3A: Overview of PSI user data used for IP Multimedia services

	PARAMETER
	Subclause
	HSS
	S-CSCF
	IM-SSF
	AS
	TYPE

	Private Service Identity
	3.1.2A
	M
	M
	
	-
	P

	Public Service Identity
	3.1.2B
	M
	M
	
	 M
	P

	Services related to Unregistered State
	3.1.5
	M
	-
	
	-
	P

	PSI Activation State
	3.1.8
	M
	
	
	M
	T

	Display Name
	3.1.9
	C
	C
	-
	-
	P

	Registration Status
	3.2.1
	M
	-
	
	-
	T

	S-CSCF Name 
	3.2.2
	C
	-
	
	-
	T

	AS Name
	3.2.2A
	C
	-
	
	-
	P

	Diameter Client Identity of S-CSCF
	3.2.3
	M
	-
	
	-
	T

	Diameter Server Identity of HSS
	3.2.4
	-
	M
	-
	C
	T

	Server Capabilities
	3.4.1
	C
	-
	
	-
	P

	Initial Filter Criteria
	3.5.2
	C
	C
	
	-
	P

	Application Server Information
	3.5.3
	C
	C
	-
	-
	P

	Service Indication
	3.5.4
	M
	-
	
	M
	P

	Shared iFC Set Identifier
	3.5.5
	C
	C
	
	
	P

	Transparent Data
	3.5.6
	C
	
	
	C
	T

	Subscribed Media Profile Identifier
	3.6.1
	C
	C
	
	-
	P

	Primary Event Charging Function Name
	3.7.1
	C Note 1
	C
	-
	-
	P

	Secondary Event Charging Function Name
	3.7.2
	C
	C
	-
	-
	P

	Primary Charging Collection Function Name
	3.7.3
	C Note 1
	C
	-
	-
	P

	Secondary Charging Collection Function Name
	3.7.4
	C
	C
	-
	-
	P

	Note 1: At least one of these Primary Charging Function Names shall be mandatorily provisioned in the HSS.


5.4
Generic Authentication Architecture Service Data Storage

Table 5.4: Overview of data used for GAA services

	PARAMETER
	Subclause
	HSS
	BSF
	NAF
	TYPE

	Private User Identity
	3.1.1
	M
	M
	C
	P

	GAA Service Type
	3A.1
	M
	M
	M
	P

	GAA Service Identifier
	3A.2
	M
	M
	M
	P

	GBA User Security Settings
	3A.3
	M
	M
	
	P

	User Security Setting
	3A.4
	M
	M
	M
	P

	User Public Identity
	3A.5
	M
	M
	M
	P

	GAA Authorization flag
	3A.6
	C
	C
	C
	P

	Bootstrapping Transaction Identifier
	3A.7
	
	M
	M
	T

	Key Lifetime
	3A.8
	C
	M
	
	P

	UICC Security Setting
	3A.9
	C
	C
	
	P

	NAF Group
	3A.10
	
	M
	
	P

	NAF Group Identity
	3A.11
	C
	M
	
	P

	NAF Address
	3A.12
	
	M
	
	P

	Key Expirytime
	3A.13
	
	M
	M
	T

	Boostrapping Info Creation Time
	3A.14
	
	M
	M
	T

	Diameter Server Identity of HSS
	3A.x
	
	C
	
	T


The possible user’s GBA User Security Settings (GUSS) are stored in HSS with User Private Identifier (IMPI) as retrieval key.

The bootstrapping procedure creates a bootstrapping information entity to the BSF with B-TID as retrieval key.

5.5
I-WLAN Service Data Storage

Table 5.5: Overview of data used for I-WLAN services

	PARAMETER
	Subclause
	HSS
	3GPP AAA Server
	3GPP AAA Proxy
	PDG
	WAG
	TYPE

	IMSI
	3B.1.1
	M
	M
	
	C
	
	P

	MSISDN
	3B.1.2
	M
	M
	M
	M
	M
	P

	W-APN
	3B.1.3
	C
	C
	C
	C
	
	T

	List of authorized visited network identifiers
	3B.1.4
	M
	
	
	
	
	P

	3GPP AAA Proxy Name
	3B.1.5
	C
	C
	C
	C
	C
	T

	3GPP AAA Server Name
	3B.1.6
	C
	
	C
	C
	C
	T

	Serving PDG List
	3B.1.7
	
	C
	C
	
	
	T

	Serving WAG
	3B.1.8
	
	C
	C
	
	
	T

	WLAN UE Local IP address
	3B.1.9
	
	
	
	C
	C
	T

	WLAN UE Remote IP address
	3B.1.10
	C
	C
	
	C
	
	P

	User Status
	3B.2.1
	M
	M
	
	
	
	T

	Emergency Access
	3B.2.2
	
	M
	
	
	
	T

	Diameter Server Identity of HSS
	3B.2.x
	
	C
	
	
	
	T

	RAND, SRES, Kc
	3B.3.1
	
	C
	
	
	
	T

	RAND, XRES CK, IK, AUTN
	3B.3.2
	M
	C
	
	
	
	T

	Master Key (MK)
	3B.3.3
	
	M
	
	
	
	T

	Transient EAP Keys (TEKs)
	3B.3.4
	
	M
	
	
	
	T

	Master Session Key (MSK)
	3B.3. 5
	
	
	
	C
	
	T

	Session Identifier
	3B.4.1
	
	M
	C
	C
	
	T

	Session-Timeout
	3B.4.2
	
	C
	
	
	
	P

	W APN Identifier List
	3B.5.1.1
	C
	C
	
	C
	
	P

	W-APN Barring Type List
	3B.5.1.2
	C
	C
	
	
	
	P

	W-APN Charging Data List
	3B.5.1.3
	C
	C
	
	C
	
	P

	Static WLAN UE Remote IP Address List
	3B.5.1.4
	C
	C
	
	C
	
	P

	Maximum-Number-Accesses List
	3B.5.1.5
	C
	C
	
	
	
	P

	Access-Number List
	3B.5.1.6
	
	M
	
	
	
	T

	Access Dependence Flag
	3B.5.2
	M
	M
	
	
	
	P

	I-WLAN Access Type
	3B.5.3
	M
	M
	
	
	
	T

	Max Subscribed Bandwidth
	3B.6.1
	C
	C
	
	C
	
	P

	Routing Policy
	3B.6.2
	
	C
	C
	C
	C
	T

	Subscribed 3GPP WLAN QoS Profile
	3B.6.4
	C
	C
	
	
	
	P

	Authorized 3GPP WLAN QoS Profile
	3B.6.4
	
	C
	
	C
	
	T

	Charging Characteristics
	3B.7.1.1
	M
	M 
	
	C
	
	P

	Primary OCS Charging Function Name
	3B.7.2
	C Note 1
	C
	
	C
	
	P

	Secondary OCS Charging Function Name
	3B.7.3
	C
	C
	
	C
	
	P

	Primary Charging Collection Function Name
	3B.7.4
	C Note 1
	C
	
	C
	
	P

	Secondary Charging Collection Function Name
	3B.7.5
	C
	C
	
	C
	
	P

	WLAN Session Identifier
	3B.7.6
	
	M
	C
	C
	
	T

	PDG Session Identifier
	3B.7.7
	
	C
	C
	M
	
	T

	Note 1: At least one of these Primary Charging Function Names shall be mandatorily provisioned in the HSS.
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