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This discussion paper is in response to CP-080540 which we feel misrepresents outbound in several respects and also oversimplifies the multiple private user identity solution. 

Misrepresentations of Outbound solution:

· "Not used as intended in draft"

· The draft indicates that outbound is intended to "allow requests to be delivered on existing connections established by the User Agent", which is how it is planned to be used here.

· "usage of Outbound for multiple purposes, that cannot be clearly differentiated"

· There is no need to differentiate which is one of the advantages of the outbound solution!
· "Solution can only be used within Rel-8 network and Rel-8 UE"

· Outbound is already specified in Rel-7 to support NAT and could also be used to support parallel registration when used together with a Rel-8 UE that supports outbound.
· "Usage of Outbound for NAT traversal when AKA/UDP encapsulation is used works, but using it for parallel registrations on top of that creates issues with routing to secured ports"
· This is already defined in TS 24.229 Rel-7 Annex K and is assumed to work.

· Affected entities:

· The HSS is not impacted when using Outbound. Additionally, since Outbound is already specified in Rel-7 to support NAT these entities will already likely support the functionality.

Oversimplification of multiple private user identity solution:

· Each registration will be treated as completely independent by the S-CSCF which will cause the S‑CSCF to fork any requests sent to this UE.
· To overcome the above problem with "independent" registrations, the S-CSCF will need a new mechanism. This mechanism will impact that S-CSCF and perhaps the P-CSCF. Such a mechanism will require IETF work which will likely not succeed since outbound already provides this ability.
· "Solution does not affect any SIP procedures or SIP entities in the network"

· Any real use case will impact the S-CSCF to be able to correlate the parallel registrations.

· "Solution is not dependant on any IETF specification"

· As indicated above, parameters will be needed to correlate the parallel registrations. 

· "Operator can restrict the amount of parallel registrations and therefore the traffic in the network"

· The exact same mechanism described (using a IMS MO) can also be applied to the outbound solution. 

· "Simple algorithm to generate additional private user ids"

· The algorithm is based on modifying the realm of the NAI to obtain the derived private identity. This may have a severe impact on HSS implementations. 
· The proposed algorithm actually violates the NAI RFC (RFC 4282). (user@p-impi-1 is not a valid NAI)

Summary:

Although the multiple private user identity solution gives the illusion of being a simple solution to a complex problem, it gets its simplicity by ignoring the issues that are caused by the "independent" nature of the registrations. At the end of the day, overcoming these issues will require retrofitting the multiple private user identity solution with many of the capabilities already found in outbound. It is likely any such efforts would not make much progress within IETF given that outbound already solves these problems. Therefore, we recommend the outbound solution.
