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Abstract of document:

The present document provides a study of the changes required in the 3GPP IMS specifications so that a consistent state is restored in the IMS Core Network after or during, a planned or unplanned stop of a network element. The study goes through the following steps:

· Requirements that should be covered with these procedures (see clause 4).
· List the service interruption scenarios that need to be studied (see clause 5). These scenarios are the service interruption cases for: S-CSCF, P-CSCF, SIP-AS and HSS.
· List of alternative solutions (see clause 6). There are already 9 alternatives described in the TR.
· Analysis of the impacts of the solutions in the current specifications.

· Conclusion and recommended way forward.

Outstanding Issues:

The present document contains the following issues for further study:
· In the alternative (see subclause 6.1) that proposes to store S-CSCF Information in the HSS as backup, it is FFS if GRUU (part of the Contact Header Information) needs to be stored in the HSS and how this fact affects the described procedure.
· In the alternative (see subclause 6.1) that proposes to store S-CSCF Information in the HSS as backup, it is FFS how to store S-CSCF Information for multiple registrations from the same UE.
· In the alternative (see subclause 6.1.3) that proposes to send an indication from the I-CSCF to the S-CSCF to trigger a S-CSCF reassignment, it is FFS if this indication is feasible (to be checked by CT1).
· In the alternative (see subclause 6.2) that proposes to allocate a second P-CSCF for each UE and the one (see subclause 6.3) that proposes to send an unprotected SIP NOTIFY to trigger a registration from the UE, it is FFS how to select the second P-CSCF and how to ascertain that a P-CSCF is in failure condition.
· In the alternative (see subclause 6.3) that proposes to send an unprotected SIP NOTIFY to trigger a registration from the UE, it is FFS if this is feasible and if there are security concerns for this procedure (to be checked by CT1 and SA3).
· The alternative (see subclause 6.5) that proposes to have several SIP-AS names in the IFC will need validation by SA2.
Contentious Issues:

No issues can be identified as contentious at this point.

