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***   Change   ***

5.1
Registration of UE capabilities

The CUA may include a media feature tag in the Contact header of a REGISTER request, in accordance with RFC 3840 [6]. The media feature-tags applicable for CSI are g.3gpp.cs-voice, g.3gpp.cs-video, or both values. These media feature tags are further described in annex A.

***   Change   ***

6.3.1.2
Exchange of UE capability information – IM session first scenario

When a CUA wants to exchange capabilities with the remote party, the CUA originating the OPTIONS request shall apply the procedure as specified in 3GPP TS 24.229 [5] with the following additions:

a)
The CUA shall in the Request URI:

-
include the URI received in the P-Asserted-Identity header from the remote CUA; or if that is not available:

-
include a tel URI corresponding to the MSISDN intended for the CS call set up; or

-
include a SIP URI associated with the remote user available in the CUA.

NOTE 1:
The MSISDN can only be included as a tel URI if it is in international format.
NOTE 2:
If no SIP URI or tel URI in accordance with above is available the CUA cannot initiate the OPTIONS request.

NOTE 3: The OPTIONS request can also be sent as a part of a session. The request URI needs to be set in accordance with TS 24.229 [5] in this case.

b)
The CUA shall in the P-Preferred-Identity header either include:

-
preferably the MSISDN of an assumed registered tel URI of the CUA; or

-
an assumed registered SIP URI associated with the CUA.

c)
The CUA shall in the Accept-Contact header include media feature tag(s) with the value(s) "+g.3gpp.cs-voice" or "+g.3gpp.cs-video" or both, marked as explicit.  

d)
The CUA may in the User-Agent header include the personal ME identifier and the UE capability version. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
The CUA answering with a 200 (OK) response to the OPTIONS request shall apply the procedure as specified in 3GPP TS 24.229 [5] with the following additions: 
a)
The CUA shall in the Contact header include media feature tag(s) with the value(s) "+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both. The CUA shall include in the Contact header the SIP-URI and, if available the tel URI that can be used to establish a CSI call. 

NOTE 4:
The indicated tel URI corresponds to the MSISDN intended for the CS call setup.
b) 
The CUA may in the Server header include the personal ME identifier and UE capability version. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
Upon the receipt of the 200 (OK) response the CUA acts in accordance with 3GPP TS 24.229 [5]. In addition, the CUA may locally update the UE capability information, the URIs associated with the remote CUA and the personal ME identifier of the remote CUA. 
6.3.1.3
Session set-up – originating case

When the originating CUA wants to establish an IM session in combination with a CS call, the CUA shall apply the session initiation procedure specified in 3GPP TS 24.229 [5] with the following additions:

a)
The CUA shall in the Request-URI in the initial request either include:

1)
a tel URI  that is the MSISDN intended for CS call set up; or

2)
a SIP-URI associated with the remote user available in the CUA.

NOTE:
The MSISDN can only be included as a tel URI  if it is in the international format. 

b)
The CUA shall in the P-Preferred-Identity header in the initial request include an assumed registered tel URI  corresponding to the MSISDN of the CUA.

c)
The CUA shall in the Accept-Contact header in the initial request include media feature tag(s) with the values "+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both, marked as explicit.
d)
The Contact header shall include media feature tag(s) with the value(s) "+g.3gpp.cs-voice","+g.3gpp.cs-video" or both.
e)
 The CUA may in the User-Agent header include the personal ME identifier and UE capability version. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
If the response includes a personal ME identifier and a UE capability version and the combination of public user identity plus personal ME identifier plus UE capability version of the terminating UE is known to the CUA, the CUA may indicate capability information of the terminating UE to the user via the MMI.
6.3.1.4
Session set-up – terminating case

When the terminating CUA receives an initial request, the terminating CUA shall apply the procedures as specified in 3GPP TS 24.229 [5]. The Contact header shall include media feature tag(s) with the value(s) "+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both in the response(s), in accordance with RFC 3840 [6]. The UE may include the personal ME identifier and UE capability version in the Server header in the responses. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
If the request includes a personal ME identifier and a UE capability version and the combination of public user identity plus personal ME identifier of the originating UE is known to the CUA, the CUA may indicate capability information of the originating UE to the user via the MMI.
***   Change   ***

6.3.1.6
CS call set-up – terminating case

When the terminating CUA receives a CS call, the CUA shall check if there any ongoing IM sessions, which were initiated with a request that included an Accept-Contact header with media feature tag(s) with the value(s)"+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both.

-
If there are ongoing IM sessions, which were initiated with a request that included an Accept-Contact header with media feature tag(s) with the values(s)"+g.3gpp.cs-voice, "+g.3gpp.cs-video" or both and if the received Calling Party BCD number corresponds to an entry in the P-Asserted-Identity header in an ongoing IM session, the CUA shall set up the call in accordance with 3GPP TS 24.008 [4]. The CUA may include the user-user information element with the radio environment information, the IM Status, personal ME identifier (as defined in 3GPP TS 24.008 [4] Annex O) and UE capability version in the CONNECT message, in accordance with 3GPP TS 24.087 [9]. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
-
Otherwise, the CUA shall set up the call in accordance with subclause 7.3.1.6.

NOTE 1:
If the CUA does not support the user-to-user 1 supplementary service, in accordance with 3GPP TS 22.087 [8] the radio environment information, the IM Status, the personal ME identifier and the UE capability version: 

-
will not be sent to the remote CUA,
-
will be ignored if provided by the remote CUA.

NOTE 2 
It is assumed that the terminating CUA uses the CLIP supplementary service, in accordance with 3GPP TS 22.081 [7] and UUS service 1, in accordance with 3GPP TS 22.087 [8] The COLR supplementary service in accordance with 3GPP TS 22.081 [7] is not in use in the terminating CUA. 

NOTE 3:
If the CUA does not support the user-to-user 1 supplementary service, in accordance with 3GPP TS 22.087 [8] the radio environment information, the IM Status, the personal ME identifier and UE capability version will not be sent to the remote CUA.
***   Change   ***

7.3.1.2
Exchange of UE capability information – CS first scenario

When the CUA wants to exchange capabilities with the remote party, the CUA originating the OPTIONS request shall apply the procedure as specified in3GPP TS 24.229 [5] with the following additions: 

a)
The CUA shall in the Request URI include one of the following:

-
a URI, as received in P-Asserted-Identity header from the remote CUA during the terminal capability information exchange procedure; or, if this is not available;

-
a tel URI  consisting of the Connected Number information element or the Calling Party BCD number received during establishment of the existing CS call, or the MSISDN used for the CS call set-up ( the Called Party BCD Number); or

· a SIP URI associated with the remote user stored in the CUA.

NOTE 1:
The MSISDN can only be included as a tel URI if it is in the international format.

NOTE 2:
If no SIP URI or tel URI in accordance with above is available the CUA cannot initiate the OPTIONS request.

b)
The CUA shall in the P-Preferred-Identity header either include:

-
the MSISDN of the CUA as an assumed registered tel URI; or

-
an assumed registered SIP URI associated with the CUA.

c)
The CUA shall in the Accept-Contact header include media feature tag(s) with the values(s) "+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both marked as explicit. 

d)
The CUA may in the User-Agent header include the personal ME identifier and the UE capability version. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
The CUA answering with a 200 (OK) response to the OPTIONS request shall apply the procedure as specified in 3GPP TS 24.229 [5] with the following additions: 
a)
The CUA shall in the Contact header include media feature tag(s) with the values(s) "+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both. The CUA shall include in the Contact header the SIP-URI and, if available the tel URI that can be used to establish a CSI call. 

NOTE 3:
The indicated tel URI corresponds to the MSISDN intended for the CS call setup. 
b) 
The CUA may in the Server header include the personal ME identifier and the UE capability version. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.

Upon the receipt of the 200 (OK) response, the CUA acts in accordance with 3GPP TS 24.229 [5]. In addition, the CUA may locally update the UE capability information for the remote user, the URIs associated with the remote CUA and the personal ME identifier of the remote CUA.

7.3.1.3
Session set-up – originating case

When the originating CUA wants to add an IM session to a CS call, it shall apply the call initiation procedure specified in 3GPP TS 24.229 [5] with the following additions:
a)
The CUA shall in the Request URI in the initial request either include:

1)
the URI, as received in P-Asserted Identity header from the terminating CUA during the terminal capability information exchange procedure; or if this is not available

2)
a tel URI that either is:

-
the connected number information element, received during establishment of the existing CS call, and if this is not available the MSISDN used for the CS call set-up (the used Called Party BCD Number); or

-
the Calling Party BCD number information element, received during establishment of the existing CS call.

b)
The CUA shall in the P-Preferred Identity header in the initial request include an assumed registered tel URI corresponding to the MSISDN of the CUA.

c)
The CUA shall in the Accept-Contact header in the initial request include media feature tag(s) with the value(s) “+g.3gpp.cs-voice”, a “+g.3gpp.cs-video” or both, marked as explicit.

d) 
The Contact header shall include media feature tag(s) with the value(s) "+g.3gpp.cs-voice","+g.3gpp.cs-video" or both.

e)
The CUA may in the User-Agent header include the personal ME identifier and the UE capability version. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
NOTE 1:
If privacy is indicated it is not possible to correlate the CS call and the IM session.

7.3.1.4
Session set-up – terminating case

When the terminating CUA receives an initial request for an IM session, the terminating CUA shall apply the procedures as specified in 3GPP TS 24.229 [5] with the following additions:

a)
If the Accept-Contact header in the INVITE request includes a media feature tag(s) with the value(s)"+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both, the CUA shall check if one of the identities in the P-Asserted-Identity header matches the received Calling Party BCD number information element or Connected number information element received for an ongoing CS call. If there is a match, a CSICS call is established.

Otherwise, the CUA shall not consider this a CSI call/session.

b)
The Contact header shall include media feature tag(s) with the value(s) "+g.3gpp.cs-voice", "+g.3gpp.cs-video" or both in the response(s), in accordance with RFC 3840 [6].
c)
The UE may include the personal ME identifier and the UE capability version in the Server header in the responses. Both, the personal ME identifier and the UE capability version, shall be present or neither of them.
***   Change   ***

9.3.3.1
General
The CSI AS shall support the procedure for the multimedia session splitting, modifying, combining and releasing. 
The CSI AS may use the media feature tags (e.g. g.3gpp.cs-voice and g.3gpp.cs-video) obtained from the terminating CUA to perform termination logic including the following:

-
if the media feature tags indicate that the CUA has both voice and video capabilities, then the CSI AS will use the CS domain to terminate any realtime voice and video sessions to the CUA; or

-
if the feature tags indicate that the CUA only has the voice capability, then the CSI AS will use the CS domain to terminate only the realtime voice session to the CUA.

If no feature tags or other information that may influence the handling of session termination are available to the CSI AS, then the CSI AS splits the multimedia session.
The procedure of multimedia session splitting is specified in the subclause 9.3.3.4 and subclause 9.3.3.5.
NOTE: 
The CSI AS obtains the media feature tags of the terminating CUA from the reg-event package.
9.3.3.2
3rd Party Registration

When the CSI AS upon receiving a third party REGISTER request responds to it with the SIP 200 OK response successfully, the CSI AS may subscribe “reg-event” in order to obtain a list of all the registered public user identities of the user including implicitly registered public user identities. A list of the public user identities can also be provided by the HSS.

NOTE:
It is assumed that the CUA includes the media feature tag in Contact header during the registration to trigger the third-party REGISTER to the CSI AS.
***   Change   ***

Annex A (normative): 
Media feature tags defined within the current document

A.1
General

This subclause describes the media feature tag definitions that are applicable for the 3GPP IM CN Subsystem for the realisation of CSI. 


A.2
Definition of media feature tag g.3gpp.cs-voice
Media feature-tag name: g.3gpp.cs-voice.

ASN.1 Identifier: New assignment by IANA.

Summary of the media feature indicated by this tag: This feature-tag indicates that the device supports circuit switched voice when combining circuit switched calls and IM sessions.

Values appropriate for use with this feature-tag: Boolean.

The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: 

This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA.

Examples of typical use: Indicating that a mobile phone can support voice in a circuit switched environment within the context of combining a circuit switched voice call with an IM session.

Related standards or documents:

3GPP TS 24.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services, stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 11.1 of RFC 3840 [6]. 

A.3
Definition of media feature tag g.3gpp.cs-video
Media feature-tag name: g.3gpp.cs-video.

ASN.1 Identifier: New assignment by IANA.

Summary of the media feature indicated by this tag: This feature-tag indicates that the device supports circuit switched video when combining circuit switched video calls and IM sessions.

Values appropriate for use with this feature-tag: Boolean.

The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: 

This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA.

Examples of typical use: Indicating that a mobile phone can support video in a circuit switched environment within the context of combining a circuit switched video call with an IM session.

Related standards or documents:

3GPP TS 24.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services, stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 11.1 of RFC 3840 [6]. 

***   Change   ***
B.3.1
Introduction

This subclause provides signalling flows for CSI session setup, using session-based messaging as an example, established before any CS call has been established.

The signalling flows are based on the session establishment flows in subclause A.3 of 3GPP TS 24.247 [10], with some additions related to CSI. The UAC includes the media feature tags g.3gpp.cs-voice and g.3gpp.cs-video in the Accept-Contact header.

***   Change   ***
B.4.1
Introduction

This subclause provides signalling flows for CSI session setup, using video session as an example of the IM session, established after any CS call has been established.

The flows show some additions related to CSI. The CUA includes the media feature tags g.3gpp.cs-voice and g.3gpp.cs-video in the Accept-Contact header and in the Contact header. The User Agent and Server Header carries the personal ME identifier.

B.4.2
Establishing a CSI session when CS call has been setup

Figure B.4.2-1 shows the establishment of video session between two users. A CS call is established before the video session is established.

It is assumed that both the originating CUA and terminating CUA are using an IP-CAN with a separate bearer for SIP signalling which means that each CUA needs to provide resource reservation before starting the video session.
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Figure B.4.2-1: Establishment of a video session after a CS call is established

The details of the signalling flows are as follows: 

1.
CS call


A CS call setup is performed according to subclause B.5.

2.
UE capabilities exchange



Both UEs have performed a capability exchange. In the here shown example both UEs transfer their UE capability version and personal ME identifier as a part of the capability exchange. An example for capability exchange without the usage of UE capability version and personal ME identifier can be found in subclause B.6.
3.
INVITE request (CUA#1 to P-CSCF#1) - see example in table B.4.2-2



CUA#1 wants to initiate a session with the terminating CUA. In this example, the CUA#1 creates a video session as the IM session. CUA#1 includes the ¨precondition¨ and ¨100rel¨ options tag in the supported header.

CUA#1 declares its capabilities for CS-voice and CS-video, and requests to reach a UE with CS-voice or CS-video capabilities by including these media feature tags in the Accept-contact header and includes its personal ME identifier and UE capability version in User-Agent header.

Table B.4.2-2: INVITE request (CUA#1 to P-CSCF#1)

INVITE tel:+12125552222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <tel:+12125551111>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: precondition, 100rel 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;+g.3gpp.cs-voice;+g.3gpp.cs-video

Accept-Contact: *,+g.3gpp.cs-voice, +g.3gpp.cs-video;explicit

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

User-Agent: PMI-0007, UCV-04
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 49232 RTP/AVP 107

b=AS:64.0

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=inactive
a=rtpmap:107 H263/90000 

a=fmtp 107 profile=0 level=45

SDP
The SDP contains the video codec supported by CUA#1 and desired by the user at CUA#1 for this session. The precondition attributes are also included.

4.
100 (Trying) response (P-CSCF#1 to CUA#1)


The P-CSCF responds to the INVITE request with a 100 (Trying) provisional response as described in subclause A.3 of 3GPP TS 24.247 [10].

5.
Reserve IP CAN bearer for media


CUA#1 starts resource reservation based on the SDP. 

6a.
User-Agent (P-CSCF#1 to P-CSCF#2)

The User-Agent header field is transparently passed from P-CSCF#1 to P-CSCF#2.

6b.
 INVITE request (S-CSCF#1 to I-CSCF#2) - see example in table B.4.2-3

S-CSCF#1 forwards the INVITE request to the I-CSCF#2, after replacing the tel URI with a SIP-URI in the Request URI. 

Table B.4.2-3: INVITE request (S-CSCF#1 to I-CSCF#2)

INVITE sip:user2_public1@home2.net SIP/2.0
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>
P-Asserted-Identity: <tel:+12125551111>

Privacy:

From:

To: 

Call-ID:

Cseq:

Supported:

Contact: 

Accept-Contact: 

Allow: 

User-Agent:
Content-Type:

Content-Length:

v=

o=

s=

c=

t=

m=
b=

a=

a=

a=

a=

a=

a=

a=

7.
 INVITE request (P-CSCF#2 to CUA#2) – see example in table B.4.2-4

P-CSCF#2 forwards the INVITE request to the terminating CUA. 
Table B.4.2-4: INVITE request (P-CSCF#2 to CUA#2)

INVITE sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 65

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Supported:

Contact: 
Accept-Contact:
Allow: 

User-Agent:
P-Called-Party-ID:

Content-Type:

Content-Length:(...)

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

8.
 100 (Trying) response (CUA#2 to P-CSCF#2)

The terminating CUA sends a 100 (Trying) provisional response to P-CSCF#2 as described in subclause A.3 of 3GPP TS 24.247 [10].

9.
Reserve IP-CAN bearer for media

The terminating CUA sets up the bearer in accordance with the received SDP..  

10.  183 (session progress) response (CUA#2 to P-CSCF#2) – see example in table B.4.2-5
CUA#2 declares support for "CS-voice" and "CS-video" in its Contact header. The CUA includes the personal ME identifier and the UE capability version in the Server header. CUA#2 requires resource reservation and supports the precondition mechanism.

Table B.4.2-5: 183 (session progress) response (CUA#2 to P-CSCF#2)

SIP/2.0 183 Session progress

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice,+g.3gpp.cs-video

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Require: 100rel, precondition

Server: PMI-0EA2, UCV-0D
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555:: eee:fff:aaa:bbb
s=-

c=IN IP6 5555::eee:fff:aaa:bbb
t=0 0

m=video 49234 RTP/AVP 107

b=AS:64.0

a=curr:qos remote none

a=curr:qos local none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=inactive

a=rtpmap:107 H263/90000 

a=fmtp 107 profile=0 level=45

11.
183 (session progress) response (P-CSCF#1 to CUA#1 ) – see example in table B.4.2-6
Table B.4.2-6: 183 (session progress) response (P-CSCF#1 to CUA#1 )

SIP/2.0 183 Session progress

Via: [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Privacy:

From: 

To: 

Call-ID:

Cseq:

RSeq:
P-Asserted-Identity:< user2_public1@home2.net>, < tel:+12125552222>

Contact:

Allow: 

Require:

Server:

Content-Type: 

Content-Length:

v=0

o=-

s=-

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

a=

12.
PRACK-200 Exchange
13.
IP-CAN bearer available for media
The IP-CAN bearer at CUA#1 is established.

14.  IP-CAN bearer available for media.

The IP-CAN bearer at CUA#2 is established.

15.
UPDATE  request (CUA#1 to P-CSCF#1 ) – see example in table B.4.2-7

CUA#1 indicates that it can send and receive media. 

Table B.4.2-7: UPDATE  request (CUA#1 to P-CSCF#1 )

UPDATE <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice,+3gpp.cs-video

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222> tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 129 UPDATE

Require: sec-agree
Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;+g.3gpp.cs-voice;+g.3gpp.cs-video

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 49232 RTP/AVP 107

b=AS:64.0

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv 

a=des:qos mandatory remote sendrecv 

a=sendrecv
a=rtpmap:107 H263/90000 

a=fmtp 107 profile=0 level=45

16.  UPDATE  request (P-CSCF#2 to CUA#2 ) – see example in table B.4.2-8

The CUA#2 can start alerting. 

Table B.4.2-8: UPDATE  request (P-CSCF#2 to CUA#2)

UPDATE <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice, +g.3gpp.cs-video

Via: : SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

From:

To: 

Call-ID:

Cseq:

Content-Type:

Content-Length:

v=

o=

s=

c=

t=

m=

b=

a=
a=

a=

a=

a=

a=

a=

17. 200 (OK) response (CUA#2 to P-CSCF#2) – see example in table B.4.2-9
CUA 2 indicates that media can be received and sent.

Table B.4.2-9: 200(OK)  response (CUA#2 to P-CSCF#2)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 129 UPDATE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555:: eee:fff:aaa:bbb
s=-

c=IN IP6 5555::eee:fff:aaa:bbb
t=0 0

m=video 49234 RTP/AVP 107

b=AS:64.0

a=curr:qos local sendrecv
a=curr:qos remote sendrecv 

a=des:qos mandatory local sendrecv 

a=des:qos mandatory remote sendrecv 

a=sendrecv

a=rtpmap:107 H263/90000 

a=fmtp 107 profile=0 level=45

18.  200 (OK) response (P-CSCF#1 to CUA#1) – see example in table B.4.2-10

Table B.4.2-10: 200(OK) response (P-CSCF#1 to CUA#1)

SIP/2.0 200 OK

Via: [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From:

To: 

Call-ID:

Cseq: 

Content-Type: 

Content-Length:

v=0

o=-

s=-

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

19.  200 (OK) response (CUA#2 to P-CSCF#2) – see example in table B.4.2-11
CUA#2 accepts the session.

Table B.4.2-11: 200 (OK) response (CUA#2 to P-CSCF#2)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>;tag=314159;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice, +g.3gpp.cs-video

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Server: PMI-0EA2, UCV-0D
Content-Length: 0

20.
200 (OK) response (P-CSCF#1 to CUA#1) – see example in table B.4.2-12

P-CSCF#1 forwards the 200 (OK) response to the originating CUA.

Table B.4.2-12: 200 (OK) response (P-CSCF#1 to CUA#1)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Asserted-Identity:

Privacy:

P-Asserted-ID: < user2_public1@home2.net>, < tel:+12125552222>

From:

To: 

Call-ID:

CSeq: 

Require:

Contact:

Allow:

Server:

Content-Length:

21.
ACK request (CUA#1 to P-CSCF#1) – see example in table B.4.2-13


The CUA responds to the 200 (OK) response with an ACK request sent to the P-CSCF#1.

Table B.4.2-13: ACK request (CUA#1 to P-CSCF#1)

ACK sip: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice, +g.3gpp.cs-video

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>, <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>
From: <sip:user1_public1@home1.net>;tag=171828
To: <sip:user2_public1@home2.net>;tag=314159
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

22.
ACK request (P-CSCF#2 to CUA#2) – see example in table B.3.2-14.

P-CSCF#2 forwards the ACK request to the terminating CUA.

Table B.3.2-14: ACK request (P-CSCF#2 to CUA#2)

ACK sip: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>;+g.3gpp.cs-voice, +g.3gpp.cs-video

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 66

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

***   Change   ***

B.6.2
UE capability exchange outside a CS call
Figure B.6.2-1 shows the UE capability exchange using the OPTIONS method.
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Figure B.6.2-1: UE capability exchange before any CS call is established

The details of the signalling flows are as follows: 

1.
OPTIONS request (CUA#1 to P-CSCF#1) - see example in table B.6.2-1



The originating CUA wants to know the capabilities of the terminating UE, preferably a UE that supports CS-voice and CS-video, or one or the other.

Table B.6.2-1: OPTIONS request (CUA#1 to P-CSCF#1)

OPTIONS tel:+12125552222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <tel:+1-212-555-1111>
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 OPTIONS

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Accept-Contact: *,+g.3gpp.cs-voice,+g.3gpp.cs-video;explicit

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Accept: application/sdp 

Content-Length: 0

2.
 OPTIONS request (S-CSCF#1 to I-CSCF#2) - see example in table B.6.2-2

S-CSCF#1 forwards the OPTIONS request to the I-CSCF#2, after mapping the tel URI  to a SIP-URI. 

Table B.6.2-2: OPTIONS request (S-CSCF#1 to I-CSCF#2)

OPTIONS sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Accept-Contact: 
Allow: 

Accept: 

Content-Length: 0

3.
Routing decision based on caller preferences and callee capabilities

The S-CSCF for CUA#2 uses caller preferences (information from the Accept-Contact header) and callee capabilities (information stored in the Registrar from the REGISTER Contact header) information to decide how to route the OPTIONS request.

4.
OPTIONS request (P-CSCF#2 to CUA#2) – see example in table B.6.2-4

P-CSCF#2 forwards the OPTIONS request to the terminating CUA.
Table B.6.2-4: OPTIONS request (P-CSCF#2 to CUA#2)

OPTIONS sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 65

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: 
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Accept-Contact: 
Allow: 

Accept: 
Content-Length: 0
P-Called-Party-ID:

5.
Save CUA#1’s address, prepare 200 OK response
The terminating CUA caches any address related information it learns about CUA#1 from the OPTIONS request, such as its SIP URI. The terminating CUA adds feature parameters to the Contact header field in the OPTIONS response indicating its capabilities. The feature parameters that were included in the registration generated by the terminating CUA are used in the OPTIONS response.  

6.  200 (OK) response (CUA#2 to P-CSCF#2) – see example in table B.6.2-6
The terminating CUA sends a 200 (OK) response for the OPTIONS request containing the terminating CUA’s capabilities. This information is declared both in the media feature tags listed in the Contact header and in the SDP. In this example, CUA#2 declares capability for cs-voice, but not cs-video, and it declares support for MSRP, RTP video (H.263) and RTP audio (AMR). 

Table B.6.2-6: 200 (OK) response (CUA#2 to P-CSCF#2)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Privacy: none

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=123451D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 OPTIONS

Contact: <sip:user2_public1@home2.net >;+g.3gpp.cs-voice, <tel:+12125552222>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555:: eee:fff:aaa:bbb
s=-

c=IN IP6 5555::eee:fff:aaa:bbb
t=0 0

m=message 0 TCP/MSRP *

a=accept-types:text/plain text/html message/cpim image/jpeg image/gif video/3gpp

a=max-size:65536

m=video 0 RTP/AVP 96

a=rtpmap:96 H263-2000/90000

m=audio 0 RTP/AVP 97

a=rtpmap:97 AMR/8000

SDP
The SDP contains:

· The set of offered content types supported by UE#2 and desired by the user at UE#2 for an MSRP session in the accept-types attribute and indicates the maximum size message that can be received by UE#2 in the max-size attribute (no dynamically allocated attributes are included, for example, the a=path line is not there);

· The supported video codec and relevant parameters (but no dynamically allocated parameters);

· The supported audio codec and relevant parameters (but no dynamically allocated parameters).

No ports are declared since UE capabilities are just being listed.

7.
200 (OK) response (P-CSCF#1 to CUA#1) – see example in table B.6.2-7

P-CSCF#1 forwards the 200 (OK) response to the originating CUA.

Table B.6.2-7: 200 (OK) response (P-CSCF#1 to CUA#1)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net;lr>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

P-Asserted-Identity:

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

Allow:  

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

a=

a=

m=

a=

m=

a=
8. Cache information on CUA#2’s capabilities
Since no CS call is ongoing, cache the information obtained on CUA#2’s capabilities for later use within a CS call. 
9.
OPTIONS request (CUA#2 to P-CSCF#2) - see example in table B.6.2-9


The originating CUA wants to know the capabilities of the terminating UE, preferably a UE that supports cs-voice and cs-video, or one or the other.

Table B.6.2-9: OPTIONS request (CUA#2 to P-CSCF#2)

OPTIONS tel:+12125551111 SIP/2.0

Via: SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=af45K329jstd43
Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7743;lr;comp=sigcomp>, <sip:orig@scscf2.home2.net;lr>

P-Preferred-Identity: <tel:+1-212-555-2222>
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=123451D0FCE11

Privacy: none

From: <sip:user2_public2@home2.net>; tag=1912031

To: <tel:+12125552222>

Call-ID: ast324c2ho9512go9238ks4b

Cseq: 127 OPTIONS

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=8318; port-s=7743

Accept-Contact: *,+g.3gpp.cs-voice,+g.3gpp.cs-video;explicit

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Accept: application/sdp 

Content-Length: 0

10.
OPTIONS request (S-CSCF#1 to I-CSCF#2) - see example in table B.6.2-10

S-CSCF#1 forwards the OPTIONS request to the I-CSCF#2, after mapping the tel URI to a SIP-URI. 

Table B.6.2-10: OPTIONS request (S-CSCF#2 to I-CSCF#1)

OPTIONS sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch= af45K329jsg213, SIP/2.0/UDP pcscf2.visited2.net;branch= af45K329jsbbb2, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch= af45K329jstd43
Max-Forwards: 68

Record-Route: <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>

P-Asserted-Identity: 

P-Charging-Vector: icid-value="H7a2rvdguTd6eYt7br=ac?+g5468HdrdRf54b"; orig-ioi=home2.net

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Accept-Contact: 
Allow: 

Accept: 

Content-Length: 0

11.
Routing decision based on caller preferences and callee capabilities

The S-CSCF for CUA#2 uses caller preferences (information from the Accept-Contact header) and callee capabilities (information stored in the Registrar from the REGISTER Contact header) information to decide how to route the OPTIONS request.

12.
OPTIONS request (P-CSCF#1 to CUA#1) – see example in table B.6.2-12

P-CSCF#2 forwards the OPTIONS request to the terminating CUA.
Table B.6.2-12: OPTIONS request (P-CSCF#1 to CUA#1)

OPTIONS sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net:6809;comp=sigcomp;branch= af45K329jsgfff, SIP/2.0/UDP scscf1.home1.net;branch= af45K329js1234, SIP/2.0/UDP icscf1_s.home1.net;branch= af45K329jsskit, SIP/2.0/UDP scscf2.home2.net;branch= af45K329jsg213, SIP/2.0/UDP pcscf2.visited2.net;branch= af45K329jsbbb2, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch= af45K329jstd43
Max-Forwards: 65

Record-Route: <sip:pcscf1.visited1.net:6809;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>, <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>

P-Asserted-Identity: 
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Accept-Contact: 
Allow: 

Accept:
Content-Length: 0
P-Called-Party-ID:

13.
Save CUA#1’s address, prepare 200 OK response

The terminating CUA caches any address related information it learns about CUA#1 from the OPTIONS request, such as its SIP URI. The terminating CUA adds feature parameters to the Contact header field in the OPTIONS response indicating its capabilities. The feature parameters that were included in the registration generated by the terminating CUA are used in the OPTIONS response. 

14.  200 (OK) response (CUA#1 to P-CSCF#1) – see example in table B.6.2-14

The originating CUA sends a 200 (OK) response for the OPTIONS request containing the originating CUA’s capabilities. This information is declared both in the media feature tags listed in the Contact header and in the SDP. In this example, CUA#2 declares capability for cs-voice, but not cs-video, and it declares support for MSRP, RTP video (H.263) and RTP audio (AMR).

Table B.6.2-14: 200 (OK) response (CUA#1 to P-CSCF#1)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net:6809;comp=sigcomp;branch= af45K329jsgfff, SIP/2.0/UDP scscf1.home1.net;branch= af45K329js1234, SIP/2.0/UDP icscf1_s.home1.net;branch= af45K329jsskit, SIP/2.0/UDP scscf2.home2.net;branch= af45K329jsg213, SIP/2.0/UDP pcscf2.visited2.net;branch= af45K329jsbbb2, SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch= af45K329jstd43
Record-Route: <sip:pcscf1.visited1.net:6809;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>, <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>

Privacy: none

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>;tag=314159

Call-ID: ast324c2ho9512go9238ks4b

Cseq: 127 OPTIONS

Contact: <sip:user1_public1@home1.net >; +g.3gpp.cs-voice; +g.3gpp.cs-video, <tel:+12125551111>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555:: aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=message 0 TCP/MSRP *

a=accept-types:text/plain text/html message/cpim image/jpeg image/gif video/3gpp

a=max-size:65536

m=video 0 RTP/AVP 96

a=rtpmap:96 H263-2000/90000

m=audio 0 RTP/AVP 97

a=rtpmap:97 AMR/8000

SDP
The SDP contains:

· The set of offered content types supported by UE#2 and desired by the user at UE#2 for an MSRP session in the accept-types attribute and indicates the maximum size message that can be received by UE#2 in the max-size attribute (no dynamically allocated attributes are included, for example, the a=path line is not there);

· The supported video codec and relevant parameters (but no dynamically allocated parameters);

· The supported audio codec and relevant parameters (but no dynamically allocated parameters).

No ports are declared since UE capabilities are just being listed.

15.
200 (OK) response (P-CSCF#2 to CUA#2) – see example in table B.6.2-15

P-CSCF#1 forwards the 200 (OK) response to the originating CUA.

Table B.6.2-15: 200 (OK) response (P-CSCF#2 to CUA#2)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::eee:fff:aaa:bbb]:8805;comp=sigcomp;branch=af45K329jstd43
Record-Route: <sip:pcscf1.visited1.net:6809;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>, <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

Allow:  

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

a=

a=

m=

a=

m=

a=
16. Cache information on CUA#1’s capabilities
Since no CS call is ongoing, cache the information obtained on CUA#1’s capabilities for later use within a CS call. 

17. CS call establishment

Either UE initiates the setup of a CS call between CUA#1 and CUA#2, as described in subclause B.5. However, in subclause B.5 UE capability version and personal ME identifier are used.
***   Change   ***

B.8.1
Introduction

This subclause provides signalling flows for establishing an IM multimedia session with IMS origination and CSI termination.
The flows shows some additions related to CSI. The B2B CUA of the CSI AS includes the media feature tags g.3gpp.cs-voice and g.3gpp.cs-video in the Accept-Contact header and in the Contact header. Additionally the Radio Enviroment Capability, the IM Status, the Personal ME Identifier and the UE capability version are provided by the B2B CUA of the CSI AS.
UE#1 illustrated in the figures is a UE that originates multimedia sessions without involving the CS domain for media transport.
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