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Introduction

A number of points have been raised on offline discussion over the last few days, and it is considered useful to present some clarifications to the CT plenary meeting.

Are multiple service identifiers allowed

A liaison statement received by 3GPP WG CT1 from 3GPP WG SA2 clearly states that they are not required in release 7, but leaves open the option for them to be included in a future release. However it makes no statement about what the semantics of such multiple occurrences should be, of which here are a number of possibilities:

· one of a number which the user may be interested in using, with no priority

· one of a number which the user may be interested in using with some priority ordering

· difference identifiers for different points in the network path, e.g. originating network, destination network, destination terminal.

Without knowing this, it is impossible to speculate how multiple values may be used in the future. Indeed, RFC 3840 and RFC 3841 provide no mechanisms for determining priority for any but the first above, and these RFCs are at the core of both mechanisms. Therefore, if in the future, it is desired to convey multiple values, then study will need to be given to identifying a new solution.

The question has been raised concerning alternative B that because there are two means of carrying the service identifier (one essentially end user to end user, and the other end user to network), that therefore two service identifiers are allowed. Inspection of the procedures in the CRs will confirm that only one of these values is used for any specific procedure. A combination of the two separate transport mechanisms is never used for the same function.
This then leads to the question of under what circumstances the values contained within the two separate protocol mechanisms for alternative B can be different. 

· Obviously, where all entities of knowledge of the service that is intended to be used, it is expected that the service identifier will be the same. The calling user, the network and the destination user all agreed to use a valid service identifier.
· In alternative B, it is possible that the S-CSCF either removes a potential communication service identifier, or replaces it with a more appropriate value. Where it is replaced with a more appropriate value, it is obvious that the user has no (or limited) knowledge of the preferred values supported by the network. This raised two considerations:

· At the destination user, only the terminal introduced value will be presented. It is our belief that the originating user, rather than the originating network, stands a better chance of knowing the services supported by the destination user (this has been a principle since the days of ISDN with things like low layer compatibility and so on). Therefore this is not an issue.

· At the destination network, the S-CSCF supporting terminating services will depend on the value changed by the originating network. This only occurs where the originating network and the destination network provide the same set of services (not a given); otherwise the identifier would not be available (or could have been changed further at an interworking point). The understanding of the requirements for the service identifier in regard to terminating services appears unclear. At the moment we do not regard this as an issue.
Robustness of the stage 2

There is a least one area, and possibly more, where the stage 2 is incorrect, or requires refinement to match the ideas for solution at stage 3.

· current stage 2 requirements provide for the support of the ICSI on the Dx interface. As this is the interface to the SLF, and currently provides for the selection of the HSS based solely on the usage of the public user identity, it is not clear how this procedure can operate, or therefore what function it performs. This therefore assumed to be an error.

· the stage 2 currently assumes a link between registration and provision from the user of supported services. Some of this work is expected to be independent of registration and performed by OMA DM.
Completion of solutions

There are a number of areas where both solutions still need to be completed. We estimate that both solutions are only approximately 70% complete at the moment. In terms of outstanding work, this is substantially identical for both solutions. Areas where completion is required include, among various other issues:

· identification of services supported by the network to the user, and identification of services supported by the user. In both cases these are expected to use an OMA DM solution.

· interworking issues. The stage 2 currently specifies that the MGCF is informed of the service identifier, but it is not clear what service specific functionality is required in this area. We expect that it is unlikely that information in the communication service identifier or the application reference identifier is suitable for interworking with any network.

Relationship with OMA PoC

A concept called service identifier has been used in OMA PoC. 

What OMA PoC are trying to do is ensure that only a PoC device talks to a PoC device. This is therefore not just a service issue but a compatibility issue. The SIP mechanism to do this is an option-tag in a Require header, but that requires a IETF standards track document to register with IANA. So with PoC they seem to have taken a short cut. In other words PoC does not need a service ID, even if that is what they have called it.

Below are pasted in a few extracts here from the the extensive SIPPING thread, below.

In particular Gonzalo Camarillo (SIPPING WG co-chair) posted 11/03/07:

"1) Non-backwards compatible services (e.g., PoC). Unless user agents understand the special logic that relates to the service, they will not be able to do the right thing. It has been proposed to use the Require header field to identify these services. It has also been proposed to use feature tags in Accept-Contact header fields together with the "require" and "explicit" parameters. When these parameters are used a proxy will only forward the request to contacts that have explicitly indicated that they support the desired feature set.

It seems that the end result is similar and that no matter in which header field the token identifying the service is placed, the requirements would be met.

However, there is an important difference between both mechanisms: the IANA registration policy for new tokens. Require header fields can only carry option-tags, which need to be defined in standards-track RFCs.

Feature tags, on the other hand, can be vendor-specific and are registered in the IANA registry as such.

Therefore, I would like to see explicit discussions on the IANA registration policy we want for these non-backwards-compatible services.

Questions we may want to ask ourselves are: do we want require a standards-track RFC for this type of non-backwards-compatible service?

If so, should the PoC specs be copy/pasted into an RFC or a one-page RFC pointing to the OMA spec would be enough?"

Dean Willis (SIP co-chair) on 12/03/07:

"Applications are, in general, "broken" if they can't traverse normal proxies, or introduce abnormal proxies that break other applications. We have design rules for proxy transparency, and every SIP extension passing through IETF is vetted against these rules. Sure, it's possible to design a B2BUA that isn't a proxy and usually works like a proxy, but every one of these is a special case, and we don't consider all those special cases in the development of SIP extensions. See the SIPPING discussion on draft-marjou-sipping-b2bua-00 for examples of just what sort of stuff this can lead to. OMA POC has been in some danger of developing a problem along those lines, which is part of why we've started having an "option tag vs callerpref" discussion around POC.

Another sort of "brokenness" can happen when applications rely on capabilities that are outside the capability negotiation built into SIP. 

For example, if POC were to just rely on magically knowing that the terminals are POC terminals, then POC wouldn't mix with regular SIP because POC calls would keep ending up on SIP terminals that wouldn't know how to execute the application would would try and respond anyhow.

Yet another sort of brokeness occurs when two nodes that should be able to communicate (they're reachable, share appropriate capabilities like codec and communications modality, etc.) can't because they THINK they've been altered-from-the-norm for different mutant apps. For example, one might be configured to run only the "BLISS" profile where another is running only the "3GPP IMS Basic VoIP" profile. If the nodes assume that they can't communicate, simply because they have different profiles (without stopping to look and say "Hey, we both speak AMR, maybe we CAN talk"), then we have a problem. It is this latter case we are trying to avoid in the discussion of service identification.

So, three sorts of "broken" SIP extensions come to mind:

1) Proxy transparency defects: Extensions that break proxies or introduce new forwarding elements that don't meet the transparency requirements of proxies.

2) Non-Negotiation defects: Extensions that don't use a standard negotiation mechanism, but require that the extension be present, thereby confusing nodes that don't support the extension.

3) Feature-silo defects: Extensions that inappropriately require the extension to be present, thereby preventing nodes from communicating when the nodes would be able to communicate just fine if they ignored the extension."

Jonathan Rosenberg on 26/02/07:

"We have a mechanism for you to cause a call to fail if compatible extensions are not supported (Require). If business requirements say that this is the desired result, then use the tool. I certainly don't hope that this is what you want for the common case. I can see how it is the right thing for PoC, but thats about it."

The full thread can be found at:

http://www1.ietf.org/mail-archive/web/sipping/current/index.html
And specific messages at:

http://www1.ietf.org/mail-archive/web/sipping/current/msg13094.html
http://www1.ietf.org/mail-archive/web/sipping/current/msg13114.html
http://www1.ietf.org/mail-archive/web/sipping/current/msg12914.html
