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<< SECOND MODIFICATION >>

5.2.2
Transparent Mode

The following signalling flow diagram shows the new MT SM transfer procedure in Transparent Mode for the successful case. The numbered circles are used to reference each step in the text that follows.
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Figure 5.2.2.1: New MT SM Delivery Message Flow in Transparent Mode
NOTE 1:
The MAP_MT_Forward_Short_Message MAP operation may be preceded by both the sending of an empty TC BEGIN message and the successful receiving of a TC CONTINUE.
NOTE 2:
Messages shown in italic are conditional.
1)
In order to correlate subsequent MAP_Forward_Short_Message messages with the previous MAP_SRI_For_SM (which, as mentioned previously, is needed due to the absence of the MSISDN of the destination MS in the MAP_Forward_Short_Message message) the SMS Router needs to service the MAP_SRI_For_SM.

NOTE:
If the HLR itself replies to the MAP_SRI_For_SM then it would need to somehow inform the SMS Router of the correlation ID. This would require completely new messaging between the HLR and the SMS Router and therefore is much larger impacting on the MAP protocol.


Upon receiving the MAP_SRI_For_SM ind, the HLR shall determine whether or not to answer the request itself or relay (at the SCCP level) on to the SMS Router. The exact method by which it does this is operator specific, but can be done by SCCP GT analysis e.g. forward all MAP_SRI_For_SM messages on to the SMS Router that have not come from the SMS Router, or even on a per subscriber basis by usage of a flag in the subscriber's profile.

NOTE:
As an alternative/temporary solution to the above, an incoming MAP_SRI_For_SM message could be intercepted by an intermediary node (e.g. using MAP AC filters) and redirected to the SMS Router in all cases. This would have the added benefit of reducing signalling load on the HLR, but may require a non‑3GPP logical element. Also, it would prohibit operators to enable/disable the use of SMS Router on a per subscriber basis.

2)
Upon receiving the MAP_SRI_For_SM ind from the HLR, the SMS Router shall then immediately create its own MAP_SRI_For_SM req message, using the information from the received MAP_SRI_For_SM ind message (including the received Service Centre Address) and send this to the HLR, which in turn responds with a MAP_SRI_For_SM conf and possibly a MAP_Inform_SC in the normal way.

3)
Upon receiving the MAP_SRI_For_SM conf from the HLR, the SMS Router shall check the result. If it is a negative response (e.g. unknown subscriber) this information is sent back to the SMS‑GMSC in a MAP_SRI_For_SM  res (a response to the MAP_SRI_For_SM originally received from the SMS‑GMSC).


In the successful case, the SMS Router shall create a Correlation ID and store this along with the IMSI, Network Node Number, Additional Number (obtained from the MAP_SRI_For_SM conf from the HLR), as well as the MSISDN (obtained from the MAP_SRI_For_SM ind originally from the SMS‑GMSC) of the receiving subscriber in a local cache for a certain amount of time. For security purposes, the GT of the SMS‑GMSC may also be stored. The SMS Router shall then send a MAP_SRI_For_SM res, using the data received from the MAP_SRI_For_SM conf from the HLR, but with the following modifications:

-
The Network Node Number and/or the Additional Number are replaced by the GT of the SMS Router, however the SSN of each original GT is retained.

-
The IMSI IE is populated with a Correlation ID (see section 5.3.1 for more information).
In any case, if the message MAP_SRI_For_SM conf received from the HLR was accompanied by a MAP_Inform_SC message, the SMS Router shall also forward this MAP_Inform_SC message to the SMS‑GMSC.
4)
Upon receiving a MAP_MT_Forward_Short_Message ind from the SMS‑GMSC, the SMS Router shall take the Correlation ID received in the IMSI IE and use this as a key to look‑up the real IMSI, Network Node Number, Additional Number and MSISDN of the originating MS stored in step 3.


If no match is found, a MAP_MT_Forward_Short_Message res is sent back immediately to the SMS‑GMSC with an error of "System Failure". The SMS‑GMSC may then perform another MAP_SRI_For_SM operation, as per normal procedures for the SMS‑GMSC.


If a match is found, then the SMS Router may optionally check the GT of the SMS‑GMSC that the MAP_MT_Forward_Short_Message originated from against the stored GT of the SMS‑GMSC (i.e. the GT of the SMS‑GMSC that issued the MAP_SRI_For_SM). If the CC and NDC of the GT do not match, the SMS Router shall send a MAP_MT_Forward_Short_Message res back immediately to the SMS‑GMSC with an error of "System Failure". Otherwise the SMS Router shall then keep the TCAP dialogue with the SMS‑GMSC open and shall then create and send a MAP_MT_Forward_Short_Message req containing the received SM to the MSC/VLR or SGSN where the subscriber is currently residing (as identified in the Network Node Number and/or Additional Number retrieved from the local cache). The SMS Router shall analyse the SSN in the GT of the received MAP_MT_Forward_Short_Message ind to determine whether to use the GT from the Network Node Number or the Additional Number.
5)
Upon receiving the MAP_MT_Forward_Short_Message conf message(s) from the MSC/VLR or SGSN, the SMS Router shall copy the relevant data (e.g. SM‑RP‑UI, User error) received in this/these message(s) to populate and send the MAP_MT_Forward_Short_Message res message(s) to the SMS‑GMSC. The SMS‑GMSC shall then perform normal handling e.g. when a negative response is received, retry delivery via the alternative domain and after that send a MAP_Report_SM_Delivery_Status message to the HLR if required.
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