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PROPOSED CHANGE

5.1.6.4
User-initiated emergency reregistration

With one exception the UE shall not perform user-initiated emergency reregistration. If the emergency registritation is expected to expire during an ongoing dialog or if outstanding transactions exist, the UE shall perform user-initiated emergency reregistration as specified in subclause 5.1.1.4. The UE shall perform the emergency rergistration before the the ongoing emergency registration expires.

PROPOSED CHANGE

5.1.6.8.2
Emergency session set-up in case of no emergency registration

The UE shall apply the procedures as specified in subclause 5.1.3 with the following additions:

1)
the UE shall set the From header field of the INVITE request to "Anonymous" as specified in RFC 3261 [26]; 
2)
the UE shall include a Request-URI in the INVITE request that contains an emergency service URN, i.e. with "sos" service type as specified in draft ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known;

NOTE 1:
Other specifications make provision for emergency service identifiers, that are not specifically the emergency service URN, to be recognised in the UE. Emergency service identifiers which the UE does not detect will be treated as a normal call by the UE.

3)
if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header in any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request. The UE shall populate the P-Access-Network-Info header with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4);

4)
the UE shall populate the P-Preferred-Identity header in the INVITE request with an equipment identifier as a SIP URI. The special details of the equipment identifier to use depends on the IP-CAN; and

5)
if the UE has its location information available, it shall include the location information in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Location header and set the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89]; or

-
if the location of the UE is available to the UE, include its location as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type applica​tion/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Location header is set to a Content ID and the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89].

NOTE 2:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

Editor's Note: The profile tables in annex A to this document needs to be updated with draft-ietf-sip-location-conveyance.

Editor's Note: The UE shall indicate if no location is available. How this is indicated is for further study.

NOTE 3:
During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

The UE shall build a proper preloaded Route header value for all new dialogs. The UE shall build a Route header value made out of, the P-CSCF URI (containing the IP address or the FQDN learnt through the P-CSCF discovery procedures).

When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.

NOTE 4:
It is an implementation option whether these actions are also triggered by other means.

NOTE 5:
A number of headers can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other headers that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers.

Editor's note: The use of the Priority header with the value "emergency" requires further study.

PROPOSED CHANGE

5.2.10.1
General

Editor's Note: The requirements for handling emergency related requests that have not been received over a security association need to be derived from the related statements in the UE section.

The P-CSCF can handle emergency session and other requests from both a registered user as well as an unregistered user. Certain networks only allow emergency session from registered users.

Editor's note: It needs to be clarified whether a user can set up an emergency session if the user is not registered. From the requirements in 23.167 it seems that even in the case of a UICC not being available, the UE still needs to register. In that case, the P-CSCF would (in the above sentence) only be able to handle emergency sessions from registered users. The user then could be either authenticated or not.

NOTE 1:
If only emergency setup from registered users is allowed, a request from an unregistered user is ignored since it is received outside of the security association. 

Editor's note:
This subclause needs further study related to the support of emergency sessions in NGN. Emergency calls are not covered in the present document and therefore the handling of any session recognised as an emergency session is not specified. In particular the 380 (Alternative Service) response may not be appropriate.

The P-CSCF shall not subscribe to the reg event package for any emergency public user identity.

The P-CSCF shall store a configurable list of local emergency service identifiers, i.e. emergency numbers and the emergency service URN, which are valid for the operator to which the P-CSCF belongs to. In addition to that, the P-CSCF shall store a configurable list of roaming partners' emergency service identifiers, i.e. emergency numbers and emergency service URN associated with MCC and MNC codes.

NOTE 2:
The emergency service URN are common to all networks, although subtypes may either not necessarily be in use, or a different set of subtypes is in use. The above requirements do not apply to subtypes of the emergency service URN.. 

In order to determine whether the intial request for a dialog or standalone transaction or an unknown method is destined for a PSAP in the roaming country (i.e. the list of roaming partners' are inspected):

-
the P-CSCF shall compare the MCC and the MNC fields if received in the P-Access-Network-Info header of the initial request for a dialog or standalone transaction or unknown method against its own MCC and MNC codes; or

-
if no P-Access-Network-Info header is received or a P-Access-Network-Info header is received not containing MCC and MNC fields in the initial request for a dialog or standalone transaction or unknown method, the P-CSCF shall apply the local service identifiers.

Editor's note: The handling in a roaming scenario when no MCC and MNC is received from the UE needs further investigation.

NOTE:
Depending on local operator policy, the P-CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.

When the P-CSCF responds that the CS domain is to be used for emergency call the P-CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1.

Editor's note: It needs to be investigated, whether a P-CSCF allows an IMS emergency session that is received over an already existing registration (i.e. non-emergency registration) and forwards that directly to the E-CSCF.

The P-CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service:

b)
a <type> child element, set to "emergency" to indicate that it was an emergency call; and

c)
a <reason> child element, set to an operator configurable reason.

For all SIP transactions identified as relating to an emergency, the P-CSCF shall give priority over other transactions. This allows special treatment (e.g. with respect to filtering, higher priority, routeing) of emergency sessions. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

PROPOSED CHANGE

5.11.2
UE originating case

Editor's Note: It seems useful to mention explicitly here that the below text applies to two cases. Case 1: The INVITE is forwarded to the PSAP in the IP network. Case 2: The INVITE is forwarded to the MGCF, as the PSAP resides in the PSTN.

The E-CSCF may either forward the call to a PSAP in the IP network or forward the call to a PSAP in the PSTN. In the latter case the call will pass a BGCF and a MGCF before entering the PSTN.

Upon receipt of an initial request for a dialog, or a standalone transaction, or an unknown method including a Request-URI with an emergency service URN in accordance with draft-ietf-ecrit-service-urn [69] or an emergency number the E-CSCF shall: 

1)
remove its own SIP URI from the topmost Route header;

2)
if the PSAP is the next hop, store the value of the icid parameter received in the P-Charging-Vector header and remove the received information in the P-Charging-Vector header, else keep the P-Charging-Vector if the next hop is an exit IBCF or a MGCF;

3)
if the PSAP is the next hop remove the P-Charging-Function-Addresses headers, if present, else keep the P-Charging-Function-Addresses headers if the next hop is an exit IBCFor an MGCF;

4)
if an IBCF or MGCF is the next hop insert a type 2 orig-ioi parameter into the P-Charging-Vector header. The E-CSCF shall set the type 2 orig-ioi parameter to a value that identifies the sending network. The E-CSCF shall not include the term-ioi parameter;

5)
get location information either as

-
received as a location object from a message body with the content type applica​tion/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]; or

-
derived from the P-Access-Network Network-Info header. 

Editor's Note: The location information can be also received from the LRF. The protocol used to retrieve the location information from the LRF and the external server is not decided yet.

Editor's Note: The location information can also be received from the external server. The address to the external server is received in the Location header as specified in draft-ietf-sip-location-conveyance [89]. The protocol used to retrieve the location information from the external server is not decided yet.

and select, based on location information and optionally type of emergency service:

-
a PSAP connected to the IM CN subsystem network and add the PSAP URI to the topmost Route header; or

-
a PSAP in the PSTN, add the BGCF URI to the topmost Route header and add a PSAP URI in tel URI format to the Request-URI with an entry used in the PSTN/CS domain to address the PSAP;

NOTE 1:
The E-CSCF can require requesting an LRF to get the location information. The LRF can invoke an RDF to convert the location information into a proper PSAP/EC URI. Both the location information and the PSAP URI are returned to the E-CSCF.
Editor's note: The detailed protocol for converting location information into a proper PSAP/EC URI is for further study. Also investigate draft-hardie-ecrit-lost for its applicability.

6)
if the E-CSCF receives a reference number from the LRF the E-CSCF shall include the reference number in the P-Asserted-Identity header;

NOTE 2:
The reference number is used in the communication between the PSAP and LRF.

Editor's Note: The reference number can be received from the LRF. The protocol used to retrieve the reference number is not decided yet.

7)
if due to local policy or if the PSAP requires interconnect functionalities (e.g. PSAP address is of an IP address type other than the IP address type used in the IM CN subsystem), , put the address of the IBCF to the topmost route header, in order to forward the request to the PSAP via an IBCF in the same network;

8)
create a Record-Route header containing its own SIP URI

9)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the E-CSCF is able to release the session if needed; and

10)
route the request based on SIP routeing procedures.

Editor's Note: It needs to be investigated whether the E-CSCF also needs (under specific circumstances) to release an emergency session.

NOTE 3:
Depending on local operator policy, the E-CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.

Upon receipt of an initial request for a dialog, a standalone transaction, or an unknown method, that does not include a Request-URI with an emergency service URN or an emergency number, the E-CSCF shall reject the call by sending a 403 (Forbidden) response.

When the E-CSCF receives the request containing the access-network-charging-info parameter in the P-Charging-Vector, the E-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The E-CSCF shall retain access-network-charging-info parameter in the P-Charging-Vector header.

When the E-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a UE-originated dialog or standalone transaction, the E-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message.

When the E-CSCF receives an INVITE request destined for the UE, the E-CSCF may require the periodic refreshment of the session to avoid hung states in the E-CSCF. If the E-CSCF requires the session to be refreshed, it shall apply the procedures described in RFC 4028 [58] clause 8. 

NOTE 4:
Requesting the session to be refreshed requires support by at least the UE or the PSAP or MGCF. This functionality cannot automatically be granted, i.e. at least one of the involved UAs needs to support it in order to make it work. 

Editor's note: The  E-CSCF may be involved in the following procedures location information retrieval, routing information retrieval and location validation. It is still unclear where these procedures shall be specified.
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