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PROPOSED CHANGE

5.3.1.2
Publication of presence information

When the PUA intends to publish its own view of the presentity's presence information, it shall generate a PUBLISH request by acting as an Event Publication Agent (EPA) in accordance with RFC 3903 [23].

Editor's note: The details of generating presence document are for further study. This material was originally contained within draft-ietf-simple-presence-data-model-07, which was referenced by this specification, but was removed from a later version of the draft. Current work is contained in draft-rosenberg-simple-presence-processing-model.

The PUA shall implement the "application/pidf+xml" content type as described in RFC 3863 [21] ,the Presence Information Data Format (PIDF) extensions defined in draft-ietf-simple-rpid [26].

The PUA may implement the PIDF extensions defined in draft-ietf-simple-cipid [32].

The PUA may implement location information according to the format defined in RFC 4119 [37].

NOTE 1:
The categorization of presence attributes to generic information attributes and communication address specific attributes is done using the <person> and <tuple> elements as defined in draft-ietf-simple -presence-data-model [44]. 

The PUA shall implement draft-ietf-simple-prescaps-ext [25] if it wants to make use of SIP user agent capabilities in the presence document. The extension may be used for describing the type of the service described by the presence tuple.

The PUA may implement draft-ietf-simple-partial-publish [45] if it wants to use the partial publication mechanism. The first partial PUBLISH request shall contain the full state. The PUA uses the "application/pidf-diff+xml" content type as described in draft-ietf-simple-partial-pidf-format [38] . 
The PUA shall update the presence information, either 600 s before the publication expiration time if the publication period indicated from the PS in the response to the PUBLISH request was for greater than 1 200 s, or when half of the time has expired if the publication period was for 1 200 s or less, unless the PUA has determined that an update to the presence information is not required.

When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall publish a tuple or person element for every value it intends to show, all including a different value of the same presence attribute. The PUA shall label different information with different value of the <class> element in every published tuple or person element as defined in draft-ietf-simple-rpid [26]. The PUA shall also authorize different tuples to different watchers or watcher groups by manipulating the subscription authorization policy as defined in subclause 6.3.1.2.

If a local configuration information limiting the rate at which PUA is allowed to generate PUBLISH requests is available, then PUA shall take that information into account. Such local configuration information could be e.g. the shortest time period between consecutive PUBLISH requests.

PROPOSED CHANGE

5.3.1.3
Mapping of presence attributes
The eXtensible Markup Language (XML) Schema Definition of the "application/pidf+xml" format covers the definition of the 3GPP subscriber's presence attributes and the PUA shall perform the following mapping:

-
the communication address (containing communication means, status and contact address) attribute and the priority attribute are represented by a <tuple> element including a basic <status> element and a <contact> elements containing a priority attribute as defined in RFC 3863 [21].


The PUA represents subscriber specific information  by including a <person> element defined in draft-ietf-simple-presence-data-model [44] . The person element may contain e.g. <activities> and <place-type> elements both defined in draft-ietf-simple-rpid [26]. Further PIDF extensions as defined in draft-ietf-simple-cipid [32] can also be used.

NOTE 1:
draft-ietf-simple-presence-data-model [44] defines also a <device> element which can be used to present device specific information.
-
the text attribute is represented by the <note> element as defined in RFC 3863 [21] for <tuple> elements and in draft-ietf-simple-presence-data-model [44] for <person> and <device> elements; and

-
the location attribute is represented by the elements defined in RFC 4119 [37] and the <place-type> element defined in draft-ietf-simple-rpid [26].

NOTE 2:
Only information elements either relevant for the application or recommended by the presence –data model draft-ietf-simple-presence-data-model [44] are included in the PUBLISH request. Attributes not relevant or available (e.g. the text attribute or the location attribute) are omitted.

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this version of the specification.

PROPOSED CHANGE

5.3.2.2
Subscription for presence information state changes and notification acceptance

When the watcher intends to subscribe for presence information state changes of a presentity, it shall generate a SUBSCRIBE request in accordance with RFC 3265 [19] and RFC 3856 [27].

The watcher shall implement the "application/pidf+xml" content type as described in RFC 3863 [21] , the PIDF extensions defined in draft-ietf-simple-rpid [26].

The watcher may implement the PIDF extensions defined in draft-ietf-simple-cipid [32].

The watcher may implement location information according to the format defined in RFC 4119 [37].
The watcher shall implement draft-ietf-simple-prescaps-ext [25] if it wants to make use of SIP user agent capabilities extensions included in the presence document. The extension may be used by the watcher for interpreting the type of the service described by the presence tuple. 
 The watcher may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format [30] and draft‑ietf‑simple-event-filter-funct [31].

The watcher may indicate its support for partial notification using the Accept header field in accordance with draft-ietf-simple-partial-notify [24].

The watcher shall interpret the received presence information according to draft-ietf-simple-presence-data-model [44] and the following:

a)
a <person> element as defined in draft-ietf-simple-presence-data-model [44] means information about the presentity;

b)
a tuple including a <relationship> element defined in draft-ietf-simple-rpid [26] means information about an alternate contact to the presentity;

c)
a tuple contains communication means specific information. The communication means described by the tuple is deduced from the URI scheme of the contact address information present in the <contact> element as defined in RFC 3863 [21]. If the URI scheme of the contact address information provides ambiguous information about the communication means, the watcher shall further examine other elements of the tuple to decide the communication mean. Such elements can be the <methods> element, any of the different media type specific elements as defined in draft-ietf-simple-prescaps-ext [25].

d)
a <device> element as defined in draft-ietf-simple-presence-data-model [44] means information about a device.

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this version of the specification.
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