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1
Agenda

Mr. Gary Jones of T-Mobile welcomed the delegates to Fairfax on behalf of the host. 
The meeting was chaired by Mr. Peter Schmitt, (Chairman, Siemens). Additional support was provided by Mr. Kimmo Kymäläinen (CT4 Secretary, MCC). 

The Vice Chairmen Mr. Toshiyuki Tamura (NEC) and Peter Wild chaired the parallel session on 3rd and 4th meeting days.
1.1
IPR Call

	The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.




1484

Preliminary agenda for CT4 #33
Type:

Agenda
Source: 

CT4 Chairman

Background: 


Discussion:


Status:
Revised to C4-061485
1485

Detailed agenda & time plan for CT4 #33: status at document deadline

Type:

Agenda
Source: 

CT4 Chairman

Background: 


Discussion:


Status:
Revised to C4-061486
1486

Detailed agenda & time plan for CT4 #33: status on eve of meeting

Type:

Agenda 

Source: 

CT4 Chairman

Background: 


Discussion:


Status:
Agreed
2
Allocation of documents to agenda items

1487

Proposed allocation of documents to agenda items for CT4 #32: status at document deadline

Type:

DAD
Source: 

CT4 Chairman

Background: 


Discussion:


Status:

Revised to C4-061488
1488

Proposed allocation of documents to agenda items for CT4 #32 status on eve of meeting

Type:

DAD
Source:

CT4 Chairman

Background: 


Discussion:


Status:

Agreed
3
Meeting Reports

1489
Report    Summary report from CT#33 & SA #33, Palm Springs, US

Type:

Information
Source: 
CT4 chairman

Background: 


Discussion:


Some Specifications are assigned to CT4 with no activities these specifications should be marked as abandon:

· 24.241 Rel-6 3GPP Generic User Profile (GUP) Common objects; Stage 3 Newest version is 0.5.0.

· 29.200 Rel-6 Signalling System No. 7; Mobile Application Part (MAP); Security signalling flows for the Ze interface

It was decided by the CT4 meeting that following specification above can be marked as abandon.


Status:

Noted
1767

Report from CT4#32, Dalian China

Type:

Report
Source: 

MCC

Background: 


Discussion:


Status:

Revised in 1962
1962

Report from CT4#32, Dalian China

Type:

Report

Source: 

MCC

Background: 


Discussion:


Status:

Approved
4
Input liaison statements

1537

Reply LS on Local Service Change

Type:

LS IN
Source: 

TSG CT WG1

Background: 


Discussion:


Status:

Noted
1538

Reply LS on architecture considerations for service level tracing for IMS 

Type:

LS IN
Source: 

TSG CT WG1

Background: 


Discussion:


Status:

Noted
1539

LS on Problem with RTPXtalk over Nb

Type:

LS IN 
Source: 

TSG CT WG3

Background: 


Discussion:


Status:

Postponed to 7.8
1540

LS on allocation of new AVP codes for the Gmb interface

Type:

LS IN
Source: 
TSG CT WG3

Background: 


Discussion:


Status:

Noted
1541

Reply LS on MBMS Service Area Identity semantic definition

Type:

LS IN 
Source: 

TSG CT WG3

Background: 


Discussion:


Status:

Postponed to 7.12
1542

Reply to reply LS on Local Service Change

Type:

LS IN
Source: 

TSG CT WG3

Background: 


Discussion:


Status:

Postponed to 7.8
1543

LS on Problem with FQDN (PACKET Doc 27_004)

Type:

LS IN
Source: 

TSG CT

Background: 


Discussion:


Status:

Noted
1544

LS in    Inclusion of ASI in 3GPP TS 29.060 already from Rel-6

Type:

LS IN 

Source: 

TSG GERAN WG2

Background: 


Discussion:


Status:

Postponed to 8.8
1545

Update on Recommendation H.248.9 "advanced Media Server Pacjages" Amendment 1

Type:

LS IN 
Source: 

ITU

Background: 


Discussion:


Status:

Postponed to 7.10
1546

LS on Problem with FQDN used in GPRS

Type:

LS IN 

Source: 

GSMA

Background: 


Discussion:


Status:

Noted
1547

Reply LS on continuing dialogue regarding IEEE 802.11u requirements

Type:

LS IN 

Source: 

TSG SA WG2

Background: 


Discussion:


Status:

Noted
1548

Reply LS on “Requirements for E.164 routing”

Type:

LS IN 

Source: 

TSG SA WG2

Background: 


Discussion:


Status:

Noted
1549

LS on Restriction of Sharing Public User Identity among Private User Identities

Type:

LS IN 
Source: 

TSG SA WG2

Background: 


Discussion:


Status:

Postponed to 7.2
1550

LS on Allocation of Diameter AVP codes

Type:

LS IN
Source: 

TSG SA WG5

Background: 


Discussion:


Status:

Noted
1551

LS on 3GPP SAE&LTE Workplan

Type:

LS IN

Source: 

TSG SA

Background: 


Discussion:


Status:

Postponed to 6.2.1
1781

Mn Alignment between 3GPP & TISPAN

Type:

LS IN 
Source: 

TISPAN WG3

Background: 


Discussion:


Status:

Postponed to 7.9
1782

LS on LTE user plane protocol

Type:

LS IN
Source: 

TSG RAN WG3

Background: 


Discussion:
NEC: Discussion is still going on in SA2 and it was proposed to note a LS.
Status:

Noted
1783

LS on support for operator determined barring of direct internet access and WLAN 3GPP IP Access

Type:

LS IN 
Source: 

SA1

Background: 


Discussion:


Status:

Postponed to 7.1
1784

LS on no inclusion of ASI in 3GPP TS 29.060 already from Rel-6

Type:

LS IN
Source: 

SA2

Background: 


Discussion:


Status:

Postponed to 8.8
1785

Reply LS on support of grouping identities in the Sh interface

Type:

LS IN 

Source: 

SA2

Background: 


Discussion:


Status:

Postponed to 7.2
1786

LS on Normative specification work for Direct Tunnel solution

Type:

LS IN, 
Source: 

SA2

Background: 


Discussion:


Status:

Postponed to 7.12
1787

LS on Clarification of the interface used between HSS and IP-SM-GW

Type:

LS IN 

Source: 

SA2

Background: 


Discussion:


Status:

Postponed to 7.5
5
Work item management

1513

Update of Voice Call Continuity WID

Type:

WID 

Source: 

Lucent Technologies

Background: 


Discussion:
It was seen by CT WG4 that Camel is not impacted by VCC.
Status:

Endorsed
1770

WID on support of SMS over IP networks

Type:

WID 

Source: 

RIM

Background: 


Discussion:
Question marks after supporting companies shall be removed.

InterDigital is removed as supporting company.

Status:

Revised in 1933

1933

WID on support of SMS over IP networks

Type:

WID 

Source: 

RIM

Background: 


Discussion:

Status:

Agreed
1776

Impact of the MIW-IMS work item on existing TSs.

Type:

Discussion 

Source: 

Ericsson

Background: 


During the work on the multimedia interworking document (TR 29.863) it has been identified that, in order to implement the interworking, other specifications than 29.163 need to be updated. That also includes specifications owned by other working groups.

The document describes the possible impacts on different 3GPP specifications.
Discussion:


Status:

Noted
1777

Revised WID for Multimedia Interworking between IM CN subsystem and circuits witched networks

Type:

WID   
Source: 

Ericsson

Background: 


Discussion:
New WID template has to be used.
Status:

Revised to C4-081793
1793

Revised WID for Multimedia Interworking between IM CN subsystem and circuits witched networks

Type:

WID

Source: 

Ericsson

Background: 


Discussion:
A new WID template has to be used.

Lucent proposed to add responsibility group in comments column.

Status:

Revised to C4-081918
1918

Revised WID for Multimedia Interworking between IM CN subsystem and circuits witched networks

Type:

WID   

Source: 

Vodafone
Background: 


Discussion:


Status:

Endorsed
1849

Updated WID on Enhancements of VGCS in public networks for communication of public authority officials

Type:

WID   

Source: 

Siemens

Background: 


Discussion:


Status:

Endorsed
6
Release 8

6.1
VGCS

1627

Introduction of sending application-specific data to group call members

Type:

INFO
Source: 

Siemens

Background: 


Discussion:


Status:

Noted
1632

Introduction of sending application-specific data to group call members

Type:

CR 29.002 0807r2 Rel-8  

Source: 

Siemens

Background: 


A group member of an active group call is currently not able to send a small amount of data (application-specific data or confirmation) to members of an ongoing group call in parallel to the voice conversation. This is requested by GSM-R operators for shunting purpose. The transmission time of the application-specific data shall be within 500 ms.

Discussion:
Dependence on 43.068 CR0087 (CT1).
Status:

Agreed conditionally
6.2
AoB

6.2.1
Long-Term Evolution/System Architecture Evolution (SAE/LTE)  

1551

LS on 3GPP SAE&LTE Workplan

Type:

LS IN

Source: 

TSG SA

Background: 
Also indicated as C1-061954 and C3-060590.

TSG SA kindly asks all WGs to review the contents of the work plan and provide feedback to relevant Work Item Rapporteurs and the contact person. Should dependencies on other WGs be identified, the relevant WGs should also be informed.


Discussion:


It was agreed that CT groups should send one reply to the LS each without any coordinated action.
It was questioned what extent last weeks SA2 meeting updated the attached excel sheet. The WP must be frequently updated in order for CT groups to be aligned with the latest development in SA2.

The attached SAE/LTE WP is temporary plan that will be integrated in the 3GPP WP by March 2007.

CT4 will update the SAE work plan based on WID C4-061932
Status:

Noted
1931

Reply LS on 3GPP SAE&LTE Workplan

Type:

LS OUT

Source: 

Huawei

Background: 

As proposed by SA, CT4 has reviewed the work plan and revised it from CT4 aspects.


Discussion:
It was agreed to add clarification note in Work plan sheet:
"The green colour indicates the time schedule for TR work. TS work will start when the relevant stage 2 is mature enough."

Status:

Revised in 1937
1937

Reply LS on 3GPP SAE&LTE Workplan

Type:

LS OUT

Source: 

Huawei

Background: 



Discussion:

Status:

Approved
1505

Review of the CT WGs WP for SAE

Type:

Discussion 

Source: 

Huawei

Background: 
Also indicated as C1-061921 and C3-060591.

TSG SA#33 agreed an overall Work Plan for LTE/SAE. The intention of the WP is to give an overview of the work to be done by all WGs. This document will be maintained at SA level with Ericsson as rapporteur. Furthermore for completeness and accuracy, SA asked all WGs to review the WP (SP‑060685) and to amend it if necessary.

The CT WGs are expected to review and to correct the proposed WP in order to provide a more accurate view on the expected work and timescale for SAE.

To progress this, Huawei proposes list of topics in this document. 

Huawei proposes for each topic, a CT WG as leadership based on the current WG ToR. 

Finally in order to give more details on each topic Huawei added more detailed comments and draw equivalence with the current GPRS architecture when it is thought relevant.

Discussion:

One proposal to further expand the number of work tasks for CT1, CT3 and CT4. This does not necessary map to number of WIDs, but the number of work tasks within a one or more WIDs.
Status:

Noted
1743

Protocols of inner Evolved Packet core (EPC) interfaces

Type:

WID
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1744

New interface(s) between Evolved Packet core (EPC) and legacy GPRS system

Type:

WID 

Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1745

Interworking between LTE/SAE and non-3GPP access

Type:

WID
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1764

CN aspects of system architecture evolution

Type:

WID 

Source: 

Nokia

Background: 
Also indicated as C1-062103 and C3-060652.
Discussion:

Ericsson: The nomination of 3 WI rapportteurs based on an individual company opinion is not acceptable and should be removed.

Samsung prefers Huawei's discussion paper C4-061505 to update SA plenary about CT WGs work tasks. In this point when there are too many open issues to agreement of WID is not possible.

Siemens sees the idea of Nokia WID as to discuss and approve the WID that LTE/SAE work can be started. Siemens believes WID needs to be revised but some kind of agreement on this meeting is needed to continue the work on topic.
Lucent challenged if work item is needed when SA plenary can be informed about CT wide work tasks. Lucent sees that technical issues are still open which mean that there are nothing to agree in section 10 at the moment. Lucent also believes that WI rapporteus should be nominated based on names not the companies.

It was seen by the joint meeting that a one joint WID could be useful to make visibility across CT-WG issues.
Lucent: It was proposed that TR could be used as a placeholder for the work before text could be placed in the relevant stage 3 TSs as no text is available in a stage 2 TSs.

Ericsson challenged the benefit with making TR identifying stage 3 issues on work that is unstable in stage 2 level. Potentially this can cause stage 3 to use a lot of work on issues that are very unstable in stage 2.

It was challenged if WID is needed or CT at present should focus on answering the questions from the SA-LS. 

After discussion it was agreed that TR per WG is needed to study LTE/SAE work. CT WGs can propose text which is stable in stage 2 level.

It was also agreed that CT wide work item is needed to start the work officially. It was decided that the open issue list shall be maintained by each CT WGs in an effective manner.

Status:

Revised in 1806
1806

CN aspects of system architecture evolution

Type:

WID 

Source: 

Nokia

Background: 

Discussion:


Status:

Revised in 1851
1851

CN aspects of system architecture evolution

Type:

WID 

Source: 

Nokia

Background: 

Discussion:


Status:

Revised in 1921
1921

CN aspects of system architecture evolution

Type:

WID 

Source: 

Nokia

Background: 

Discussion:


Status:

Revised in 1926
1926

CN aspects of system architecture evolution

Type:

WID 

Source: 

Nokia

Background: 
The WID is updated based on discussion at SAE/LTE joint session.
Discussion:

Ericsson proposed to change Impacts for Access Networks in Section 9 at the moment as "Don't know".
Status:

Revised in 1932
1932

CN aspects of system architecture evolution

Type:

WID 

Source: 

Nokia

Background: 

Discussion:


Status:

Endorsed
1773

Proposal for the way forward SAE work in CT WGs

Type:

Discussion
Source: 

NTTDoCoMo, Huawei, Samsung
Background: 
Also indicated as C1-062256 and C3-060730.
This contribution proposes to study SAE work in CT WGs considering SA2 status. 

In the current SA2 SAE discussion, there are two architecture alternatives being proposed. One is proposed in S2-063695 by Nokia, Ericsson and ETRI. The other is proposed in S2-064098 by Samsung, Cisco, Intel, NEC, NTT DoCoMo, Motorola, Nortel, Panasonic

In NTT DoCoMo point of view, the CTx SAE WID proposed by Nokia (C1-062103) is assuming only the architecture described by S2-063695. This discussion paper proposes that the CTx SAE WID considers both architecture alternatives.
Discussion:


Motorola: The CT WID should focus on issues that are resolved by stage 2. The WID should be neutral on contentious issues.

Status:

Noted
1779

The protocols in Evolved Packet core (EPC) S6 interface

Type:

WID 

Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn

1923

Reply LS on 3GPP SAE&LTE workplan

Type:

LS IN

Source: 

3GPP CT WG6

Background: 


CT6 asked CT4 to involve 3GPP CT6 in the definition of the smartcard-related SAE/LTE functions, as soon as the need for such functions is identified by your working group.

Discussion:


Status:

Noted
7
Release 7

7.1
WLAN

1783

LS on support for operator determined barring of direct internet access and WLAN 3GPP IP Access

Type:

LS IN
Source: 

SA1

Background: 

SA1 asks SA2 and CT4 to consider the above requirements in your ongoing work on ODB for WLAN.
Discussion:
Companies are requested to check till CT4#34 if changes are needed.
Status:

Noted
1531

Registration of Subscribed 3GPP WLAN QoS Profile AVP

Type:

CR 29.230 0082 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn

1532

Definition of Subscribed 3GPP WLAN QoS Profile

Type:

CR 23.008 0184 Rel-7 
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1533

Transfer of subscribed 3GPP WLAN QoS Profile between HSS and 3GPP AAA Server

Type:

CR 29.234 0111 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1534

Registration of Authorized 3GPP WLAN QoS Profile AVP

Type:

CR 29.230 0083 Rel-7  

Source: 

Huawei

Background: 


To download subscribed 3GPP WLAN QoS Profile, and transfer authorized 3GPP WLAN QoS Profile to PDG from 3GPP AAA Server, three new AVPs are defined in 3GPP TS 29.234, and to be registered in 3GPP TS 29.230.

Discussion:
It has to be checked if there are affects on NASREQ RFC.
Existing AVPs should not be deleted but marked as unassigned to be aligned.
Status:

Revised in 1861
1861

Registration of Authorized 3GPP WLAN QoS Profile AVP

Type:

CR 29.230 0083r1 Rel-7  

Source: 

Huawei

Background: 


Discussion:
The value 320 shall be changed as 3XX.
Status:

Revised in 1959
1959

Registration of Authorized 3GPP WLAN QoS Profile AVP

Type:

CR 29.230 0083r2 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1535

Storage of Authorized 3GPP WLAN QoS Profile in I-WLAN network entities

Type:

CR 23.008 0185 Rel-7  

Source: 

Huawei

Background: 


QoS support for I-WLAN is being implemented in stage 3. Subscribed / Authorized 3GPP WLAN QoS Profile shall be stored in related I-WLAN network entities.

Discussion:

After discussion it was decided to send LS to SA2 to ask clarification how WLAN QOS shall be defined. (C4-061860)
Status:

Revised in 1859
1859

Storage of Authorized 3GPP WLAN QoS Profile in I-WLAN network entities

Type:

CR 23.008 0185r1 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1860

LS on QoS attributes for I-WLAN
Type:

LS OUT

Source: 

Huawei

Background: 


Discussion:


Status:

Approved
1536

Wm procedures about authorized 3GPP WLAN QoS Profile

Type:

CR 29.234 0112 Rel-7  

Source: 

Huawei

Background: 


To support QoS provisioning in I-WLAN, the authorized 3GPP-WLAN-QoS-Profile will be sent to PDG from 3GPP AAA Server to make the PDG know QoS parameters of a user for tunnels to the associated W-APN. In addition, subscribed 3GPP WLAN QoS profile shall be defined as the base of authorizing QoS parameters by 3GPP AAA Server

Discussion:
Huawei was not sure if mandatory AVP can be removed.
Hewlett Packard believes the proposed CR may cause backward compatibility problems.

After discussion it was agreed that AVP code is not removed but some clarifications shall be added.
The second sentence in section 10.1.nn shall be removed.

All proposed editor notes shall be taken out.

Status:

Revised in 1938
1938

Wm procedures about authorized 3GPP WLAN QoS Profile

Type:

CR 29.234 0112r1 Rel-7  

Source: 

Huawei

Background: 


Discussion:

Status:

Postponed
1625

Correct the Access and service Authorization information update procedure

Type:

CR 29.234 0113 Rel-7
Source: 

NEC

Background: 


According to the sub-clause 8.3.5, The 3GPP AAA server seems be able to send the unsolicited re-authentication and/or re-authorization request towards the PDG indicating whether the user is to be re-authenticated only, re-authorized only or both. 

However, the PDG cannot perform the re-authentication since the Authentication Request message has to have the EAP payload as the mandatory information element. 

In fact, the Authorization Procedure is only required by the PDG in order to support the Access and service Authorization information update procedure.

Discussion:
Vodafone proposed to add clarification text in the table 8.3.5.1.
Status:

Revised in 1863
1863

Correct the Access and service Authorization information update procedure

Type:

CR 29.234 0113r1 Rel-7

Source: 

NEC

Background: 


Discussion:

Status:

Agreed
7.2
IMS

1785

Reply LS on support of grouping identities in the Sh interface

Type:

LS IN
Source: 

TSG SA WG2
Background: 


Discussion:


Status:

Noted
1796

Request for Diameter Gi code value

Type:

LS IN 

Source: 

CT3

Background: 


Discussion:


Status:

Noted
1808

Reply LS on Request for Diameter Gi code value

Type:

LS Out

Source: 

Vodafone

Background: 


Discussion:


Status:

Approved
1809

Diameter Gi code value

Type:

CR 29.230 0091 Rel-7

Source: 

Vodafone

Background: 


CT3 have identified the need for a new Diameter Success result code to the be used in the Experimental Result Code AVP for the Gi Interface.
Discussion:


Status:

Agreed
1549

LS on Restriction of Sharing Public User Identity among Private User Identities

Type:

LS IN 

Source: 

TSG SA WG2

Background: 


During SA2#54 in 3GPP SA2 a proposal (see attached S2-062860) was discussed to relax the following restriction [23.228, clause 4.3.3.4]:

“If a Public User Identity is shared among the Private User Identities of a subscription, then it is assumed that all Private User Identities in the IMS subscription share the Public User Identity.”

In 3GPP SA2 there was a hesitance to relax this restriction, since this might have serious impacts on stage 3 specifications.
Discussion:

It was seen that proposed solution adds complexity to stage 3. The impacts are mainly on HSS. The new requirements should be motivated.
Status:

Noted
1807

REPLY LS on Restriction of Sharing Public User Identity among Private User Identities
Type:

LS OUT 

Source: 

Nokia
Background: 


Discussion:


Status:

Approved
1524

AS Originating Session

Type:

CR 29.228 0326 Rel-7
Source: 

Huawei

Background: 


In Rel-7, AS originating request on behalf of non-registered user is introduced, and the flows are now specified in Figure 5.16c of the latest 23.228.

But currently in Annex A.4, this message flow is missing.

Discussion:
It was agreed that the third case shall be added.
It was agreed that calling party shall be removed from the existing figure.

Status:

Revised in 1811
1811

AS Originating Session

Type:

CR 29.228 0326r1 Rel-7

Source: 

Huawei

Background: 


Discussion:

Status:

Agreed
1561

Correction of Private Identity description in SAR

Type:

CR 29.228 0327 Rel-7
Source:
 
Huawei

Background: 


In the Table 6.1.2.1 of the TS 29.228, the description of Private Identity about the S-CSCF registration/deregistration notification request is improper and not consistent with the description of the detailed behaviour following the table.

Excerpt from Table 6.1.2.1 of the TS 29.228:”

In case of de-registration, Server-Assignment-Type equal to TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION or ADMINISTRATIVE_DEREGISTRATION, if no Public-Identity AVPs are present then User-Name AVP shall be present.”  

But the above description should also be the same with the other values of Server-Assignment-Type, such as DEREGISTRATION_TOO_MUCH_DATA, TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME, USER_DEREGISTRATION_STORE_SERVER_NAME that are related to the de-registration, which have been clearly stated in the detailed behaviour for each Server Assignment Type value related to the de-registration following the table.

Discussion:
It was agreed that the summary of change have to be corrected.
Status:

Revised in 1812
1812

Correction of Private Identity description in SAR

Type:

CR 29.228 0327r1 Rel-7

Source:
 
Huawei

Background: 


Discussion:

Status:

Agreed without presentation
1623

Add User-Authorization-Type is absent condition to UAR Detailed behaviour 

Type:

CR 29.228 0331 Rel-7 
Source: 

ZTE

Background: 


Discussion:


Status:

Revised in 1626
1624

Clarification on use of Authentication pending flag

Type:

CR 29.228 0332 Rel-7
Source: 

NEC

Background: 


In current specification, there are descriptions how the Authentication pending flag is set and reset. However, there is no description how this flag is referred.

Discussion:
"e.g." shall be changed as "i.e."
Status:

Revised in 1813
1813

Clarification on use of Authentication pending flag

Type:

CR 29.228 0332 Rel-7

Source: 

NEC

Background: 


Discussion:


Status:

Agreed without presentation
1626

Add User-Authorization-Type is absent condition to UAR Detailed behaviour 

Type:

CR 29.228 0331r1 Rel-7
Source: 

ZTE

Background: 


Discussion:


Status:

Postponed
1629

Explicit capability request with LIR

Type:

CR 29.228 0333 Rel-7  

Source: 

Siemens

Background: 


To allow S-CSCF re-assignment when the currently assigned S-CSCF cannot be contacted by the I-CSCF after reception of LIA.

Discussion:

Ericsson believes that solution on topic is needed but more detailed study is needed on different aspects. Also different error cases have to be clarified. Ericsson believes WID for Rel-8 may be needed.
HP sees that some work may be needed in CT1 SIP level.

It was agreed that WID for Rel-8 is needed to have complete solution on topic.

Status:

Postponed
1630

Explicit capability request with LIR

Type:

CR 29.229 0123 Rel-7
Source: 

Siemens

Background: 


Discussion:
See notes in 1629.
Status:

Postponed
1631

Explicit capability request with LIR

Type:

CR 29.230 0084 Rel-7 

Source: 

Siemens

Background: 


Discussion:
See notes in 1629.
Status:

Postponed
1642

Clarification on interaction between DSAI and wildcarded PSI

Type:

CR 29.328 0205 Rel-7
Source: 

Telecom Italia

Background: 


Discussion:


Status:

Withdrawn
1677

User profile data synchronisation

Type:

Discussion    
Source:

Nortel, France Telecom

Background: 


T he paper highlights the need to deal with synchronisation of user profile between the HSS and S-CSCF and points out deficiencies in relying on S-CSCF to instruct HSS about downloading user profile. It also suggests the possibility of allowing the HSS to override the information contained in UDAA AVP received from the S-CSCF.he paper highlights the need to deal with synchronisation of user profile between the HSS and S-CSCF and points out deficiencies in relying on S-CSCF to instruct HSS about downloading user profile. It also suggests the possibility of allowing the HSS to override the information contained in UDAA AVP received from the S-CSCF.

Discussion:

Nortel: The problem is related to UDAA.
Ericsson disagree the problem is UDAA related.

It was agreed by the meeting that when PPA fails there are problems with the user profile data synchronisation between HSS and S-CSCF.

After discussion it was agreed that this kind of error cases should be agreed in part of proposed WID for Rel-8 (see comments in C4-061629).

Status:

Postponed
1678

User profile data synchronisation

Type:

CR 29.228 0334 Rel-7 
Source: 

Nortel, France Telecom

Background: 


Discussion:


Status:

Withdrawn
1679

Unknown user identity

Type:

CR 23.003 0119 Rel-7 

Source: 

Siemens

Background: 


Discussion:


Status:

Revised in C4-061771
1771

Unknown user identity

Type:

CR 23.003 0119r1 Rel-7 

Source: 

Siemens

Background: 


TS 29.163 currently uses "sip:anonymous@anonymous.invalid" both if a user request anonymity, and if the user ID is unknown. If a SIP server implements the ACR supplementary service according to draft-ietf-sip-acr-code-03, it will therefore erroneously also reject calls with unknown user identity.
Discussion:
Alcatel: Reusing of definition on ITU Q1912.5 should be used.

Lucent proposed it should be checked if CT1 and CT3 are involved.
Status:

Revised in C4-061814
1814

Unknown user identity

Type:

CR 23.003 0119r1 Rel-7 

Source: 

Siemens

Background: 


Discussion:

Status:

Agreed
1696

Format of emergency public identity

Type:

CR 23.003 0122 Rel-7
Source: 

Nokia

Background: 


3GPP TS 23.167 specifies that UE shall use a special emergency Public User Identifier in emergency registration request. The format of this emergency identity needs to be defined.

Discussion:
Huawei: The third proposed bullet point is not needed based on 3GPP TS 23.267.

After discussion it was noticed that Emergency calls with UICC have to leave open in this point even informative annex in stage 2 requests it.

Lucent: Emergency routing needs to be checked with CT1.

Ericsson proposed SOS should be used as in WLAN.

· At first ´the proposal was not supported by the meeting because it's use differently in WLAN but after discussion it was clarified that SOS should be used as indicator instead of emergency.
NEC: The new definition has to be routable.

It was agreed that IMS emergency WID should be updated to involve CT4 on it because of better tracking.

Status:

Revised in C4-061815
1815

Format of emergency public identity

Type:

CR 23.003 0122r1 Rel-7

Source: 

Nokia

Background: 


Discussion:
The first case under 13.X shall be removed.
"In case" has to be changed consistently.

Status:

Revised in 1934
1934

Format of emergency public identity

Type:

CR 23.003 0122r2 Rel-7

Source: 

Nokia

Background: 


Discussion:

Status:

Agreed
1697

Converting the public identity to canonical form

Type:

CR 29.228 0335 Rel-7
Source: 

Nokia

Background: 


The handling of the URI transported in the Public-Identity AVP and its relation to the identity stored in the HSS and SLF has not been specified. For example, HSS may have to remove URI parameters from the received URI before using it as a database key. As an another example, HSS should derive Public Identity from the GRUU received in the Public-Identity AVP. Otherwise the desired identity is not found from the HSS.

Discussion:
CableLabs has CR on same topic C4-061755.
Nokia: The reason why this CR does not specify caonicalization so detailed as CableLabs is that it is HSS internal issue how to store identities.

Nokia: If the specific rules are done like proposed in C4-061755, should it be done in 3GPP TS 23.003 or in Cx/Sh specifications?
· Lucent believes TS 23.003 may be the best place to clarify the rules.

After discussion it was proposed that changes proposed in 1697 and 1755 should be split in TS 23.003 and TS 29.228/29.229. 

Cablelabs CR shall be used as basic for future work.

Status:

Postponed
1698

Converting the public identity to canonical form

Type:

CR 29.328 0206 Rel-7  

Source: 

Nokia

Background: 


Discussion:


Status:

Postponed
1699

UDA correction for the case that data does not exist in the HSS

Type:

CR 29.328 0207 Rel-7  

Source:
 
Nokia

Background: 


Table 6.1.1.2 specifies that in UDA, the User-Data AVP will be present in the message only if the requested data exists in the HSS. However, current wording in section 6.1.1.1 step 5 overrides this to say that empty tags should be returned even in cases where the Notif-Eff feature is not used. This is not compatible with Rel-6, where only the functionality described in table 6.1.1.2 is used.

Discussion:
Lucent: Does this CR cause any problems in TS 29.229 7.2.1?
Nokia: This CR applies only in cases when there are no errors in HSS but data does not exist.

Lucent would like to rephrase the proposed text. Offline discussion is needed.
Status:

Revised in 1818
1818

UDA correction for the case that data does not exist in the HSS

Type:

CR 29.328 0207r1 Rel-7  

Source:
 
Nokia

Background: 


Discussion:

Status:

Agreed
1714

Grouping identities update

Type:

CR 29.328 0208 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1715

Optimization of handling of Wildcarded PSIs

Type:

CR 29.228 0336 Rel-7  

Source: 

Ericsson

Background: 


There is a potential optimization of the handling of Wildcarded PSIs that was presented in the CT4#28 meeting in TDOC C4-051207.  This optimization was not implemented in that moment due to the need of IETF work and the need to close Release 6. Since IETF work (draft-camarillo-sipping-profile-key) is already in good status, this contribution proposes to make the need changes in the Cx Interface.

Discussion:
Nokia believes there is no need to rush with this work until IETF work is in more stable state.
France Telecom: The cover page should be updated regarding the IETF draft.

Status:

Revised in 1819
1819

Optimization of handling of Wildcarded PSIs

Type:

CR 29.228 0336r1 Rel-7  

Source: 

Ericsson

Background: 


Discussion:

Status:

Revised in 1914
1914

Optimization of handling of Wildcarded PSIs

Type:

CR 29.228 0336r2 Rel-7  

Source: 

Ericsson

Background: 


Discussion:

Nokia believes that all the additions in section 6.1.2.1 are not needed. There is no information element of public identity in the table. The definition of Public Identity is described in TS 23.003.

Ericsson believes definition in TS 23.003 is not clear enough if Wildcarded PSI is included in Public Identity.

The principle of CR was agreed but agreement of the content of CR was not agreed.
Status:

Revised in 1961
1961

Optimization of handling of Wildcarded PSIs

Type:

CR 29.228 0336r3 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1716

Optimization of handling of Wildcarded PSIs

Type:

CR 29.229 0124 Rel-7
Source: 

Ericsson

Background: 


There is a potential optimization of the handling of Wildcarded PSIs that was presented in the CT4#28 meeting in TDOC C4-051207.  This optimization was not implemented in that moment due to the need of IETF work and the need to close Release 6. Since IETF work (draft-camarillo-sipping-profile-key) is already in good status, this contribution proposes to make the need changes in the Cx Interface.

Discussion:


Status:

Revised in 1820
1820

Optimization of handling of Wildcarded PSIs

Type:

CR 29.229 0124r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1717

Rel-7 Optimization of handling of Wildcarded PSIs

Type:

CR 29.230 0085 Rel-7
Source: 

Ericsson

Background: 


There is a potential optimization of the handling of Wildcarded PSIs that was presented in the CT4#28 meeting in TDOC C4-051207.  This optimization was not implemented in that moment due to the need of IETF work and the need to close Release 6. Since IETF work (draft-camarillo-sipping-profile-key) is already in good status, this contribution proposes to make the needed changes in the Cx Interface.

Discussion:


Status:

Revised in 1821
1821

Rel-7 Optimization of handling of Wildcarded PSIs

Type:

CR 29.230 0085r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1722

Emergency Registrations

Type:

CR 29.228 0339 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1723

Emergency Registrations

Type:

CR 23.003 0123 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1739

Authentication pending flag in the IMS user profile

Type:

CR 23.008 0191 Rel-7
Source: 

France Telecom

Background: 


The use of the Authentication pending flag is defined and used in the 3GPP TS 29.228 but the related parameter is not defined in the 3GPP TS 23.008.

Discussion:

Nokia and HP: This should be aligned with TS 29.228. Definition shall be removed from TS 29.228.
Status:

Revised in 1822
1822

Authentication pending flag in the IMS user profile

Type:

CR 23.008 0191 Rel-7

Source: 

France Telecom

Background: 


Discussion:


Nokia and HP: This should be aligned with TS 29.228. Definition shall be removed from TS 29.228.

Discussion will continue on CT4 explorer and revised CRs  may be provided in CT4#34.

Status:

Withdrawn
1823

Removal of Authentication pending flag in the IMS user profile

Type:

CR 29.228 0344 Rel-7

Source: 

France Telecom

Background: 


Discussion:


Status:

Withdrawn
7.3
Subscriber certificates / GAA

1676

Zh/Zn Diameter Application Id

Type:

CR 29.109 0032 Rel-7
Source: 

Nortel

Background: 


The handling of the URI transported in the Public-Identity AVP and its relation to the identity stored in the HSS and SLF has not been specified. For example, HSS may have to remove URI parameters from the received URI before using it as a database key. As an another example, HSS should derive Public Identity from the GRUU received in the Public-Identity AVP. Otherwise the desired identity is not found from the HSS.

Discussion:

CR causes a hanging paragraph which should be avoided. It was agreed that a new chapter after section 6 shall be added. The format has to be clarified (6A or 6.1A).
Status:

Revised in 1886
1886

Zh/Zn Diameter Application Id

Type:

CR 29.109 0032r1 Rel-7

Source: 

Nortel

Background: 


Discussion:


Status:

Agreed
1693

Definition of GAA Service Type Code for Liberty Alliance Interworking

Type:

CR 29.109 0033 Rel-7
Source: 

Nokia, Siemens

Background: 


The GAA Liberty Alliance interworking requires a GSID to have a field for the user identity at the Identity Provider, for this a GAA Service Type is required.
Discussion:
Category shall be changed as "F".
Status:

Agreed
1694

Corrections to GAA authentication context schema

Type:

CR 29.109 0034 Rel-7  

Source: 

Nokia, Ericsson

Background: 


The original GAA authentication context schemas had errors and did not pass XML schema validator checks. The GAA schemas are now aligned according to the latest version of the Liberty schemas. Also, the unnecessary elements that were not seen as required were moved, and onlyt the following elements are included in the schemas:

1) GBAMechanismType: describes the GBA bootstrapping mechanism (identifies the method used over Ub reference point)

2) AuthenticatorTransportProtocolType: describes the authentication mechanism that was used authenticate the UE towards the Liberty Identity Provider (identifies the method used over Ua reference point)

3) KeyActivationType: describes the mechanism to achieve two factor authentication (valid in *TwoFactor* authentication schemas)

Discussion:


Status:

Agreed
1695

WSDL definition enhancements for Zn interface

Type:

CR 29.109 0035 Rel-7  

Source: 

Nokia

Background: 


Web Service interface definition for Zn interface contains an USS List element that is encoded as the native XML. Thus, the NAF using this web service interface must support USS handling (at least in the web service client part). According to TS 33.220, the NAF is not required to support USS handling, the web service interface should not mandate the usage of the element as it done now. Thus, the ussList element is changed to by the type of "xs:string" containing the possible USS List in textual form which is parsed by the NAF application logic if chooses to do so. This also limits the parameter types in the web service interface for Zn to simples type excluding the "extension" parameter.

Discussion:
It was clarified that CR does not cause any backward compatibility problems.

Status:

Agreed
7.4
CAMEL

1659

Suppression of all terminating services for gsmSCF-initiated calls

Type:

Discussion    
Source: 

Nortel Networks

Background: 


This document presents for discussion and approval the best approach to the issue of suppressing all supplementary terminating services in gsmSCF-initiated call scenarios.  

In gsmSCF-initiated call scenarios it may be beneficial to obtain an MSRN in order to route a call directly to the VMSC of the subscriber. If the subscriber’s subscription includes terminating services then the gsm-SCF needs to instruct the HLR to suppress them.  This requirement is facilitated through the Suppress Incoming Call Barring IE, the Call Diversion Treatment Indicator IE and the Suppress T-CSI IE in the gsmSCF SRI request.

Discussion:


Lucent requested if requirements are available for this service.
 Are the requirements coming from operator or from Nortel.

Nokia supports Bit string option because is less complex solution.

After discussion it was seen that stage 1 requirements are not needed for this phase 4 Camel enhancements because stage 2 and stage 3 are under CT4 control.

Principle of discussion paper was agreed and bit string option was seen as the way for further work.

Status:

Noted
1660

Optional Suppress All parameter in SRI

Type:

CR 23.018 0154 Rel-7
Source: 

Nortel Networks

Background: 
Withdrawn after bit string was seen as primary option.
Discussion:


Status:

Withdrawn
1661

Optional Suppress All parameter in SRI

Type:

CR 29.002 0831 Rel-7
Source: 

Nortel Networks

Background: 
Withdrawn after bit string was seen as primary option.
Discussion:


Status:

Withdrawn
1662

Optional Suppress All parameter in SRI

Type:

CR 23.078 0809 Rel-7  

Source: 

Nortel Networks

Background: 
Withdrawn after bit string was seen as primary option.
Discussion:


Status:

Withdrawn
1663

Optional Suppress Terminating Services Bit String in SRI

Type:

CR 23.018 0155 Rel-7
Source: 

Nortel Networks

Background: 


For a gsmSCF-initiated call, the gsmSCF can suppress barring and forwarding terminating services in the HLR, in order to obtain an MSRN for the served subscriber. However, there is no functionality to enable all the terminating services to be suppressed, in order to obtain the MSRN.
Discussion:


Status:

Agreed
1664

Optional Suppress Terminating Services Bit String in SRI

Type:

CR 29.002 0832 Rel-7
Source:

Nortel Networks

Background: 


Discussion:
The name of the parameter shall be changed from " SuppressAllMTSS" to " SuppressMTSS".
Status:

Revised in 1903
1903

Optional Suppress Terminating Services Bit String in SRI

Type:

CR 29.002 0832r1 Rel-7

Source:

Nortel Networks

Background: 


Discussion:


Status:

Agreed
1665

Optional Suppress Terminating Services Bit String in SRI

Type:

CR 23.078 0810 Rel-7
Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1904
1904

Optional Suppress Terminating Services Bit String in SRI

Type:

CR 23.078 0810r1 Rel-7

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Agreed
1674

Reservation of outcome codes for GSM-Railway

Type:

CR 23.094 0004 Rel-7

Source: 

Nortel

Background: 


Discussion:


Status:

Agreed
7.5
SMS

1553

GPP TR 23.840 on Minor corrections and clarifications to the proposed architectures

Type:

Discussion 

Source: 

Vodafone

Background: 


Discussion:


Status:

Revised in 1894
1894

GPP TR 23.840 on Minor corrections and clarifications to the proposed architectures

Type:

Discussion 

Source: 

Vodafone

Background: 


It is proposed by Vodafone to agree the following modifications:

· Clarification in both Transparent Mode and Non‑Transparent Mode that the MAP_SRI_For_SM is to be "rerouted" instead of "forwarded". This is to better convey to the reader that the HLR itself is not re‑issuing the MAP_SRI_For_SM and expecting the response, but rather the SMS Router should receive the original message and respond to the SMS‑GMSC. This clarification brings the TR more in line with the functionality already used in (M)NP today (both 3GPP defined and real‑world implementations).

· Clarification in both Transparent Mode and Non‑Transparent Mode that the same MAP AC version is used when the HLR forwards on the received MAP_SRI_For_SM from the SMS‑GMSC to the SMS Router.

· Clarification in both Transparent Mode and Non‑Transparent Mode that the exact method by which the HLR determines whether or not to reroute the MAP_SRI_For_SM is "operator specific".

· Clarification in both Transparent Mode and Non‑Transparent Mode that the MAP dialogue between the SMS‑GMSC and the HLR is closed when the HLR forwards on the received MAP_SRI_For_SM to the SMS Router. The dialogue is not needed as the SMS Router replies to the SMS‑GMSC rather than the HLR.

· Definition in both Transparent Mode and Non‑Transparent Mode of the error code to be returned by the SMS Router when the optional check of the GT of the SMS‑GMSC that the MAP_MT_Forward_Short_Message originated from against the stored GT of the SMS‑GMSC that supposedly issued the MAP_SRI_For_SM. The error code is proposed to be "Unidentified Subscriber".

· Clarification in sub‑clause 6.9 (impacts on MAP) that the SMS Router will have to support the MAP AC version for "shortMsgGatwayContext" as the HLR.

· Removal of the Editor's Note in sub‑clause 6.9 (what is proposed can be decided upon when defining CRs to TSs).

· Clarification that pre‑delivery analysis on SM content (e.g. for Spam control) in Transparent Mode can only be performed on each SM individually.

· Numerous minor editorial corrections throughout the text.

It should be noted that the proposed changes in this TDoc have been checked to ensure that they do not conflict with the proposed changes in TDoc C4 061896.

Discussion:


Status:

Agreed
1554

CR to 3GPP TR 23.840 on Clarifications to the setting of SMS related flags in the HLR

Type:

Discussion 

Source: 

Vodafone

Background: 


It is proposed by Vodafone to agree the following modifications:

· Clarification in both Transparent Mode and Non‑Transparent Mode that the Service Centre Address in the redirected MAP_SRI_For_SM shall hold the value as received in the MAP_SRI_For_SM from the HPLMN of the sending MS.

· Clarification of the handling for the "Additional Number" parameter.

· Removal of the optional MAP_SRI_For_SM procedure by the SMS Router after it receives the MAP_MT_Forward_Short_Message message. The reason for this is that when the receiving MS is marked as detached in the HLR, upon receiving the MAP_SRI_For_SM the HLR would set the MWD to the received Service Centre Address and consequently notify the node at this address when the MS re‑attaches. This notification is a waste of signalling and would be unexpected by the SMS‑GMSC. Removing this optional check has the added benefit of simplifying both architectures and also synergises the two routing information retrieval procedures. If the optional checks were to be kept in, then to avoid unwanted signalling and unwanted setting of the MWD, some kind of flag would have to be added into the MAP_SRI_For_SM message and thus impact the HLR more than is already stated.

· Addition of the error handling in Non‑Transparent Mode for when the receiving MS is no longer available at the network node that was identified in the previous routing information retrieval procedure. The SM(s) is/are forwarded on to an SMS‑SC for later delivery. It should be noted that Transparent Mode is not affected in this scenario, as current MT SMS procedures take care of the error handling.

· Addition of a new section discussing the impacts on setting of MWI the HLR.

· Some minor editorial corrections.

It should be noted that the proposed changes in this TDoc have been checked to ensure that they do not conflict with the proposed changes in TDoc C4‑061894.

Discussion:


Status:

Revised in 1896
1896

CR to 3GPP TR 23.840 on Clarifications to the setting of SMS related flags in the HLR
Type:

Discussion 

Source: 

Vodafone

Background: 


Discussion:


Status:

Agreed
1787

Clarification of the interface used between HSS and IP-SM-GW

Type:

LS IN 

Source: 

SA2

Background: 


SA2 kindly asks CT4 to consider the described functionality required when updating / producing protocols to be used between IP-SM-GW and HSS.

Discussion:


Status:

Noted
1657

Support of SMS over IP networks

Type:

CR 23.008 0170r3 Rel-7
Source: 

Nokia

Background: 


To support the stage 2 requirements for SMS over IP networks functionality HLR must be able store the address of the external SM-GW (IP-SM-GW).

Discussion:


Status:

Agreed
1658

Support of SMS over IP networks

Type:

CR 29.002 0795r3 Rel-7
Source: 

Nokia

Background: 


To support the stage 2 requirements for SMS over IP networks functionality external SM-GW (IP-SM-GW) needs to be able to register itself (with its address) as a possible route for MT-SM sending.

Discussion:

Siemens there are some dependencies in discussion papers 1894 and 1896. The outcome of TR may have some affect on CR.
It was seen that dependencies have to be clarified in TR.
Status:

Revised in 1898
1898

Support of SMS over IP networks

Type:

CR 29.002 0795r4 Rel-7

Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1839

Handling SMs with the Priority Bit field set

Type:

Discussion 

Source: 

Vodafone

Background: 


A problem has been found in the Transparent Mode of the proposed MT SMS architecture in 3GPP TR 23.840. The problem relates to SMs that have been sent with the priority bit field sent. The problem is thus:

When an SM is sent with the Priority service field set, the HLR always gets informed by the SMS-GMSC when the message has been delivered. This is part of the current procedures today. Now, this presents a problem in Non‑Transparent Mode where all Forward_SM messages are positively acknowledged by the SMS Router, because if the SM fails to get delivered due to e.g. Absent Subscriber for SM, the SMS-GMSC is unaware of the failure. As far as SMS‑GMSC is concerned, the SM was successfully delivered, so it sends a Report-SM-Delivery-Status message to the HLR informing the HLR of the successful delivery.

This in turn triggers the HLR to inadvertently think that the MS is reachable again and therefore unsets the MW flags and alerts all the GTs stored in the MWD that the MS is reachable again (when really it isn't!). Of what follows is an endless loop of unsuccessful delivery followed by alerting followed by unsuccessful delivery followed by alerting .......and so on!

In order to fix this, it is proposed to prohibit the use of Non‑Transparent Mode when the SM is sent with priority by enabling the SMS Router to store whether or not a received MAP_SRI_For_SM has the Priority set (along with the MSISDN etc that is already being stored), and when the associated MAP_Forward_SM message(s) arrive, the SMS Router (when it has retrieved the stored data) will know to use only Transparent Mode for delivery.

This of course impacts the Conclusion section now, in that it is now mandatory for an SMS Router to support Transparent Mode, where previously an SMS Router could support only one mode or both.

Discussion:
Nokia and Siemens believe in it is not recommended to introduce non transparent mode.
It was agreed not to specify transparent mode in the recommendation section. 

Status:

Revised in 1899
1899

Handling SMs with the Priority Bit field set

Type:

Discussion 

Source: 

Vodafone

Background: 


Discussion:
 

Status:

Agreed
1900

3GPP TR 29.840 v2.0.0

Type:

Discussion 

Source: 

Vodafone

Background: 
TR 29.840 has to be sent out before 10th November 2006 18:00 CET.
Discussion:
 It was seen that TR is 100% ready and can be sent to CT#34 for approval.

Status:

Agreed
7.6
MAP , TCAP security gateway concept

7.7
LCS

7.8
CSSPLIT, 

1539

LS on Problem with RTPXtalk over Nb
Type:

LS IN 

Source: 

TSG CT WG3

Background: 


Discussion:


CT4 did not find justification for concern regarding RTP cross talk due to fast re-seizure of RTP terminations. This is due to the assumption that implementation of bearer control protocols and call control procedures, to seize and release resources, should ensure that there is not an end to end connection remaining; that any data source is still attached to the re-seized RTP termination that could be generating RTP payload. It is left to implementations to determine if extra checking for this is required however such additional checks or intentional delays to re-seizure of terminations are not specified by CT4 due to the intention to maintain network efficient characteristics (availability, processing speed etc).

CT4 does not endorse the draft package H.248.43 on RTPXtalk however CT4 does not exclude that in rare cases this may occur and therefore it does not preclude implementations from performing such tasks as checking Source UDP port addresses.

CT4 would like to leave the decision regarding Nb Multiplexing to CT3 with the information that although implementations are not mandated to make use of the source UDP port for such purposes there may be implementations that do so.

Reply LS to CT3 is sent as C4-061902

Status:

Noted
1853

Reply LS on Problem with RTPXtalk over Nb
Type:

LS OUT 

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1902
1902

Reply LS on Problem with RTPXtalk over Nb
Type:

LS OUT 

Source: 

Ericsson

Background: 


Discussion:


Status:

Approved

1542

Reply to reply LS on Local Service Change

Type:

LS IN
Source: 

TSG CT WG3

Background: 


Discussion:


Since the MGW-A will have to generate the video stream in the CN toward the B-side when Local Service Change occurs and also stop the video stream from the B-party, it is identified as an interworking function within the MGW-A. It also requires that the MGW-A has to be informed and so involved in the H.324-M negotiation at call setup and be able to monitor this negotiation of the ongoing call. This new requirement has important impact on MGW-A. 

CT4 notes that in Local Service Change description of R2-061120 it is expected that the MSC server is not involved in this service (at least at the time when Local Service Change occurs), nevertheless if the interworking function shall be inserted in the MGW it means that MSC server and the Mc interface are also impacted in order to trigger the insertion of such interworking function at call setup. It is also recognized that the interworking function shall be permanently present for the entire duration of the call and this for all multimedia calls, which will require intensive resource of the Media Gateway.

Such interworking function may also be seen as a TrFO Break Equipment that needs to monitor IuUP/NbUP frames.

CT4 does not believe this analysis of the impacts is by any means exhaustive as the discussion was relatively short; certainly if this work were to be started a feasibility study would be required in CT4.

Reply LS to CT3 is sent as C4-061939

Status:

Noted
1856

Reply to reply LS on Local Service Change

Type:

LS OUT

Source: 

Orange

Background: 


Discussion:


Status:

Revised in 1939
1939

Reply to reply LS on Local Service Change

Type:

LS OUT

Source: 

Orange

Background: 


Discussion:


Status:

Approved
1556

Reply to reply LS on Local Service Change

Type:

LS OUT 

Source: 

TSG CT WG3

Background: 


Discussion:
Revised because same tdoc number was allocated to 2 different documents.
Status:

Revised in 1939
1939

Reply to reply LS on Local Service Change

Type:

LS OUT 

Source: 

TSG CT WG3

Background: 


Discussion:

Status:

Approved
1498

Call model for VGCS/VBS in SPLIT architecture

Type:

Discussion
Source: 

Huawei

Background: 


The paper discusses on VGCS/VBS in SPLIT architecture. 3GPP TS 43.068 specifies the procedure of the Voice group call service and 3GPP TS 43.069 specifies the procedure of the Voice broadcast call. For the SPLIT architecture, it should follow these procedures and the procedure between MSC and MGW also should be considered.

Discussion:

It was clarified that multicast is not fully covered by H.248. Huawei believes some enhancement is needed.
Status:

Noted
1499

Call model for VGCS/VBS in SPLIT architecture

Type:

CR 23.205 0166 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1502

Enhancements for VGCS/VBS in SPLIT architecture

Type:

CR 23.205 0159r4 Rel-7
Source: 

Siemens

Background: 


For VGCS and VBS all service subscribers in a cell are listening to one downlink channel. TS 43.068 states that the MSC decides in the one channel model when a service user shall use the uplink of the common downlink. Since all other service subscribers in the cell are listening to the downlink the speech from uplink needs to be send on the associated downlink channel.

Discussion:


Status:

Revised in 1857
1857

Enhancements for VGCS/VBS in SPLIT architecture

Type:

CR 23.205 0159r5 Rel-7

Source: 

Siemens

Background: 


Discussion:


Status:

Agreed after email approval
1503

Enhancements for VGCS/VBS in SPLIT architecture

Type:

CR 29.232 0376r5 Rel-7
Source: 

Siemens

Background: 


Discussion:


Status:

Revised in 1858
1858

Enhancements for VGCS/VBS in SPLIT architecture

Type:

CR 29.232 0376r8 Rel-7

Source: 

Siemens

Background: 


Discussion:


Status:

Agreed after email approval
1525

Discussion on hanging termination and RTPXtalk in Nb interface

Type:

Discussion
Source: 

Huawei

Background: 

The paper discusses on hanging termination and RTPXtalk in Nb interface and intends to find a general solution.
Discussion:
CT4 does not endorse H248.43. H248.36 is already recommended in CT4 specifications.

Status:

Noted
1602

Example of in-band information sending with topology descriptor

Type:

CR 23.205 0167 Rel-7
Source: 

Alcatel

Background: 


It was clarified at the CT4#32 meeting that the topology descriptor can also be used for sending tones and playing announcements. An example is now added in this specification to illustrate this scenario.
Discussion:
It was agreed that the last proposed sentence shall be removed.
Status:

Revised in 1862
1862

Example of in-band information sending with topology descriptor

Type:

CR 23.205 0167r1 Rel-7

Source: 

Alcatel

Background: 


Discussion:

Status:

Agreed
1648

Removal of TBD for Number of Commands Per Transaction

Type:

CR 29.232 0474 Rel-7
Source: 

Ericsson

Background: 


Mc profile still contains value TBD for number of commands per transaction. At CT4#31bis it was proposed to limit this number in Mc profile but this was not agreed as there are scenarios where the limit depends on the connected terminations such as during service change. The control of the number of replies can be limited by the request from the server and also by the response from the MGW, therefore it is not required to limit this within Mc profile.

Discussion:


Status:

Revised in 1866
1866

Removal of TBD for Number of Commands Per Transaction

Type:

CR 29.232 0474r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1653

Correction to Hanging Termination Package Usage

Type:

CR 29.232 0475 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1654

Hanging Termination handling in 3GPP profiles

Type:

Discussion
Source: 

Ericsson

Background: 


In Rel7 it was agreed to add as an option the support of Heart Beat Indication as defined in Hanging Termination Detection package H.248.36, although the option was added with a strong recommendation that it should be supported. This paper identifies the fact that procedures for this function are not defined and thus correct operation and interoperability cannot be guaranteed.

Discussion:


Ericsson: The use of H248.36 need to be clearly described or the package shall not be referenced until this is done.

Alcatel: Hanging termination is a termination allocated by a MGC which is no more visible to the MGC.

Ericsson: how can a hanging termination released which was added by an MGC which is down?

Alcatel: MGC is always responsible and only allowed to release termination

Ericsson: a MGC is not allowed to clear a termination when it does not allocate it subtract can only send when there is a record. Subtract can not be send in NULL state.

Alcatel does not agree. 

Alcatel could agree on a statement clarifying that the  MSC-server is always responsible for cleaning  up.

Status:

Noted
1877

LS on 3GPP Support of H.248.36

Type:

LS OUT

Source: 

Ericsson

Background: 


3GPP CT4 have intended to support the package H.248.36 for detecting and releasing hanging terminations. The package is included in 3GPP Release 7 profiles. However on further consideration of the package CT4 discovered some text in the package misleading and would like to check the exact requirements and intention of the package.

In particular in section 5.6.1it is discussed that hanging records in the MGC can be detected by auditing the MG whereas "[i]n the case the MGC is unable to detect these terminations, the MG needs to be able to detect and clean up terminations that are hanging." Further the same section identifies specific error codes received from the MGC that would indicate to the MG that there is a potential hanging. This would allude to the need for an MG controlled release of such hanging terminations. However, in section 5.6.2 it is clearly stated that "… the MGC shall be responsible for correcting the mismatch." This would appear to contradict section 5.6.1 which may be understood as the justification for the new package, i.e. the solution did not match the requirement.

It was raised in CT4 that there are scenarios where the MG's resources are shared by multiple MGCs and although the MG's termination record may indicate that it should be connected to a certain MGC when it receives the notification response indicating one of the error codes mentioned in the package it is clear that the termination is no longer under that MGC's control. Therefore it is questioned by some members of CT4 whether it is in fact correct that the MGC should then subtract this termination. Further, there was concern by some members of CT4 that in the event of a restart in an MGC that rolls back to a Release 6 version of the software it may arise that the MGC does not follow the release procedures to subtract the termination and therefore the termination will remain hanging in the MGW.

Discussion:


Status:

Approved
1655

Line Test Procedures

Type:

CR 23.205 0168 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1656

Line Test Procedures

Type:

CR 29.232 0476 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1666

Detailed Congestion Reporting 

Type:

CR 23.205 0169 Rel-7
Source: 

Nortel Networks

Background: 


At present, the MG is limited in its ability to provide detailed information on resource utilisation to the MGC.  The inclusion of the H248.32 package as an optional UMTS package would allow the MGC to identify opportunities for and implement resource optimisation during periods of congestion . For example, if a MGW supports IWF function H.248.32 will allow the utilisation of IWF resources to be reported independently of say, reports for non-IWF calls.  This additional information could then be used by the MGC when deciding whether to place an additional IWF call.
Discussion:


Status:

Revised in 1878
1878

Detailed Congestion Reporting 

Type:

CR 23.205 0169r1 Rel-7

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Postponed
1667

Detailed Congestion Reporting

Type:

CR 29.232 0477 Rel-7
Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1879
1879

Detailed Congestion Reporting

Type:

CR 29.232 0477r1 Rel-7

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Postponed
1757

Logical Port ID not defined within Termination ID structure

Type:

Discussion
Source: 

Siemens

Background: 


Discussion:
It needs to be investigated if H248.41 shall be used for support of logical ports.
Status:

Noted
1758

Logical Port ID not defined within Termination ID structure

Type:

CR 29.232 0484 Rel-7
Source: 

Siemens

Background: 


Discussion:


Status:

Withdrawn
1759

Event Tunnel indicaytion for type BICC IP

Type:

CR 29.232 0485 Rel-7
Source: 

Siemens

Background: 


Event Tunnel indication shall be supported for IP transport this is also stated in Table 14.2.1. In the annex C 7.2 the termination type is indicated as BICC. It is proposed to change it to BICC IP to reflect that the event is used for IP transport.
Discussion:
Cover page needs to be corrected.
Status:

Revised in 1883
1883

Event Tunnel indicaytion for type BICC IP

Type:

CR 29.232 0485r1 Rel-7

Source: 

Siemens

Background: 


Discussion:


Status:

Agreed
1765

Tunnel Option shall be used with Add.Req only

Type:

CR 29.232 0486 Rel-7
Source: 

Siemens

Background: 


In case of IP in core, MGC is aware about Fast or Delayed Establishment procedure before sending Add.Req towards MGW. The selected Fast or Delayed Establishment procedure is not changed afterwards. Tunnel Option containing Fast/Delayed shall be sent with Add.Req and not changed with Mod.Req.

Discussion:


Status:

Agreed
1766

IP transport package properties not used within Mov.Req

Type:

CR 29.232 0487 Rel-7
Source: 

Siemens

Background: 


IP transport package property usage has been specified for “Prepare IP transport” and “Modify IP transport address” procedures (chapter 15.2.7.5). These procedures can be combined with Add.Req (“Prepare IP transport”, chapter 14.2.41) and Mod.Req(“Modify IP transport address”, chapter 14.2.42) but not with Mov.Req.

Discussion:


Status:

Agreed
7.9
Mn Interface

1781

Mn Alignment between 3GPP & TISPAN

Type:

LS IN
Source: 

TISPAN WG3

Background: 


Discussion:
Huawei proposed to add this codecs in TS 29.332 and in TS 29.163.
Alcatel: The pointer reference should be added in TISPAN stage 2 specifications.

Status:

Noted
1913

Reply LS on Mn Alignment between 3GPP & TISPAN

Type:

LS OUT

Source: 

Ericsson

Background: 


Discussion:

Status:

Approved
1595

Alignment of Mn towards TISPAN Endorsement

Type:

CR 29.332 0068 Rel-7
Source:

Ericsson

Background: 


Discussion:


Status:

Revised in 1906
1906

Alignment of Mn towards TISPAN Endorsement

Type:

CR 29.332 0068r1 Rel-7

Source:

Ericsson

Background: 


Discussion:


Status:

Agreed
1596

Setting of 3GPP mandatory parameters to conditional

Type:

CR 29.332 0069 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1907
1907

Setting of 3GPP mandatory parameters to conditional

Type:

CR 29.332 0069r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1622

CR miss implementation Call independent procedures and packages

Type:

CR 29.332 0074 Rel-7
Source: 

Nokia

Background: 


A part of CR 0051 (C4-061087 from CT4#32) concerning the call independent procedures has been not implemented.

In mandatory package table Tone detection package includes besides tonedet also threegtfoc package ID.
Discussion:


Status:

Agreed
1647

Removal of TBD for Number of Commands Per Transaction

Type:

CR 29.332 0075 Rel-7
Source: 

Ericsson

Background: 


Discussion:
It was agreed that limit for commands in 3GPP is 10.
It is unlimited for unspecified.

Status:

Revised in 1908
1908

Removal of TBD for Number of Commands Per Transaction

Type:

CR 29.332 0075r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1954
1954

Removal of TBD for Number of Commands Per Transaction

Type:

CR 29.332 0075r2 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1651

Correction to use of B-line

Type:

CR 29.332 0078 Rel-7 
Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1652

Correction to Hanging Termination Package Usage

Type:

CR 29.332 0079 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Withdrawn
1788

Missing Procedures Towards IMS

Type:

CR 29.332 0080 Rel-7

Source: 

Ericsson

Background: 


CR agreed at previous meeting CR#054 was not implemented in v7.4.0 of the specification. The CR added missing procedures towards IMS terminations.
Discussion:


Status:

Agreed
7.10
Mp Interface

1545

Update on Recommendation H.248.9 "advanced Media Server Pacjages" Amendment 1

Type:

LS IN
Source: 

ITU

Background: 


Discussion:


Status:

Revised in 1772
1772

Update on Recommendation H.248.9 "advanced Media Server Pacjages" Amendment 1

Type:

LS IN
Source: 

ITU

Background: 


Discussion:
Ericsson would like to have clarification for requirements.
Huawei clarified that some of the requirements are coming from TISPAN and some of them based on 3GPP requirements. These should be online with current 3GPP requirements.

Nokia believes TISPAN had some Liaison exchange on topic to towards ITU.

Ericsson proposed to send LS to ITU SG16 to ask more clarification.

Liaison Statement (C4-061795) shall be sent to ITU.

Status:

Noted
1946

Questions regarding LS Update on Recommendation H.248.9 "advanced Media Server Packages" Amendment 1

Type:

Discussion

Source: 

Huawei

Background: 


Discussion:

Status:

Revised in 1963
1963

Questions regarding LS Update on Recommendation H.248.9 "advanced Media Server Packages" Amendment 1

Type:

Discussion

Source: 

Huawei

Background: 


Discussion:

Status:

Agreed after email approval
1795

Reply LS on Update on Recommendation H.248.9 "advanced Media Server Packages" 


Amendment 1

Type:

LS OUT    

Source: 

Huawei

Background: 


Discussion:
Content of the attached document shall be discussed on email until 08th November 18:00 CET.
Controversial points shall be deleted.

Status:

Approved
1490

Procedure of Playing Multimedia

Type:

Discussion    
Source: 

Huawei

Background: 
The paper defines the procedure of playing multimedia for the Mp interface.
Discussion:
Ericsson: the wording "signalling" should be changed as "start multimedia".
The comments are given by offline because lack of time.

Status:

Revised in 1797
1797

Procedure of Playing Multimedia

Type:

Discussion    

Source: 

Huawei

Background: 


Discussion:

Status:

Agreed
1491

Procedure of Audio Record

Type:

Discussion    
Source: 

Huawei

Background: 
The paper defines the procedure of audio record for the Mp interface.
Discussion:
Huawei clarified that the recording is valid only a one direction only.
It was seen that timeout needs to be clarified.

It was seen that if nothing is recorded the behaviour have to be clarified on this chapter.

Ericsson would like to see clarification what is needed to be recorded.

Requirements agreed in the last meeting should be reflected.

Status:

Revised in 1798
1798

Procedure of Audio Record

Type:

Discussion    

Source: 

Huawei

Background: 


Discussion:

Status:

Agreed
1492

Procedure of Multimedia Record

Type:

Discussion    
Source: 

Huawei

Background: 
The paper defines the procedure of multimedia record for the Mp interface.
Discussion:
The same comments as in 1491 appear in this document.
Status:

Revised in 1799
1799

Procedure of Multimedia Record

Type:

Discussion    

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1493

Procedure of Text to Speech

Type:

Discussion    
Source: 

Huawei

Background: 
The paper defines the procedure of Text-to-Speech for the Mp interface.
Discussion:
Orange has discussion paper on same topic C4-061500.
It was decided that more precise document shall be contributed in CT4#34 on this topic. C4-061500 will reflect on new revision.

Status:

Noted
1494

Procedure of Automatic Speech Recognition

Type:

Discussion    
Source: 

Huawei

Background: 
The paper defined the procedure of ASR for the Mp interface.
Discussion:


It was decided that more precise document shall be contributed in CT4#34 on this topic. C4-061501 will reflect on new revision.
Status:

Noted
1500

Discussion on TTS for Mp

Type:

Discussion    
Source: 

Orange, France telecom

Background: 


This discussion paper intent is to provide the elements of reflexion that need to be clearly exposed to do the choice between different options of implementation and to agree on a functional description of TTS within the MRFC in order to progress on 3GPP TS 23.333 and 3GPP TS 29.333.
Discussion:
After offline discussion it was agreed by the meeting to support SSML.

Information from this document shall be reflected in revised C4-061493 at CT4#34.

Status:

Noted
1501

Discussion on ASR for Mp

Type:

Discussion    
Source: 

Orange, France Telecom

Background: 


This discussion paper intent is to provide the elements of reflexion that need to be clearly exposed to do the choice between different options of implementation and to agree on a functional description of ASR within the MRFC-MRFP in order to progress on TS 23.333 and 29.333.

Discussion:
Information from this document shall be reflected in revised C4-061494 at CT4#34.
Status:

Noted
1556

Updates on WID "Multimedia Resource Function Controller (MRFC) Multimedia Resource 

Function Processor (MRFP) Mp Interface"

Type:

WID
Source: 

Orange, Huawei

Background: 


Discussion:
A new Work Item rapporteur shall be Mr. Hua Huang, Huawei

A new rapporteur for TS 29.333 is Mr. Philippe Hodges, Ericsson 
Status:

Revised in 1964
1964

Updates on WID "Multimedia Resource Function Controller (MRFC) Multimedia Resource 

Function Processor (MRFP) Mp Interface"

Type:

WID

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1558

Minor corrections

Type:

Discussion    
Source: 

Huawei

Background: 


Discussion:
Abbreviation of MRFC and MRFP have to be corrected.
The correct reference naming shall be used.

Status:

Revised in 1801
1801

Minor corrections

Type:

Discussion    

Source: 

Huawei

Background: 


Discussion:

Status:

Agreed to be incorporated in the new draft 3GPP TS 23.333
1590

Completion of Sections on Audio Transcoding of Stage 2 for Mp Interface

Type:

Discussion    
Source: 

Ericsson

Background: 


Discussion:
It was agreed by the meeting that Rel-7 MRFC does not explicitly request transcoding.
It was also agreed to send LS to CT1 and SA4 if the MRFP shall support ITU-T G.711. 
Output LS is C4-061803
Status:

Revised in 1802
1802

Completion of Sections on Audio Transcoding of Stage 2 for Mp Interface

Type:

Discussion    

Source: 

Ericsson

Background: 


Discussion:

Status:

Agreed to be incorporated in the new draft 3GPP TS 23.333
1803

LS on support of G.711 in MRFP

Type:

LS OUT  

Source: 

Ericsson

Background: 


Discussion:

Status:

Approved
1591

Audio Conference Procedures

Type:

Discussion    
Source: 

Ericsson

Background: 


This document discusses procedures for Audio Conferencing, and proposes text to be added to draft TS 23.333.
Discussion:


Status:

Revised in 1804
1804

Audio Conference Procedures

Type:

Discussion    

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed to be incorporated in the new draft 3GPP TS 23.333
1592

Multimedia Conference Procedures

Type:

Discussion    
Source: 

Ericsson

Background: 

This paper discusses procedures for Multimedia Conferencing, and proposes text to be added to draft TS 23.333.
Discussion:


Status:

Revised in 1805
1805

Multimedia Conference Procedures

Type:

Discussion    

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed to be incorporated in the new draft 3GPP TS 23.333
1593

Completion of Sections on Video Transcoding of Stage 2 for Mp Interface

Type:

Discussion    
Source: 

Ericsson

Background: 


Discussion:
Alcatel: The supported version of H.263 have to be clarified.
Media termination shall be rephrased.

Status:

Revised in 1806
1806

Completion of Sections on Video Transcoding of Stage 2 for Mp Interface

Type:

Discussion    

Source: 

Ericsson

Background: 


Discussion:

Status:

Agreed
1594

Alignment of scope of TS 23.333 work with CT1 with regards Mr Interface

Type:

Discussion    
Source: 

Ericsson

Background: 


Currently, 3GPP TS 24.147 does not make any assumptions about the functional split between the Conferencing Application Server (AS) and the Media Resource Function Controller (MRFC). As a consequence of this TS 24.147 does not specify the functionality at the Mr reference point. CT1 made it clear that the Mp interface stage 2 work should not overlap any stage 2 work they have, in particular CT4 cannot make any assumptions of which interface will provide the necessary triggers for the Mp – the scope should thus be limited to identifying the triggers and acknowledging that they are "external" from the MRFC function.

This contribution suggests changes to draft TS 23.333 in order to not make any assumptions about the functionality of the Mr interface.

Discussion:


Status:

Agreed to be incorporated in the new draft 3GPP TS 23.333
1646

DTMF Detection In MRF

Type:

Discussion    
Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed to be incorporated in the new draft 3GPP TS 23.333
1965

TS 23.333 v0.4.0
Type:

Discussion    

Source: 

Ericsson

Background: 


Discussion:
Meeting agreed that TS is at the moment 60% completed.
The rapporteur shall provide the list of open issues when TS is sent to CT4 email reflector.

TS 23.333 has to be sent out before 10th November 2006 18:00 CET.

Status:

Agreed
7.11
FBI

1755

Clarification regarding URI canonicalization - 29.228

Type:

CR 29.228 0343 Rel-7  

Source: 

CableLabs

Background: 


Diameter queries to the HSS require canonicalization of the SIP and TEL URIs that form the Identity related to the query. The current interpretation is that the HSS is responsible for performing the canonicalization. However, this is not clearly specified and this CR - alongwith other named CRs - aim to provide more clarity.
Discussion:
See notes in C4-061697.

Status:

Revised in 1816
1816

Clarification regarding URI canonicalization - 29.228

Type:

CR 29.228 0343r1 Rel-7  

Source: 

CableLabs

Background: 


Discussion:


It was not possible to agree if the last added part should be "should remove all URI parameters" or "should remove all URI parameters."

Status:

Revised in 1935
1935

Clarification regarding URI canonicalization - 29.228

Type:

CR 29.228 0343r2 Rel-7  

Source: 

CableLabs

Background: 


Discussion:


Status:

Agreed
1756

Clarification regarding URI canonicalization - 29.328

Type:

CR 29.328 0209 Rel-7

Source: 

CableLabs

Background: 


Discussion:


Status:

Revised in 1817
1817

Clarification regarding URI canonicalization - 29.328

Type:

CR 29.328r1 0209 Rel-7

Source: 

CableLabs

Background: 


Discussion:
CR has to be revised same way as 1816.

Status:

Revised in 1936
1936

Clarification regarding URI canonicalization - 29.328

Type:

CR 29.328r2 0209 Rel-7

Source: 

CableLabs

Background: 


Discussion:

Status:

Agreed

7.12
GPRS

1541

Reply LS on MBMS Service Area Identity semantic definition

Type:

LS IN
Source: 

TSG CT WG3

Background: 


Discussion:
No impacts in CT4 work.


Status:

Noted
1786

LS on Normative specification work for Direct Tunnel solution

Type:

LS IN
Source: 

SA2

Background: 


Discussion:


Status:

Noted
1510

DSCR due to low traffic

Type:

CR 29.060 0622 Rel-7
Source: 

Lucent Technologies

Background: 


The Access Status Indicator (ASI) indicates whether a RAB existed in the previous SGSN.  This is not only of interest during a Forward Relocation but also during a RAU triggered by a Directed Signalling Connection Re-establishment   by RRC (23.060 section 6.1.2.4.1.1).  This information can be used by the new SGSN to know which PDP contexts were active in the old SGSN.
Discussion:


Status:

Revised in 1915
1915

DSCR due to low traffic

Type:

CR 29.060 0622r1 Rel-7

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Agreed
1552

Support for location based charging models in GPRS

Type:

CR 29.060 0610r2 Rel-7
Source: 

Vodafone

Background: 

To enable location based charging models in a flow based charging framework and within GPRS/PS access, it is necessary to report changes in CGI / SAI / RAI to the GGSN (PCEF) to be reflected in the charging information detailed in 3GPP TS 23.203.
Discussion:


Status:

Revised in 1916
1916

Support for location based charging models in GPRS

Type:

CR 29.060 0610r3 Rel-7

Source: 

Vodafone

Background: 


Discussion:


Status:

Agreed
1683

Handling Teardown Indicator for simultaneous PS domain and I-WLAN access

Type:

CR 29.060 0623 Rel-7
Source: 

Nokia

Background: 


When TTG option of PDG is used within I-WLAN it is possible that UE IP address is the same for both I-WLAN and UTRAN/GERAN accesses. Delete PDP Context Request message definition reads:

If a GSN receives a Delete PDP context without a Teardown Indicator or with a Teardown Indicator  with value set to '0' and only that PDP context is active for a PDP address, then the GSN shall ignore the message.

The problem is that one set of PDP contexts for the given PDP address may be established from an SGSN and another – from TTG. 

It is proposed to clarify that for SGSN PDP contexts the TI should be treated separately from TI for TTG PDP context.
Discussion:

Huawei requested clarification why TI should be treated separately from TI for TTG PDP context even TTG it is not described in TS 29.060.

Status:

Withdrawn
1684

Amendements to MBMS Registration procedure

Type:

CR 29.060 0624 Rel-7
Source: 

Nokia

Background: 


GTP procedures support both IPv4 and IPv6 tunnels. This feature however is still not supported in Multicast case for MBMS Registration procedure.

It is proposed to add respective parameters to MBMS Registration procedure.
Discussion:
Editorial modifications were made.
"Alternative SGSN Address for Control Plane" shall be change as optional.
Status:

Revised in 1919
1919

Amendements to MBMS Registration procedure

Type:

CR 29.060 0624r1 Rel-7

Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1685

Amendements to MBMS Session Start procedure

Type:

CR 29.060 0625 Rel-7
Source: 

Nokia

Background: 
"Alternative SGSN Address for Control Plane" shall be change as optional.

"Control plane" shall be used as "User plane" in the first added paragraph.
Editorial modifications were made.
Discussion:


Status:

Revised in 1920
1920

Amendements to MBMS Session Start procedure

Type:

CR 29.060 0625r1 Rel-7

Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1686

Amendements to MBMS Session Update procedure

Type:

CR 29.060 0626 Rel-7
Source: 

Nokia

Background: 


Update PDP context and Update MBMS context procedures support GTP-C and GTP-U tunnel updates. That is, GSNs can change own IP addresses and own TEID-C and TEID-D if necessary (e.g. load balancing). Similar features are missing from MBMS Session Update procedure.

GTP-C tunnels are established differently for Broadcast and Muticast services. In Broadcast case, GTP-C tunnels are established by MBMS Session Start procedure, while in Muticast case – by MBMS Registration procedure.

GTP-U tunnels however are established in both cases by MBMS Session Start procedure.

It is proposed to add respective parameters to MBMS Session Update procedure.
Discussion:


Status:

Agreed
1687

Direct Tunnelling indication

Type:

CR 29.060 0627 Rel-7
Source: 

Nokia

Background: 


Discussion:


Status:

Revised to C4-061778
1778

Direct Tunnelling indication

Type:

CR 29.060 0627r1 Rel-7 

Source: 

Nokia

Background: 


Discussion:


Status:

Revised to C4-061810
1810

Direct Tunnelling indication

Type:

CR 29.060 0627r2 Rel-7 

Source: 

Nokia

Background: 


At SA2#54 and in SA#33 it was agreed to specify the “SGSN Optimisation solution” in Rel-7, after completion of a feasibility study. This CR introduces necessary changes to GTP protocol.
Discussion:


Status:

Revised to C4-061917
1917

Direct Tunnelling indication

Type:

CR 29.060 0627r3 Rel-7 

Source: 

Nokia, Vodafone
Background: 


Discussion:


Status:

Revised to C4-061944
1944

Direct Tunnelling indication

Type:

CR 29.060 0627r4 Rel-7 

Source: 

Nokia, Vodafone

Background: 


Discussion:


Status:

Withdrawn after email approval
1726

Update PDP context without negotiation

Type:

CR 29.060 0630 Rel-7
Source: 

Ericsson

Background: 


For mobility procedures such as ISRAU , SRNS relocation and PS HO, and in particular for OTS,  the QoS is negotiated towards the UE and the RAN. In that case it may be inefficient if GGSN will re-negotiate the QoS. In some cases even a negotiation loop may be started. Therefore it is proposed to prohibit GGSN from re-negotiating the QoS during a SGSN initiated Update PDP Context procedure during mobility procedures.
Discussion:

Vodafone believes that protocol enhancement may be contradicted with discussion going on in SA2. This has to be checked offline.
Ericsson: It was confirmed that proposed changes are discussed in SA2 and seen as useful

Huawei believes GGSN cannot re-negotiate QoS corresponding Update PDP Context Response.
Ericsson informed that this is the meaning of CR to provide more clarification.

Vodafone may add the clarification with separate CR in CT4#34.

Nokia believes the name of the flag is misleading.
Status:

Revised in 1943
1943

Update PDP context without negotiation

Type:

CR 29.060 0630r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Postponed after email approval

1732

Additions for support of Network-Initiated QoS

Type:

CR 29.060 0633 Rel-7  

Source: 
Ericsson

Background: 


Discussion:


Status:

Revised to C4-061780
1780

Additions for support of Network-Initiated QoS

Type:

CR 29.060 0633r1 Rel-7
Source:
 
Ericsson

Background: 


The concept of Network-Initiated QoS is described in TR 23.818, where also its impact on GPRS is described. At SA2#54 a CR  (23.060-558rev3)  was agreed to add support for Network-Initiated QoS in Rel-7 and to introduce the necessary changes in GPRS.

Discussion:
Have to be checked that same message names are used in stage 2 specifications.
Status:

Revised to C4-061924
1924

Additions for support of Network-Initiated QoS

Type:

CR 29.060 0633r2 Rel-7

Source:
 
Ericsson

Background: 


Discussion:
It was requested if Corr ID is needed and proper naming should be defined.

Status:

Postponed
1945

Naming and Corr ID n Network-Initiated QoS

Type:

LS OUT

Source:
 
Huawei

Background: 


Discussion:

Status:

Approved
1760

Clarification on presence of Teardown indicator

Type:

CR 29.060 0640 Rel-7
Source: 

Orange

Background: 


Discussion:


Status:

Revised to C4-061893
1893

Clarification on presence of Teardown indicator

Type:

CR 29.060 0640r1 Rel-7

Source: 

Orange

Background: 


In the current text it might be confusing on which condition a Delete PDP Context Request with the teardown indicator set to '0' or without a teardown indicator shall be ignore or not by the GSN.
Discussion:
A small editorial correction was made.

Status:

Revised to C4-061925
1893

Clarification on presence of Teardown indicator

Type:

CR 29.060 0640r1 Rel-7

Source: 

Orange

Background: 


Discussion:

Status:

Agreed
7.13
VBS/VGCS

1557

Extension of Group ID

Type:

CR 29.002 0828 Rel-7
Source: 
Huawei

Background: 


Discussion:


Status:

Revised in 1800
1800

Extension of Group ID

Type:

CR 29.002 0828r1 Rel-7

Source: 

Huawei, Siemens
Background: 


In GSM-R network, the group member registers group ID by a work role, e.g. GID 200 is related to all train drivers, GID 500 is related to all shunting members, a driver’s requirement is to call all other drivers in the same area, some drivers registered with same GID will not be involved in this group. In another area ( e.g. railway station) another group with same GID 200 maybe ongoing at the same time, so the system need two parameters to identify a unique group: group area ID and group ID.

But in public trunking system, the requirement is different, usually the group member is registered by a team identity, if a member use a GID to initiate a group call, that means he want to talk with all other members of the team in a predefined area which is not varied with the initiator’s position. And the member need not join another similar team if he moves to a different area. So in public trunking system, the group area ID is not necessary, the network only need GID to identify a unique group, so the space of group area ID can be saved, the maximum length of GID can be extended from 6 to 8, it will be very useful in public trunking system since GID is a numbering resource of the carrier.

Discussion:


Status:

Agreed
1633

Addition of Teleservice Code to SendGroupCallInfo

Type:

CR 29.002 0829 Rel-7
Source: 

Siemens

Background: 


The teleservice code (VGCS or VBS) is needed by the receiving MSC in order to perform the requested action.

Discussion:


Status:

Agreed
7.14
M2PA

1504
    
Comparison between M2PA and M3UA, TR 29.801

Type:

Discussion 

Source: 

Siemens

Background: 


Discussion:
Withdrawn before presentation.
Status:

Withdrawn
1555

Updates on WID Feasibility study of using M2PA in 3GPP network

Type:

WID 

Source: 

CHINA MOBILE, Huawei

Background: 


Discussion:

It was seen that TR is not 50% ready to send information to CT#34. It was clarified that there are critical open issues like conclusions and recommendations and TR should not be sent information before CT#35.
Status:

Revised in 1905
1905

Updates on WID Feasibility study of using M2PA in 3GPP network

Type:

WID 

Source: 

CHINA MOBILE, Huawei

Background: 


Discussion:


Status:

Agreed
1643
    
Compare of M2PA and M3UA

Type:

Discussion 

Source: 

China Mobile, Huawei

Background: 


Discussion:
Withdrawn before presentation.
Status:

Withdrawn
1644
    
Conclusion and recommendations

Type:

Discussion
Source: 

China Mobile, Huawei

Background: 


Discussion:
Withdrawn before presentation.
Status:

Withdrawn
1645

Use of STP in 3GPP core network signalling system

Type:

CR 29.202 0010 Rel-6
Source: 

China Mobile, Huawei

Background: 


Discussion:
Withdrawn before presentation.
Status:

Withdrawn
7.15
SIP-I

1514

Support for 100rel in SIP-I

Type:

Discussion    
Source: 

Lucent Technologies

Background: 
1514, 1688 and 1702 were handled together.
ITU-T Rec. Q.1912.5 lists 100rel (RFC 3262) as optional for profile C (SIP-I).  Because of the advantages of 100rel procedures we propose to make support for 100rel mandatory in the profile but to allow interoperation with systems that do not implement this SIP extension.
Discussion:


Status:

Noted
1688

Support of 100rel for the SIP-I Profile Definition

Type:

Discussion    
Source: 

Vodafone

Background: 
1514, 1688 and 1702 were handled together.
The aim of the below is to provide content for clause 5.2.1.1, "Support for 100rel". Details of which are summarised thus:

· Support of 100rel tag as defined in IETF RFC 3262 is Mandatory for a SIP-I based Nc Interface.  However, it must be possible to interwork with external networks that may not support the 100rel tag.

· Definition of rules as to inclusion of 100rel tag in SUPPORTED and REQUIRE headers, and generation of PRACK.

Discussion:
Alcatel prefers this proposal because this is mostly inline with requirements.
Status:

Revised in 1840
1840

Support of 100rel for the SIP-I Profile Definition

Type:

Discussion    

Source: 

Vodafone

Background: 


Discussion:

Status:

Agreed
1702

Support for 100rel

Type:

Discussion    
Source: 

Nokia

Background: 
1514, 1688 and 1702 were handled together.
The TR is missing from the profile options that the 100rel SIP extension (use of PRACK method) shall be supported.
Discussion:


Status:

Noted
1515

Support for UPDATE method in SIP-I

Type:

Discussion    
Source: 

Lucent Technologies

Background: 
1515, 1689 and 1703 were handled together.
ITU-T Rec. Q.1912.5 requires support for the UPDATE method for all profiles including SIP-I.  Since the use of the UPDATE method prior to 200 OK (INVITE) response also requires support for 100rel, ITU-T Rec. Q.1912.5 must also support interoperation with endpoints that do not support the UPDATE method.   Endpoints not supporting 100rel, which is optional in Profile C, cannot allow the UPDATE method during an early dialog.  When the terminating endpoint does not allow the UPDATE method during an early dialog, Call Hold requests from the calling party before answer (a service provider option) must be queued until after answer.

Discussion:


Status:

Noted
1689

Support of UPDATE method for the SIP-I Profile Definition

Type:

Discussion    

Source: 

Vodafone

Background: 
1515, 1689 and 1703 were handled together.
The following is a change request to the 3GPP TR 29.802 which is currently in draft form. Vodafone ask 3GPP TSG‑CT WG4 to approve this addition to 3GPP TR 29.802.

The aim of the below is to provide content for clause 5.2.1.2, "Support for UPDATE method". Details of which are summarised thus:

· Support of the UPDATE method as defined in IETF RFC 3311 is Mandatory for a SIP-I based Nc Interface.  However, it must be possible to interwork with external networks that may not support the UPDATE method.

· Definition of rules of support of the UPDATE method using the ALLOW header.

Discussion:
This proposal was seen as basic for the further work.
Alcatel: Based on 1515 the last change has to be taken account on this discussion paper: "When the terminating endpoint does not allow the UPDATE method during an early dialog, Call Hold requests from the calling party before answer (a service provider option) must be queued until after answer."
Section 5.2.1.2 was slightly modified.

It was also proposed that the third bullet point should be deleted if it is not required by the RFC 3311 as well as a part of 4th bullet point.
Status:

Revised in 1841
1841

Support of UPDATE method for the SIP-I Profile Definition

Type:

Discussion    

Source: 

Vodafone

Background: 

Discussion:

Status:

Agreed
1703

Support for UPDATE method

Type:

Discussion 

Source: 

Nokia

Background: 
1515, 1689 and 1703 were handled together.
During session establishment the use of UPDATE method is the only way to send a new SDP offer in arbitrary time. PRACK can be used as well but PRACK can be sent only to a received provisional response and it cannot be used in the backward direction i.e. from the direction of the called party toward the calling party.

Multiple SDP offer/answer exchange during session establishment can be necessary:

· For changing the media transport address used e.g. with the customized alerting tone service

· For allowing full interworking of mid-call codec modification/negotiation from CS side

· For using preconditions

· For separating of codec negotiation and bearer parameter exchange phases similarly to BICC (non fast forward tunnelling cases)

Discussion:


Status:

Noted
1516

Support for preconditions in SIP-I

Type:

Discussion
Source:
 
Lucent Technologies

Background: 
1516, 1690 and 1704 were handled together.

ITU-T Rec. Q.1912.5 lists SIP Preconditions (RFC 3312) as optional for profile C (SIP-I).  The use of SIP Preconditions will allow a MSC Server to progress the call forward before all bearer resources have been allocated. This may occur for several reasons, including:

· Incoming ISUP IAM indicates COT on previous call leg or COT on this circuit

· Incoming BICC 

· Originating RANAP waiting for network supported codec list.

To support these conditions, we propose that support for SIP Preconditions be mandatory at a MSC Server. To allow each SIP end point to control its own precondition status, it is proposed that only the segmented procedures be used.

However, since external SIP-I networks may not support SIP Preconditions (as it is only optional in Q.1912.5), the MSC Server must be able to accommodate interworking with other networks that don’t support the procedures.

Discussion:
This contribution is partly combined with revised C4-061690
Status:

Noted
1690

Support of Preconditions for the SIP-I Profile Definition

Type:

Discussion 

Source: 

Vodafone

Background: 
1516, 1690 and 1704 were handled together.
The following is a change request to the 3GPP TR 29.802 which is currently in draft form. Vodafone ask 3GPP TSG‑CT WG4 to approve this addition to 3GPP TR 29.802.

The aim of the below is to provide content for clause 5.2.1.3, "Support for Preconditions ". Details of which are summarised thus:

· Support of Preconditions as defined in IETF RFC 3312 is Mandatory for a SIP-I based Nc Interface.  However, it must be possible to interwork with external networks that may not support Preconditions.

· Definition of rules as to inclusion of preconditions in SUPPORTED and REQUIRE headers

Discussion:
This proposal was seen as basic for the further work.
Status:

Revised in 1842
1842

Support of Preconditions for the SIP-I Profile Definition

Type:

Discussion 

Source: 

Vodafone

Background: 

Discussion:

Status:

Agreed
1704

Support for Preconditions

Type:

Discussion
Source: 

Nokia

Background: 
1516, 1690 and 1704 were handled together.
The preconditions SIP extension enables delaying the alerting of the called party until bearer resources reserved. The use of the preconditions SIP extension makes also a clear indication that until SDP answer is received the sender of the SDP offer is unwilling to receive media. This may for example necessary if the originating endpoint would like to optimize bearer resource usage.

Discussion:


Status:

Noted
1517

Support for INVITE request without SDP in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 
1517, 1691 and 1705 were handled together.
ITU-T Rec. Q.1912.5 includes scenarios for sending and receiving INVITE requests with or without SDP.  The SIP-I based Nc should also allow the same scenarios.

Discussion:
It was agreed that changes should be done only in section 5.2.1.4.
Status:

Noted
1691
    
INVITE request without SDP

Type:

Discussion
Source: 

Vodafone

Background: 
1517, 1691 and 1705 were handled together.
The following is a change request to the 3GPP TR 29.802 which is currently in draft form. Vodafone ask 3GPP TSG‑CT WG4 to approve this addition to 3GPP TR 29.802.

The aim of the below is to provide content for clause 5.2.1.4, "Support for INVITE request without SDP". Details of which are summarised thus:

· The inclusion of SDP in SIP INVITE's is Mandatory for a SIP-I based Nc Interface.  However, it must be possible to interwork with external networks that support sending SIP INVITE's without SDP.  A 3GPP SIP-I based Nc interface shall support receipt of SIP INVITE's with or without SDP.

Discussion:


Status:

Noted
1705

Support for INVITE request without SDP

Type:

Discussion
Source: 

Nokia

Background: 
1517, 1691 and 1705 were handled together.
INVITE without SDP offer is often thought as a tool to implement certain BICC like call setup mechanisms (for example backward tunnelling) in which case the BICC call setup message does not have bearer information in the setup message. However if SDP is not included in the INVITE, it means that codec information cannot be transferred in the INVITE either. The use of such INVITE is mainly restricted to certain service scenarios not as a necessary element for basic Nc interface call setups.

Discussion:
This proposal was seen as basic for the further work.
It was agreed that both, the support for INVITE and re-INVITE shall be handled under 5.2.1.4. Two different sections are not needed.
It was discussed if support for re-INVITE without SDP is purely optional or if further study is needed.
It was agreed that SIP-I based Nc shall support the handling of INVITE request without SDP in the receiving side.

After discussion and different view of Lucent it was not possible to agree if SIP-I based Nc shall not support sending of INVITE request without SDP. This is under further study.
Status:

Revised in 1843
1843

Support for INVITE request without SDP

Type:

Discussion

Source: 

Nokia

Background: 

Discussion:

Status:

Agreed
1518

Support for SDP with unspecified connection address in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 
1518, 1692 and 1706 were handled together.
RFC 3264 says that a SIP endpoint MUST be capable of receiving an SDP offer with a zero (unspecified) connection address.  RFC 3264 describes this unspecified connection address as being useful when the offerer needs to perform offer/answer negotiation but does not have the address or port available.  RFC 3725 describes this as a "black hole address" to be used in certain 3pcc scenarios.  Intermediate or gateway exchanges may implement 3pcc scenarios when performing CAMEL or forwarding services, for example.

Discussion:
It was not possible to make decision in 1518, 1692 and 1706.
This document is revised to based on current situation on Support for SDP with unspecified connection address in SIP-I.

Status:

Revised in 1844
1844

Support for SDP with unspecified connection address in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 
Discussion:

Status:

Agreed
1692

SDP with unspecified connection address

Type:

Discussion 

Source: 

Vodafone

Background: 
1518, 1692 and 1706 were handled together.
The following is a change request to the 3GPP TR 29.802 which is currently in draft form. Vodafone ask 3GPP TSG‑CT WG4 to approve this addition to 3GPP TR 29.802.

The aim of the below is to provide content for clause 5.2.1.5, "Support for SDP with unspecified connection address ". Details of which are summarised thus:

· Sending of an SDP Offer with an unspecified contact address is not supported for a SIP-I based Nc Interface when originating Offers.  However, it must be possible to interwork with external networks that may support sending such an Offer.

Discussion:


Status:

Noted
1706

Support for SDP with unspecified connection address

Type:

Discussion
Background: 
1518, 1692 and 1706 were handled together.
The unspecified connection address allows codec negotiation without reserving bearer resources. Call setup scenarios already exist in the Nc interface that utilize this capability therefore SIP-I for Nc support is required as well.

Discussion:


Status:

Noted
1519

Codec references in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 

TR 29.802 is missing two codec specifications in the references list and pointers to them in the document.
Discussion:

Alcatel: The added reference [aa] 3398 have to be 3389. Also the version of the draft has to be changed from 5 to 6 in table 5.7.2.1.
Alcatel also requested if the new draft is fully compatible to RFC 3267? This has to be checked.

Status:

Revised in 1845
1845

Codec references in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Revised in 1966
1966

Codec references in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Agreed
1520

Support for facsimile in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Facsimile in SIP networks is usually transported using ITU-T Rec. T.38, listed as "image/T38" in both ITU-T Rec. Q.1912.5 and 3GPP TS 29.163.  T.38 should be included in the list of supported payload types for SIP-I Nb.

"audio/T38" is an alternate payload type for facsimile defined in ITU-T Rec. T.38.  Its inclusion in the supported list remains FFS.

Discussion:

Huawei requested that 3GPP specification TS 23.146 should be used in reference. T.38 is covered in there. The proposed new references should be checked by 3GPP CT WG3 because TS 23.146 is under CT3 control.
The deletion in table 5.7.2.2 shall be un-done. 

Status:

Revise in 1846
1846

Support for facsimile in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:
More offline study is needed.
Status:

Withdrawn
1526

Interworking between BICC and SIP-I

Type:

Discussion 

Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1568

Basic MO call establishment

Type:

Discussion 

Source: 

Huawei

Background: 
Nokia has a discussion paper on same topic C4-061712

The paper describes the basic mobile originating call procedure within the SIP-I based CS core network.
Discussion:
1568 and 1712 shall be handled and discussed in drafting session on Thursday.
Status:

Revise in 1847
1712

Basic Mobile Originating Call

Type:

Discussion

Source: 

Nokia

Background: 


Discussion:
Shall be combined with 1568 in 1847.
Status:

Noted
1847

Basic MO call establishment

Type:

Discussion 

Source: 

Huawei

Background: 

Discussion:

Status:

Agreed
1922

Procedure Between (G)MSC-S and MGW

Type:

Discussion 

Source: 

Vodafone, Alcatel, Lucent, Nokia, Huawei

Background: 

Discussion:

Status:

Agreed

1569

Basic MT call establishment

Type:

Discussion 

Source: 

Huawei

Background: 


The paper describes the basic mobile terminating call procedure within the SIP-I based CS core network.

Discussion:
Lucent proposed to add that specific procedures are under further study.
Vodafone proposed to define the new procedural names which may be exactly the same than Mn names but probably those cannot be reused.

Status:

Revise in 1848
1848

Basic MT call establishment

Type:

Discussion 

Source: 

Huawei

Background: 


Discussion:

Status:

Agreed
1713

Basic Mobile Terminating Call

Type:

Discussion

Source: 

Nokia

Background: 


The message flow shows PRACK and UPDATE usage and also that the INVITE contains SDP offer. Due to single SDP offer/answer exchange the flow is similar to a BICC fast forward tunnelling. The message flow is the most typical flow, other variants are also possible. For example it’s an implementation issue if ringing is already included in tunnelled ACM message or in separately tunnelled CPG message.

Discussion:
Afterwards flows have to be aligned with procedure names which may change in C4-061848.



Have to be discussed in draft session Thursday.

Status:

Noted
1570

Call Clearing

Type:

Discussion
Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1897
1897

Call Clearing

Type:

Discussion

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1571

Handover/Relocation

Type:

Discussion 

Source: 

Huawei

Background: 


Discussion:


Status:

1572

Impact on existing service list

Type:

Discussion
Source: 

Huawei

Background: 


The paper describes the impact on existing services within the SIP-I based CS core network.

Discussion:
It was agreed that the all subsections cannot be added at the moment.
Status:

Noted
1573

Impact on ECT service

Type:

Discussion
Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1901
1901

Impact on ECT service

Type:

Discussion

Source: 

Huawei

Background: 


Discussion:


It was seen by Vodafone and Lucent that definition of two different solutions was seen as good way forward. It was agreed that conclusion above 11.1.x.1 section should be removed.

Nokia proposed that this is a special service which should be postponed for further discussion.

After online modification discussion paper was revised and agreed.

Status:

Revised in 1967
1967

Impact on ECT service

Type:

Discussion

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1574

Support for DTMF in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Noted
1575

Ordering of codecs for codec negotiation in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1576

Offer/answer procedures in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1597

Codec Negotiation in SIP-I

Type:

Discussion
Source: 

Ericsson

Background: 


Discussion:


Status:

Postponed because lack of time
1710

Multiple codecs in SDP answer

Type:

Discussion
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1577

Support for number portability in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1578

Support for priority services in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1579

Support for early media in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1580

Missing SIP references in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1581

List of call flows in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1582

Missing SCTP references in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1708

SCTP Transport additions

Type:

Discussion
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1583

Support for ACR response code in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1584

Support for session timer in SIP-I

Type:

Discussion 

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1585

Support for request history in SIP-I

Type:

Discussion
Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Postponed because lack of time
1700

Missing SIP References

Type:

Discussion 

Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1701

Definition of SIP-I profile

Type:

Discussion
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1707

Support for OPTION request with or without SDP in the response

Type:

Discussion
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1709

Delayed backward bearer establishment

Type:

Discussion 

Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1711

Addition to supported and additional payload types

Type:

Discussion
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed because lack of time
1968

The latest draft of TR 29.802

Type:

Discussion

Source: 

Vodafone
Background: 


Discussion:
Shall be available before 10th November 18:00.
Status:

Agreed
7.16
AoB

7.16.1
VCC

1512

Voice Call Continuity Identification and Addressing

Type:

CR 23.003 0118 Rel-7
Source: 

Lucent Technologies

Background: 
Identification and addressing needs to be added for the Voice Call Continutity feature.
Discussion:


Status:

Agreed
7.16.2
Basic call handling

1511

Change to CANCEL_LOCATION procedure in VLR

Type:

CR 23.012 0024 Rel-7
Source: 

Vodafone

Background: 


For an MT call, when the MSC-B allocates a MSRN for a subscriber after receiving the MAP_PRN message from the HLR, it sends the routeing info back to the HLR.  The HLR passes this on to the GMSC and the GMSC then sends the incoming ISUP IAM to the identified MSC/VLR.

In the meantime it is possible that the called subscriber has moved to another MSC/VLR during the time from the MSC/VLR responding to the MAP_PRN and the arrival of the ISUP IAM, resulting in the call being routed to the wrong MSC/VLR. The consequence is, according to 3GPP specification, that the call is dropped.

Discussion:
Alcatel proposed additional changes on SDL which were agreed by the meeting.
It was seen that the timer Tx is dependent on implementation.
Ericsson proposed to add a note that the current implementation should be considered.

Siemens and Motorola challenged if it is worth to fix the problem which happens in very rare cases and doesn't cause serious problems for caller or called party.
Vodafone sees it should be corrected when the possibility of error case is available in network.

Alcatel has a discussion paper on same topic (C4-061605) to enhance Vodafone proposal in CT4#32.
See notes at C4-061605.

Status:

Revised to C4-061794
1794

Change to CANCEL_LOCATION procedure in VLR

Type:

CR 23.012 0024r1 Rel-7

Source: 

Vodafone

Background: 


Discussion:

Status:

Agreed
1605

Called party moving to another MSC during terminated call

Type:

Discussion    
Source: 

Alcatel

Background: 


As per the current 3GPP specifications, a mobile termination call fails if the subscriber is at the same time roaming to a new MSC/VLR. C4-061252 in CT4#32 proposed a solution allowing the old MSC to forward the call to a third number (e.g. voice mail). This contribution completes and enhances the proposal done in C4-061252 by defining a solution allowing deliver the call to the called party.

Discussion:
It was seen by operators: Vodafone, Orange and T-mobile that correction is needed in Rel-7.
Alcatel proposes to specify the solution described in this contribution in 3GPP Rel-7. If the proposal is agreeable by CT4, Alcatel will submit the corresponding CRs at the next CT4 meeting.
Alcatel clarified that the support of the feature is related to all GMSC, HLR and VMSC.

Siemens believes the solution could work but it is very complex for the error case which happens in very rare cases. 
Nokia would like to see figures how often the described situation can be happened because this is not related to existing calls or handover cases.
Motorola and Siemens see this as a new service requirement and these requirements should be indicated by SA1.

Vodafone clarified that service requirements are clear. The proposal is to correct error in protocol level. 

Nokia and Siemens are favour of Vodafone proposal if the error case is corrected.  The Vodafone solution has no impacts on current interfaces. Detailed discussions of CRs are needed before endorsement can be done by vendors.
It was decided by the meeting that the proposals by Vodafone and Alcatel are handled independently. 

After discussion it was decided to postpone the issue in CT4#34. Alcatel will draft CRs on topic.
Status:

Postponed
7.16.3
EMC

1680

Emergency Realm for I-WLAN network advertisement 

Type:

CR 23.003 0120 Rel-7  

Source: 

Nokia

Background: 


At the  SA2 #54 meeting, the CRs S2-063347 and S2-063348 were agreed to be incorporated into 23.234. These include requirements and procedures for facilitating IMS emergency calls to be made where I-WLAN is the IP-CAN.

One requirement included therein is that in the network advertisement procedure (by which WLAN AN indicates which PLMNs it has direct connection to), WLAN AN shall indicate those PLMNs which support I-WLAN IP-CAN procedures for IMS emergency calls via an emergency call specific realm. I

This CR therefore seeks to define that emergency specific realm
Discussion:


Status:

Agreed
1681

Definition of emergency W-APN 

Type:

CR 23.003 0121 Rel-7  

Source: 

Nokia

Background: 


At the SA2 #54 meeting, the CRs S2-063347 and S2-063348 were agreed to be incorporated into 23.234. These include requirements and procedures for facilitating IMS emergency calls to be made where I-WLAN is the IP-CAN.

One requirement included therein is that there is an emergency W-APN defined such that on I-WLAN tunnel setup, this procedure can be given special treatment. I

This CR therefore seeks to define that emergency specific W-APN

Discussion:


Status:

Agreed
1682

Modification of Wa interface to support emergency call case

Type:

CR 29.234 0120 Rel-7 29.234  

Source: 

Nokia

Background: 


At the  SA2 #54 meeting, the CRs S2-063347 and S2-063348 were agreed to be incorporated into 23.234. These include requirements and procedures for facilitating IMS emergency calls to be made where I-WLAN is the IP-CAN.

One requirement included therein is that there is an emergency W-APN defined such that on I-WLAN tunnel setup, this procedure can be given special treatment. I

This CR therefore seeks to define that how Wa interface is used in emergency call case

Discussion:

Vodafone: In section 4.3.2.x the editor's notes are not allowed in specifications under CR control. Also "shall" is changed as "should" in Note.

Status:

Revised in 1852
1852

Modification of Wa interface to support emergency call case

Type:

CR 29.234 0120r1 Rel-7 29.234  

Source: 

Nokia

Background: 


Discussion:
Proposed editor's note shall be changed as a note.
Status:

Revised in 1955
1955

Modification of Wa interface to support emergency call case

Type:

CR 29.234 0120r2 Rel-7 29.234  

Source: 

Nokia

Background: 


Discussion:
Proposed editor's note shall be changed as a note.

Status:

Agreed
1761

Modification of Wm interface to support emergency call case

Type:

CR 29.234 0127 Rel-7 29.234
Source: 

Nokia

Background: 


At the  SA2 #54 meeting, the CRs S2-063347 and S2-063348 were agreed to be incorporated into 23.234. These include requirements and procedures for facilitating IMS emergency calls to be made where I-WLAN is the IP-CAN.

One requirement included therein is that there is an emergency W-APN defined such that on I-WLAN tunnel setup, this procedure can be given special treatment. I

This CR therefore seeks to define that how Wm interface is used in emergency call case

Discussion:
Huawei request more clarification if Emergency Access Flag is needed.
The first added bullet is removed from 8.3.2.1. This has to be checked offline if the flag is needed.

Status:

Revised in 1854
1854

Modification of Wm interface to support emergency call case

Type:

CR 29.234 0127r1 Rel-7 29.234

Source: 

Nokia

Background: 


Discussion:

Status:

Revised in 1956
1956

Modification of Wm interface to support emergency call case

Type:

CR 29.234 0127r2 Rel-7 29.234

Source: 

Nokia

Background: 


Discussion:

Status:

Agreed after email approval
1762

Addition of Diameter Error Code for Emergency Purposes Emergency Calls

Type:

CR 29.230 0086 Rel-7 29.230
Source: 

Nokia

Background: 


In CR CT4-061763, a new Diameter error code was introduced for the use case where 3GPP AAA Server notices the user trying to activate the tunnel to the emergency W-APN in an unsuitable network. The definition of this code is therefore added to 29.230

Discussion:


Status:

Agreed
1763

Addition of Emergency Access Flag to I-WLAN User data 

Type:

CR 23.008 0195 Rel-7 23.008
Source:

Nokia

Background: 


Discussion:
Ericsson requested if the added type should be (T) Temporary or (P) Permanent.
CR number has to be added in cover page.

CR may be withdrawn after discussion of 1854. It depends if Emergency Access Flag is needed.

Status:

Revised in 1855
1855

Addition of Emergency Access Flag to I-WLAN User data 

Type:

CR 23.008 0195r1 Rel-7 23.008

Source:

Nokia

Background: 


Discussion:

Status:

Agreed
8
Release 6

8.1
WLAN

1527

Charging identifier exchange between 3GPP AAA Server and PDG

Type:

CR 29.234 0109 Rel-6  

Source: 

Huawei

Background: 


SA5 WLAN charging specification has defined two charing identifiers, i.e. WLAN-Session-ID and PDG-Charing-ID, to correlate charing information from WLAN AN (via 3GPP AAA Server) and PDG. These two parameters shall be exchanged between 3GPP AAA Server and PDG if they are avaiable. However current CT4 has not provide a chance to exchange them.

Discussion:


Status:

Revise in 1864
1864

Charging identifier exchange between 3GPP AAA Server and PDG

Type:

CR 29.234 0109r1 Rel-6  

Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1957
1957

Charging identifier exchange between 3GPP AAA Server and PDG

Type:

CR 29.234 0109r2 Rel-6  

Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1957
1528

Charging identifier exchange between 3GPP AAA Server and PDG

Type:

CR 29.234 0110 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Revise in 1865
1865

Charging identifier exchange between 3GPP AAA Server and PDG

Type:

CR 29.234 0110r1 Rel-7

Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1958
1958

Charging identifier exchange between 3GPP AAA Server and PDG

Type:

CR 29.234 0110r2 Rel-7

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1529

Charging identifier storage

Type:

CR 23.008 0182 Rel-6  

Source: 

Huawei

Background: 


For the purpose of correlating charging information from WLAN AN and PDG, WLAN-Session-Id and PDG-Charging-Id are defined. As parts of user data, these two parameters shall be stored in the 3GPP AAA Server and PDG.
Discussion:


Status:

Revise in 1867
1867

Charging identifier storage

Type:

CR 23.008r1 0182 Rel-6  

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1530

Charging identifier storage

Type:

CR 23.008 0183 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Revise in 1868
1530

Charging identifier storage

Type:

CR 23.008 0183r1 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1634

Correction to Charging Data handling over the Wx interface

Type:

CR 29.234 0114 Rel-6  

Source: 

HP

Background: 

The current specification is inconsisitent in its handling of the Charging-Data AVP.

The Charging-Data AVP is present both as a stand-alone AVP in the SAA command as a result of REGISTRATION and is also part of the WLAN-User-Data Grouped AVP as a result of SAA - NO_ASSIGNMENT. To further confuse matters, the Charging-Data AVP that is part of the WLAN-User-Data Grouped AVP, is specified as 1 to many, i.e. allowing any number of Charging-Data AVPs to be part of the user's profile.

Discussion:


Status:

Agreed
1635

Correction to Charging Data handling over the Wx interface

Type:

CR 29.234 0115 Rel-7
Source: 

HP

Background: 
Rel-7 mirror of 1634.
Discussion:


Status:

Agreed
1636

Correction to the Charging-Nodes AVP of the Wx interface

Type:

CR 29.234 0116 Rel-6
Source: 

HP

Background: 


At CT4 #28, Cx specifications were changed to make the Primary-Charging-Collection-Function-Name Conditional, as opposed to Mandatory. It appears that the same modification was never implemented for the Wx interface.

In addition, 23.008 in Table 5.5, states that the Primary Charging Collection Function Name is Conditional data in the HSS and the 3GPP AAA Server.

Discussion:
Editorial errors have to be corrected.
Status:

Revised in 1869
1869

Correction to the Charging-Nodes AVP of the Wx interface

Type:

CR 29.234 0116r1 Rel-6

Source: 

HP

Background: 


Discussion:

Status:

Agreed
1637

Correction to the Charging-Nodes AVP of the Wx interface

Type:

CR 29.234 0117 Rel-7
Source: 

HP

Background: 


Discussion:


Status:

Revised in 1870 
1870

Correction to the Charging-Nodes AVP of the Wx interface

Type:

CR 29.234 0117r1 Rel-7

Source: 

HP

Background: 
Rel-7 mirror of 1869
Discussion:


Status:

Agreed
1638

The storing of 3GPP AAA server name and User Status handling

Type:

CR 29.234 0118 Rel-6  

Source: 

HP

Background: 


The Wx procedures for the MAR and the SAR – REGISTRATION, both state that the 3GPP AAA Server name is to be stored during the respective commands processing. In addition, it is not mentioned when the User Status attribute is to be updated.

It makes more sense that the 3GPP AAA Server Name is stored during MAR processing and that the User Status field is updated during SAR – REGISTRATION processing.

Discussion:
Agreed
1871

The storing of 3GPP AAA server name and User Status handling

Type:

CR 29.234 0118r1 Rel-6  

Source: 

HP

Background: 


Discussion:
After offline discussion it was clarified that revision is not needed.
Status:

Withdrawn
1639

The storing of 3GPP AAA server name and User Status handling

Type:

CR 29.234 0119 Rel-7
Source: 

HP

Background: 


Discussion:


Status:

Agreed
1872

The storing of 3GPP AAA server name and User Status handling

Type:

CR 29.234 0119r1 Rel-7

Source: 

HP

Background: 


Discussion:


Status:

Withdrawn
1640

User Status valid values

Type:

CR 23.008 0186 Rel-6  

Source:
 
HP

Background: 


The Wx procedures for the MAR and the SAR – REGISTRATION, both state that the 3GPP AAA Server name is to be stored during the respective commands processing. In addition, it is not mentioned when the User Status attribute is to be updated.

It makes more sense that the 3GPP AAA Server Name is stored during MAR processing and that the specifications indicate that the User Status field is updated during SAR – REGISTRATION processing.

The use of the term UNREGISTERED as a valid value for the User Status field is confusing, as it means something different in the Cx interface.

Discussion:
Proposed text was rephrased.
Status:

Revised in 1873
1873

User Status valid values

Type:

CR 23.008 0186r1 Rel-6  

Source:
 
HP

Background: 


Discussion:
Proposed text was rephrased.

Status:

Agreed
1641

User Status valid values

Type:

CR 23.008 0187 Rel-7  

Source: 

HP

Background: 


Discussion:


Status:

Revised in 1874
1874

User Status valid values

Type:

CR 23.008 0187r1 Rel-7  

Source: 

HP

Background: 
Rel-7 mirror of 1873
Discussion:


Status:

Agreed
1746

IETF update on filtering

Type:

CR 29.234 0121 Rel-6
Source: 

TeliaSonera

Background: 


IETF has made progress on defining IP filtering attributes similar to Diameter NAS-Filter-Rule also for RADIUS. Filter rules are needed also on RADIUS Wa. However, the NAS-Traffic-Rule attribute used in 29.234 was defined in the draft-ietf-radext- filter-rules-00. This draft is now both expired and obsoleted. A new RADIUS attribute NAS-Filter-Rule has been introduced since the draft-ietf-radext- filter-rules got splitted into two different drafts. This Change Request fixes the references and attributes to the recent correct IETF drafts and attributes work in progress.

Discussion:
The IETF draft has to be updated based on the latest version which is 04.
Status:

Revised in 1875
1746

IETF update on filtering

Type:

CR 29.234 0121r1 Rel-6

Source: 

TeliaSonera

Background: 


Discussion:
The IETF draft has to be updated based on the latest version which is 04.

Status:

Agreed
1747

IETF update on filtering

Type:

CR 29.234 0122 Rel-7 

Source: 

TeliaSonera

Background: 


Discussion:


Status:

Revised in 1876
1876

IETF update on filtering

Type:

CR 29.234 0122r1 Rel-7 

Source: 

TeliaSonera

Background: 
Rel-7 mirror of 1875
Discussion:


Status:

Agreed
1748

IETF update on location information

Type:

CR 29.234 0123 Rel-6 

Source: 

TeliaSonera

Background: 


IETF has made progress on defining location information RADIUS attributes that are used in RADIUS Wa and RADIUS Wd. Current reference in 29.234 has expired a long time ago. Also the details of actual attributes have changed. This Change Request corrects both references and changed attribute details.

Discussion:
"Incliding" shall be changed "including".
The cover page has to be updated.

After discussion it was agreed to send LS to ask information from SA2 about location information over WLAN.

Status:

Revised in 1881
1881

IETF update on location information

Type:

CR 29.234 0123r1 Rel-6 

Source: 

TeliaSonera

Background: 


Discussion:

Status:

Agreed
1749

IETF update on location information

Type:

CR 29.234 0124 Rel-7
Source: 

TeliaSonera

Background: 


Discussion:


Status:

Revised in 1882
1882

IETF update on location information

Type:

CR 29.234 0124r1 Rel-7

Source: 

TeliaSonera

Background: 


Discussion:


Status:

Agreed
1880

LS on Location information over WLAN

Type:

LS OUT

Source: 

France Telecom

Background: 


Discussion:


Status:

Withdrawn
1750

Identity usage correction on Wm

Type:

CR 29.234 0125 Rel-6
Source: 

TeliaSonera

Background: 


During the IKEv2 IPSec tunnel establishment both access authentication and authorization take place over the Wm interface. These are done in separate steps. The authentication phase also involves EAP-SIM/AKA based initiator authentication. The authorization phase uses the user identity provided by the WLAN UE during the authentication phase (this is carried in the IKEv2 IKE_AUTH’s IDi payload). However, if the identity provided by the WLAN UE is a temporary identity and for some reason the 3GPP AAA server is not able to map that back to user’s permanent identity (e.g. the temporary identity is stale or expired) the WLAN UE and 3GPP AAA server negotiate such identity they can agree on using the mechanism defined in EAP-SIM/AKA. The new identity in this case used is only seen inside the EAP-method, thus the identity seen and known by the PDG is still the old stale/expired one. Now if the PDG uses the old identity during the authorization phase to identify the user/session it is most probable that the 3GPP AAA server is not able to map that to anything and the authorization fails. Furthermore if the identity the PDG knows is stale/expired or even a valid temporary identity the PDG does not have a way to provide “Permanent User Identity” IE to the Wm Authorization Request as now defined for the Wm interface. In order to circumvent the possible issue of stale/expired identities during the authorization phase the 3GPP AAA server should only look for Diameter Session-id to find the user/session in question.

Discussion:

Vodafone had concern that if mandatory AVP is removed from Rel-6 it may cause some backward compatibility problems between Rel-6 networks if they are working based on different Rel-6 specification version.
It was agreed that AVP is not removed.

Some editorial corrections were made.

Status:

Revised in 1884
1884

Identity usage correction on Wm

Type:

CR 29.234 0125r1 Rel-6

Source: 

TeliaSonera

Background: 


Discussion:

Status:

Agreed
1751

Identity usage correction on Wm

Type:

CR 29.234 0126 Rel-7
Source: 

TeliaSonera

Background: 


Discussion:


Status:

Revised in 1885
1885

Identity usage correction on Wm

Type:

CR 29.234 0126r1 Rel-7

Source: 

TeliaSonera

Background: 


Discussion:


Status:

Agreed
8.2
IMS

1506

Activation Status of a PSI

Type:

CR 29.328 0203 Rel-6
Source: 

Lucent Technologies

Background: 


It is currently not specified in the stage 3 that a wildcard PSI shall only be activated/deactivated at the HSS via OA&M not via the Sh interface. The stage 2 (23.228) only mentions that distinct PSIs can be activated by the user. This exclusion needs to be made clear in the stage 3 or problems will occur on the Sh interface.
Discussion:
Nortel and Ericsson: Changes should not affect all cases, only distinct PSI.
It was agreed wildcard PSIs should be removed.

Nokia challenged the addition in section 6.1.1.1 because behaviour of Public Service Identity is already described in TS 23.003 and TS 23.008. Also the addition in 6.1.2.1 should be rephrased.

France Telecom proposed to change mandate of note in table 7.6.1 as informative.

Status:

Revised in 1824
1824

Activation Status of a PSI

Type:

CR 29.328 0203r1 Rel-6

Source: 

Lucent Technologies

Background: 


Discussion:

Status:

Agreed
1507

Activation Status of a PSI

Type:

CR 29.328 0204 Rel-7
Source: 

Lucent Technologies

Background: 
Rel-7 mirror CR of 1506.

Discussion:


Status:

Revised in 1825
1825

Activation Status of a PSI

Type:

CR 29.328 0204r1 Rel-7

Source: 

Lucent Technologies

Background: 
Rel-7 mirror CR of 1824.

Discussion:


Status:

Agreed
1508

Activation Status of a PSI

Type:

CR 23.008 0180 Rel-6
Source: 

Lucent Technologies

Background: 


Discussion:

Nokia believes this should not enough to say that the wildcarded PSIs activation cannot be done via Sh-interface.
Siemens: It should be indicated that wildcarded PSIs are permanent subscriber data which are stored to HSS.

Status:

Revised in 1826
1826

Activation Status of a PSI

Type:

CR 23.008 0180 Rel-6

Source: 

Lucent Technologies

Background: 


Discussion:


Status:

Agreed
1509

Activation Status of a PSI

Type:



Source: 

Lucent Technologies

Background: 
Rel-7 mirror of 1508.
Discussion:


Status:

Revised in 1827
1827

Activation Status of a PSI

Type:




Source: 

Lucent Technologies

Background: 
Rel-7 mirror of 1826.
Discussion:


Status:

Agreed
1521

SDP Reference Correction

Type:

CR 29.228 0323 Rel-5 
Source: 

Huawei

Background: 


IETF RFC 2327 has been obsolete by IETF RFC 4566. CT1 have updated the SDP reference regarding this change.

Discussion:
It was seen that reason for change needs to be rephrased.
Status:

Revised in 1828
1828

SDP Reference Correction

Type:

CR 29.228 0323r1 Rel-5 

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1522

SDP Reference Correction

Type:

CR 29.228 0324 Rel-6
Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1829
1829

SDP Reference Correction

Type:

CR 29.228 0324r1 Rel-6

Source: 

Huawei

Background: 
Rel-6 Mirror of 1828.
Discussion:


Status:

Agreed
1523

SDP Reference Correction

Type:

CR 29.228 0325 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1830
1830

SDP Reference Correction

Type:

CR 29.228 0325r1 Rel-7

Source: 

Huawei

Background: 
Rel-7 Mirror of 1828.
Discussion:


Status:

Agreed
1562

Correction of error code in SAA

Type:

CR 29.228 0328 Rel-5  

Source: 

Huawei

Background: 


In the TS 29.228, there exists the inconsistency in the description of the error code used in SAA when the HSS received an SAR from an S-CSCF different from the assigned S-CSCF for the Public Identity.

In the section 6.1.2.1 of the TS 29.228 about the description of the detailed behaviour of SAR/SAA, it is stated when the Server Assignment Type indicates NO_ASSIGNMENT, the HSS checks whether the Public Identity is assigned for the S-CSCF requesting the data. If the requesting S-CSCF is not the same as the assigned S-CSCF, the Result-Code shall be set to DIAMETER_UNABLE_TO_COMPLY.

But in the section 8.1.2 of the TS 29.228 about the description of the error in S-CSCF name, it is stated: 

“If the S-CSCF name sent in the Server-Assignment-Request command and the previously assigned S-CSCF name stored in the HSS are different, then, the HSS shall not overwrite the S-CSCF name; instead it shall send a response to the S-CSCF with Experimental-Result-Code value set to DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED.”

In addition, there is no description in the TS 29.228 about the HSS receiving an SAR with NO_ASSIGNMENT but there is no S-CSCF name assigned for the requested Public User Identity.
Discussion:

Lucent and Nokia: The justification for earlier releases might be difficult because this cannot be seen as an essential correction.
It was seen by Vodafone and Nokia that error code which is proposed to use does not apply in this case because user is already assigned for the S-CSCF.

Huawei believes that even proposed change is not accepted by the meeting these two case should be distinguished with different error codes.

After discussion it was seen by the meeting that the DIAMETER_UNABLE_TO COMPLY is the best choice for both cases. No changes are needed.

Vodafone believes Rel-7 have to be corrected because there is a mismatch between section 6.1.2.1 and 8.1.2. These chapters should be aligned. 

Status:

Rejected
1563

Correction of error code in SAA

Type:

CR 29.228 0329 Rel-6  

Source: 

Huawei

Background: 


Discussion:


Status:

Rejected
1564

Correction of error code in SAA

Type:

CR 29.228 0330 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1831
1831

Correction of error code in SAA

Type:

CR 29.228 0330r1 Rel-7  

Source: 

Huawei

Background: 


Discussion:
The modified chapter needs to be rephrased.
Status:

Revised in 1960
1960

Correction of error code in SAA

Type:

CR 29.228 0330r2 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Revised in 1969
1969

Correction of error code in SAA

Type:

CR 29.228 0330r3 Rel-7  

Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1565

Correction of User-Authorization-Type AVP description

Type:

CR 29.229 0120 Rel-5 
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1566

Correction of User-Authorization-Type AVP description

Type:

CR 29.229 0121 Rel-6
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1567

Correction of User-Authorization-Type AVP description

Type:

CR 29.229 0122 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Withdrawn
1718

Definition of Wildcarded PSIs

Type:

CR 23.008 0189 Rel-6
Source: 

Ericsson

Background: 


There is no definition covering Wildcarded PSIs in the specification. As highlighted in TDOC C4-061202, there are messages in which it is difficult to tell what identity should be handled. A restriction in the number of Wildcarded PSIs per Private Service Identity, solves that problem.
Discussion:
It was decided that Barring Indication should be removed from the table 5.3A.
It was agreed that there is no need for a new section. The addition of text can be done in existing section 3.1.2B. 

Status:

Revised in 1832
1832

Definition of Wildcarded PSIs

Type:

CR 23.008 0189r1 Rel-6

Source: 

Ericsson

Background: 


Discussion:

Status:

Agreed
1719

Definition of Wildcarded PSIs

Type:

CR 23.008 0190 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1833
1833

Definition of Wildcarded PSIs

Type:

CR 23.008 0190r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1720

Wildcarded PSI as key in PPR

Type:

CR 29.228 0337 Rel-6
Source: 

Ericsson

Background: 


The current proposed way to handle Wildcarded PSIs indicates that one of the matching PSIs currently being stored in the S-CSCF must be sent in the PPR request.  Since only one de-registration is sent from the S-CSCF to the HSS for the entire set of PSIs matching the Wildcarded PSI, it is not possible for the HSS to determine if any of the individual matching PSIs are currently being handled by the S-CSCF or not.  This leads to failures in the S-CSCF if it checks for the received matching PSI.

Discussion:


Status:

Revised in 1834
1834

Wildcarded PSI as key in PPR

Type:

CR 29.228 0337r1 Rel-6

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1721

Wildcarded PSI as key in PPR

Type:

CR 29.228 0338 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1835
1835

Wildcarded PSI as key in PPR

Type:

CR 29.228 0338r1 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1740

Clarification of the definition of the Service Indication

Type:

CR 23.008 0192 Rel-5
Source: 

France Telecom

Background: 


The current defintion of the service indication seems to indicate that a given service indication point to a unique set of transparent data while it is the public identity-service indication pair that points to exactly one set of service related transparent data

Discussion:


Status:

Agreed
1741

Clarification of the definition of the Service Indication

Type:

CR 23.008 0193 Rel-6  

Source: 

France Telecom

Background: 


Discussion:


Status:

Agreed
1742

Clarification of the definition of the Service Indication

Type:

CR 23.008 0194 Rel-7  

Source: 

France Telecom

Background: 


Discussion:


Status:

Agreed
1752

Correction of the HSS behaviour in UARUAA command pair

Type:

CR 29.228 0340 Rel-5  

Source: 

Huawei, France Telecom

Background: 


In the subclause 6.1.1.1 of TS 29.228, it is stated at the step 5 (Check of the registration state of the public identity received in the request):

"If it is unregistered (i.e. registered as a consequence of a terminating call or there is an S-CSCF keeping the user profile stored) and User-Authorization-Type is equal to DE-REGISTRATION, the Result-Code shall be set to DIAMETER_SUCCESS." 

However, it is actually an abnormal case to receive a User-Authorization-Type equal to DE-REGISTRATION for a Public User Identity that is unregistered, because a Public User Identity that is not registered can not be "deregistered" by a user. If the User-Authorization-Type is set to DE-REGISTRATION for an unregistered Public User Identity, this reflects therefore a network misconfiguration and should not be handled as a normal case. In such a case, the User Registration Status Query procedure should fail and the HSS should therefore set the result code to a value indicating an error case.

Discussion:

Status:

Revised in 1836
1836

Correction of the HSS behaviour in UARUAA command pair

Type:

CR 29.228 0340r1 Rel-5  

Source: 

Huawei, France Telecom

Background: 


Discussion:


Status:

Agreed
1753

Correction of the HSS behaviour in UARUAA command pair

Type:

CR 29.228 0341 Rel-6  

Source: 

Huawei, France Telecom

Background: 


Discussion:


Status:

Revised in 1837
1837

Correction of the HSS behaviour in UARUAA command pair

Type:

CR 29.228 0341r1 Rel-6  

Source: 

Huawei, France Telecom

Background: 


Discussion:


Status:

Agreed
1754

Correction of the HSS behaviour in UARUAA command pair

Type:

CR 29.228 0342 Rel-7
Source: 

Huawei, France Telecom

Background: 


Discussion:


Status:

Revised in 1838
1838

Correction of the HSS behaviour in UARUAA command pair

Type:

CR 29.228 0342r1 Rel-7

Source: 

Huawei, France Telecom

Background: 


Discussion:


Status:

Agreed
1789

Allocation of new AVP codes for the Gmb interface

Type:

CR 29.230 0087 Rel-6

Source: 

Telecom Italia

Background: 


Discussion:


Status:

Agreed
1792

Allocation of new AVP codes for the Gmb interface

Type:

CR 29.230 0090 Rel-7

Source: 

Telecom Italia

Background: 


Discussion:


Status:

Agreed
1790

AVP code allocations for Rf and Ro interfaces

Type:

CR 29.230 0088 Rel-6

Source: 

Siemens

Background: 


Discussion:


Status:

Agreed
1791

AVP code allocations for Rf and Ro interfaces 

Type:

CR 29.230 0089 Rel-7

Source: 

Siemens

Background: 


Discussion:


Status:

Agreed
8.3
Diameter coordination

8.4
Subscriber Certificates / GAA

8.5
Subscriber and Equipment Trace

8.6
CAMEL

1628

Correction to figure 4.99 sheet 43

Type:

CR 23.078 0808 Rel-6
Source: 

Siemens

Background: 
CAMEL CPH does not work
Discussion:


Status:

Agreed
1675

Re-instate correct SDL for figure 4.99-43

Type:

CR 23.078 0811 Rel-6  

Source: 

Nortel

Background: 


Discussion:
Combined with 1628
Status:

Withdrawn
8.7
MAP

1774

Add Accuracy Fulfilment Indicator parameter to MAP SLR for deferred MT-LR

Type:

CR 29.002 0833 Rel-6
Source: 

Lucent 

Background: 


In CR 23.271-0287, a change is made in Clause 9.1.8.2 of 3GPP TS 23.271 V6.9.0 to indicate that when the MSC/SGSN returns the Subscriber Location Report to the GMLC in response to a previous deferred location request, the MSC/SGSN may also include the indication whether the obtained location estimate satisfies the requested accuracy or not (provided that this indication is obtained from RAN with location estimate). There should be a corresponding CR against 3GPP TS 29.002 to add the MAP mechanism between MSC/SGSN and GMLC to support this in Rel-6.

Therefore this CR is to add the Accuracy Fulfillment Indicator to the MAP Subcriber Location Report message.

Note that CR 29.002-0792 (C4-060378) added this parameter just for Rel-7 under LCS3 so this needs to be reflected back to Rel-6 to ensure the stage 2 and 3 are consistent.

Note that in CR 29.002-0779, the Accuracy Fulfillment Indicator parameter was added only to the MAP Provide Subscriber Location message.

Discussion:
Editorial corrections were made.
Status:

Revised in 1888
1888

Add Accuracy Fulfilment Indicator parameter to MAP SLR for deferred MT-LR

Type:

CR 29.002 0833 Rel-6

Source: 

Lucent 

Background: 


Discussion:

Status:

Agreed
1775

Add Accuracy Fulfilment Indicator parameter to MAP SLR for deferred MT-LR

Type:

CR 29.002 0834 Rel-7
Source: 

Lucent 

Background: 


Discussion:


Status:

Agreed
8.8
MBMS, GTP, GPRS

1544

Inclusion of ASI in 3GPP TS 29.060 already from Rel-6

Type:

LS in    
Source: 

TSG GERAN WG2

Background: 


GERAN WG2 asks CT4 reconsider the decision to introduce the Activity Status Indicator in 3GPP TS 29.060 only from Rel-7 and introduce it instead already from Rel-6.

Discussion:
Based on document C4-061784 no action is needed by CT4.
Status:

Noted
1784

LS on no inclusion of ASI in 3GPP TS 29.060 already from Rel-6

Type:

LS IN
Source: 

SA2

Background: 
Based on GERAN LS below SA2 believes this is not essential correction for Rel-6.
Discussion:


Status:

Noted
1724

AUTN parameter length correction

Type:

CR 29.060 0628 Rel-6  

Source: 

Ericsson

Background: 


The length of parameters AUTS and AUTN was modified from variable to fixed in CR 29.002-151. The corresponding change was never done to GTP.
Discussion:



Nokia and NEC believe this is not essential correction because current length will work.

Status:

Rejected
1725

AUTN parameter length correction

Type:

CR 29.060 0629 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Rejected
1727

Global CN-ID and RNC-ID corrections

Type:

Discussion    
Source: 

Ericsson

Background: 


3GPP TS 23.003 V6.10.0 chapter 12.3 and 12.4 defines the Global CN Identity and the Global RNC Identity as follows:

Global CN Identity = PLMN-ID || CN-ID

Global RNC Identity = PLMN-ID || RNC-ID

It further states 

"A CN node is uniquely identified within a PLMN by its CN Identifier (CN-Id). The CN-Id together with the PLMN identifier globally identifies the CN node." 

and similarly 

"An RNC node is uniquely identified within a PLMN by its RNC Identifier (RNC-Id)…. The RNC-Id together with the PLMN identifier globally identifies the RNC node."

In a network supporting only one PLMN this is sufficient. When having support for only one PLMN the identity of that PLMN shall be used as the network identifier. However in a situation where we have communicating CN and RNC/BSC nodes both supporting multiple PLMNs, it is not clear what PLMN to use in the respective identifier. The identifiers are used in connectionless signalling over the interface between CN and RAN.

Discussion:
Vodafone: In figure 2 RNC node should belong in both PLMNs like in figure 1.
Based on the discussion paper the problems was not clear for some companies and did not see need for the changes.
Status:

Noted
1728

Global CN-ID and RNC-ID corrections

Type:

CR 23.003 0124 Rel-6
Source: 

Ericsson

Background: 


3GPP TS 23.003 V6.11.0 chapter 12.3 and 12.4 defines the Global CN Identity and the Global RNC Identity.  “A CN node is uniquely identified within a PLMN by its CN Identifier (CN-Id). The CN-Id together with the PLMN identifier globally identifies the CN node.”  Similarly for the RNC-ID: “An RNC node is uniquely identified within a PLMN by its RNC Identifier (RNC-Id)…. The RNC-Id together with the PLMN identifier globally identifies the RNC node.” 

In a network supporting only one PLMN this is sufficient. However in a situation where we have CN and RNC nodes both supporting multiple PLMNs, it is not clear which PLMN identifier to use in the respective identifiers.
Discussion:

It was not clear where the requirements are coming for. It was also not clear what is the problem with the current situation.
Vodafone cannot accept the proposed change as they see it as restriction. 
Status:

Rejected
1729

Global CN-ID and RNC-ID corrections

Type:

CR 23.003 0125 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Rejected
1730

MBMS Session Repetition Number Correction

Type:

CR 29.060 0631 Rel-6
Source: 

Ericsson

Background: 


The name of the MBMS Session Identity Repetition Number parameter needs to be aligned to other 3GPP specifications.
Discussion:

The length of MBMS Session Repetition Number has to change to 1 to be aligned with CT3 TS 29.061.
Consequences if not approved needs to be strengthen.

Status:

Revised in 1927
1927

MBMS Session Repetition Number Correction

Type:

CR 29.060 0631r1 Rel-6

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1941
1941

MBMS Session Repetition Number Correction

Type:

CR 29.060 0631r2 Rel-6

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1731

MBMS Session Repetition Number Correction

Type:

CR 29.060 0632 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1928
1928

MBMS Session Repetition Number Correction

Type:

CR 29.060 0632r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1942
1942

MBMS Session Repetition Number Correction

Type:

CR 29.060 0632r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1733

GTP Path Failure Changes to MBMS

Type:

CR 29.060 0634 Rel-6
Source: 

Ericsson

Background: 


The CRs 29.060-577 and 588 removed the Path Failure functionality generally and for PDP Context handling. However, there still remain some fragments of text for the path failure functionality which is out of context in the specification. The text for the MBMS contexts messages was missed to be changed due to an oversight.
Discussion:


Status:

Agreed
1734

GTP Path Failure Changes to MBMS

Type:

CR 29.060 0635 Rel-7 

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1735

Missing address in MBMS Notification Reject Request

Type:

CR 29.060 0636 Rel-6  

Source: 

Ericsson

Background: 


There is an SGSN Address for Control Plane missing in MBMS Notification Reject Request. The SGSN Address for control plane shall be used by the GGSN in the corresponding MBMS Notification Reject Response message.
Discussion:
CR was not seen as an essential correction for Rel-6.
Status:

Rejected
1736

Missing address in MBMS Notification Reject Request

Type:

CR 29.060 0637 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1929
1929

Missing address in MBMS Notification Reject Request

Type:

CR 29.060 0637r1 Rel-7

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
1737

Mapping between BSSGP and RANAP cause values for PS HO

Type:

CR 29.060 0638 Rel-6
Source: 

Ericsson

Background: 


As indicated in the “LS on Inter-RAT PS Handover Improvements”, GP-052904, a standardized way to map BSSGP cause values to RANAP cause values and vice versa is needed for PS Handover.
Discussion:

It was discussed if CT4 is a right group to specify this Mapping of BSSGP and RANAP causes mapping. Which would be the right specification if the parameters are defined by CT4? In TS 29.010 handles CS handovers only. It was requested if TS 29.010 should be enhanced to cover also PS handover.
Nokia proposed to have similar (as TS 29.010) TS for PS handovers.
NEC proposed to add a new Normative Annex in TS 29.060.

After discussion it was it was decided to send LS to RAN3 and GERAN to ask opinion about content of the tables.

Status:

Postponed
1738

Mapping between BSSGP and RANAP cause values for PS HO

Type:

CR 29.060 0639 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Postponed
1930

LS on Proposed Mapping between BSSGP and RANAP cause values for PS HO

Type:

LS OUT

Source: 

Nortel

Background: 


Discussion:


Status:

Revised in 1940
1940

LS on Proposed Mapping between BSSGP and RANAP cause values for PS HO

Type:

LS OUT

Source: 

Nortel

Background: 


Discussion:


Status:

Agreed
8.9
CSSPLIT, Mc Interface

1495

Amend the call flow of handover procedure 

Type:

CR 23.205 0163 Rel-5
Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1496

Amend the call flow of handover procedure

Type:

CR 23.205 0164 Rel-6
Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1497

Amend the call flow of handover procedure

Type:

CR 23.205 0165 Rel-7
Source: 

Huawei

Background: 


Discussion:


Status:

Agreed
1559

Correct the initiator of NOT.resp command

Type:

CR 29.232 0451 Rel-6  

Source: 

Huawei

Background: 


Discussion:
It was not seen as an essential correction to Rel-6.
Status:

Rejected
1560

Correct the initiator of NOT.resp command

Type:

CR 29.232 0452 Rel-7  

Source: 

Huawei

Background: 


Discussion:
Category shall be changed as "F".
Status:

Agreed
1586

ServiceChangeMGCId in Register Reply

Type:

Discussion    
Source: 

Ericsson

Background: 


Discussion:

Status:

Noted
1587

ServiceChangeMGCId in Register Reply

Type:

CR 29.232 0453 Rel-5
Source: 

Ericsson

Background: 


Discussion:


Status:

Postponed
1588

ServiceChangeMGCId in Register Reply

Type:

CR 29.232 0454 Rel-6
Source: 

Ericsson

Background: 


Discussion:


Status:

Postponed
1589

ServiceChangeMGCId in Register Reply

Type:

CR 29.232 0455 Rel-7
Source: 

Ericsson

Background: 


Discussion:


Status:

Postponed
1598

Encoding of PLMN BC 

Type:

CR 29.232 0456 Rel-4
Source: 

Alcatel

Background: 


Discussion:


Status:

Agreed
1599

Encoding of PLMN BC 

Type:

CR 29.232 0457 Rel-5  

Source: 

Alcatel

Background: 


Discussion:


Status:

Agreed
1600

Encoding of PLMN BC 

Type:

CR 29.232 0458 Rel-6
Source: 

Alcatel

Background: 


Discussion:


Status:

Agreed
1601

Encoding of PLMN BC 

Type:

CR 29.232 0459 Rel-7
Source: 

Alcatel

Background: 


Discussion:


Status:

Agreed
1606

Trace package correction

Type:

CR 29.232 0460 Rel-6
Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1607

Trace package correction

Type:

CR 29.232 0461 Rel-7
Source: 

Nokia

Background: 


Discussion:
Annex C needs to be updated as well.
Status:

Revised in 1887
1887

Trace package correction

Type:

CR 29.232 0461r1 Rel-7

Source: 

Nokia

Background: 


Discussion:

Status:

Agreed
1608

Commands in Change flow direction procedure

Type:

CR 29.232 0462 Rel-5
Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1609

Commands in Change flow direction procedure

Type:

CR 29.232 0463 Rel-6  

Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1610

Commands in Change flow direction procedure

Type:

CR 29.232 0464 Rel-7
Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1611

BNC events in Modify Char procedure

Type:

CR 29.232 0465 Rel-5  

Source: 

Nokia

Background: 


Discussion:

Not clear  if the problem indicated in the cover page is solved by the change. Offline discussion shall take place.
Status:

Postponed
1612

BNC events in Modify Char procedure

Type:

CR 29.232 0466 Rel-6
Source: 

Nokia

Background: 


Discussion:
Postponed
1613

BNC events in Modify Char procedure

Type:

CR 29.232 0467 Rel-7
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed
1614

BNC events in Reserve Char and Confirm Char procedures

Type:

CR 29.232 0468 Rel-5
Source: 

Nokia

Background: 


Discussion:
It needs to be clarified when the establish bearer event is activated.
Status:

Postponed
1615

BNC events in Reserve Char and Confirm Char procedures

Type:

CR 29.232 0469 Rel-6
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed
1616

BNC events in Reserve Char and Confirm Char procedures

Type:

CR 29.232 0470 Rel-7
Source: 

Nokia

Background: 


Discussion:


Status:

Postponed
1617

BNC modified/ BNC modification failure event in Prepare Bearer, Establish Bearer procedure 

and Prepare IP transport procedure

Type:

CR 29.232 0471 Rel-5  

Source: 

Nokia

Background: 


Discussion:


Status:

Withdrawn
1618

BNC modified/ BNC modification failure event in Prepare Bearer, Establish Bearer procedure 

and Prepare IP transport procedure

Type:

CR 29.232 0472 Rel-6  

Source: 

Nokia

Background: 


Discussion:


Status:

Withdrawn
1619

BNC modified/ BNC modification failure event in Prepare Bearer, Establish Bearer procedure 

and Prepare IP transport procedure

Type:

CR 29.232 0473 Rel-7  

Source: 

Nokia

Background: 


Discussion:


Status:

Withdrawn
1668

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0478 Rel-4  

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1889
1889

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0478r1 Rel-4  

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1947
1947

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0478r2 Rel-4  

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Agreed
1669

Definite vs Indefinite encoding rules for binary H.248
Type:

CR 29.232 0479 Rel-5

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1890

1890

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0479r1 Rel-5
Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1948
1948

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0479r2 Rel-5

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Agreed
1670

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0480 Rel-6
Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1891
1891

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0480r1 Rel-6

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1949
1949

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0480r2 Rel-6

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Agreed
1671

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0481 Rel-7
Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1892
1892

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0481r1 Rel-7

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1950
1950

Definite vs Indefinite encoding rules for binary H.248

Type:

CR 29.232 0481r2 Rel-7

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Agreed
1672

Stream ID parameter in Signals

Type:

CR 29.232 0482 Rel-6
Source: 

Nortel Networks

Background: 


Discussion:


Status:

Rejected
1673

Stream ID parameter in Signals

Type:

CR 29.232 0483 Rel-7  

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1895
1895

Stream ID parameter in Signals

Type:

CR 29.232 0483r1 Rel-7  

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Revised in 1951
1951

Stream ID parameter in Signals

Type:

CR 29.232 0483r2 Rel-7  

Source: 

Nortel Networks

Background: 


Discussion:


Status:

Withdrawn after email approval
8.10
Mn Interface

1603

Profile registration procedure

Type:

CR 29.332 0070 Rel-6
Source: 

Alcatel

Background: 


The Mc profile was corrected at the CT4#32 meeting to require the MGW explicitly accept an alternative profile returned within a ServiceChange Reply by sending a new ServiceChange command. 

The correction is also relevant to the Mn profile.
Discussion:


Status:

Agreed
1604

Profile registration procedure

Type:

CR 29.332 0071 Rel-7
Source: 

Alcatel

Background: 


Discussion:
The added text is same than in 1603 but in a different section. Category is "F".
Status:

Agreed
1620

Rel-6 Rules for SDP equivalents

Type:

CR 29.332 0072
Source: 

Nokia

Background: 


It is unclear how the following SDP aspects are reflected if SDP-equivalents are used.

1. Should the SDP description type (v=, m=, a= etc.) be encoded? The SDP description type is already encoding by the SDP-equivalent tag so additional encoding inside the SDP-equivalent value is not necessary.

2. SDP lines are separated by CR/LF. Should these be also encoded inside the SDP-equivalent values? Different SDP lines are separated by different SDP equivalents so CR/LF are not necessary inside the SDP-equivalent value.

3. The Note in table 10.1 specifies that “The SDP equivalents shall be used in the order specified for the corresponding SDP lines in IETF RFC 2327 [17].” An example what this means would be beneficial.

Discussion:


Status:

Revised in 1911
1911

Rel-6 Rules for SDP equivalents

Type:

CR 29.332 0072r1

Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1621

Rules for SDP equivalents

Type:

CR 29.332 0073 Rel-7  

Source: 

Nokia

Background: 


Discussion:


Status:

Revised in 1912
1912

Rules for SDP equivalents

Type:

CR 29.332 0073r1 Rel-7  

Source: 

Nokia

Background: 


Discussion:


Status:

Agreed
1649

Codec Parameters

Type:

CR 29.332 0076 Rel-6 

Source: 

Ericsson

Background: 


The use of AMR-WB is missing as a media subtype in 10.2.1.

The use of octet-align MIME parameter is not defined, however this may be required for AMR codecs as defined in 3GPP TS 26.236.

Under certain circumstances the MGW may need to distinguish between selectable options of the same ITU-T codec, e.g. G729 with “annex b”  or without “annex b” as shown in Table B-4 of 3GPP TS 29.163. 

In such cases, it might even be that both static and dynamic payload types would need to be signalled to MGW. Without the selectable options being defined for ITU-T codecs, MGW cannot make a proper distinction.
Discussion:
Alcatel: ITU-T codecs are listed in section B2.5.4.
Status:

Revised in 1909
1909

Codec Parameters

Type:

CR 29.332 0076r1 Rel-6 

Source: 

Ericsson

Background: 


Discussion:
"mode-change-neighbour" shall be clarified.
Status:

Revised in 1952
1952

Codec Parameters

Type:

CR 29.332 0076r1 Rel-6 

Source: 

Ericsson

Background: 


Discussion:
"mode-change-neighbour" shall be clarified.
Status:

Agreed
1650

Codec Parameters

Type:

CR 29.332 0077 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1910
1910

Codec Parameters

Type:

CR 29.332 0077r1 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Revised in 1953
1953

Codec Parameters

Type:

CR 29.332 0077r1 Rel-7  

Source: 

Ericsson

Background: 


Discussion:


Status:

Agreed
8.11
AoB

9
GSM

10
AoB

10.1 Email approval

The documents need to be available 13th November 2006 18:00 CET.
The deadline for comments is 17th November 2006 18:00 CET.

11
Update of the Work Plan

1768

Workplan

Type:

Discussion
Source: 


Background: 


Discussion:
WP was Updated during the meeting. 
Status:

Agreed
12
Future meetings

1769

Future meetings

Type:

Information
Source: 


Background: 


Discussion:


Status:

Noted
13
Check of approved output documents
1970

Output documents

Type:

Information

Source: 


Background: 


Discussion:


Status:

Revised in 1971
1971

Output documents

Type:

Information

Source: 


Background: 


Discussion:


Status:

Noted
14
Closing of the meeting (15:48 Friday)
Chairman thanked the hosts, the North American Friends of 3GPP, for the meeting arrangements, the delegates for their hard work and the Vice Chairmen of the parallel sessions and their attendees for their co-operation and hard work in demanding sessions. 

Meeting was closed on Friday 03rd November 15:48.

ANNEX A: OUTPUT MATERIAL

A.1
Output Liaisons

	Tdoc

#C4-06
	Title
	LS To
	LS Cc
	Attachment

	1803
	LS on Support of G711 in MRFP
	TSG CT WG1, TSG SA WG4
	
	

	1807
	REPLY LS on Restriction of Sharing Public User Identity among Private User Identities
	TSG SA WG2
	TSG CT WG1
	

	1808
	Reply LS on Request for Diameter Gi code value
	TSG CT WG4
	
	C4-061809

	1860
	LS on QoS attributes for I-WLAN
	3GPP SA WG2
	
	

	1877
	LS on 3GPP support of H248.36
	ITU-T Q3/SG16
	
	

	1902
	Reply LS LS on Problem with RTPXtalk over Nb
	TSG CT WG3
	
	

	1913
	LS Reply to LS on Mn Alignment between 3GPP and TISPAN
	ETSI TISPAN WG3
	
	

	1937
	Reply LS on 3GPP SAE&LTE Workplan
	TSG SA
	TSG CT, TSG RAN, TSG CT WG1, TSG CT WG3, TSG CT WG6
	3GPP SAE/LTE work plan

	1939
	reply LS on Local Service Change
	CT3, SA2, RAN2
	CT1, SA1, RAN3, SA4, SA5
	

	1940
	LS on Mapping between BSSGP and RANAP cause values for PS HO
	TSG RAN WG3, GERAN
	
	

	1945
	LS on Additions for support of Network-Initiated QoS
	TSG SA WG2
	TSG CT WG1
	C4-061924


A.2
New TSs /TRs
A.2.1 For Approval at CT#34
	Tdoc

#C4-06
	Tdoc Title
	Source

	1900
	TR 23.840 v2.0.0 Study into routeing of MT-SMs via the HPLMN
	Vodafone


A.2.2 For information at CT#34
	Tdoc

#C4-06
	Tdoc Title
	Source

	1965
	TS 23.333 v1.0.0 Multimedia Resource Function Controller (MRFC) – Multimedia Resource Function Processor (MRFP) Mp interface: Procedures Descriptions
	Huawei


A.3
New and updated WIDs

A.3.1 New WID for Approval at CT#34

None
A.3.2 Updated WID for Approval at CT#34

	Tdoc

#C4-06
	Tdoc Title
	Source

	1905
	Feasibility study of using M2PA in 3GPP network
	CHINA MOBILE, Huawei

	1933
	Support of SMS over IP networks
	RIM

	1964
	"Multimedia Resource Function Controller (MRFC) Multimedia Resource Function Processor (MRFP) Mp Interface"
	Orange, Huawei


A.3.3 Endorsed WID

	Tdoc

#C4-061
	Tdoc Title
	Source

	1513
	Voice Call Continuity
	Lucent Technologies

	1918
	Multimedia  Interworking between IM CN subsystem and circuits witched networks
	Vodafone

	1849
	EVGCS
	Siemens

	1932
	CN aspects of system architecture evolution
	Nokia


A.4
CRs for approval at CT#34
	Meeting
	C4 Tdoc
	Title
	Spec
	CR
	R
	Cat
	Version_old
	Work Item
	Rel

	33
	C4-061495
	Amend the call flow of handover procedure 
	23.205
	0163
	
	F
	5.13.0
	TEI5
	Rel-5

	33
	C4-061496
	Amend the call flow of handover procedure
	23.205
	0164
	
	A
	6.6.0
	TEI5
	Rel-6

	33
	C4-061497
	Amend the call flow of handover procedure
	23.205
	0165
	
	A
	7.2.0
	TEI5
	Rel-7

	33
	C4-061512
	Voice Call Continuity Identification and Addressing
	23.003
	0118
	
	B
	7.1.0
	VCC
	Rel-7

	33
	C4-061560
	Correct the initiator of NOT.resp command
	29.232
	0452
	
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061598
	Encoding of PLMN BC 
	29.232
	0456
	
	F
	4.15.0
	CSSPLIT
	Rel-4

	33
	C4-061599
	Encoding of PLMN BC 
	29.232
	0457
	
	A
	5.16.0
	CSSPLIT
	Rel-5

	33
	C4-061600
	Encoding of PLMN BC 
	29.232
	0458
	
	A
	6.7.0
	CSSPLIT
	Rel-6

	33
	C4-061601
	Encoding of PLMN BC 
	29.232
	0459
	
	A
	7.3.0
	CSSPLIT
	Rel-7

	33
	C4-061603
	Profile registration procedure
	29.332
	0070
	
	F
	6.7.0
	IMS-CCR-Mn
	Rel-6

	33
	C4-061604
	Profile registration procedure
	29.332
	0071
	
	F
	7.4.0
	IMS-CCR-Mn
	Rel-7

	33
	C4-061606
	Trace package correction
	29.232
	0460
	
	F
	6.7.0
	TEI6
	Rel-6

	33
	C4-061608
	Commands in Change flow direction procedure
	29.232
	0462
	
	F
	5.16.0
	TEI5
	Rel-5

	33
	C4-061609
	Commands in Change flow direction procedure
	29.232
	0463
	
	A
	6.7.0
	TEI5
	Rel-6

	33
	C4-061610
	Commands in Change flow direction procedure
	29.232
	0464
	
	A
	7.3.0
	TEI5
	Rel-7

	33
	C4-061622
	CR miss implementation Call independent procedures and packages
	29.332
	0074
	
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061628
	Correction to figure 4.99 sheet 43
	23.078
	0808
	
	F
	6.8.0
	TEI6
	Rel-6

	33
	C4-061632
	Introduction of sending application-specific data to group call members
	29.002
	0807
	2
	B
	7.5.0
	EVA
	Rel-8

	33
	C4-061633
	Addition of Teleservice Code to SendGroupCallInfo
	29.002
	0829
	
	F
	7.5.0
	VGCSFlex
	Rel-7

	33
	C4-061634
	Correction to Charging Data handling over the Wx interface
	29.234
	0114
	
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061635
	Correction to Charging Data handling over the Wx interface
	29.234
	0115
	
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061638
	The storing of 3GPP AAA server name and User Status handling
	29.234
	0118
	
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061639
	The storing of 3GPP AAA server name and User Status handling
	29.234
	0119
	
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061657
	Support of SMS over IP networks
	23.008
	0170
	3
	B
	7.3.0
	SMSIP
	Rel-7

	33
	C4-061663
	Optional Suppress Terminating Services Bit String in SRI
	23.018
	0155
	
	B
	7.3.0
	TEI7
	Rel-7

	33
	C4-061674
	Reservation of outcome codes for GSM-Railway
	23.094
	0004
	
	B
	6.0.0
	TEI7
	Rel-7

	33
	C4-061680
	Emergency Realm for I-WLAN network advertisment 
	23.003
	0120
	
	B
	7.1.0
	EMC1
	Rel-7

	33
	C4-061681
	Definition of emergency W-APN 
	23.003
	0121
	
	B
	7.1.0
	EMC1
	Rel-7

	33
	C4-061686
	Amendements to MBMS Session Update procedure
	29.060
	0626
	
	B
	7.3.0
	TEI7
	Rel-7

	33
	C4-061693
	Definition of GAA Service Type Code for Liberty Alliance Interworking
	29.109
	0033
	
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061694
	Corrections to GAA authentication context schema
	29.109
	0034
	
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061695
	WSDL definition enhancements for Zn interface
	29.109
	0035
	
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061714
	Grouping identities update
	29.328
	0208
	
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061733
	GTP Path Failure Changes to MBMS
	29.060
	0634
	
	F
	6.14.0
	TEI6
	Rel-6

	33
	C4-061734
	GTP Path Failure Changes to MBMS
	29.060
	0635
	
	A
	7.3.0
	TEI6
	Rel-7

	33
	C4-061740
	Clarification of the definition of the Service Indication
	23.008
	0192
	
	F
	5.11.0
	IMS-CCR
	Rel-5

	33
	C4-061741
	Clarification of the definition of the Service Indication
	23.008
	0193
	
	A
	6.11.0
	IMS-CCR
	Rel-6

	33
	C4-061742
	Clarification of the definition of the Service Indication
	23.008
	0194
	
	A
	7.3.0
	IMS-CCR
	Rel-7

	33
	C4-061762
	29.230 Addition of Diameter Error Code for Emergency Purposes Emergency Calls
	29.230
	0086
	
	B
	7.4.0
	EMC1
	Rel-7

	33
	C4-061765
	Tunnel Option shall be used with Add.Req only
	29.232
	0486
	
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061766
	IP transport package properties not used within Mov.Req
	29.232
	0487
	
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061775
	Add Accuracy Fulfilment Indicator parameter to MAP SLR for deferred MT-LR
	29.002
	0834
	
	F
	7.5.0
	TEI7
	Rel-7

	33
	C4-061788
	Missing Procedures Towards IMS
	29.332
	0080
	
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061789
	The allocation of new AVP codes for the Gmb interface
	29.230
	0087
	
	A
	7.4.0
	IMS2-CCR
	Rel-7

	33
	C4-061790
	AVP code allocations for Rf and Ro interfaces
	29.230
	0088
	
	F
	6.8.0
	IMS2-CCR
	Rel-6

	33
	C4-061791
	AVP code allocations for Rf and Ro interfaces
	29.230
	0089
	
	A
	7.4.0
	IMS2-CCR
	Rel-7

	33
	C4-061792
	The allocation of new AVP codes for the Gmb interface
	29.230
	0090
	
	F
	6.8.0
	IMS2-CCR
	Rel-6

	33
	C4-061794
	change to CANCEL_LOCATION procedure in VLR
	23.012
	0024
	1
	F
	7.1.0
	TEI7
	Rel-7

	33
	C4-061800
	Extension of Group ID
	29.002
	0828
	1
	F
	7.5.0
	EVGCS
	Rel-7

	33
	C4-061809
	Diameter Gi code value
	29.230
	0091
	
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061811
	AS Originating Session
	29.228
	0326
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061812
	Correction of Private Identity description in SAR
	29.228
	0327
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061813
	Clarification on use of Authentication pending flag
	29.228
	0332
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061814
	Unknown user identity
	23.003
	0119
	2
	F
	7.1.0
	TEI7
	Rel-7

	33
	C4-061818
	UDA correction for the case that data does not exist in the HSS
	29.328
	0207
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061820
	Optimization of handling of Wildcarded PSIs
	29.229
	0124
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061821
	Optimization of handling of Wildcarded PSIs
	29.230
	0085
	1
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061824
	Activation Status of a PSI
	29.328
	0203
	1
	F
	6.11.0
	IMS2-CCR
	Rel-6

	33
	C4-061825
	Activation Status of a PSI
	29.328
	0204
	1
	A
	7.3.0
	IMS2-CCR
	Rel-7

	33
	C4-061826
	Activation Status of a PSI
	23.008
	0180
	1
	F
	6.11.0
	IMS2-CCR
	Rel-6

	33
	C4-061827
	Activation Status of a PSI
	23.008
	0181
	1
	A
	7.3.0
	IMS2-CCR
	Rel-7

	33
	C4-061828
	SDP Reference Correction
	29.228
	0323
	1
	F
	5.17.0
	IMS-CCR
	Rel-5

	33
	C4-061829
	SDP Reference Correction
	29.228
	0324
	1
	A
	6.12.0
	IMS-CCR
	Rel-6

	33
	C4-061830
	SDP Reference Correction
	29.228
	0325
	1
	A
	7.3.0
	IMS-CCR
	Rel-7

	33
	C4-061832
	Definition of Wildcarded PSIs
	23.008
	0189
	1
	F
	6.11.0
	IMS2-CCR
	Rel-6

	33
	C4-061833
	Definition of Wildcarded PSIs
	23.008
	0190
	1
	A
	7.3.0
	IMS2-CCR
	Rel-7

	33
	C4-061834
	Wildcarded PSI as key in PPR
	29.228
	0337
	1
	F
	6.12.0
	IMS2-CCR
	Rel-6

	33
	C4-061835
	Wildcarded PSI as key in PPR
	29.228
	0338
	1
	A
	7.3.0
	IMS2-CCR
	Rel-7

	33
	C4-061836
	Correction of the HSS behaviour in UARUAA command pair
	29.228
	0340
	1
	F
	5.17.0
	IMS-CCR
	Rel-5

	33
	C4-061837
	Correction of the HSS behaviour in UARUAA command pair
	29.228
	0341
	1
	A
	6.12.0
	IMS-CCR
	Rel-6

	33
	C4-061838
	Correction of the HSS behaviour in UARUAA command pair
	29.228
	0342
	1
	A
	7.3.0
	IMS-CCR
	Rel-7

	33
	C4-061855
	23.008 Addition of Emergency Access Flag to I-WLAN User data 
	23.008
	0195
	1
	B
	7.3.0
	EMC1
	Rel-7

	33
	C4-061857
	Enhancements for VGCS/VBS in SPLIT architecture
	23.205
	0159
	5
	F
	7.2.0
	TEI7
	Rel-7

	33
	C4-061858
	Enhancements for VGCS/VBS in SPLIT architecture
	29.232
	0376
	6
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061859
	Storage of Authorized 3GPP WLAN QoS Profile in I-WLAN network entities
	23.008
	0185
	1
	B
	7.3.0
	WLAN-QOS
	Rel-7

	33
	C4-061862
	Example of in-band information sending with topology descriptor
	23.205
	0167
	1
	F
	7.2.0
	TEI7
	Rel-7

	33
	C4-061863
	Correct the Access and service Authorization information update procedure
	29.234
	0113
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061866
	Removal of TBD for Number of Commands Per Transaction
	29.232
	0474
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061867
	Charging identifier storage
	23.008
	0182
	1
	F
	6.11.0
	WLAN
	Rel-6

	33
	C4-061868
	Charging identifier storage
	23.008
	0183
	1
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061869
	Correction to the Charging-Nodes AVP of the Wx interface
	29.234
	0116
	1
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061870
	Correction to the Charging-Nodes AVP of the Wx interface
	29.234
	0117
	1
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061873
	User Status valid values
	23.008
	0186
	1
	F
	6.11.0
	WLAN
	Rel-6

	33
	C4-061874
	User Status valid values
	23.008
	0187
	1
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061875
	IETF update on filtering
	29.234
	0121
	1
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061876
	IETF update on filtering
	29.234
	0122
	1
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061881
	IETF update on location information
	29.234
	0123
	1
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061882
	IETF update on location information
	29.234
	0124
	1
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061883
	Event Tunnel indicaytion for type BICC IP
	29.232
	0485
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061884
	Identity usage correction on Wm
	29.234
	0125
	1
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061885
	Identity usage correction on Wm
	29.234
	0126
	1
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061886
	Zh/Zn Diameter Application Id
	29.109
	0032
	1
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061887
	Trace package correction
	29.232
	0461
	1
	A
	7.3.0
	TEI6
	Rel-7

	33
	C4-061888
	Add Accuracy Fulfilment Indicator parameter to MAP SLR for deferred MT-LR
	29.002
	0833
	1
	F
	6.14.0
	LCS2
	Rel-6

	33
	C4-061898
	Support of SMS over IP networks
	29.002
	0795
	4
	B
	7.5.0
	SMSIP
	Rel-7

	33
	C4-061903
	Optional Suppress Terminating Services Bit String in SRI
	29.002
	0832
	1
	B
	7.5.0
	TEI7
	Rel-7

	33
	C4-061904
	Optional Suppress Terminating Services Bit String in SRI
	23.078
	0810
	1
	B
	7.5.0
	TEI7
	Rel-7

	33
	C4-061906
	Alignment of Mn towards TISPAN Endorsement
	29.332
	0068
	1
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061907
	Setting of 3GPP manadatory parameters to conditional
	29.332
	0069
	1
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061911
	Rules for SDP equivalents
	29.332
	0072
	1
	F
	6.7.0
	IMS-CCR-Mn
	Rel-6

	33
	C4-061912
	Rules for SDP equivalents
	29.332
	0073
	1
	A
	7.4.0
	IMS-CCR-Mn
	Rel-7

	33
	C4-061915
	DSCR due to low traffic
	29.060
	0622
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061916
	Support for location based charging models in GPRS
	29.060
	0610
	3
	B
	7.3.0
	TEI7
	Rel-7

	33
	C4-061919
	Amendements to MBMS Registration procedure
	29.060
	0624
	1
	B
	7.3.0
	TEI7
	Rel-7

	33
	C4-061920
	Amendements to MBMS Session Start procedure
	29.060
	0625
	1
	B
	7.3.0
	TEI7
	Rel-7

	33
	C4-061925
	Clarification on presence of Teardown indicator
	29.060
	0640
	2
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061929
	Missing address in MBMS Notification Reject Request
	29.060
	0637
	1
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061934
	Format of emergency public identity
	23.003
	0122
	2
	B
	7.1.0
	EMC1
	Rel-7

	33
	C4-061935
	Clarification regarding URI canonicalization - 29.228
	29.228
	0343
	2
	F
	7.3.0
	FBI
	Rel-7

	33
	C4-061936
	Clarification regarding URI canonicalization - 29.328
	29.328
	0209
	2
	F
	7.3.0
	FBI
	Rel-7

	33
	C4-061941
	MBMS Session Repetition Number Correction
	29.060
	0631
	2
	F
	6.14.0
	TEI6
	Rel-6

	33
	C4-061942
	MBMS Session Repetition Number Correction
	29.060
	0632
	2
	A
	7.3.0
	TEI6
	Rel-7

	33
	C4-061947
	Definite vs Indefinite encoding rules for binary H.248
	29.232
	0478
	2
	F
	4.15.0
	CSSPLIT
	Rel-4

	33
	C4-061948
	Definite vs Indefinite encoding rules for binary H.248
	29.232
	0479
	2
	A
	5.16.0
	CSSPLIT
	Rel-5

	33
	C4-061949
	Definite vs Indefinite encoding rules for binary H.248
	29.232
	0480
	2
	A
	6.7.0
	CSSPLIT
	Rel-6

	33
	C4-061950
	Definite vs Indefinite encoding rules for binary H.248
	29.232
	0481
	2
	A
	7.3.0
	CSSPLIT
	Rel-7

	33
	C4-061952
	Codec Parameters
	29.332
	0076
	2
	F
	6.7.0
	IMS-CCR-Mn
	Rel-6

	33
	C4-061953
	Codec Parameters
	29.332
	0077
	2
	F
	7.4.0
	IMS-CCR-Mn
	Rel-7

	33
	C4-061954
	Removal of TBD for Number of Commands Per Transaction
	29.332
	0075
	2
	F
	7.4.0
	TEI7
	Rel-7

	33
	C4-061955
	29.234 Modification of Wa interface to support emergency call case
	29.234
	0120
	2
	B
	7.3.0
	EMC1
	Rel-7

	33
	C4-061956
	29.234 Modification of Wm interface to support emergency call case
	29.234
	0127
	2
	B
	7.3.0
	EMC1
	Rel-7

	33
	C4-061957
	Charging identifier exchange between 3GPP AAA Server and PDG
	29.234
	0109
	2
	F
	6.8.0
	WLAN
	Rel-6

	33
	C4-061958
	Charging identifier exchange between 3GPP AAA Server and PDG
	29.234
	0110
	2
	A
	7.3.0
	WLAN
	Rel-7

	33
	C4-061959
	Registration of Authorized 3GPP WLAN QoS Profile AVP
	29.230
	0083
	2
	B
	7.4.0
	WLAN-QOS
	Rel-7

	33
	C4-061961
	Optimization of handling of Wildcarded PSIs
	29.228
	0336
	3
	F
	7.3.0
	TEI7
	Rel-7

	33
	C4-061969
	Correction of error code in SAA
	29.228
	0330
	3
	F
	7.3.0
	TEI7
	Rel-7


ANNEX B: Participants

See attached file: "Annex_B.zip"
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