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1. Summary

The CT – IETF joint meeting on IMS emergency call issues was arranged in Montreal, Canada on the 9th of July 2006.

There was no MCC support present in that meeting, and the minutes of the meeting were written by the Ted Hardie, who was volunteered to be the note taker for the meeting. The original version of the minutes was reviewed by the co-chairs of the session, CT chairman Hannu Hietalahti and ECRIT chairs Marc Linsner and Hannes Tschofenig.

This report is the revised version and gives the notetakers and the co-chairs understanding of the events in the meeting. It has been stored on IETF website already.

2. Minutes of meeting

Meeting minutes:  3GPP CT/IETF ECRIT joint ad hoc meeting Sunday, July 9, 2006, 1300-1700

Chairs:   Hannu Hietalahti, Hannes Tschofenig, Marc Linsner

Scribe:  Ted Hardie

The meeting opened with a welcome by the chairs.  Hannu noted that the meeting is an informal 3GPP CT ad hoc meeting with IETF ECRIT, with no attendance being collected and no expectation that the meeting would approve CRs. From the IETF side, this is also considered an informal information sharing opportunity by interested parties, not an official IETF ECRIT meeting. It is not operating formally operating under "Note Well", but all the documents provided by 3GPP for consideration are publicly available.  They will be circulated via the IETF ECRIT mailing list, as well as made available on the public portion of the 3gpp website.

The group then agreed to a new agenda (document 5), the originally submitted agenda having been superseded by the submission of new presentations and agenda items.

Hannes Tschofenig then presented a review of the ECRIT documents' status, the results of rechartering, and the related work; the presentation is document 8 in the submitted document set.  Hannes noted in particular that the rechartering proposal has been accepted, and that it reflects new milestones for the accepted working group items.   There remain individual submissions and related work that are not yet accepted and for which there are no ECRIT milestones.  Some of the related work is in SIP (primarily in conveyance) and some is in GEOPRIV (primarily a problem statement for application-layer conveyance and two proposals for protocols to meet the requirements).

After a question from Hannu, Hannes estimated that the LoST protocol document would leave the working group at the close of 2006; further actions and the final publication date are out of the working group control.

Hannu Hietalahti then presented the IMS emergency call requirements document; this is document 2 in the document set.  He noted that Release 7 as whole would be freezing in early 2007, and that the review document on service requirements (22.101) is already frozen, containing the necessary functionality and with only corrections now possible.  The architecture document (23.167) is not yet frozen, and new features are still possible.  Protocol details (24.229) are a work in progress.  Hannu then reviewed the general requirements.  During the discussion of the linkage between emergency calling and speech services, it was pointed out by Steve that some regulatory environments, including Britain, teletext must be supported; this might include cases where only data services are available on the terminal, since the owner does not use speech services.  This contrasts with  the 3GPP requirement that emergency speech services are only required when speech services are present; Hannu agreed that this was the case, but replied that the 3gpp regulations only require speech services (leaving multimedia to further study in future releases), but that regulatory environments might require other services be supported more generally, including teletext.

In the current 3gpp model, a terminal must support emergency services even if a sim/usim is not present; this support is subject to national regulation.  Note also that PoC is not considered a voice service in triggering the requirement for support of emergency speech services.

Hannu then discussed the detection of emergency calls.  The network is required to detect that a call is an emergency call, but no specific requirements have been made on how this should happen.  The terminal must also be able to detect an emergency number (e.g. 112) or an "IMS emergency call identifier".  This latter is a placeholder in the 3gpp architecture.  The group then had a lively discussion of the role of the IMS emergency call identifier.  After the discussion, it is clear that "identifier" is being used by 3gpp here in a way here that does not match the way it is used by the current IETF document set.  The intended 3gpp use is as a short, mnemonic string that could be input by the users to indicate that a call is an emergency.  As such, it is closer to what the IETF thinks of as a dialstring, though without the common connotation that it be purely numeric.  The URN:service:sos identifier family, in contrast, is intended to be used in protocol exchanges rather than as user-input strings.  In different UIs, different input methods would be used to invoke the look-up of those identifiers and the initiation of emergency calls to the PSAPs identified. In some UIs, the mapping might be from a well-known numeric string, from a menu, or even from an action like the deployment of an airbag and the trigger of a related sensor.

Hannu asked if there was general agreement that there was no reason to require a non-number user interface element.  There was agreement to recommend that 3gpp should consider removing this requirement while the exchanges are limited to voice calls.  For multimedia, it may be required.  A CR to make this change would need to be drafted and approved in 3gpp if 3gpp accepts this recommendation.

The group also discussed the issues raised by the imperfect mappings among services available in different jurisdictions.  There are jurisdictions which provide multiple services at multiple numbers; there are jurisdictions which offer multiple services at a single number, and there are services which are present in some areas and not others (Holland has no mountain rescue, for example).  The group agrees that there is no reason to expect any change in government processes here; the protocol must deal with this reality rather than attempt to change it.  In general, local jurisdictions will need to decide how to map services they do not support onto the services they do, and they will need to decide which ones they will simply reject as unsupported. 

Brian Rosen presented a view point based on a very basic home vs. local distinction.  It is a requirement to support that a phone support the local emergency dial string (sometimes a legal requirement).  It is desirable, but not a requirement, that a phone continues to support the home emergency dial strings even when out of home area.  

If the local jurisdiction provides all services at a single number, the mapping of any specific service request to that single number is easy.  When a local jurisdiction instead provides services at distinct numbers, but the caller is only aware of a single emergency number, there is a chance of failure.  To avoid this failure, the jurisdiction should provide a "default sos service" response for generic sos service requests.

This will also need to be in place for the case where both the home and local networks provide disaggregated emergency services, but the service selected by the user has no local equivalent.   Henning noted that there are tentative mechanisms in LoST to support this for home and local networks.

Hannu replied that there are multiple mechanisms in play, and they are service dependent and location dependent.  There is also the issue that there may be collisions between local services and emergency services (118 is an example).  For the IMS case, if there is a collision, there is a requirement that the emergency service be routed first; in the worst case, this eliminates access to a local service with a conflicting identifier.

Keith Drage noted that the 3gpp requirements state that the network can configure additional emergency numbers (they may be in the sim card, downloaded at registration and, eventually, may be derived by LoST).

The group then discussed the interaction of emergency call location and privacy.  The current 3gpp requirements state that locating emergency calls over-rides a subscriber's privacy request, but that local regulation may over-ride this requirement to restore the presumption of privacy.  The Japanese delegation at a previous meeting had this privacy concern, but there remained some confusion about the exact nature of the issue.  The group recommended that the Japanese delegates be probed by 3gpp for further information on their needs.

Henning Schulzrinne noted that there are two additional axes for privacy consideration.  One is precision; there is location information which would be precise enough to route but not precise enough for dispatch by a call-taker; the second is the split between information seen by a proxy and information seen by a call taker.  In using LoST to derive a PSAP URI, for example, a UE might provide precise information, but then remove some or all of the data before making a SIP call based on the lookup.  Steve noted that the lack of precision is common in the early stages of deriving location, and that the determination of a PSAP URI mapping before it is precise may be a useful optimization; more precise information can be sent to a dispatcher later.

Keith Drage then presented the Emergency call stage 2 requirements; these are found in document 3.  He began with a short recap of the 3gpp 3 stage methodology and the IMS architecture.  He then presented the architecture with the functional elements for emergency calling included, focusing on the e-cscf and lrf.

In general, a UE goes through an emergency registration with the local network unless it knows it is not roaming and has circuit switched services available.  Otherwise, if the Home network finds that you are making an emergency call, it rejects it and pushes the UE back to visited network.  Emergency registration still involves the home network because of the 3gpp link between authentication and registration, except in the case of sim/usim-less phone.

Brian raised the issue of calling during disasters scenarios, when links are broken between local network and home network.  In the current 3gpp spec, this is the same as an unauthenticated call by a phone without a sim or usim card, and the same rules apply.  Several folks raised issues with the fragility of this connection between the home and local network and expressed concern that it implied two different cases (failure of authentication because of network conditions and failure of authentication because of lack of credentials) were being subsumed into a single response.

During the course of this discussion, James Polk asked whether 3GPP had defined roaming.  There are, unfortunately, several possible answers, but the spirit of the 3gpp requirements is that the entities involved share a regulatory environment.  This usually means that they are in the same country, but the U.S. is a special case.

Milo noted that the issue of roaming is not quite the same in 3gpp2; there the link local address or COA is used to contact the local p-cscf, and registration is with that local server, regardless of the roaming status.

This discussion caused the group to recommend two action items for 3gpp:  to open the question of what the criteria are for roaming in an access independent manner, and to open the related question of what are the cellular specific criteria for roaming.

The group then discussed the UE requirements (subclause 6.1 of 23.167).   The requirements for information sent include an indication that it is an emergency session, and emergency public user identity, the type of emergency service, the UE's location information if available, and a tel URI associated with the emergency public user identity, if available.

The group then discussed the p-cscf requirements.  During this discussion, a question was raised about the meaning of "prioritize the emergency session"; there are no detailed requirements as yet. 

The group then discussed the e-cscf requirements.  The primary requirements are to receive an emergency session establishment and request the LRF to validate location information if available.  "Validation" here means requesting that a new location determination occur that is matched, if possible, by one provided by the UE; this is distinct from the IETF meaning of "validation", which relates to the confirmation that civic address elements provided are correct.  "Location information" is also used in a different way here than in the way that ECRIT uses it.  The group then discussed the variety of location information determination methodologies.  Steve noted that TISPAN has funding from the EU commission to study and provide a gap analysis for location information determination methods.  Hannes then asked what happens if the e-cscf is not local; Keith replied that this is not addressed.  23.167 has an annex for this, but it is currently pretty blank.

Jon then asked whether 3gpp felt it likely that the e-cscf will be composed with other functions in specific cases.  It was noted that the s-cscf and e-cscf may be integrated in dsl environments, since roaming is unlikely.  LRF and e-cscf may also be composed.

Milo asked how to indicate a SIP registration is an emergency registration.  3gpp originally thought to use feature tag parameter, but SOS is now not a feature-tag. 

After some discussion of the motivation for this requirement, Dean suggested a URI parameter for the contact parameter.  This protocol method would need to be fleshed out, however, and there may be better answers.

The stage 2 architecture diagram was then brought back up for a discussion of stage 3.  The main track is to use a service URN; a tel uri is also supported.  The UE can include location with the call.  If the P-CSCF understands that what it sees is an emergency call, it can substitute the service urn and re-route to s-cscf/e-cscf.  There are several ways to retrieve the location, so the el-cscf/lrf interface is not yet fully specified.  When the PSAP is retrieved, it can be either in the IP multimedia network or PSTN. In the latter case, it is via BGCF/MGCF.

Hannes asked if the interface between e-cscf/LRF presumes that the UE doesn't participate much.  Reply was given that this relates to agreements between the operators and the emergency service providers; since the operators and the emergency service providers make these agreements, the operators are on the hook for the data.

Steve asks about a roaming case in which the p-cscf is in the home network and the UE is roaming.  Does the home network needs to hand off to the visited network? In response, it was pointed out that this all starts with an emergency registration, and so this does not occur.

Hannes raised a concern that there is a split between requirement to support legacy terminals, and the home p-cscf rejection of an emergency call to force a move back to visited network handling of the emergency call.  There will be more discussion of this; for fixed lines, though, the aim may shift to using existing registrations.

Question was then asked it has been identified that the Mm interface is SIP.  This is not yet established.  A decision on this is to be made at the next SA2 meeting.

Alf Heidermark then ran through the editor's notes for 24.229, 7.4.0, focusing on IETF protocols.

The group then recommended that the IETF ECRIT working recommend one or more mechanisms to 3gpp for getting the local dialstrings for emergency numbers (e.g. LoST).

Atle noted that there are some access dependent mechanisms already available to 3gpp (e.g. USIM and download via GPRS).  So the focus of this issue is for access-independent mechanisms.  Keith asked about discovery of LoST servers; pointers were given to existing individual drafts for dhc and sip registration, as well as the naptr mechanisms in the service urn draft.

The group then discussed how to indicate the equipment identifier in the case of registration session set up where there is no sim/usim.  (P-asserted identifier) was suggested as a potential place to indicate it. IMEI is used in the CS domain ( when calling when no usim is present).  Suggestion to use IMEI in URN form, possibly in preferred identity, was made.

The group then discussed how to mark a session as an emergency session after the psap address has been resolved.  Is the route header an appropriate option?

The group reviewed how this works in the circuit switched domain.  The group also discussed ways in which this could be deployed with a limited set of release 7 s-cscfs; methods were identified that indicate no network-wide upgrade would be required, though there may be a required update of MGCFs.

Henning expressed a general concern that the use of a priority marking for anything not minor might break other behaviors.

As part of the related discussion, the group agreed to recommend that the IETF determine a method for indicating that a call is an emergency call after LoST has been run and a PSAP identified.  3gpp needs to know this as well, and we hope to reach a point where a single method is common.

The group then had a side discussion of the whether cell-id could be used as a key to a LoST lookup.  In principal, this would be possible as a related query type.  Keith recast the discussion as:  does it make sense to transform pseudo-locatioins to real locations before invoking LoST (where pseudo-location might be a cell-id or location-id?).  It seems more elegant to do so if possible, but it was still unclear at the end of discussion what actions are needed.

Brian then gave a summary of the ECRIT drafts; this presentation is document 6.  The framework defines nothing new, but it assembles a view of how the big picture goes together.  PhoneBCP then gives specific best practices for different devices in the call flow.  It presumes that the phone implements them all and the network implements at least one.  If access network and CSP are the same entity (or relationships exist), network can assert location.

Hannu then asked about what the phone has to implement and expressed concern about phone maker's complex task if the phones must implement all protocols without knowing which one each serving network is going to support.  Brian clarified that if you are in a controlled situation, only salient methods are required.  The 3gpp context still has to deal with wlan or non-radio access links, so it is not that limited.  The "all phones implement all protocols" is, however, limited to the ones that might actually be used on your network interfaces, so there are ways to limit the implementation complexity.

The group then discussed the mechanism for testing the signaling and media path by using a "test" urn parameter.  During this discussion, it was asked whether the phone bcp included any of the congestion control mechanisms being specified in sipping?  It does not yet, but may eventually. 

Hannu notes that these documents presume that supplementary services such as three way calling, call hold, call waiting, etc features will not be available during an emergency call; this is trivial now in CS emergency calls, as they are not available at all, but will require work to disable them in case of SIP emergency calls in the future, since they are part of the same infrastructure.

Brian then briefly reviewed the NENA I3 work (the presentation is also in document 6).  As there was little time, discussion of this document was limited.

Keith then presented his discussion of PSAP behavior should be specified (document 4).  The basic issue is that the documents set expectations of PSAPs, but there is limited ability to turn those expectations into certainties.  After a discussion, the group agreed that the IETF is working in its phonebcp and framework documents to outline the minimum fucntionality of a PSAP and that 3gpp will provide input into those documents so that the two approaches do not need to diverge.  It was noted that 3gpp plans to reference these documents.

Question about accounting issues is raised.  Brian indicates that he doesn't see a reason to carry "accounting" information in the classic sense.  They do expect carrier id, but there is no reason not to shift to something that fits carrier expectations (RFC 3455, for example).  The accounting issues will continue to be explored by 3gpp.

The group then concluded its meeting with thanks to the chairs, organizers, and participants.

