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1st Change

4.3.2.7a
Use of established security contexts

In A/Gb mode, in the case of an established GSM security context, the GSM ciphering key shall be loaded from the SIM/USIM and taken into use by the ME when any valid CIPHERING MODE COMMAND is received during an RR connection (the definition of a valid CIPHERING MODE COMMAND message is given in 3GPP TS 44.018 [84] subclause 3.4.7.2).

In A/Gb mode, in the case of an established UMTS security context, the GSM ciphering key shall be loaded from the USIM and taken into use by the MS when a valid CIPHERING MODE COMMAND is received during an RR connection (the definition of a valid CIPHERING MODE COMMAND message is given in 3GPP TS 44.018 [84] subclause 3.4.7.2). The network shall derive a GSM ciphering key from the UMTS ciphering key and the UMTS integrity key by using the conversion function named "c3" defined in 3GPP TS 33.102 [5a].

In Iu mode, in the case of an established GSM security context, the ME shall derive a UMTS ciphering key and a UMTS integrity key from the GSM ciphering key by using the conversion functions named "c4" and "c5" defined in 3GPP TS 33.102 [5a]. The GSM ciphering key shall be loaded from the SIM/USIM and the derived UMTS ciphering key and UMTS integrity key shall be taken into use by the MS when a valid SECURITY MODE COMMAND indicating CS domain is received during an RR connection (the definition of a valid SECURITY MODE COMMAND message is given in 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). The network shall derive a UMTS ciphering key and a UMTS integrity key from the GSM ciphering key by using the conversion functions named "c4" and "c5" defined in 3GPP TS 33.102 [5a].

In Iu mode, in the case of an established UMTS security context, the UMTS ciphering key and UMTS integrity key shall be loaded from the USIM and taken into use by the MS when a valid SECURITY MODE COMMAND indicating CS domain is received during a RR connection (the definition of a valid SECURITY MODE COMMAND message is given in 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

In Iu mode and A/Gb mode, if the MS received a valid SECURITY MODE COMMAND indicating CS domain in Iu mode or a valid CIPHERING MODE COMMAND in A/Gb mode before the network initiates a new Authentication procedure and establishes a new GSM/UMTS security context, the new keys are taken into use in the MS when a new valid SECURITY MODE COMMAND indicating CS domain in Iu mode, or a new valid CIPHERING MODE COMMAND in A/Gb mode, is received during the RR connection. In case of Iu mode to Iu mode handover, A/Gb mode to A/Gb mode handover, or inter-system change to A/Gb mode, the MS and the network shall continue to use the key from the old key set until a new valid SECURITY MODE COMMAND indicating CS domain in Iu mode, or a new valid CIPHERING MODE COMMAND in A/Gb mode, is received during the RR connection. In case of inter-system change to Iu mode, the MS and the network shall continue to use the keys from the old key set until the second valid SECURITY MODE COMMAND indicating CS domain is received during the RR connection.

NOTE 1:
If the MS received a valid SECURITY MODE COMMAND indicating CS domain in Iu mode or a valid CIPHERING MODE COMMAND in A/Gb mode before the inter-system change to Iu mode occurs, the first SECURITY MODE COMMAND message after the inter-system change, which indicates CS domain and includes only an Integrity protection mode IE, is initiated by the UTRAN without receipt of a corresponding RANAP security mode control procedure from the MSC/VLR. The only purpose of this SECURITY MODE COMMAND message is to activate the integrity protection, but not to load a new key set from the SIM/USIM (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

NOTE 2:
If the MS received a valid SECURITY MODE COMMAND indicating CS domain in Iu mode or a valid CIPHERING MODE COMMAND in A/Gb mode before the inter-system change to Iu mode occurs, the first SECURITY MODE COMMAND message after the inter-system change, which indicates CS domain, is initiated by the UTRAN on receipt of a RANAP security mode control procedure from the MSC/VLR. The purpose of this SECURITY MODE COMMAND message is to load a key set from the SIM/USIM and to activate either integrity protection or ciphering and integrity protection (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

Next Change

4.5.1.3.2
Mobile Originating CM Activity $(CCBS)$

When a CM sublayer entity in the network requests the MM sublayer to establish a MM connection, the MM sublayer will request the establishment of an RR connection to the RR sublayer if no RR connection to the desired mobile station exists. The MM sublayer is informed when the paging procedure is finished (see 3GPP TS 44.018 [84] subclause 3.3.2 and 3GPP TS 25.331 [23c]) and the mobile station shall enter the MM state WAIT FOR NETWORK COMMAND.

In A/Gb mode, when an RR connection is established (or if it already exists at the time the request is received), the MM sublayer may initiate any of the MM common procedures (except IMSI detach), it may request the RR sublayer to perform the RR classmark interrogation procedure and/or the security mode setting procedure. 

In Iu mode, when an RR connection is established (or if it already exists at the time the request is received), the MM sublayer may initiate any of the MM common procedures (except IMSI detach), it may request the RR sublayer to perform the security mode control procedure.

The network should use the information contained in the Mobile Station Classmark Type 2 IE on the mobile station's support for "Network Initiated MO CM Connection Request" to determine whether to:


not start this procedure (eg if an RR connection already exists), or,


to continue this procedure, or, 


to release the newly established RR connection.

In the case of a "Network Initiated MO CM Connection Request" the network shall use the established RR connection to send a CM SERVICE PROMPT message to the mobile station. 

If the mobile station supports "Network Initiated MO CM Connection Request", the MM sublayer of the MS gives an indication to the CM entity identified by the CM SERVICE PROMPT message and enters the MM sublayer state PROCESS CM SERVICE PROMPT. In the state PROCESS CM SERVICE PROMPT the MM sublayer waits for either the rejection or confirmation of the recall by the identified CM entity. Any other requests from the CM entities shall either be rejected or delayed until this state is left. 

When the identified CM entity informs the MM sublayer, that it has send the first CM message in order to start the CM recall procedure the MM sublayer enters the state MM CONNECTION ACTIVE. 

If the identified CM entity indicates that it will not perform the CM recall procedure and all MM connections are released by their CM entities the MS shall proceed according to subclause 4.5.3.1.

If the CM SERVICE PROMPT message is received by the MS in MM sublayer states WAIT FOR OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION then the mobile station shall send an MM STATUS message with cause " Message not compatible with protocol state". 

A mobile that does not support "Network Initiated MO CM Connection Request" shall return an MM STATUS message with cause #97 "message type non-existent or not implemented" to the network. 

If the mobile station supports "Network Initiated MO CM Connection Request" but the identified CM entity in the mobile station does not provide the associated support, then the mobile station shall send an MM STATUS message with cause "Service option not supported". In the case of a temporary CM problem (eg lack of transaction identifiers) then the mobile station shall send an MM STATUS message with cause "Service option temporarily out of order".

If an RR connection already exists and no MM specific procedure is running, the network may use it to send the CM SERVICE PROMPT message.

In A/Gb mode, if the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the security mode setting fail, this is indicated to the CM layer in the network with an appropriate error cause.

In Iu mode, if the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the security mode control fail, this is indicated to the CM layer in the network with an appropriate error cause.

If an RR connection used for a MM specific procedure exists to the mobile station, the "Network Initiated MO CM Connection Request" may be rejected or delayed depending on implementation. When the MM specific procedure has been completed, the network may use the same RR connection for the delayed "Network Initiated MO CM Connection Request".

Next Change

4.7.1.6.4
Change of network mode of operation at A/Gb mode to Iu mode inter-system change

Whenever an MS moves to a new RA supporting the Iu mode radio interface, the procedures executed by the MS depend on the network mode of operation in the old and new routing area. 

In case the MS is in state GMM-REGISTERED or GMM-ROUTING-AREA-UPDATING-INITIATED and is in operation mode:

a)
A or B in A/Gb mode, the MS shall change to operation mode A in Iu mode and shall execute:

Table 4.7.1.6.8/3GPP TS 24.008: Mode A or B in A/Gb mode changing to mode A in Iu mode
	Network operation mode change
	Procedure to execute

	A/Gb mode I ( Iu mode I
	Combined Routing Area Update

	A/Gb mode II ( Iu mode I
	Combined Routing Area Update with IMSI attach(**)

	A/Gb mode I ( Iu mode II

	Normal Location Update(*),
followed by a Normal Routing Area Update

	A/Gb mode II ( Iu mode II or
A/Gb mode III ( Iu mode II
	Normal Location Update if a new LA is entered,

followed by a Normal Routing Area Update


b)
C in A/Gb mode, an MS that changes to operation mode C in Iu mode shall execute a Normal Routing Area Update.

c)
C in A/Gb mode, an MS that, due to MS specific characteristics operated in GPRS operation mode C in network operation mode III in A/Gb mode changes to operation mode A in Iu mode shall execute:

Table 4.7.1.6.9/3GPP TS 24.008: Mode C changing to mode A in Iu mode
	Network operation mode change
	Procedure to execute

	A/Gb mode III ( Iu mode I 
	Combined Routing Area Update with IMSI attach(**)

	A/Gb mode III ( Iu mode II
	IMSI attach (see subclause 4.4.3),

followed by a Normal Routing Area Update


d)
IMSI attached for non-GPRS services only, an MS that, due to MS specific characteristics, operated in network operation mode III in A/Gb mode and changes to operation mode A in Iu mode shall execute:

Table 4.7.1.6.10/3GPP TS 24.008: IMSI attached for non-GPRS services only changing to mode A in Iu mode

	Network operation mode change
	Procedure to execute

	A/Gb mode III ( Iu mode I 
	Combined GPRS Attach for GPRS and non-GPRS services(**)

	A/Gb mode III ( Iu mode II
	GPRS Attach


(*)
Intended to remove the Gs association in the MSC/VLR.

(**)
Intended to establish the Gs association in the MSC/VLR.

Further details are implementation issues.

4.7.1.7
Intersystem change between A/Gb mode and Iu mode

For the Iu mode to A/Gb mode and A/Gb mode to Iu mode intersystem change the following cases can be distinguished: 

a)
Intersystem change between cells belonging to different RA's:


The procedures executed by the MS depends on the network mode of operation in the old and new RA. If a change of the network operation mode has occurred in the new RA, then the MS shall behave as specified in subclause 4.7.1.6. If no change of the network operation mode has occurred in the new RA, then the MS shall initiate the normal or combined RA update procedure depending on the network operation mode in the current RA.

b)
Intersystem change between cells belonging to the same RA:


If the READY timer is running in the MS in A/Gb mode or the MS is in PMM-CONNECTED mode in Iu mode, then the MS shall perform a normal or combined RA update procedure depending on the network mode of operation in the current RA.

If the READY timer is not running in the MS in A/Gb mode or the MS is in PMM-IDLE mode in Iu mode, then the MS shall not perform a RA update procedure (as long as the MS stays within the same RA) until up-link user data or signalling information needs to be sent from the MS to the network, except case c) is applicable.

-
If the MS is in the same access network, A/Gb mode or Iu mode, as when it last sent user data or signalling messages, the procedures defined for that access system shall be followed. This shall be sending of an LLC PDU in a A/Gb mode cell or initiating the SERVICE REQUEST procedure in an Iu mode cell.

-
If the MS is in a different access network, A/Gb mode or Iu mode, as when it last sent user data or signalling messages, the normal or combined RA update procedure shall be performed depending on the network operation mode in the current RA, before the sending of user data or signalling messages. If the signalling message is a DETACH REQUEST containing cause "power off", the RA update procedure need not to be performed.

-
If the periodic routing area update timer expires the MS shall initiate the periodic RA update procedure.

 
If the READY timer is not running in the network in A/Gb mode or the network is in PMM-IDLE mode in Iu mode, then the network shall page the MS if down-link user data or signalling information needs to be sent from the network to the MS. This shall include both A/Gb mode and Iu mode cells.

-
If the MS receives the paging indication in the same access network, A/Gb mode or Iu mode, as when it last sent user data or signalling information, the MS shall send any LLC PDU in a A/Gb mode cell or shall initiate the SERVICE REQUEST procedure indicating service type "paging response" in an Iu mode cell.

-
If the MS receives the paging indication in a different access network, A/Gb mode or Iu mode, as when it last sent user data or signalling information, the normal or combined RA update procedure shall be performed depending on the network operation mode in the current RA.

c) Intersystem handover from A/Gb mode to Iu mode during a CS connection:

After the successful completion of the handover from an A/Gb mode cell to an Iu mode cell, an MS which has performed the GPRS suspension procedure in Gb mode (see 3GPP TS 44.018 [84]) (i.e. an MS in MS operation mode B or an DTM MS in a A/Gb mode cell that does not support DTM) shall perform a normal RA update procedure in the Iu mode cell in order to resume the GPRS services in the network, before sending any other signalling messages or user data.

Next Change

6.1.3.3.1
Network initiated PDP Context Modification

In order to initiate the procedure, the network sends the MODIFY PDP CONTEXT REQUEST message to the MS and starts timer T3386. The message shall contain the new QoS and the radio priority level and LLC SAPI that shall be used by the MS in A/Gb mobe at the lower layers for the transmission of data related to the PDP context.

Upon receipt of this message the MS shall reply with the MODIFY PDP CONTEXT ACCEPT message, if the MS accepts the new QoS and the indicated LLC SAPI.

If the MS does not accept the new QoS or the indicated LLC SAPI, the MS shall initiate the PDP context deactivation procedure for the PDP context - the reject cause IE value of the DEACTIVATE PDP CONTEXT REQUEST message shall indicate "QoS not accepted".

The network shall upon receipt of the MODIFY PDP CONTEXT ACCEPT message stop timer T3386.

In A/Gb mode, the network shall establish, reconfigure or continue using the logical link with the new QoS for the LLC SAPI indicated in the MODIFY PDP CONTEXT REQUEST message.

In Iu mode, the network shall establish, reconfigure or continue using the Radio Access Bearer with the new QoS indicated in the MODIFY PDP CONTEXT REQUEST message.

6.1.3.3.2
MS initiated PDP Context Modification accepted by the network

In order to initiate the procedure, the MS sends the MODIFY PDP CONTEXT REQUEST message to the network, enters the state PDP-MODIFY-PENDING and starts timer T3381. The message may contain the requested new QoS and/or the TFT and the requested LLC SAPI (used in A/Gb mode).

Upon receipt of the MODIFY PDP CONTEXT REQUEST message, the network may reply with the MODIFY PDP CONTEXT ACCEPT message in order to accept the context modification. The reply message may contain the negotiated QoS and the radio priority level based on the new QoS profile and the negotiated LLC SAPI, that shall be used in A/Gb mode by the logical link.

Upon receipt of the MODIFY PDP CONTEXT ACCEPT message, the MS shall stop the timer T3381. If the offered QoS parameters received from the network differs from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure.

NOTE:
 When modification of QoS was requested by the MS, if the network does not accept the MS request, being unable to provide the requested QoS, it should maintain the QoS negotiated as previously negotiated or propose a new QoS. Therefore, the network would not reject the MS initiated PDP context modification request due to the unavailability of the required QoS. If the MS requested a value for a QoS parameter that is not within the range specified by 3GPP TS 23.107, the network should negotiate the parameter to a value that lies within the specified range.
Next Change

9.4.15.8
Cell Notification (A/Gb mode only)

In A/Gb mode, this IE shall be included if by the SGSN in order to indicate the ability to support the Cell Notification.

Next Change

10.5.1.5
Mobile Station Classmark 1

The purpose of the Mobile Station Classmark 1 information element is to provide the network with information concerning aspects of high priority of the mobile station equipment. This affects the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The Mobile Station Classmark 1 information element is coded as shown in figure 10.5.5/3GPP TS 24.008 and table 10.5.5/3GPP TS 24.008.

The Mobile Station Classmark 1 is a type 3 information element with 2 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Mobile Station Classmark 1 IEI
	octet 1

	0

spare
	Revision

level
	ES

IND
	A5/1
	RF power

capability
	octet 2


Figure 10.5.5/3GPP TS 24.008 Mobile Station Classmark 1 information element

Table 10.5.5/3GPP TS 24.008: Mobile Station Classmark 1 information element

	Revision level (octet 2)

Bits

	7
	6
	
	

	0
	0
	
	Reserved for GSM phase 1

	0
	1
	
	Used by GSM phase 2 mobile stations

	1
	0
	
	Used by mobile stations supporting R99 or later versions of the protocol

	1
	1
	
	Reserved for future use. If the network receives a revision level specified as 'reserved for future use', then it shall use the highest revision level supported by the network.

	
	
	
	

	ES IND (octet 2, bit 5) "Controlled Early Classmark Sending" option implementation

	An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	

	0
	
	
	"Controlled Early Classmark Sending" option is not implemented in the MS

	1
	
	
	"Controlled Early Classmark Sending" option is implemented in the MS

	

	NOTE:
The value of the ES IND gives the implementation in the MS. It's value is not dependent on the broadcast SI 3 Rest Octet <Early Classmark Sending Control> value.

	

	A5/1 algorithm supported (octet 2, bit4)

An MS not supporting A/Gb mode shall set this bit to ‘1’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):



	0
	
	
	encryption algorithm A5/1 available

	1
	
	
	encryption algorithm A5/1 not available

	

	RF power capability (octet 2)

	When GSM 450, GSM 480, GSM 710, GSM 750, GSM 850, GSM 900 P, E [or R] band is used (for exceptions see 3GPP TS 44.018), the MS shall indicate the RF power capability of the band used (see table):

When UMTS is used, a single band GSM 450, GSM 480, GSM 710, GSM 750, GSM 850, GSM 900 P, E [or R] MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case information on which single band is supported is found in classmark 3.

	Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	0
	1
	1
	class 4

	1
	0
	0
	class 5

	All other values are reserved.

	When the GSM 1800 or GSM 1900 band is used (for exceptions see 3GPP TS 44.018, sub-clause 3.4.18), the MS shall indicate the RF power capability of the band used (see table):

When UMTS is used, a single band GSM 1800 or GSM 1900 MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3.

Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	All other values are reserved.

	When UMTS is used, an MS not supporting any GSM band or a multiband GSM MS shall code this field as follows (see table):

Bits

	3
	2
	1
	

	1
	1
	1
	RF power capability is irrelevant in this information element.

	All other values are reserved.


10.5.1.6
Mobile Station Classmark 2

The purpose of the Mobile Station Classmark 2 information element is to provide the network with information concerning aspects of both high and low priority of the mobile station equipment. This affects the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The Mobile Station Classmark 2 information element is coded as shown in figure 10.5.6/3GPP TS 24.008, table 10.5.6a/3GPP TS 24.008 and table 10.5.6b/3GPP TS 24.008.

The Mobile Station Classmark 2 is a type 4 information element with 5 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Mobile station classmark 2 IEI
	octet 1

	Length of mobile station classmark 2 contents
	octet 2

	0

spare
	Revision

level
	ES

IND
	A5/1


	RF power

capability
	octet 3

	0

spare
	PS

capa.
	SS Screen.

Indicator
	SM ca

pabi.
	VBS


	VGCS


	FC


	octet 4

	CM3


	0

spare
	LCSVA

CAP
	UCS2


	SoLSA


	CMSP


	A5/3


	A5/2


	octet 5


NOTE:
Owing to backward compatibility problems, bit 8 of octet 4 should not be used unless it is also checked that the bits 8, 7 and 6 of octet 3 are not "0 0 0".

Figure 10.5.6/3GPP TS 24.008 Mobile Station Classmark 2 information element

	Table 10.5.6a/3GPP TS 24.008: Mobile Station Classmark 2 information element

	Revision level (octet 3)

Bits

	7
	6
	
	

	0
	0
	
	Reserved for GSM phase 1

	0
	1
	
	Used by GSM phase 2 mobile stations

	1
	0
	
	Used by mobile stations supporting R99 or later versions of the protocol

	1
	1
	
	Reserved for future use. If the network receives a revision level specified as 'reserved for future use', then it shall use the highest revision level supported by the network.

	
	
	
	

	ES IND (octet 3, bit 5) "Controlled Early Classmark Sending" option implementation

	AN MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	

	0
	
	
	"Controlled Early Classmark Sending" option is not implemented in the MS

	1
	
	
	"Controlled Early Classmark Sending" option is implemented in the MS

	

	NOTE:
The value of the ES IND gives the implementation in the MS. It's value is not dependent on the broadcast SI 3 Rest Octet <Early Classmark Sending Control> value

	

	A5/1 algorithm supported (octet 3, bit 4)

An MS not supporting A/Gb mode shall set this bit to ‘1’.

An MS supporting A/Gb mode shall indicate the associated capability (see table)



	0
	
	
	encryption algorithm A5/1 available

	1
	
	
	encryption algorithm A5/1 not available

	

	RF Power Capability (Octet 3)

	When T-GSM 380, T-GSM 410, GSM 450, GSM 480, GSM 710, GSM 750, GSM 850, GSM 900 P, E T [or R] band is used (for exceptions see 3GPP TS 44.018), the MS shall indicate the RF power capability of the band used (see table).

When UMTS is used, a single band T-GSM 380, T-GSM 410, GSM 450, GSM 480, GSM 710, GSM 750, GSM 850, GSM 900 P, E T [or R] MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3.

	Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	0
	1
	1
	class 4

	1
	0
	0
	class 5

	All other values are reserved.

	When the GSM 1800 or GSM 1900 band is used (for exceptions see 3GPP TS 44.018) The MS shall indicate the RF power capability of the band used (see table).

When UMTS is used, a single band GSM 1800 or GSM 1900 MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3

Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	All other values are reserved.

	When UMTS is used, an MS not supporting any GSM band or a multiband GSM MS shall code this field as follows (see table):

	Bits

	3
	2
	1
	

	1
	1
	1
	RF Power capability is irrelevant in this information element

	All other values are reserved.

	

	PS capability (pseudo-synchronization capability) (octet 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

Bit 7

	0
	
	
	PS capability not present

	1
	
	
	PS capability present

	
	
	
	

	SS Screening Indicator (octet 4)

Bits

	6
	5
	
	

	0
	0
	
	defined in 3GPP TS 24.080

	0
	1
	
	defined in 3GPP TS 24.080

	1
	0
	
	defined in 3GPP TS 24.080

	1
	1
	
	defined in 3GPP TS 24.080

	

	SM capability (MT SMS pt to pt capability) (octet 4)

Bit 4

	0
	
	
	Mobile station does not support mobile terminated point to point SMS

	1
	
	
	Mobile station supports mobile terminated point to point SMS

	
	
	
	

	

	VBS notification reception (octet 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

Bit 3

	0
	
	
	no VBS capability or no notifications wanted

	1
	
	
	VBS capability and notifications wanted

	
	
	
	

	VGCS notification reception (octet 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

Bit 2

	0
	
	
	no VGCS capability or no notifications wanted

	1
	
	
	VGCS capability and notifications wanted

	
	
	
	

	FC Frequency Capability (octet 4)

When the T-GSM 400, GSM 400, or GSM 700, or GSM 850, or GSM 1800, T-GSM 900, or GSM 1900 band or UMTS is used (for exceptions see 3GPP TS 44.018), for definitions of frequency band see 3GPP TS 45.005), this bit shall be sent with the value ‘0’.

	
	
	
	

	Note:
This bit conveys no information about support or non support of the E-GSM or R-GSM bands when T-GSM 400, GSM 400, GSM 700, GSM 850, T-GSM 900, GSM 1800, GSM 1900 band or UMTS is used.

	
	
	
	

	When a GSM 900 band is used (for exceptions see 3GPP TS 44.018):

Bit 1

	0
	
	
	The MS does not support the E-GSM or R-GSM band (For definition of frequency bands see 3GPP TS 45.005 [33])

	1
	
	
	The MS does support the E-GSM or R-GSM (For definition of frequency bands see 3GPP TS 45.005 [33])

	NOTE:
For mobile station supporting the R-GSM band further information can be found in MS Classmark 3.

	

	CM3 (octet 5, bit 8)



	0
	
	
	The MS does not support any options that are indicated in CM3

	1
	
	
	The MS supports options that are indicated in classmark 3 IE

	

	LCS VA capability (LCS value added location request notification capability) (octet 5,bit 6)

This information field indicates the support of the LCS value added location request notification via CS domain as defined in 3GPP TS 23.271 [105].

	0
	
	
	location request notification via CS domain not supported

	1
	
	
	location request notification via CS domain supported

	

	UCS2 treatment (octet 5, bit 5)

This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings. For backward compatibility reasons, if this field is not included, the value 0 shall be assumed by the receiver.

	0
	
	
	the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b]) over UCS2.

	1
	
	
	the ME has no preference between the use of the default alphabet and the use of UCS2.

	

	SoLSA (octet 5, bit 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	0
	
	
	The ME does not support SoLSA.

	1
	
	
	The ME supports SoLSA.

	

	CMSP: CM Service Prompt (octet 5, bit 3) $(CCBS)$



	0
	
	
	"Network initiated MO CM connection request" not supported.

	1
	
	
	"Network initiated MO CM connection request" supported for at least one CM protocol.

	

	A5/3 algorithm supported (octet 5, bit 2)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	0
	
	
	encryption algorithm A5/3 not available

	1
	
	
	encryption algorithm A5/3 available

	

	A5/2 algorithm supported (octet 5, bit 1)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	0
	
	
	encryption algorithm A5/2 not available

	1
	
	
	encryption algorithm A5/2 available

	


NOTE:
Additional mobile station capability information might be obtained by invoking the classmark interrogation procedure when GSM is used.

Next Change

11.2.2
Timers of GPRS mobility management

Table 11.3/3GPP TS 24.008: GPRS Mobility management timers - MS side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY Note 3

	T3310
	15s
	GMM-
REG-INIT
	ATTACH REQ sent
	ATTACH ACCEPT received

ATTACH REJECT received
	Retransmission of ATTACH REQ

	T3311
	15s
	GMM-DEREG ATTEMPTING TO ATTACH or

GMM-REG ATTEMPTING TO UPDATE
	ATTACH REJ with other cause values as described in chapter 'GPRS Attach' 

ROUTING AREA UPDATE REJ with other cause values as described in chapter 'Routing Area Update' 

Low layer failure
	Change of the routing area
	Restart of the Attach or the RAU procedure with updating of the relevant attempt counter

	T3316
	30s
	GMM-
REG-INIT

GMM-REG

GMM-DEREG-INIT

GMM-RA-UPDATING-INT

GMM-SERV-REQ-INIT
(Iu mode only)
	RAND and RES stored as a result of a UMTS authentication challenge
	Security mode setting
(Iu mode only)

SERVICE ACCEPT received. (Iu mode only)
SERVICE REJECT
received
(Iu mode only)

ROUTING AREA UPDATE ACCEPT received

AUTHENTICATION AND CIPHERING REJECT received

AUTHENTICATION_AND_CIPHERING FAILURE sent

Enter GMM-DEREG or 
GMM-NULL
	Delete the stored RAND and RES

	T3318
	20s
	GMM-
REG-INIT

GMM-REG

GMM-DEREG-INIT

GMM-RA-UPDATING-INT

GMM-SERV-REQ-INIT (Iu mode only)
	AUTHENTICATION & CIPHERING FAILURE (cause=’MAC failure’ or ‘GSM authentication unacceptable’) sent
	AUTHENTICATION & CIPHERING REQUEST received
	On first expiry, the MS should consider the network as false (see 4.7.7.6.1)

	T3320
	15s
	GMM-
REG-INIT

GMM-REG

GMM-DEREG-INIT

GMM-RA-UPDATING-INT

GMM-SERV-REQ-INIT (Iu mode only)
	AUTHENTICATION & CIPHERING FAILURE (cause=synch failure) sent
	AUTHENTICATION & CIPHERING REQUEST received
	On first expiry, the MS should consider the network as false (see 4.7.7.6.1)

	T3321
	15s
	GMM-

DEREG-INIT
	DETACH REQ sent
	DETACH ACCEPT received
	Retransmission of the DETACH REQ

	T3330
	15s
	GMM-ROUTING-UPDATING-INITIATED
	ROUTING AREA UPDATE REQUEST sent
	ROUTING AREA UPDATE ACC received

ROUTING AREA UPDATE REJ received
	Retransmission of the ROUTING AREA UPDATE REQUEST
message


Table 11.3a/3GPP TS 24.008: GPRS Mobility management timers – MS side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3302
	Default 12 min

Note 1 
	GMM-DEREG

or

GMM-REG
	At attach failure and the attempt counter is greater than or equal
to 5.

At routing area updating failure and the attempt counter is greater than or equal to 5.
	At successful attach


At successful routing area updating
	On every expiry, initiation of the

GPRS attach procedure

or

RAU procedure

	T3312
	Default 
54 min

Note1
	GMM-REG
	In A/Gb mode, when READY state is left.

In Iu mode, when PMM-CONNECTED mode is left.

If PS domain gets unbarred in network mode I
	When entering state GMM-DEREG 

When PS domain gets barred in network mode I
	Initiation of the Periodic RAU procedure

	T3314

READY

(A/Gb mode only)
	Default 
44 sec
Note 2
	All except GMM-DEREG
	Transmission of a PTP PDU
	Forced to Standby
	No cell-updates are performed

	T3317

(Iu mode only)
	10s
	GMM-SERVICE-REQUEST-INITIATED
	SERVICE REQ sent
	Security mode control procedure is completed,

SERVICE ACCEPT received, or

SERVICE REJECT received
	Abort the procedure


NOTE 1:
The value of this timer is used if the network does not indicate another value in a GMM signalling procedure.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

Table 11.4/3GPP TS 24.008: GPRS Mobility management timers - network side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY Note 3

	T3322
	6s
	GMM-
DEREG-INIT
	DETACH REQ sent
	DETACH ACCEPT received
	Retransmission of DETACH REQUEST

	T3350
	6s
	GMM-COMMON-PROC-INIT
	ATTACH ACCEPT
sent with P-TMSI and/or TMSI


RAU ACCEPT sent with P-TMSI and/or TMSI

P-TMSI REALLOC COMMAND
sent
	ATTACH COMPLETE received

RAU COMPLETE received

P-TMSI REALLOC COMPLETE received
	Retransmission of the same message type, i.e. ATTACH ACCEPT, RAU ACCEPT or REALLOC COMMAND

	T3360
	6s
	GMM- COMMON-PROC-INIT
	AUTH AND CIPH REQUEST
sent
	AUTH AND CIPH RESPONSE received
AUTHENT-AND CIPHER-FAILURE received
	Retransmission of AUTH AND CIPH REQUEST

	T3370
	6s
	GMM-COMMON-PROC-INIT
	IDENTITY REQUEST sent
	IDENTITY RESPONSE received
	Retransmission of IDENTITY REQUEST


Table 11.4a/3GPP TS 24.008: GPRS Mobility management timers - network side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3313
	Note1
	GMM_REG
	Paging procedure initiated
	Paging procedure completed
	Network dependent

	T3314

READY

(A/Gb mode only)
	Default 
44 sec
Note 2
	All except GMM-DEREG
	Receipt of a PTP PDU
	Forced to Standby
	The network shall page the MS if a PTP PDU has to be sent to the MS

	Mobile Reachable
	Default 4 min greater than T3312
	All except GMM-DEREG
	In A/Gb mode, change from READY to STANDBY state 

In Iu mode, change from PMM-CONNECTED mode to PMM-IDLE mode.
	PTP PDU received 
	Network dependent but typically paging is halted on 1st expiry


NOTE 1:
The value of this timer is network dependent.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure. The value of this timer should be slightly shorter in the network than in the MS, this is a network implementation issue.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.
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