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***FIRST CHANGE***
5.2.8.1.1
Cancellation of a session currently being established

Upon receipt of an indication that radio coverage is no longer available for a multimedia session currently being established (e.g. abort session request from PDF), the P-CSCF shall cancel that dialog by sending out a CANCEL request that includes a Reason header containing a 503 (Service Unavailable) status code according to the procedures described in RFC 3261 [26] and RFC 3326 [34A].

5.2.8.1.2
Release of an existing session

Upon receipt of an indication that the radio interface resources are no longer available for a session (e.g. abort session request from PDF), the P-CSCF shall release that dialog by applying the following steps:

1)
if the P-CSCF serves the calling user of the session it shall generate a BYE request based on the information saved for the related dialog, including:

-
a Request-URI, set to the stored Contact header provided by the called user;

-
a To header, set to the To header value as received in the 200 (OK) response for the initial INVITE request;

-
a From header, set to the From header value as received in the initial INVITE request;

-
a Call-ID header, set to the Call-Id header value as received in the initial INVITE request;

-
a CSeq header, set to the current CSeq value stored for the direction from the calling to the called user, incremented by one;

-
a Route header, set to the routeing information towards the called user as stored for the dialog;
-
a Reason header that contains a 503 (Service Unavailable) status code;
-
further headers, based on local policy.

2)
If the P-CSCF serves the called user of the session it shall generate a BYE request based on the information saved for the related dialog, including:

-
a Request-URI, set to the stored Contact header provided by the calling user;

-
a To header, set to the From header value as received in the initial INVITE request;

-
a From header, set to the To header value as received in the 200 (OK) response for the initial INVITE request;

-
a Call-ID header, set to the Call-Id header value as received in the initial INVITE request;

-
a CSeq header, set to the current CSeq value stored for the direction from the called to the calling user, incremented by one;

-
a Route header, set to the routeing information towards the calling user as stored for the dialog;
-
a Reason header that contains a 503 (Service Unavailable) status code;
-
further headers, based on local policy.

3)
send the so generated BYE request towards the indicated user.

4)
upon receipt of the 2xx responses for the BYE request, shall delete all information related to the dialog and the related multimedia session.

***NEXT CHANGE***
A.2.1.4.3
BYE method

Prerequisite A.5/2 - - BYE request

Table A.9: Supported headers within the BYE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c18
	c18
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	16
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	16A
	P-Access-Network-Info
	[52] 4.4
	c9
	c10
	[52] 4.4
	c9
	c11

	16B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	16C
	P-Charging-Function-Addresses
	[52] 4.5
	c13
	c14
	[52] 4.5
	c13
	c14

	16D
	P-Charging-Vector
	[52] 4.6
	c12
	n/a
	[52] 4.6
	c12
	n/a

	16E
	P-Preferred-Identity
	[34] 9.2
	c6
	x
	[34] 9.2
	n/a
	n/a

	16F
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	17
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	18
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	18A
	Reason
	[34A] 2
	c17
	c21
	[34A] 2
	c17
	c17

	19
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	19A
	Referred-By
	[59] 3
	c19
	c19
	[59] 3
	c20
	c20

	19B
	Reject-Contact
	[56B] 9.2
	c18
	c18
	[56B] 9.2
	n/a
	n/a

	19C
	Request-Disposition
	[56B] 9.1
	c18
	c18
	[56B] 9.1
	n/a
	n/a

	20
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	21
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	21A
	Security-Client
	[48] 2.3.1
	c15
	c15
	[48] 2.3.1
	n/a
	n/a

	21B
	Security-Verify
	[48] 2.3.1
	c16
	c16
	[48] 2.3.1
	n/a
	n/a

	22
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	23
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	24
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	25
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	26
	Via
	[26] 20.42
	m
	m
	[20] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests. 

c9:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c10:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c11:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c12:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c14:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c16:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c17:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c18:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c19:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c20:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.\

c21:
IF A.3/2 THEN m ELSE IF A.4/38 THEN o ELSE n/a - - P-CSCF, the Reason header field for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


***LAST CHANGE***
A.2.1.4.4
CANCEL method

Prerequisite A.5/4 - - CANCEL request

Table A.23: Supported headers within the CANCEL request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	n/a
	n/a

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	9
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	10
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	14
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	15
	Reason
	[34A] 2
	c7
	c10
	[34A] 2
	c7
	c7

	16
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	17
	Reject-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	n/a
	n/a

	17A
	Request-Disposition
	[56B] 9.1
	c9
	c9
	[56B] 9.1
	n/a
	n/a

	18
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	19
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	20
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	o
	
	[26] 20.41
	o
	

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.
c10:

IF A.3/2 THEN m ELSE IF A.4/38 THEN o ELSE n/a - - P-CSCF, the Reason header field for the session initiation protocol.
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