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Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc98182983][bookmark: _Toc11247460][bookmark: _Toc27044584][bookmark: _Toc36033626][bookmark: _Toc45131763][bookmark: _Toc49776048][bookmark: _Toc51746968][bookmark: _Toc66360523][bookmark: _Toc68105028][bookmark: _Toc74755658][bookmark: _Toc75351369][bookmark: _Toc11247463][bookmark: _Toc27044587][bookmark: _Toc36033629][bookmark: _Toc45131766][bookmark: _Toc49776051][bookmark: _Toc51746971][bookmark: _Toc66360526][bookmark: _Toc68105031][bookmark: _Toc74755661][bookmark: _Toc75351372]*** 1st Change ***
[bookmark: _Toc138689590][bookmark: _Toc11247932][bookmark: _Toc27045114][bookmark: _Toc36034165][bookmark: _Toc45132313][bookmark: _Toc49776598][bookmark: _Toc51747518][bookmark: _Toc66361100][bookmark: _Toc68105605][bookmark: _Toc74756237][bookmark: _Toc105675114][bookmark: _Toc112943379]4.2.2.2	Creating a new subscription
Figure 4.2.2.2-1 illustrates the creation of a subscription.


Figure 4.2.2.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{apiRoot}/npcf-eventexposure/v1/subscriptions" as request URI as shown in figure 4.2.2.2-1, step 1, and the "PcEventExposureSubsc" data structure as request body.
The "PcEventExposureSubsc" data structure shall include:
-	identification of the policy events to subscribe as "eventSubs" attribute;
-	indication of the UEs to which the subscription applies via:
a)	identification of a group of UE(s) via a "groupId" attribute; or
b)	identification of any UE by omitting the "groupId" attribute;
-	a URI where to receive the requested notifications as "notifUri" attribute; and
-	a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.
The "PcEventExposureSubsc" data structure may also include:
-	description of the event reporting information as "eventsRepInfo", which may include:
a)	event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
b)	Maximum Number of Reports as "maxReportNbr" attribute;
c)	Monitoring Duration as "monDur" attribute;
d)	repetition period for periodic reporting as "repPeriod" attribute;
e)	immediate reporting indication as "immRep" attribute;
f)	sampling ratio as "sampRatio" attribute;
g)	group reporting guard time as "grpRepTime" attribute;
h)	partitioning criteria for partitioning the UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported;
i)	a notification flag as "notifFlag" attribute if the EneNA feature is supported; and/or
[bookmark: _Hlk132793302]j)	notification muting exception instructions within the "notifFlagInstruct" attribute, if the EnhDataMgmt feature is supported and the "notifFlag" attribute is provided and set to "DEACTIVATE";
-	if the supported feature "ExtendedSessionInformation" is supported, to filter the AF sessions for which the policy event report shall occur, the identification of the services one or more AF sessions may belong to as "filterServices" attribute, which may include per service identification:
a)	a list of ethernet flows in the "servEthFlows" attribute; or
b)	a list of IP flows in the "servIpFlows" attribute; and/or
c)	an AF application identifier in the "afAppId" attribute;
-	to filter the DNNs for which the policy event report shall occur, the identification of the DNNs in the "filterDnns" attribute;
-	to filter the S-NSSAIs for which the policy event report shall occur, the identification of the S-NSSAIs in the "filterSnssais" attribute; 
-	when the feature "EneNA" and/or "AppDetection" are supported, to filter the specific DNN and S-NSSAI combination list for which the policy event report shall occur, the identification of each combination within the "snssaiDnn" attribute; and
[bookmark: _Hlk134193853]-	when the feature "AppDetection" is supported, to indicate the specific application(s) for which the policy event report shall occur, the application identifier(s) in the "appIds" attribute.
If the PCF cannot successfully fulfil the received HTTP POST request due to an internal PCF error or an error in the HTTP POST request, the PCF shall send an HTTP error response as specified in clause 5.7.
Upon successful reception of the HTTP POST request with "{apiRoot}/npcf-eventexposure/v1/subscriptions" as request URI and "PcEventExposureSubsc" data structure as request body, the PCF shall create a new "Individual Policy Events Subscription" resource, store the subscription and send a HTTP "201 Created" response as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field; and
-	an "PcEventExposureSubsc" data type in the payload body.
The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/npcf-eventexposure/v1/subscriptions/{subscriptionId}".
The "PcEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Policy Events Subscription".
When the "monDur" attribute is included in the response, it represents a server selected expiry time that is equal or less than a possible expiry time in the request.
When the "immRep" attribute set to true is included in the subscription and the subscribed policy control events are available:
-	if the feature "ERIR" is not supported, the PCF shall immediately notify the NF service consumer with the current available value(s) for the subscribed event(s) using the Npcf_EventExposure_Notify service operation, as described in clause 4.2.4.2.
-	if the feature "ERIR" is supported, the PCF shall immediately notify the NF service consumer with the current available value(s) for the subscribed event(s) within the HTTP "201 Created" response as shown in figure 4.2.2.2-1, step 2. The "PcEventExposureSubsc" data type shall include the corresponding event(s) notification within the "eventNotifs" attribute, as described in clause 4.2.4.2.
When the sampling ratio as the "sampRatio" attribute is included in the subscription without a "partitionCriteria" attribute, the PCF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the PCF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs.
When the group reporting guard time as the "grpRepTime" attribute is included in the subscription, the PCF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the PCF shall notify the NF service consumer using the Npcf_EventExposure_Notify service operation, as described in clause 4.2.4.2.
[bookmark: _Toc20407550][bookmark: _Toc36040359][bookmark: _Toc45134250][bookmark: _Toc51763448][bookmark: _Toc59018708]When the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the PCF shall mute the event notification and store the available events until the NF service consumer requests to retrieve them by setting the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception occurs, the PCF may consider the contents of the "notifFlagInstruct" attribute (if provided) and/or local configuration to determine its actions.
[bookmark: _Hlk131065281]If the EnhDataMgmt feature is supported and the PCF accepts the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it may indicate the applied muting notification settings within the "mutingSetting" attribute in the response. If the PCF does not accept the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to "MUTING_INSTR_NOT_ACCEPTED".
Editor’s Note: When the PCF accepts the subscription from the NF service consumer, whether the PCF is required to subscribe to other NF is FFS.
*** 2nd Change ***
[bookmark: _Toc138689591]4.2.2.3	Modifying an existing subscription
Figure 4.2.2.3-1 illustrates the modification of an existing subscription.


Figure 4.2.2.3-1: Modification of an existing subscription
To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request with: "{apiRoot}/npcf-eventexposure/v1/subscriptions/{subscriptionId}" as request URI, as shown in figure 4.2.2.3-1, step 1, where "{subscriptionId}" is the subscription correlation ID of the existing subscription. The "PcEventExposureSubsc" data structure is included as request body as described in clause 4.2.2.2.
NOTE 1:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the PUT.
NOTE 2:	The "notifUri" attribute within the PcEventExposureSubsc data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
If the PCF cannot successfully fulfil the received HTTP PUT request due to an internal PCF error or an error in the HTTP PUT request, the PCF shall send an HTTP error response as specified in clause 5.7.
If the feature "ES3XX" is supported, and the PCF determines the received HTTP PUT request needs to be redirected, the PCF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
Upon successful reception of an HTTP PUT request with: "{apiRoot}/npcf-eventexposure/v1/subscriptions/{subscriptionId}" as request URI and "PcEventExposureSubsc" data structure as request body, the PCF shall store the subscription and send an HTTP "200 OK" response with the "PcEventExposureSubsc" data structure as response body or  an HTTP "204 No Content" response, as shown in figure 4.2.2.3-1, step 2.
The "PcEventExposureSubsc" data structure payload body shall contain the representation of the modified "Individual Policy Events Subscription".
When the "monDur" attribute is included in the response, it represents a NF service producer selected expiry time that is equal or less than a possible expiry time received in the request.
When the "immRep" attribute set to true is included in the updated subscription and the subscribed policy control events are available:
-	if the feature "ERIR" is not supported, the PCF shall immediately notify the NF service consumer with the current available value(s) for the subscribed event(s) using the Npcf_EventExposure_Notify service operation, as described in clause 4.2.4.2.
-	if the feature "ERIR" is supported, the PCF shall immediately notify the NF service consumer with the current available value(s) for the subscribed event(s) within the HTTP "200 OK" response as shown in figure 4.2.2.3-1, step 2a. The "PcEventExposureSubsc" data type shall include the corresponding event(s) notification within the "eventNotifs" attribute, as described in clause 4.2.4.2.
When the sampling ratio as the "sampRatio" attribute is included in the subscription without a "partitionCriteria" attribute, the PCF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the PCF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs.
When the group reporting guard time as the "grpRepTime" attribute is included in the subscription, the PCF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the PCF shall notify the NF service consumer using the Npcf_EventExposure_Notify service operation, as described in clause 4.2.4.2.
When the "notifFlag" attribute is included, and set to "DEACTIVATE" in the request, the PCF shall mute the event notification and store the available events until the NF service consumer requests to retrieve them by setting the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception occurs, the PCF may consider the contents of the "notifFlagInstruct" attribute (if provided) and/or local configuration to determine its actions; if the "notifFlag" attribute is set to "RETRIEVAL" in the request, the PCF shall send the stored events to the NF service consumer, mute the event notification again and store available events; if the "notifFlag" attribute is set to "ACTIVATE" and the event notifications are muted (due to a previously received "DECATIVATE" value), the PCF shall unmute the event notification, i.e. start sending again notifications for available events.
[bookmark: _Hlk131065346]If the EnhDataMgmt feature is supported and the PCF accepts the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it may indicate the applied muting notification settings within the "mutingSetting" attribute in the response. If the PCF does not accept the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to "MUTING_INSTR_NOT_ACCEPTED".
Editor’s Note: When the PCF accepts the subscription modification from the NF service consumer, whether the PCF is required to subscribe to other NF is FFS.
*** 3rd Change ***
[bookmark: _Toc20407591][bookmark: _Toc36040400][bookmark: _Toc45134291][bookmark: _Toc51763489][bookmark: _Toc59018749][bookmark: _Toc138689632]5.6.1	General
This clause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Npcf_EventExposure service based interface protocol.
Table 5.6.1-1: Npcf_EventExposure specific Data Types
	Data type
	Section defined
	Description
	Applicability

	EthernetFlowInfo
	5.6.2.6
	Identification of an UL/DL ethernet flow.
	ExtendedSessionInformation

	IpFlowInfo
	5.6.2.7
	Identification of an UL/DL IP flow.
	ExtendedSessionInformation

	PcEvent
	5.6.3.3
	Policy Control Events.
	

	PcEventExposureNotif
	5.6.2.3
	Describes notifications about Policy Control events that occurred in an Individual Policy Events Subscription resource.
	

	PcEventExposureSubsc
	5.6.2.2
	Represents an Individual Policy Events Subscription resource.
	

	PcEventNotification
	5.6.2.8
	Represents the information reported for a Policy Control event.
	

	PduSessionInformation
	5.6.2.9
	Represents PDU session identification information.
	ExtendedSessionInformation
AppDetection

	ReportingInformation
	5.6.2.4
	Represents the type of reporting the subscription requires.
	

	ServiceIdentification
	5.6.2.5
	Identification of the service to which the subscription applies.
	ExtendedSessionInformation

	SnssaiDnnCombination
	5.6.2.10
	Represents a combination of S-NSSAI and DNN(s).
	EneNA



Table 5.6.1-2 specifies data types re-used by the Npcf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_EventExposure service based interface.
Table 5.6.1-2: Npcf_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [14]
	Access Type.
	

	AdditionalAccessInfo
	3GPP TS 29.512 [9]
	Indicates the combination of additional Access Type and RAT Type for MA PDU session.
	ATSSS

	AfAppId
	3GPP TS 29.514 [12]
	AF application Identifier.
	ExtendedSessionInformation

	AnGwAddress
	3GPP TS 29.514 [12]
	Carries the control plane address of the EPC untrusted non-3GPP access network gateway. (NOTE 1)
	

	ApplicationId
	3GPP TS 29.571 [14]
	Application Identifier.
	AppDetection

	DateTime
	3GPP TS 29.571 [14]
	Time stamp.
	

	Dnn
	3GPP TS 29.571 [14]
	Identifies a DNN.
	

	DurationSec
	3GPP TS 29.571 [14]
	Seconds of duration.
	

	EthFlowDescription
	3GPP TS 29.514 [12]
	Identifies an ethernet flow description. (NOTE 2)
	ExtendedSessionInformation

	Failure
	3GPP TS 29.522 [25]
	Indicates the failure reason for an unsuccessful outcome of the UE Policy Delivery.
	DeliveryOutcome

	FlowDescription
	3GPP TS 29.514 [12]
	Identifies an IP flow description.
	ExtendedSessionInformation

	Gpsi
	3GPP TS 29.571 [14]
	Generic Public Subscription Identifier.
	

	GroupId
	3GPP TS 29.571 [14]
	Identifies a group of UEs.
	

	MacAddr48
	3GPP TS 29.571 [14]
	Mac Address of the UE.
	ExtendedSessionInformation

	MutingExceptionInstructions
	3GPP TS 29.571 [14]
	Contains instructions to be executed upon the occurrence of an event muting exception (e.g. full buffer).
	EnhDataMgmt

	MutingNotificationsSettings
	3GPP TS 29.571 [14]
	Contains setting related to the muting of notifications.
	EnhDataMgmt

	NotificationFlag
	3GPP TS 29.571 [14]
	Notification flag.
	EneNA

	NotificationMethod
	3GPP TS 29.508 [15]
	Represents the Notification Method.
	

	PartitioningCriteria
	3GPP TS 29.571 [14]
	Used to partition UEs before applying sampling.
	EneNA

	PlmnIdNid
	3GPP TS 29.571 [14]
	Identifies the network: the PLMN Identifier or the SNPN Identifier. (NOTE 3)
	

	RatType
	3GPP TS 29.571 [14]
	RAT Type.
	

	RedirectResponse
	3GPP TS 29.571 [14]
	Contains redirection related information.
	ES3XX

	SamplingRatio
	3GPP TS 29.571 [14]
	Sampling Ratio.
	

	SatelliteBackhaulCategory
	3GPP TS 29.571 [14]
	Indicates the satellite or non-satellite backhaul category.
	SatelliteBackhaul

	ServiceAreaCoverageInfo
	3GPP TS 29.534 [23]
	Service area coverage in terms of tracking area codes and serving network.
	AMPoliciesEvents

	Snssai
	3GPP TS 29.571 [14]
	Identifies a S-NSSAI.
	

	Supi
	3GPP TS 29.571 [14]
	Identifies the SUPI of the UE.
	

	SupportedFeatures
	3GPP TS 29.571 [14]
	Used to negotiate the applicability of the optional features defined in clause 5.8.
	

	Uinteger
	3GPP TS 29.571 [14]
	Unsigned integer.
	

	NOTE 1:	"AnGwAddress" data structure is only used to encode the ePDG address and is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in 3GPP TS 29.512 [9], Annex B.
NOTE 2:	In order to support a set of MAC addresses with a specific range in the traffic filter, feature MacAddressRange as specified in clause 5.8 shall be supported.
NOTE 3:	The SNPN Identifier consists of the PLMN Identifier and the NID.



*** End of Changes ***
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