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*** 1st Change ***
4.4.7.1	General
In order to create a resource for the Traffic Influence to provide the information of application function influence on traffic routing and/or N6-LAN service function chaining(s), the AF shall send an HTTP POST message to the NEF to the resource "Traffic Influence Subscription", the body of the HTTP POST message may include the AF Service Identifier, external Group Identifier, any UE Indication, the UE address, GPSI, DNN, S-NSSAI, Application Identifier or traffic filtering information, Subscribed Event, Notification destination address, a list of geographical areas(s), AF Transaction Identifier, a list of DNAI(s), routing profile ID(s) or N6 traffic routing information, and/or N6-LAN traffic steering information if SFC feature is supported, indication of application relocation possibility, type of notifications, temporal validity conditions, and if the URLLC feature is supported, indication of AF acknowledgement to be expected and/or indication of UE IP address preservation. If the AF_latency feature is supported, user plane latency requirements may also be included and may support the indication of simultaneous connectivity in the "simConnInd" attribute and the minimum time interval for inactivity of traffic via source PSA in the "simConnTerm" attribute. If the EASDiscovery feature is supported, the indication of the EAS rediscovery may also be included. If the EASIPreplacement feature is supported, EAS IP replacement information may also be included. If the EDGEAPP feature is supported and the "subscribedEvents" attribute is provided, the event reporting requirements may also be included within the "eventReq" attribute. If the FinerGranUEs feature is supported, the External Subscriber Category(ies) and one or more External Group Identifiers may also be included. The Notification destination address shall be included if the Subscribed Event is included in the HTTP request message.
If the feature "CommonEASDNAI" is supported, the AF may include the "tfcCorreInfo" attribute within the "TrafficInfluSub" data type. Within the "TrafficCorrelationInfo" data type, AF may include the "COMMON_DNAI" within the "correType" attribute to indicate that the traffic of the set of UEs associated with the same traffic correlation Id accessing the application identified by an Application Identifier or traffic filtering information should target the EAS(es) corresponding to a common DNAI from the list of DNAI(s) or include the "COMMON_EAS" within the "correType" attribute to indicate that the traffic of the set of UEs associated with the same traffic correlation Id accessing the application identified by an Application Identifier or traffic filtering information should target a common EAS. In the case of common EAS within the "TrafficCorrelationInfo" data type, the AF shall additionally include the common EAS address(es) within the "comEasIpv4Addr" attribute and/or "comEasIpv6Addr" attribute and/or the FQDN range corresponding to the application within the "fqdnRange" attribute. When the NEF receives traffic correlation notification from the SMF, if the NEF determines that there is currently no common EAS IP address and/or common DNAI available for the set of UEs identified by the Traffic Correlation ID or it determines that the common EAS or common DNAI needs to be re-selected, it selects a common DNAI and/or common EAS using the list of DNAI(s), EAS IP address and number of PDU sessions each SMF is serving for the set of UEs received in traffic correlation notification from the SMF. Then the NEF shall update the traffic influence data in UDR with the 5GC determined common EAS/DNAI for the set of UEs by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [27] and 3GPP TS 29.519 [28] and then responds by acknowledging the notification to the SMF.
NOTE 1:	Common EAS selection means the common DNAI is selected.
In order to update an existing traffic influence subscription, the AF shall send an HTTP PUT or PATCH message to the resource "Individual Traffic Influence Subscription" requesting to change the traffic influence parameters. 
In order to delete an existing traffic influence subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Traffic Influence Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall perform the mapping as described in 3GPP TS 23.501 [3], and then perform as described in clause 4.4.7.2 if the request is identified by UE address or perform as described in clause 4.4.7.3 if the request is not identified by UE address.
If the EDGEAPP feature is supported and the "subscribedEvents" attribute is provided in the received HTTP POST request, and immediate reporting was requested by the AF, then user plane path management report(s) shall be included in the HTTP POST response within the "eventReports" attribute, if available. They may also be included in the HTTP PUT/PATCH response, if available.
NOTE 2:	The EAS IP Replacement information and the information indicating the EAS rediscovery are not provided simultaneously.
*** End of Changes ***

