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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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Upon receipt of a request from the SCS/AS including an External Group Identifier, then the monitoring configuration is for a group of UEs. The SCEF shall interact with the HSS via S6t as specified in 3GPP TS 29.336 [11]. 
Upon receipt of a successful response from the HSS indicating that group processing is in progress and before beginning the processing of individual UEs, the SCEF shall,
-	for an HTTP POST request, create a new "Individual Monitoring Event Subscription" resource addressed by a URI that contains the SCS/AS identity and an SCEF-created subscription identifier, store the number of UEs received in the response message from the HSS within the resource and send an HTTP response to the SCS/AS with "201 Created" status code and a location header field containing the URI of the created resource, in order to acknowledge the SCS/AS of the successful group processing request.
-	for an HTTP PUT request, update the active "Individual Monitoring Event Subscription" resource addressed by the request URL and send an HTTP response with "200 OK" status code to acknowledge the SCS/AS of the successful group processing request, or a "204 No Content" status code.
-	for an HTTP DELETE request, delete the active "Individual Monitoring Event Subscription" resource addressed by the request URI and send an HTTP response to the SCS/AS with "204 No Content" status code.
If the SCEF receives a response with an error code from the HSS, the SCEF shall not create, update nor delete the concerned resource and respond to the SCS/AS with a corresponding failure code as described in clause 5.2.6.
Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall behave as follows:
-	if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message to the SCS/AS including a reference to the related monitoring subscription, a list of configuration failure result if received for the group members, and the "monitoringEventReports" attribute including a list of monitoring event reports if received for the group members; 
-	otherwise, the SCEF shall accumulate all of the configuration results and/or monitoring event reports received from the HSS for the group members until the Group Reporting Guard Time expires. Then the SCEF shall send an HTTP POST request message to the SCS/AS including a reference to the related monitoring subscription, and a list of configuration failure result if received for the group members, and the "monitoringEventReports" attribute including a list of monitoring event reports at received before the Group Reporting Guard Time.
-	If the Partial_group_modification feature is supported,
-	upon the cancellation of UE(s) within the active group identified by the "excludedExternalIds" and/or "excludedMsisdns" attributes is successful, the SCEF shall,
-	if the maximum number of reports applies to the monitoring event configuration of the cancelled UE(s), set the stored number of reports of the indicated UE(s) to the maximum number of reports;
-	still consider the rest of UE(s) as applicable within the active group based monitoring subscription to the group based Monitoring Event Report identified by the External Group Identifier;
-	determine whether the reporting for the group based event subscription is completed or not. If completed, the SCEF shall delete the corresponding "Individual Monitoring Event Subscription" resource with procedures as described in clause 4.4.2.3.
-	If the cancellation of UE(s) within the active group is unsuccessful, the SCEF shall respond with proper error code indicating the error and should return the appropriate additional error information in the POST response body.
-	upon the addition of UE(s) within the active group identified by the "addedExternalIds" and/or "addedMsisdns" attributes is successful, the SCEF shall,
-	still consider the existing of UE(s) as applicable within the active group based monitoring subscription to the group based Monitoring Event Report identified by the External Group Identifier;
-	subsequently apply monitoring event subscription to the new group member UEs.
-	If the addition of UE(s) within the active group is unsuccessful, the SCEF shall respond with proper error code indicating the error and should return the appropriate additional error information in the POST response body.
The SCS/AS shall send an HTTP response to acknowledge the SCEF about the handling result of the received HTTP POST request.

*** Next Change ***
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The following monitoring events: the location reporting event and communication failure event are applicable for the monitoring event configuration via PCRF for an individual UE. 
NOTE:	If monitoring event configuration via PCRF is used for a subscription resource, the Subscription_modification feature cannot be supported.
Only the location reporting event is applicabe for the monitoring event configuration via PCRF for a group of UEs.
Only one-time reporting is supported for the monitoring event configuration via PCRF.
HTTP PUT is not supported for the monitoring event configuration via PCRF. If it is received, the SCEF shall reject the HTTP PUT message with 403 Forbidden during monitoring and may indicate the "OPERATION_PROHIBITED" error in the "cause" attribute of the "ProblemDetails" structure.

*** Next Change ***
[bookmark: _Toc11247308][bookmark: _Toc27044428][bookmark: _Toc36033470][bookmark: _Toc45131602][bookmark: _Toc49775887][bookmark: _Toc51746807][bookmark: _Toc66360351][bookmark: _Toc68104856][bookmark: _Toc74755486][bookmark: _Toc105674346][bookmark: _Toc130502385][bookmark: _Toc145704318]5.3.2.1.1	Introduction
This clause defines data structures to be used in resource representations, including subscription resources.
Table 5.3.2.1.1-1 specifies data types re-used by the MonitoringEvent API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the MonitoringEvent API. 
Table 5.3.2.1.1-1: MonitoringEvent API re-used Data Types
	Data type
	Reference
	Comments

	CivicAddress
	3GPP TS 29.572 [42]
	Civic address.

	CodeWord
	3GPP TS 29.515 [65]
	Code word.

	DlDataDeliveryStatus
	3GPP TS 29.571 [45]
	Traffic Descriptor of source of downlink data notifications.

	DddTrafficDescriptor
	3GPP TS 29.571 [45]
	Traffic Descriptor of source of downlink data.

	Dnn
	3GPP TS 29.571 [45]
	Identifies a DNN.

	GeographicArea
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	Gpsi
	3GPP TS 29.571 [45]
	Represents a GPSI.

	IpAddr
	3GPP TS 29.571 [45]
	UE IP Address.

	LocationQoS
	3GPP TS 29.572 [42]
	Requested location QoS.

	LdrType
	3GPP TS 29.572 [42]
	Location deferred requested event type.

	MinorLocationQoS
	3GPP TS 29.572 [42]
	Minor Location QoS.

	VelocityRequested
	3GPP TS 29.572 [42]
	Velocity of the target UE requested.

	AgeOfLocationEstimate
	3GPP TS 29.572 [42]
	Age of the location estimate for change of location type or motion type of Location deferred report.

	AccuracyFulfilmentIndicator
	3GPP TS 29.572 [42]
	The indication whether the obtained location estimate satisfies the requested QoS or not.

	VelocityEstimate
	3GPP TS 29.572 [42]
	UE velocity, if requested and available.

	LinearDistance
	3GPP TS 29.572 [42]
	This IE shall be present and set to true if a location estimate is required for motion event report.

	NetworkAreaInfo
	3GPP TS 29.554 [50]
	Identifies a network area information.

	PatchItem
	3GPP TS 29.571 [45]
	Contains the list of changes to be made to a resource according to the JSON PATCH format specified in IETF RFC 6902 [67].

	PduSessionInformation
	3GPP TS 29.523 [70]
	Represents PDU session identification information.

	PositioningMethod
	3GPP TS 29.572 [42]
	Identifies the positioning method used to obtain the location estimate of the UE.

	SACEventStatus
	3GPP TS 29.571 [45]
	Contains the network slice status information related to network slice admission control.

	SACInfo
	3GPP TS 29.571 [45]
	Represents network slice admission control information to control the triggering of notifications or convey network slice status information.

	Snssai
	3GPP TS 29.571 [45]
	Contains a S-NSSAI.

	SupportedFeatures
	3GPP TS 29.571 [45]
	Used to negotiate the applicability of the optional features defined in table 5.3.4-1.

	ServiceIdentiy
	3GPP TS 29.515 [65]
	Service identity.

	SupportedGADShapes
	3GPP TS 29.572 [42]
	Supported Geographical Area Description shapes.

	MacAddr48
	3GPP TS 29.571 [45]
	MAC Address.

	UcPurpose
	3GPP TS 29.503 [63]
	Represents the purpose of a user consent.

	Uri
	Clause 5.2.1.3.2
	Represents a URI.

	UserLocation
	3GPP TS 29.571 [6]
	Represents a user location.



Table 5.3.2.1.1-2 specifies the data types defined for the MonitoringEvent API.
Table 5.3.2.1.1-2: MonitoringEvent API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	Accuracy
	5.3.2.4.7
	Represents a desired granularity of accuracy for the requested location information.
	Location_notification,
eLCS, EDGEAPP

	ApiCapabilityInfo
	5.3.2.3.9
	Represents the availability information of supported API.
	API_support_capability_notification

	AppliedParameterConfiguration
	5.3.2.3.8
	Represents the parameter configuration applied in the network.
	Enhanced_param_config

	AssociationType
	5.3.2.4.6
	Represents an IMEI or IMEISV to IMSI association.
	Change_of_IMSI_IMEI_association_notification

	ConsentRevocNotif
	5.3.2.3.12
	Represents the user consent revocation information conveyed in a user consent revocation notification.
	UserConsentRevocation

	ConsentRevoked
	5.3.2.3.13
	Represents the information related to revoked user consent(s).
	UserConsentRevocation

	FailureCause
	5.3.2.3.6
	Represents the reason of communication failure.
	Communication_failure_notification

	GroupMembListChanges
	5.3.2.3.13
	Represents information on the change(s) to a group's members list.
	GMEC

	IdleStatusInfo
	5.3.2.3.3
	Represents the information relevant to when the UE transitions into idle mode.
	Ue-reachability_notification,
Availability_after_DDN_failure_notification

	InterfaceIndication
	5.3.2.4.10
	Represents the network entity used for data delivery towards the SCS/AS.
	Pdn_connectivity_status

	LocationFailureCause
	5.3.2.4.11
	Represents the cause of location/positioning failure.
	Location_notification, eLCS

	LocationInfo
	5.3.2.3.5
	Represents the user location information.
	Location_notification, eLCS

	LocationType
	5.3.2.4.5
	Represents a location type.
	Location_notification, Number_of_UEs_in_an_area_notification, Number_of_UEs_in_an_area_notification_5G,
eLCS

	MonitoringEventReport
	5.3.2.3.2
	Represents an event monitoring report.
	

	MonitoringEventReports
	5.3.2.3.10
	Represents one or multiple event monitoring report(s).
	enNB

	MonitoringEventSubscription
	5.3.2.1.2
	Represents a subscription to event(s) monitoring.
	

	MonitoringNotification
	5.3.2.2.2
	Represents an event monitoring notification.
	

	MonitoringType
	5.3.2.4.3
	Represents a monitoring event type.
	

	PdnConnectionInformation
	5.3.2.3.7
	Represents the PDN connection information of the UE.
	Pdn_connectivity_status

	PdnConnectionStatus
	5.3.2.4.8
	Represents the PDN connection status.
	Pdn_connectivity_status

	PdnType
	5.3.2.4.9
	Represents a PDN connection type.
	

	ReachabilityType
	5.3.2.4.4
	Represents a reachability type.
	Ue-reachability_notification

	SACRepFormat
	5.3.2.4.13
	Represents the NSAC reporting format.
	NSAC

	SubType
	5.3.2.4.12
	Represents a subscription type.
	UAV

	UavPolicy
	5.3.2.3.11
	Represents the policy information included in the UAV presence monitoring request.
	UAV

	UePerLocationReport
	5.3.2.3.4
	Represents the number of UEs found at the indicated location.
	Number_of_UEs_in_an_area_notification, Number_of_UEs_in_an_area_notification_5G

	RangeDirection
	5.3.2.3.14
	Represents the range and direction between two points.
	Ranging_SL

	TwodrelativeLocation
	5.3.2.3.15
	Represents 2D local co-ordinates with origin corresponding to another known point.
	Ranging_SL

	ThreedrelativeLocation
	5.3.2.3.16
	Represents 3D local co-ordinates with origin corresponding to another known point.
	Ranging_SL




*** Next Change ***
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This clause defines data structures to be used in the request and response.
Table 5.12.2.1.1-1 specifies data types re-used by the ECRControl API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the ECRControl API. 
Table 5.12.2.1.1-1: ECRControl API re-used Data Types
	Data type
	Reference
	Comments

	EcRestrictionDataWb
	3GPP TS 29.503 [63]
	Contains the Enhance Coverage Restriction Data.

	SupportedFeatures
	3GPP TS 29.571 [45]
	Used to negotiate the applicability of the optional features defined in table 5.12.4-1.



Table 5.12.2.1.1-2 specifies the data types defined for the ECRControl API.
Table 5.12.2.1.1-2: ECRControl API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	ECRControl
	5.12.2.1.2
	Represents the parameters to request Enhanced Coverage Restriction control.
	

	ECRData
	5.12.2.1.3
	Represents the current visited PLMN (if any) and the current settings of enhanced coverage restriction.
	

	PlmnEcRestrictionDataWb
	5.12.2.1.4
	Indicates whether enhanced coverage mode is restricted or not for a PLMN ID.
	ECR_WB_5G




*** Next Change ***
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This clause defines data structures to be used in resource representations, including subscription resources.
Table 5.14.2.1.1-1 specifies data types re-used by the AsSessionWithQoS API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the AsSessionWithQoS API. 
Table 5.14.2.1.1-1: AsSessionWithQoS API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AcceptableServiceInfo
	3GPP TS 29.514 [52]
	Acceptable maximum requested bandwidth.
	

	AlternativeServiceRequirementsData
	3GPP TS 29.514 [52]
	Contains alternative QoS related parameters and a reference to them.
	

	AverWindow
	3GPP TS 29.571 [45]
	Averaging Window.
	XRM_5G

	AverWindowRm
	3GPP TS 29.571 [45]
	This data type is defined in the same way as the "AverWindow" data type, but with the OpenAPI "nullable: true" property.
	XRM_5G

	BatOffsetInfo
	3GPP TS 29.514 [52]
	Contains the offset of the BAT and the optionally adjusted periodicity.
	

	BitRate
	3GPP TS 29.571 [45]
	String representing a bit rate that shall be formatted as follows:
Pattern: '^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$'
Examples:
"125 Mbps", "0.125 Gbps", "125000 Kbps"
	

	BitRateRm
	3GPP TS 29.571 [45]
	This data type is defined in the same way as the "BitRate" data type, but with the OpenAPI "nullable: true" property.
	

	Dnn
	3GPP TS 29.571 [45]
	Identifies a DNN.
	

	EthFlowDescription
	3GPP TS 29.514 [52]
	Defines a packet filter for an Ethernet flow.(NOTE 1)
	

	ExtMaxDataBurstVol
	3GPP TS 29.571 [45]
	Unsigned integer indicating Maximum Data Burst Volume (see clauses 5.7.3.7 and 5.7.4 of 3GPP TS 23.501 [8]), expressed in Bytes.
Minimum = 4096. Maximum = 2000000.
	

	ExtMaxDataBurstVolRm
	3GPP TS 29.571 [45]
	This data type is defined in the same way as the "ExtMaxDataBurstVol" data type, but with the OpenAPI "nullable: true" property.
	

	ExternalGroupId
	Clause 5.2.1.3.2
	Represents an external group identifier.
	GMEC_5G

	Gpsi
	3GPP TS 29.571 [45]
	Represents a GPSI.
	GMEC_5G

	IpAddr
	3GPP TS 29.571 [45]
	UE IP Address.
	

	MacAddr48
	3GPP TS 29.571 [45]
	MAC Address.
	

	MediaType
	3GPP TS 29.514 [52]
	Indicates the media type of a single-modal data flow of a multimodal service.
	XRM_5G

	MultiModalId
	3GPP TS 29.514 [52]
	Represents multi-modal service identifier. 
	XRM_5G

	PacketDelBudget
	3GPP TS 29.571 [45]
	Unsigned integer indicating Packet Delay Budget (see clauses 5.7.3.4 and 5.7.4 of 3GPP TS 23.501 [8])), expressed in milliseconds.
Minimum = 1.
	

	PacketDelBudgetRm
	3GPP TS 29.571 [45]
	This data type is defined in the same way as the "PacketDelBudget" data type, but with the OpenAPI "nullable: true" property.
	

	PacketErrRate
	3GPP TS 29.571 [45]
	String representing Packet Error Rate (see clauses 5.7.3.5 and 5.7.4 of 3GPP TS 23.501 [8]), expressed as a "scalar x 10-k" where the scalar and the exponent k are each encoded as one decimal digit.
Pattern: '^([0-9]E-[0-9])$'

Examples:
Packer Error Rate 4x10-6 shall be encoded as "4E-6".
Packer Error Rate 10-2 shall be encoded as "1E-2".
	

	PacketErrRateRm
	3GPP TS 29.571 [45]
	This data type is defined in the same way as the "PacketErrRate" data type, but with the OpenAPI "nullable: true" property.
	

	PdvMonitoringReport
	3GPP TS 29.514 [52]
	Represents a PDV monitoring report.
	

	PeriodicityInfo
	3GPP TS 29.514 [52]
	Indicates the time period between the start of the two data bursts in Uplink and/or Downlink direction.
	

	PduSetQosPara
	3GPP TS 29.571 [45]
	Represents the PDU Set level QoS parameters.
	

	PduSetQosParaRm
	3GPP TS 29.571 [45]
	Represents the PDU Set level QoS parameters to be modified.
	

	PlmnIdNid
	3GPP TS 29.571 [45]
	Identifies the network: the PLMN Identifier (the mobile country code and the mobile network code) or the SNPN Identifier (the PLMN Identifier and the NID).
	

	ProblemDetails
	5.2.1.2.12
	Problem Details when returning an error response.
	

	ProtoDesc
	3GPP TS 29.514 [52]
	Represents Protocol description of the media flow
	

	RatType
	3GPP TS 29.571 [45]
	Identifies the RAT Type.
	

	ReportingFrequency
	3GPP TS 29.512 [8]
	Indicates the frequency for the reporting, such as event triggeredand/or periodic. (NOTE 2)
	

	RequestedQosMonitoringParameter
	3GPP TS 29.512 [8]
	Indicates the QoS information to be measured, e.g.UL packet delay, DL packet delay or round trip packet delay between the UE and the UPF is to be monitored when the QoS Monitoring for packet delay is enabled for the service data flow. (NOTE 2)
	

	ServAuthInfo
	3GPP TS 29.514 [52]
	The authorization result of a request for QoS / QoS monitoring.
	XRM_5G

	Snssai
	3GPP TS 29.571 [45]
	Identifies the S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [45]
	Used to negotiate the applicability of the optional features defined in table 5.14.4-1.
	

	TscaiInputContainer
	3GPP TS 29.514 [52]
	TSCAI Input information container.
	TSC_5G, XRM_5G

	TscPriorityLevel
	3GPP TS 29.514 [52]
	Represents priority of TSC Flows.
	TSC_5G, XRM_5G

	TscPriorityLevelRm
	3GPP TS 29.514 [52]
	Represents the same as the TscPriorityLevel data type, but with the OpenAPI "nullable: true" property.
	TSC_5G, XRM_5G

	TsnQosContainer
	3GPP TS 29.514 [52]
	Represents individual QoS parameters 
	XRM_5G

	TsnQosContainerRm
	3GPP TS 29.514 [52]
	Represents the same as the TsnQosContainer data type, but with the OpenAPI "nullable: true" property.
	XRM_5G

	Uinteger
	3GPP TS 29.571 [45]
	Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
Minimum = 0.
	

	UintegerRm
	3GPP TS 29.571 [45]
	This data type is defined in the same way as the "Uinteger" data type, but with the OpenAPI "nullable: true" property.
	

	UplinkDownlinkSupport
	3GPP TS 29.514 [52]
	Provides L4S support information.
	

	NOTE 1:	In order to support a set of MAC addresses with a specific range in the traffic filter, feature MacAddressRange_5G as specified in clause 5.14.4 shall be supported.
NOTE 2: 	In order to support QoS Monitoring, feature QoSMonitoring_5G as specified in clause 5.14.4 shall be supported.
	



Table 5.14.2.1.1-2 specifies the data types defined for the AsSessionWithQoS API.
Table 5.14.2.1.1-2: AsSessionWithQoS API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	AdditionalInfoAsSessionWithQos
	5.14.2.1.10
	Describes additional error information specific for this API.
	

	AsSessionWithQoSSubscription
	5.14.2.1.2
	Represents an individual AS session with required QoS subscription resource.
	

	AsSessionWithQoSSubscriptionPatch
	5.14.2.1.3
	Represents parameters to modify an AS session with specific QoS subscription.
	

	AsSessionMediaComponent
	5.14.2.1.13
	Represents media component data for a multimodal service. It contains service data flow information for a single modal data flow of a multimodal service.
	XRM_5G

	AsSessionMediaComponentRm
	5.14.2.1.14
	Represents the same as the AsSessMediaComponent data type but with the "nullable: true" property.
	XRM_5G

	MultiModalFlows
	5.14.2.1.15
	Represents flow information within a single-modal data flow for a multimodal service.
	XRM_5G

	ProblemDetailsAsSessionWithQos
	5.14.2.1.11
	ProblemDetails as defined in clause 5.2.12.12 extended with specific error information for this API, as described in AdditionalInfoAsSessionWithQos.
	

	QosMonitoringInformation
	5.14.2.1.6
	Represents QoS monitoring information.
	QoSMonitoring_5G

	QosMonitoringInformationRm
	5.14.2.1.7
	Represents the same as the QosMonitoringInformation data type but with the "nullable: true" property.
	QoSMonitoring_5G

	QosMonitoringReport
	5.14.2.1.8
	Represents a QoS monitoring report.
	QoSMonitoring_5G

	TscQosRequirement
	5.14.2.1.9
	Represents QoS requirements for time sensitive communication.
	TSC_5G
XRM_5G

	TscQosRequirementRm
	5.14.2.1.10
	Represents the same as the TscQosRequirement data type but with the "nullable: true" property.
	TSC_5G
XRM_5G

	UserPlaneEvent
	5.14.2.2.3
	Represents the user plane event.
	enNB

	UserPlaneEventReport
	5.14.2.1.5
	Represents an event report for user plane.
	enNB

	UserPlaneNotificationData
	5.14.2.1.4
	Represents the parameters to be conveyed in a user plane event(s) notification.
	enNB



*** End of Changes ***
