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	Reason for change:
	IETF RFC 9457 ("Problem Details for HTTP APIs") obsoletes RFC 7807, which is referenced by this specification.
CT4 decided to replace reference to obsoleted RFC 7807, see the corresponding CR #0148 on 29.501 (C4-234428), agreed in CT4 #118 meeting.

Changes from the currently referenced RFC 7807:
1) Introduction of a registry of common problem type URIs
· this 3GPP SBI specification does not define how to use the "type" attribute inside ProblemDetails. It is simply defined as an URI (string), with no additional semantics.
RFC 7807 (and RFC 9457) intended this "type" attribute to be used to identify different errors belonging to a same HTTP error code.
For that, 3GPP defined the "cause" attribute, which has a similar purpose, and has never defined any specific usage for the "type" attribute.
Therefore, this change does not affect the usage of ProblemDetails in 3GPP SBI TS's.
2) Clarification of how multiple problems should be treated
· 3GPP SBI APIs define a mechanism to convey multiple problems inside a same ProblemDetails: the "invalidParams" attribute allows to indicate invalid values found either in the JSON request body content, or in headers, or in URI query parameters and path segments.
The clarification added in RFC 9457 simply describes a different (but very similar) approach, using an "errors" attribute containing JSON pointers (in attribute "pointer") to the invalid values of the received request body content.
Therefore, this change does not affect the usage of ProblemDetails in 3GPP SBI TS's.
3) Guidance for using type URIs that cannot be dereferenced
· Same reasoning as in bullet 1).
Given that 3GPP does not define any specific usage for the "type" attribute, no matter if the URIs included on them can be dereferenced or not, this change does not affect the usage of ProblemDetails in 3GPP SBI TS's.
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*** First Change ***
[bookmark: _Toc85723370][bookmark: _Toc85723821][bookmark: _Toc138691647]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 94577807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[15]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[16]	3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".
[17]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[18]	IETF RFC 7396: "JSON Merge Patch".
[19]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[20]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[21]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[22]	3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".
[23]	3GPP TS 24.555: "Proximity-services (ProSe) in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[24]	3GPP TS 29.555: "5G System; 5G Direct Discovery Name Management Services; Stage 3".
[25]	3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization Function Services; Stage 3".

*** Next Change ***
[bookmark: _Toc35971396][bookmark: _Toc138691693]5.2.2.2	Content type
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 94577807 [13].
JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be signalled by the content type "application/merge-patch+json", as defined in IETF RFC 7396 [18].

*** End of Changes ***

