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* * * First Change * * * *
[bookmark: _Toc88808477][bookmark: _Toc138329542][bookmark: _Toc34309547][bookmark: _Toc43231163][bookmark: _Toc43296094][bookmark: _Toc43400211][bookmark: _Toc43400828][bookmark: _Toc45216653][bookmark: _Toc51938205][bookmark: _Toc51938740][bookmark: _Toc131183808][bookmark: _Toc22042880][bookmark: _Toc34303554][bookmark: _Toc34403836][bookmark: _Toc45281858][bookmark: _Toc51933086][bookmark: _Toc146472364][bookmark: _Toc138360547][bookmark: _Toc24947831][bookmark: _Toc34041496][bookmark: _Toc45281690][bookmark: _Toc106983726][bookmark: _Toc34309546][bookmark: _Toc43231162][bookmark: _Toc43296093][bookmark: _Toc43400210][bookmark: _Toc43400827][bookmark: _Toc45216652][bookmark: _Toc51938204][bookmark: _Toc51938739][bookmark: _Toc68190428][bookmark: _Toc146236602]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.255: "Application layer support for Unmanned Aerial System (UAS); Functional architecture and information flows".
[3]	3GPP TS 23.256: "Support of Uncrewed Aerial Systems (UAS) connectivity, identification, and tracking; Stage 2".
[4]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[5]	IETF RFC 72319110 : "Hypertext Transfer Protocol (HTTP Semantics/1.1): Semantics and Content".
[6]	3GPP TS 24.544: "Group Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[7]	3GPP TS 24.545: "Location Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[8]	3GPP TS 24.546: "Configuration Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[9]	3GPP TS 24.547: "Identity Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[10]	3GPP TS 24.548: "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[xx]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
* * * Next Change * * * *
[bookmark: _Toc88808481][bookmark: _Toc138329546]4	General description
The UE can contain a UAE client (UAE-C). The UAE-C and the UAE server (UAE-S) are located in the UAE layer. The UAE layer can offer the UAE capabilities to the UAS application specific layer. The UAE layer can utilize SEAL services provided by SEAL, which may include location management, group management, configuration management, identity management, key management and network resource management (see 3GPP TS 23.434 [4]).
The UAE-C communicates with the UAE-S over the U1-AE interface (see 3GPP TS 23.255 [2]). Furthermore, the UAE-C of a UE can communicate with the UAE-C of another UE over unicast Uu interface (including LTE-Uu or NG-RAN-Uu) (see 3GPP TS 23.255 [2]). Both the UAE-C and the UAE-S can act as an HTTP client or an HTTP server (see IETF RFC 72319110 [5]). The HTTP protocol interactions are described in detail in clause 6.
By means of using the U1-AE interface:
a)	Communications between UAVs within a geographical area using unicast Uu can be provided as defined by clause 6.2;
b)	C2 communication mode selection and switching can be provided as defined by clause 6.3;
c)	UAS UE registration can be provided as defined by clause 6.4;
d)	UAS UE de-registration can be provided as defined by clause 6.5; 
e)	UAS UE registration update can be provided as defined by clause 6.6;
f)	Change of USS during flight can be provided as defined by clause 6.7; and
g)	DAA support can be provided as defined by clause 6.8.
* * * Next Change * * * *
[bookmark: _Toc34309571][bookmark: _Toc43231186][bookmark: _Toc43296117][bookmark: _Toc43400234][bookmark: _Toc43400851][bookmark: _Toc45216676][bookmark: _Toc51938228][bookmark: _Toc51938763][bookmark: _Toc68190452][bookmark: _Toc75422757][bookmark: _Toc88808487][bookmark: _Toc138329552][bookmark: _Toc34309556][bookmark: _Toc43231172][bookmark: _Toc43296103][bookmark: _Toc43400220][bookmark: _Toc43400837][bookmark: _Toc45216662][bookmark: _Toc51938214][bookmark: _Toc51938749]6.2.1.1	Sending of a UAV application message
In order to send a UAV application message, the UAE-C shall generate an HTTP POST request message according to procedures specified in IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI received in the UAE client UE configuration document via the SCM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAV-application-message-info> element in the <UAE-info> root element:
1)	shall include a <UAV-id> element set to the identity of the UAV which requests the sending of the UAV application message;
2)	shall include an <application-defined-proximity-range-info> element to indicate the range information over which the UAV application message is to be sent; and
3)	shall include an <application-payload> element set to the application payload that is to be delivered to the other UAVs; and
NOTE: The application payload is provided by the UAS application specific client and its contents are out of scope of 3GPP.
d)	shall send the HTTP POST request message towards the UAE-S.
[bookmark: _Toc88808488][bookmark: _Toc138329553]* * * Next Change * * * *
6.2.1.2	Reception of a UAV application message
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <UAV-application-message-info> element in the <UAE-info> root element;
the UAE-C:
a)	shall store the received <application-payload> information included in the <UAV-application-message-info> element; and
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5] and send the HTTP 200 (OK) response towards the UAE-S.
[bookmark: _Toc88808490][bookmark: _Toc138329555][bookmark: _Toc34309558][bookmark: _Toc43231173][bookmark: _Toc43296104][bookmark: _Toc43400221][bookmark: _Toc43400838][bookmark: _Toc45216663][bookmark: _Toc51938215][bookmark: _Toc51938750]* * * Next Change * * * *
6.2.2.1	Reception of a UAV application message
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <UAV-application-message-info> element in the <UAE-info> root element;
the UAE-S:
a)	shall obtain the other UAV(s) information in the location of the UAV based on the range information indicated in the <application-defined-proximity-range-info> element from the SLM-S as specified in 3GPP TS 24.545 [7];
b)	shall send the received <application-payload> information to each of the UAV obtained from step a) via unicast Uu channel as specified in clause 6.2.2.2;
c)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5] and in the HTTP 200 (OK) response:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	may include an application/vnd.3gpp.uae-info+xml MIME body with a <UAV-application-message-info> with an <acknowledgement> child element in the <UAE-info> root element to indicate the acknowledgement of communications between UAVs within a geographical area; and
NOTE:	The geographical area is from the perspective of the UAV initiating the communication with other UAVs.
d)	shall send the HTTP 200 (OK) response towards the UAE-C.
[bookmark: _Toc88808491][bookmark: _Toc138329556]* * * Next Change * * * *
6.2.2.2	Sending of a UAV application message
In order to send a UAV application message received from a UAV as specified in clause 6.2.2.1 to each of the UAV within a geographical area of the UAV initiating the communication with other UAVs, the UAE-S shall generate an HTTP POST request message according to procedures specified in IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the UAE-C of UAV obtained in clause 6.2.2.1;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAV-application-message-info> element in the <UAE-info> root element:
1)	shall include a <UAV-id> element set to the identity of the UAV which requests the sending of the UAV application message; and
2)	shall include an <application-payload> element set to the application payload that needs to be delivered to the other UAVs; and
d)	shall send the HTTP POST request message towards the UAE-C.
[bookmark: _Toc88808494][bookmark: _Toc138329559]* * * Next Change * * * *
6.3.1.1	C2 communication modes configuration procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <c2-modes-switching-configuration-info> element,
the UAE-C:
a)	shall store the received configuration information;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
i)	shall include a <c2-modes-switching-configuration-info> element with a <result> child element set to the value "positive" or "negative" indicating positive or negative result of reception and storing of the communication mode configuration parameters; and
c)	shall send the HTTP 200 (OK) response towards the UAE-S.
[bookmark: _Toc88808495][bookmark: _Toc138329560]* * * Next Change * * * *
6.3.1.2	C2 communication mode selection by UAE Client procedure
UAE Clients (UAV and UAV-C) select a primary and secondary C2 communication mode based on C2 communication mode configuration, then the UAE-C shall generate an HTTP POST request according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI received in the UAE client UE configuration document via the SCM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <C2-communication-mode-notification-info> element in the <UAE-info> root element which:
1)	shall include a <UAS-id> element set to the identifier of the UAS;
2)	shall include a <selected-primary-C2-communication-mode> element indicating the selected primary C2 communication mode; and
3)	may include a <selected-secondary-C2-communication-mode> element indicating the selected secondary C2 communication mode; and
d)	shall send the HTTP POST request towards the UAE-S.
[bookmark: _Toc88808496][bookmark: _Toc138329561]* * * Next Change * * * *
6.3.1.3	UAE-layer assisted dynamic C2 mode switching procedure
Upon detecting a condition for switching C2 communication mode based on local conditions (e.g. using the C2 communication mode switching policy) or based on a command from the UAS application specific server, the UAE-C shall generate an HTTP POST request according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the UAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <C2-related-trigger-event-report> element in the <UAE-info> root element which shall include:
1)	a <UAE-client-id> element set to the identifier of the UAE client which indicates the QoS downgrade; and
2)	an <application-QoS-related-event> element including the expected or actual application QoS/QoE parameters which were changed (i.e. latency, throughput, reliability, jitter); and
d)	shall send the HTTP POST request towards the UAE-S.
Upon receiving an HTTP 200 (OK) message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <C2-operation-mode-switching> element,
the UAE-C may start C2 communication using the indicated C2 communication mode included in the <C2-operation-mode-switching-requirement> child element and generate an HTTP POST request according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the UAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <C2-operation-mode-switching-performed> element in the <UAE-info> root element which shall include a <result> child element set to the value "positive" or "negative" indicating positive or negative result of the reception; and
d)	shall send the HTTP POST request towards the UAE-S.
[bookmark: _Toc88808498][bookmark: _Toc138329563]* * * Next Change * * * *
6.3.2.1	C2 communication modes configuration procedure
Upon receiving an application request from UAS application specific server (which can be the USS/UTM) to manage the C2 operation modes (direct, network-assisted) of C2 communication for a UAS, the UAE-S shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <c2- communication-modes-configuration-info> element in the <UAE-info> root element which:
1)	shall include a <UAS-id> element set to the identification of the UAS for which the C2 QoS management request applies; and
2)	may include a <C2-operation-mode-management-configuration> element which:
i)	shall include a <C2-operation mode-management-requirement> element set to the identification of the type of the C2 mode switching to be supported by the UAE server;
ii)	shall include an <allowed-C2-communication-modes> element indicating the type of the C2 mode switching;
iii)	shall include a <primary-C2-communication-mode> element indicating the primary type of the C2 mode switching;
iv)	may include a <secondary-C2-communication-mode> element indicating the secondary type of the C2 mode switching; and
v)	shall include a <policy-of –C2-switching> element set to the parameters for C2 switching; and
d)	shall send the HTTP POST request message towards the UAE-C.
[bookmark: _Toc88808499][bookmark: _Toc138329564]* * * Next Change * * * *
6.3.2.2	C2 communication mode selection by UAE Client
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <C2-communication-mode-notification-info> element,
the UAE-S shall store the C2 communication modes and links information received in the <C2-communication-mode-notification-info> element and then forward the C2 communication modes and links information to the UAS application specific server and upon receiving a C2 communication mode notification acknowledgement from the UAS application specific server, the UAE-S shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-S:
a)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
1)	shall include a <C2-communication-mode-notification-info> element with an <acknowledgement> child element indicating the acknowledgement of selected C2 communication mode(s); and
c)	shall send the HTTP 200 (OK) message towards the UAE-C.
[bookmark: _Toc88808500][bookmark: _Toc138329565]* * * Next Change * * * *
6.3.2.3	UAE-layer assisted dynamic C2 mode switching
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <C2-related-trigger-event-report> element,
the UAE-S:
a)	shall obtain a location report for the UAE-C by the SLM-S;
b)	shall determine the switching of the C2 mode from direct to network assisted or vice versa or to USS/UTM navigated;
c)	if the switching of the C2 mode is from direct to network assisted or vice versa, may send a C2 mode switching confirmation request to the UAS application specific server;
d)	if the switching of the C2 mode is from direct to USS/UTM navigated, shall send a C2 mode switching confirmation request to the UAS application specific server; and
e)	the UAE-S shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-S:
NOTE:	If the UAE-S has sent a C2 mode switching confirmation request to the UAS application specific server, the UAE-S shall wait and receive from the UAS application specific server a C2 mode switching confirmation response and then generate the HTTP 200 (OK) response message.
1)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
3)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <C2-operation-mode-switching> element in the <UAE-info> root element which:
i)	shall include a <UAE-server-id> element set to the identifier of the UAE server which instructs the UAS to apply the C2 mode switching;
ii)	shall include a <C2-operation-mode-switching-requirement> element indicating the type of the C2 mode switching to be applied;
iii)	may include a <time-validity> element set to the time validity for the C2 switching requirement; and
iv)	may include a <geographical-area> element indicating the area for which the C2 switching applies; and
4)	shall send the HTTP 200 (OK) message towards the UAE-C.
* * * Next Change * * * *
[bookmark: _Toc88808502][bookmark: _Toc138329567]6.4.1	Client procedure
Upon receiving a request from a UAV application to register for receiving UAV application messages from the UAS application specific server, the UAE-C shall generate an HTTP POST request message according to procedures specified in IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI received in the UAE client UE configuration document via the SCM-S;
NOTE 1: The provision of the UAE-S information in the UAE client UE configuration document via the SCM-S is out of scope of 3GPP.
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <registration-info> element in the <UAE-info> root element:
1)	shall include a <UAV-id> element set to the identity of the UAV which initiates the UAS UE registration procedure;
2)	may include a <UAS-UE-information> element set to the related information (e.g. UAS UE IP address, Multi-USS capability, DAA assist capability) the UAS UE needs to provide to the UAE-S; and
3)	may include a <proposed-registration-lifetime> element set to the time during which the UAS UE wants to stay registered to the UAE-S for receiving UAV application messages from the UAS application specific server; and
NOTE 2: If the <proposed-registration-lifetime> element is not included in the <registration-info> element, the registration lifetime is valid until the explicit UAS UE deregistration is performed as specified in clause 6.5.
d)	shall send the HTTP POST request message towards the UAE-S.
[bookmark: _Toc88808503][bookmark: _Toc138329568]6.4.2	Server procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <registration-info> element in the <UAE-info> root element;
the UAE-S:
a)	shall store the received registration information for the UAE-C; 
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5] and in the HTTP 200 (OK) response:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <registration-info> element in the <UAE-info> root element:
i)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the UAS UE registration; and
ii)	may include a <registration-lifetime> element set to the time during which the UAS UE can stay registered to the UAE-S for receiving UAV application messages from the UAS application specific server; and
c)	shall send the HTTP 200 (OK) response towards the UAE-C.
[bookmark: _Toc88808505][bookmark: _Toc138329570]* * * Next Change * * * *
6.5.1	Client procedure
Upon receiving a request from a UAV application to de-register for receiving UAV application messages from the UAS application specific server, the UAE-C shall generate an HTTP POST request message according to procedures specified in IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI of the UAE-S for which the UAS UE has successfully registered (see clause 6.4);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <de-registration-info> element in the <UAE-info> root element:
1)	shall include a <UAV-id> element set to the identity of the UAV which initiates the UAS UE de-registration procedure; and
d)	shall send the HTTP POST request message towards the UAE-S.
[bookmark: _Toc88808506][bookmark: _Toc138329571]* * * Next Change * * * *
6.5.2	Server procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <de-registration-info> element in the <UAE-info> root element;
the UAE-S:
a)	shall remove the stored UAS UE information for the UAE-C; 
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5] and in the HTTP 200 (OK) response:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <de-registration-info> element in the <UAE-info> root element:
i)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the UAS UE de-registration; and
c)	shall send the HTTP 200 (OK) response towards the UAE-C.
[bookmark: _Toc88808508][bookmark: _Toc138329573]* * * Next Change * * * *
6.6.1	Client procedure
Upon receiving a request from a UAV application, if the UAE-C needs to update the registration for receiving UAV application messages from the UAS application specific server, the UAE-C shall generate an HTTP POST request message according to procedures specified in IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI of the UAE-S for which the UAS UE has successfully registered (see clause 6.4);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <registration-info> element in the <UAE-info> root element:
1)	shall include a <UAV-id> element set to the identity of the UAV which initiates the UAS UE registration update procedure;
2)	shall include a <UAS-UE-information> element set to the related information (e.g. UAS UE IP address, Multi-USS capability, DAA assist capability) the UAS UE needs to update; and
3)	may include a <proposed-registration-lifetime> element set to the time during which the UAS UE wants to stay registered to the UAE-S for receiving UAV application messages from the UAS application specific server; and
NOTE: If the <proposed-registration-lifetime> element is not included in the <registration-info> element, the registration lifetime is not updated.
d)	shall send the HTTP POST request message towards the UAE-S.
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6.6.2	Server procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <registration-info> element in the <UAE-info> root element;
the UAE-S:
a)	shall update the stored registration information with the received registration information for the UAE-C; 
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5] and in the HTTP 200 (OK) response:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <registration-info> element in the <UAE-info> root element:
i)	shall include a <result> element set to the value "success" or "failure" indicating success or failure of the UAS UE registration update; and
ii)	may include a <registration-lifetime> element set to the time during which the UAS UE can stay registered to the UAE-S for receiving UAV application messages from the UAS application specific server; and
c)	shall send the HTTP 200 (OK) response towards the UAE-C.
[bookmark: _Toc138329577]* * * Next Change * * * *
[bookmark: _Toc113363356]6.7.1.1	Management of multi-USS configuration procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <multi-USS-configuration-info> element,
the UAE-C:
a)	shall store the received configuration information;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
i)	shall include a <multi-USS configuration-info> element with a <result> child element set to the value "success" or "failure" indicating positive or negative result of reception and storing of the multi-USS configuration parameters; and
c)	shall send the HTTP 200 (OK) response towards the UAE-S.
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6.7.1.2	USS change procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <USS-change-info> element,
the UAE-C:
a)	shall perform change of USS;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
i)	shall include a <USS-change-info> element with a <result> child element set to the value "success" or "failure" indicating positive or negative result of reception and storing of the USS change parameters; and
c)	shall send the HTTP 200 (OK) response towards the UAE-S.
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6.7.1.3	USS change notification
Once the USS change is performed the UAE-C shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <USS-change-notification-info> element in the <UAE-info> root element which:
1)	shall include a <Reason> element to indicate reason for change of USS;
1)	shall include a <Target-USS-information> element set to an identifier of the new USS that the UAV has connected to (identified e.g. by FQDN); and
d)	shall send the HTTP POST request message towards the UAE-S.
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6.7.2.1	Management of multi-USS configuration procedure
Upon receiving an application request from UAS application specific server (which can be the USS/UTM) to manage the multi-USS configuration for a UAS, the UAE-S shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <multi-USS-configuration-info> element in the <UAE-info> root element which:
1)	shall include a <UAS-id> element set to the identification of the UAS for which the multi-USS configuration request applies; and
2)	may include a <Multi-USS-policy-management-configuration> element that contains the Multi-USS policy management configuration information to be configured at the UAS which:
i)	shall include an <Allowed-USS> element indicating the USS that can be the target of a switch;
ii)	shall include a <Serving-USS-information> element set to the serving USS identifier;
iii)	shall include an <Additional-information-for-change-of-USS> element providing information about the serving USS, related with the switch to a particular target USS;
iv)	shall include an <Area-for-change-of-USS> element indicating the area where the Multi-USS management request applies; and
d)	shall send the HTTP POST request message towards the UAE-C.
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6.7.2.2	USS change procedure
Upon receiving an USS change request from UAS application specific server (which can be the USS/UTM) to manage the USS change for a UAS, the UAE-S shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <USS-change-request-info> element in the <UAE-info> root element which:
1)	shall include a <UASS-id> element set to the identification of the UAS application specific server for which the USS change request applies;
2)	shall include a <UAS-id> element set to the identification of the UAS for which the USS change request applies;
3)	shall include a <USS-change-authorization-information > element set to the authorization token to verify the request;
4)	shall include a <Target-USS> element set to the identification of the USS that is the target of a switch (identified e.g. by FQDN); and
5)	shall include a <Target-USS-info > elementindicating the information of the target USS;
i)	shall include an <USS-endpoint> element indicating Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the USS;
ii)	may include a <USS-capabilities> element indicating the capabilities supported by the target USS;
iii)	may include an <LUN-id> element set to the identity of the LUN where the serving/target USS belongs;
iv)	may include an <List-of-USS-DNAI(s)> element indicating DNAI(s) associated with the target USS; and
d)	shall send the HTTP POST request message towards the UAE-C.
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6.8.1.1	DAA support configuration procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <DAA-support-configuration-info> element,
the UAE-C:
a)	shall store the received configuration information;
b)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
i)	shall include a <DAA-support-configuration-info> element with a <result> child element set to the value "success" or "failure" indicating positive or negative result of reception and storing of the DAA support configuration parameters; and
c)	shall send the HTTP 200 (OK) response towards the UAE-S.
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6.8.1.2	DAA support involving UAVs with U2X support procedure
Upon detection of UAVs in proximity by the UAE layer, then the UAE-C shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the UAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <DAA-client-event-info> element in the <UAE-info> root element which:
1)	shall include a <UAS-id> element set to the identifier of the UAS for which the DAA client support information applies;
2)	shall include a <UAE-layer-detected-information> element indicating list of UASes where e.g. U2X layer has detected possible flight path conflict;
i)	shall include a <UAS-identity> element set to identification of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict;and
ii)	shall include a <Location-information> element indicating location of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict; and
d)	shall send the HTTP POST request towards the UAE-S.
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6.8.1.3	DAA support involving UAVs without U2X support procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <DAA-server-event-info> element,
the UAE-C:
a)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
2)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
i)	shall include a <DAA-server-event-info> element with an <acknowledgement> child element indicating the acknowledgement of DAA server event information; and
b)	shall send the HTTP 200 (OK) response towards the UAE-S.
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6.8.2.1	DAA support configuration procedure
Upon receiving an application request from UAS application specific server (which can be the USS/UTM) to manage the DAA support configuration for a UAS, the UAE-S shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <DAA-support-configuration-info> element in the <UAE-info> root element which:
1)	shall include a <UAS-id> element set to the identification of the UAS for which the multi-USS configuration request applies; and
2)	may include a <DAA-application-policy> element that consists of the DAA application policy to be configured at the UAS; and
d)	shall send the HTTP POST request message towards the UAE-C.
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6.8.2.2	DAA support involving UAVs with U2X support procedure
Upon receiving an HTTP POST request containing:
a)	a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	an application/vnd.3gpp.uae-info+xml MIME body with a <DAA-client-event -info> element,
the UAE-S shall store the DAA client event information and links information received in the <DAA-client-event-info> element and then forward the DAA client event information and links information to the UAS application specific server and upon receiving a DAA client event information acknowledgement from the UAS application specific server, the UAE-S shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [5]. In the HTTP 200 (OK) response message, the UAE-S:
a)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml"; and
b)	shall include an application/vnd.3gpp.uae-info+xml MIME body and in the <UAE-info> root element:
1)	shall include a <DAA-client-event-info> element with an <acknowledgement> child element indicating the acknowledgement of DAA client event information; which
1)	shall include a <UAS-id> element set to the identifier of the UAS for which the DAA client support information applies;
2)	shall include a <UAE-layer-detected-information> element indicating list of UASes where e.g. U2X layer has detected possible flight path conflict;
i)	shall include a <UAS-identity> element set to identification of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict; and
ii)	shall include a <Location-information> element indicating location of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict; and
c)	shall send the HTTP 200 (OK) message towards the UAE-C.
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6.8.2.3	DAA support involving UAVs without U2X support procedure
Upon receiving an application request from UAS application specific server (which can be the USS/UTM) to manage the DAA support involving UAVs without U2X support, the UAE-S shall generate an HTTP POST request message according to IETF RFC 72319110 [5]. In the HTTP POST request message, the UAE-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the UAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.uae-info+xml";
c)	shall include an application/vnd.3gpp.uae-info+xml MIME body with a <DAA-server-event-info> element in the <UAE-info> root element which:
1)	shall include a <UAS-id> element set to the identifier of the UAS for which the DAA client support information applies;
2)	shall include a <UAE-layer-detected-information> element indicating list of UASes where e.g. U2X layer has detected possible flight path conflict;
i)	shall include a <UAS-identity> element set to identification of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict; and
ii)	shall include a <Location-information> element indicating location of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict; and
d)	shall send the HTTP POST request message towards the UAE-C.
* * * Next Change * * * *
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<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
[bookmark: OLE_LINK15]application/vnd.3gpp.uae-info+xml
Required parameters:
None
Optional parameters:
[bookmark: OLE_LINK16]"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 72319110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
[bookmark: OLE_LINK17]This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.257 "Uncrewed Aerial System (UAS) Application Enabler (UAE) layer; Protocol aspects; Stage 3" version 17.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
[bookmark: OLE_LINK35]Applications supporting the Uncrewed Aerial System (UAS) Application Enabler (UAE) layer as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
* * * End of Changes * * * *
