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	Reason for change:
	Add MPS priority for WLAN 5G registration.

The following stage 2 requirements are supported by this CR:
TS 23.501 § 5.16.5:
[bookmark: _Hlk134079941]For WLAN access, the UE may notify the TNAN/N3IWF of its MPS subscription before the NAS Registration Request. Based on operator policy, the TNAN/N3IWF may use this indication to provide this UE with priority treatment in the case of congestion/overload before receipt of the NAS Registration Request with an MPS priority establishment cause.

TS 23.502 § 4.12.2.2, step 3:
In the case of WLAN access, if the UE has an MPS subscription, the UE shall include a Notify payload in the IKE_AUTH request indicating its MPS subscription.
NOTE 2:	Based on operator policy, the N3IWF can use the MPS subscription indication at this time to handle this UE with priority.

TS 23.502 § 4.12a.2.2, step 2-3:
In the case of WLAN access, if the UE has an MPS subscription, the UE shall also include an indication of its MPS subscription in the username part of the NAI as per TS 23.003 [33].
…
NOTE 3:	Based on operator policy, after receiving the indication of MPS subscription from the UE, the TNAN can treat this UE with priority.


	
	

	Summary of change:
	First change:
Add MPS to the abbreviation list

Second change:
For untrusted WLANs, if the UE has a valid Access Identity 1, it conveys an MPS indication to the N3IWF in an IKE notify payload.
When the N3IWF receives an MPS indication from the UE, the N3IWF treats the UE with priority. If the N3IWF is overloaded, it should not reject requests from MPS UEs up to the point where further such requests would cause system instability. 

Third change:
For trusted WLANs, if the UE has a valid Access Identity 1, it conveys an MPS indicaiton to the TNAN in an appendage to the NAI in the EAP Response/Identity message. 
When the TNAN receives an MPS indication from the UE, the TNAN treats the UE with priority. If the TNAN is overloaded, it should not reject requests from MPS UEs up to the point where further such requests would cause system instability. 


	
	

	Consequences if not approved:
	MPS UEs will not have priority access on 5GC connected untrusted WLANs.
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[bookmark: _Toc138338682]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GCN	5G Core Network
5GS	5G System
5G-AN	5G Access Network
5G-RG	5G Residential Gateway
5QI	5G QoS Identifier
AMF	Access and Mobility Management Function
AN	Access Network
ANDS	Access Network Discovery and Selection
ANDSP	Access Network Discovery and Selection Policy
ANQP	Access Network Query Protocol
AUSF	Authentication Server Function
CP	Control Plane
CRG	Cable Residential Gateway
DHCP	Dynamic Host Configuration Protocol
DL	Downlink
DNS	Domain Name System
DSCP	Differentiated Services Code Point
ePDG	Evolved Packet Data Gateway
ESP	Encapsulating Security Payload
FN-RG	Fixed Network Residential Gateway
FQDN	Fully Qualified Domain Name
H-PCF	A PCF in the HPLMN
IP	Internet Protocol
IPsec	Internet Protocol Security
MPS	Multimedia Priority Service
N3AN	Non-3GPP Access Network
N3IWF	Non-3GPP InterWorking Function
N5CW	Non 5G Capable over WLAN
N5GC	Non-5G Capable
NAI	Network Access Identifier
NAPTR	Naming Authority Pointer
NAS	Non Access Stratum
NID	Network Identifier
NSWO	Non-Seamless WLAN Offload
NSWOF	Non-Seamless WLAN Offload Function
PCF	Policy control Function
PDU	Protocol Data Unit
QFI	QoS Flow Identifier
RQI	Reflective QoS Indicator
SA	Security Association 
SNPN	Stand-alone Non-Public Network
SPI	Security Parameters Index
SSID	Service Set Identifier
SUPI	Subscription Permanent Identifier
SUCI	Subscription Concealed Identifier
TCP	Transmission Control Protocol
TNAN	Trusted Non-3GPP Access Network
TNAP	Trusted Non-3GPP Access Point
TNGF	Trusted Non-3GPP Gateway Function
TWAN	Trusted WLAN Access Network
TWAP	Trusted WLAN Access Point
TWIF	Trusted WLAN Interworking Function
UL	Uplink
UP	User Plane

***** Second change *****
[bookmark: _Toc138338774]7.3.2.1	IKE SA and signalling IPsec SA establishment initiation
The UE proceeds with the establishment of IKE SA and signalling IPsec SA with the selected N3IWF by initiating an IKE_SA_INIT exchange according to IETF RFC 7296 [6]. All the IKE messages following the IKE_SA_INIT exchange are encrypted and integrity protected using the cryptographic algorithms and keys negotiated in the IKE_SA_INIT exchange as specified in IETF RFC 7296 [6].
Upon completion of the IKE_SA_INIT exchange, the UE shall initiate an IKE_AUTH exchange as specified in IETF RFC 7296 [6] to establish an IKE SA and first child SA (signalling IPsec SA). In the initial IKE_AUTH request message, the UE shall:
-	indicate the intention to use EAP by not including the AUTH payload;
-	include the IDi payload with the ID type set to ID_KEY_ID and value set to any random number; and
-	include CERTREQ payload to request N3IWF's certificate if the UE is provisioned with the N3IWF root certificate;,and
-	include the HPA_INFO Notify payload, as defined in 3GPP TS 24.302 [7], within the IKE_AUTH request message if the UE has a valid Access Identity 1 as specified in clause 4.5.2 of 3GPP TS 24.501 [4]; 
as specified in IETF RFC 7296 [6].
Upon reception of the IKE_AUTH request message, the N3IWF shall respond with an IKE_AUTH response message including:
-	an EAP-Request/5G-Start packet to inform the UE an EAP-5G session that will be used to convey the initial NAS messages (see the EAP-5G procedure described in clause 7.3.3);
-	the IDr payload with the value set to N3IWF identifier; and
NOTE:	The N3IWF identifier is the IP address or the FQDN of the N3IWF.
-	the CERT payload containing the N3IWF's certificate if the CERTREQ payload is included in the IKE_AUTH request message.
Upon reception of the IKE_AUTH request message containing an HPA_INFO Notify Payload, as defined in 3GPP TS 24.302 [7], with the HPA_INFO field indicating a UE configured for MPS access, the N3IWF may, if allowed by operator policy, treat further messages for the UE with MPS priority. Unless doing so would cause network instability, the N3IWF should not reject requests from UEs which the N3IWF is treating with MPS priority access.
***** Third change *****
[bookmark: _Toc138338789][bookmark: _Hlk146621391]7.3A.2.2	Identity transaction
[bookmark: _Hlk146621349][bookmark: _Hlk146621289]Upon reception of EAP-Request/Identity message (as described in IETF RFC 3748 [9]), encapsulated in the link layer protocol packets from the TNAP, the UE shall:
a)	construct an EAP-Response/Identity message as described in IETF RFC 3748 [9] containing an NAI as specified in clause 28.7.6 (when TNGF ID is not used for constructing the NAI) or clause xxy (when TNGF ID is used for constructing the NAI) of 3GPP TS 23.003 [8] to request a PLMN or SNPN when the trusted connectivity is 5G connectivity using trusted non-3GPP access; and
Editor’s note (CR#0231, 5WWC_Ph2): The format of the NAI based on the TNGF ID and the format of TNGF ID used in NAI are FFS and waiting for the updates in 3GPP TS 23.003 [8].
[bookmark: _Hlk146621319]b)	if the UE has a valid Access Identity 1 as specified in clause 4.5.2 of 3GPP TS 24.501 [4], include the MPS indicator appended to the NAI as specified in 3GPP TS 23.003 [8]; and
cb)	transmit the EAP-Response of identity type encapsulated in the link layer protocol packets towards the TNAP.
[bookmark: _Hlk133486997]Upon reception of the EAP Response/Identity message containing an MPS indication appended to the NAI (see 3GPP TS 23.003 [8] for NAI details), if allowed by operator policy, the TNAN may treat the message with MPS priority. If authentication is successful, the TNAN may treat subsequent messages to and from the UE with MPS priority. Unless doing so would cause network instability, the TNAN should not reject requests from UEs which the TNAN is treating with MPS priority access. 
Editor’s note (CR#0281, MPS_WLAN): The NAI definition in 3GPP TS 23.003 [8] needs to be specified in CT4.
***** End of changes ****
