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	Reason for change:
	Add MPS priority for WLAN 5G transport priority and an allows retry of child SA creation or modification without additional QoS.

The following stage 2 requirements are supported by this CR: 

1. [bookmark: _Hlk145662883][bookmark: _Hlk133492359][bookmark: _Hlk132011978]In 3GPP TS 23.501 § 6.2.9, for untrusted, the N3IWF:
a. [bookmark: _Hlk133225259][bookmark: _Hlk131594325]Enforcing QoS corresponding to N3 packet marking (e.g., DSCP), taking into account QoS requirements associated to such marking received over N2. QoS includes 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level.

b. NOTE: 	Based on operator policy and/or regional/national regulations, the N3IWF can apply a different DSCP value to the outer ESP tunnel packet than the DSCP value of the inner IP packet. 

c. Packet marking, e.g., setting the DSCP value based on the Establishment cause, on N2, and based on 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level on N3. 

2. In 3GPP TS 23.501 § 6.2.9a, for trusted, the TNGF:

a. Packet marking in the downlink, and the uplink on N2 and N3, as per the N3IWF (clause 6.2.9).

3. In 3GPP TS 23.502 § 4.12.2.2, for untrusted, the N3IWF:

a. [bookmark: _Hlk133220681]The Establishment cause provides the reason for requesting a signalling connection with 5GC and the N3IWF may use the Establishment cause to determine the DSCP value on N2.
…
b. The AMF may use the Establishment cause to determine the DSCP value for uplink packets.

Note: this is already covered in TS 29.500: AMF sets DSCP based on SMP, SMP based on Establishment Cause.
…
c. The N3IWF may apply a DSCP value to this signalling IPsec SA, in which case all IP packets exchanged between the UE and N3IWF via the "signalling IPsec SA" shall be marked with this DSCP value. 
…
d. NOTE 6:	The DSCP value is determined by operator policy, and may e.g., be based on the DSCP value on N2.

4. In 3GPP TS 23.502 § 4.12.4.1, for untrusted:
a. The IKEv2 Create Child SA Request may include the Additional QoS Information to reserve non-3GPP specific QoS resources as defined in clause 4.12a.5.
This requirement is already supported in TS 24.502.

5. [bookmark: _Hlk133493875]In 3GPP TS 23.502 § 4.12.a.5, for trusted, for creation of a child SA:
a. Based on operator policy, the network may reattempt to establish the Child SA without the Additional QoS Information.

6. In 3GPP TS 23.502 § 4.12.a.6, for trusted, for modification of a child SA:
a. Based on operator policy, the network may reattempt to establish the Child SA without the Additional QoS Information.
b. Based on operator policy, the network may reattempt to modify the failed QoS Flows without the Additional QoS Information.

Note that TS 23.502 § 4.12.6 "UE or Network Requested PDU Session Modification via Untrusted non-3GPP access" refers clauses 4.12.a.5 and 4.12a.6. As a result, requirements 6a and 6b pertain to untrusted as well as trusted WLANs.


	
	

	Summary of change:
	 
First change:
[bookmark: _Hlk133492293]Adds DSCP determination for N3IWF and TNGF.
Requirements: 1, 2, 3.

Second change:
Allows the network to retry the child SA creation procedure without the Additional QoS to maximize the chance of a connection. 
Requirements: 5a, 6a

Third change:
Allows the network to retry the child SA modification procedure without the Additional QoS to maximize the chance of a connection. 
Requirements: 6b


	
	

	Consequences if not approved:
	MPS UEs will not have user plane priority on 5GC connected WLANs.
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	4.4.2.2, 7.5.4, 7.6.2 
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	This CR's revision history:
	


[bookmark: _Toc20154280][bookmark: _Toc27727256][bookmark: _Toc45203714][bookmark: _Toc74580785]***** First change *****
[bookmark: _Toc27744904][bookmark: _Toc36114704][bookmark: _Toc45271298][bookmark: _Toc51936556][bookmark: _Toc58230226][bookmark: _Toc131293665][bookmark: aaa]4.4.2.2	QoS signalling
A QoS flow is controlled by the SMF and can be preconfigured, or established via the UE requested PDU Session establishment via non-3GPP access procedure, the UE or network requested PDU session modification via non-3GPP access procedure (see 3GPP TS 23.502 [3]) .
During PDU session establishment, based on local policies, pre-configuration and the QoS profiles received:
a)	the N3IWF or the TNGF (depending on whether the UE is connected to untrusted non-3GPP access or trusted non-3GPP access, respectively):
1)	shall determine the number of IPsec child SAs to establish and the QoS profiles associated with each IPsec child SA; and
2)	shall then initiate IPsec SA creation procedure to establish child SAs associating to the QoS flows of the PDU session; or
b)	the W-AGF serving the 5G-RG:
1)	shall determine the number of W-UP resources to establish and the QoS profiles associated with each W-UP resource; and
2)	shall initiate creation of one or more W-UP resources using means out of scope of the present document. The W-AGF serving the 5G-RG shall associate each W-UP resource with a PDU session, zero or more QFIs, and optionally an indication of whether the W-UP resource is the default W-UP resource. For each W-UP resource, the 5G-RG becomes aware using means out of scope of the present document about association of the W-UP resource and the PDU session, the zero or more QFIs, and optionally the indication of whether the W-UP resource is the default W-UP resource; or
During PDU session establishment, the 5G-RG may use the Authorized QoS flow descriptions and the N3QAI to reserve the resources in the non-3GPP access network behind the 5G-RG.
NOTE:	How the 5G-RG reserves the resources in the non-3GPP access network behind the 5G-RG is out of scope of this specification.
In order to support QoS differentiation in the case of access to PLMN services via an SNPN and access to SNPN services via a PLMN, the N3IWF is preconfigured with one or more QoS profiles requiring a dedicated IPsec child SA which can be associated with a DSCP value.
In order to support QoS differentiation in the case of access to PLMN services via 5G ProSe layer-3 UE-to-network relay with N3IWF as specified in clause 5.6.2.2 of 3GPP TS 23.304 [41], the N3IWF is preconfigured with one or more QoS profiles requiring a dedicated IPsec child SA which can be associated with a DSCP value.
In order to support QoS differentiation in the case of access to PLMN services via a WLAN, the N3IWF and TNGF behaviour is as specified in clause 4.4.2.3, with one or more QoS profiles requiring an IPsec child SA which can be associated with a downlink DSCP value determined by taking into account, according to operator policy, the establishment cause, the 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level.
***** Second change *****
[bookmark: _Toc138338816][bookmark: _Hlk131584492]7.5.4	Child SA creation procedure not accepted by the UE
If a user plane IPsec SA establishment for a PDU session is not accepted by the UE, the UE shall send a CREATE_CHILD_SA response message to the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access with a Notify payload with error type.
For trusted non-3GPP access, if the UE fails to reserve QoS resources over non-3GPP access for the child SA associated with the QoS flows according to the Additional QoS information in the 5G_QOS_INFO Notify payload, the UE shall include a Notify payload with a Private Notify Message Error Type "NO_RESOURCES_OVER_N3GPP" as defined in clause 9.2.4.2 in the CREATE_CHILD_SA response message.
For untrusted non-3GPP access, if the UE attempts to reserve QoS resources over non-3GPP access for the child SA associated with the QoS flows according to the Additional QoS information in the 5G_QOS_INFO Notify payload but fails the reservation, the UE shall include a Notify payload with a Private Notify Message Error Type "NO_RESOURCES_OVER_N3GPP" as defined in clause 9.2.4.2 in the CREATE_CHILD_SA response message.
Upon receiving the CREATE_CHILD_SA response message with a Notify payload of error type:
-	if PDU session establishment over non-3GPP access requires single user plane SA IPsec SA creation, the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access shall stop user plane SA IPsec SA creation procedure and indicate the failure for PDU session establishment over non-3GPP access.
-	if PDU session establishment or PDU session modification over non-3GPP access requires multiple user plane SA IPsec SA creation, the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access may choose to continue user plane SA IPsec SA creation procedure for other user plane IPsec SAs, or stop user plane SA IPsec SA creation procedure and indicate the failure for PDU session establishment or PDU session modification over non-3GPP access.
-	If the UE is being treated as a UE with MPS priority (e.g., as identified in clause 7.3.2.1 or 7.3A.2.2) based on operator policy, the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access may retry the Child SA creation without the Additional QoS Information.
***** Third change *****
[bookmark: _Toc20212120][bookmark: _Toc27745006][bookmark: _Toc36114807][bookmark: _Toc45271401][bookmark: _Toc51936660][bookmark: _Toc58230330][bookmark: _Toc131293788]7.6.2	N3IWF and TNGF procedure for IPsec child SA modification
The N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access shall perform the IPsec child SA modification by sending an INFORMATIONAL request message as specified in IETF RFC 7296 [6] to the UE with an UP_SA_INFO Notify payload identifying the IPsec child SA and a 5G_QOS_INFO Notify payload indicating modified content associated with the IPsec child SA.
[bookmark: _Hlk133494264]If the UE is being treated as a UE with MPS priority (e.g., as identified in clause 7.3.2.1 or 7.3A.2.2), based on operator policy, the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access may retry the Child SA modification without the Additional QoS Information.
***** End of changes *****
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