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	Reason for change:
	TS 33.503 defines the security for L2 U2U relay as below:
[bookmark: _Toc145420198]6.6.4	Security for 5G ProSe Communication via 5G ProSe Layer-2 UE-to-UE Relay
[bookmark: _Toc145420199]6.6.4.1	General
The security procedure in clause 6.K.3 is used to establish a secure PC5 signalling between the End UE and the 5G ProSe Layer-2 UE-to-UE Relay.
The security procedure in clause 6.2 is used to establish End-to-End security link between the End UEs via the 5G ProSe Layer-2 UE-to-UE Relay.
[bookmark: _Toc106364512][bookmark: _Toc145420153]6.2.3	Security procedures
The unicast mode security mechanism defined in clause 5.3 of TS 33.536 [6] is reused in 5G ProSe to provide unicast mode 5G ProSe Direct Communication security. 
Observation 1: The security between L2 end UEs reuses the security procedures of V2X, i.e. no interaction with the network.

This means that the process for security between L2 end UEs should be specified clearly so that the security for L3 U2U relay is not used wrongly.

This paper proposes to implement the security for L2 end UEs.
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	Implement the security for L2 end UEs.
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***** First change *****
[bookmark: _Toc34388630][bookmark: _Toc34404401][bookmark: _Toc45282229][bookmark: _Toc45882615][bookmark: _Toc51951165][bookmark: _Toc59208919][bookmark: _Toc75734757][bookmark: _Toc92273849][bookmark: _Toc138361059]7.2.12.1	General
The 5G ProSe direct link authentication procedure is used to perform mutual authentication of UEs establishing a 5G ProSe direct link and to derive a new KNRP shared between two UEs during a 5G ProSe direct link establishment procedure or a 5G ProSe direct link re-keying procedure. After successful completion of the 5G ProSe direct link authentication procedure, the new KNRP is used for security establishment during the 5G ProSe direct link security mode control procedure as specified in clause 7.2.10. The UE sending the PROSE DIRECT LINK AUTHENTICATION REQUEST message is called the "initiating UE" and the other UE is called the "target UE".
NOTE 1:	The 5G ProSe direct link authentication procedure is applicable for neither 5G ProSe layer-3 UE-to-network relay nor 5G ProSe layer-2 UE-to-network relay.
NOTE 2:	The 5G ProSe direct link authentication procedure is applicable for the source 5G ProSe layer-2 end UE and the target 5G ProSe layer-2 end UE via a 5G ProSe layer-2 UE-to-UE relay UE.
***** Next change *****
[bookmark: _Toc138361295][bookmark: _Toc115079250]8a.2.6	Security procedures for 5G ProSe layer-2 end UEsVoid 
The security establishment between the source 5G ProSe layer-2 end UE and the target 5G ProSe layer-2 end UE via a 5G ProSe layer-2 UE-to-UE relay UE reuses the 5G ProSe direct link authentication procedure described in clause 7.2.12 and the 5G ProSe direct link security mode control procedure described in clause 7.2.10. The security establishment between the source 5G ProSe layer-2 end UE and the target 5G ProSe layer-2 end UE via a 5G ProSe layer-2 UE-to-UE relay UE happens after the 5G ProSe direct link establishment between the source 5G ProSe end UE and the 5G ProSe UE-to-UE relay UE and the 5G ProSe direct link establishment between the 5G ProSe UE-to-UE relay UE and the target 5G ProSe end UE.
Editor’s note:	Further details for 5G ProSe layer-2 UE-to-UE relay and whether it is impacted by the forwarding of the messages of 5G ProSe direct link authentication procedure and 5G ProSe direct link security mode control procedure are FFS.
***** End of changes *****
