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	Reason for change:
	In Rel-17, PCF API has introduced the following application errors, and these cause codes should be mapped NAS SM cause code #69:
See the following requirements from 3GPP TS 24.501:
Cause #69 – Insufficient resources for specific slice
	This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice, maximum number of PDU sessions on a specific slice has been already reached, data rate on a specific slice has been exceeded, or UE-Slice-MBR has been exceeded.
See the following requirements from 3GPP TS 29.512, v17.12.0:
	EXCEEDED_UE_SLICE_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized data rate exceeds the consumed data rate for that UE and network slice. (NOTE 1) (NOTE 2)

	EXCEEDED_SLICE_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized data rate exceeds the consumed data rate for that slice. (NOTE 1) (NOTE 2)



As part of the policy decision to strengthen the traffic restrictions for individual PDU session(s), the PCF may reject the establishment or SMF-initiated modification of the associated SM Policy Association(s) with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_UE_SLICE_DATA_RATE".

-	At PDU session establishment, the PCF shall check whether the Remaining Maximum Slice Data Rate is higher than the calculated utilized data rate (e.g. based on the authorized Session-AMBR). If it is the case, the PCF shall deduct the value of the utilized data rate from the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR. If however the Remaining Maximum Slice Data Rate is not sufficient, the PCF may reject the establishment of the SM Policy Association with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".
-	At PDU session modification initiated by the SMF, the PCF shall check whether the Remaining Maximum Slice Data Rate is higher than the calculated utilized data rate (e.g. based on the authorized Session-AMBR). If it is the case, the PCF shall deduct the value of the utilized data rate from the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR. If however the Remaining Maximum Slice Data Rate is not sufficient, the PCF may reject the modification of the SM Policy Association with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".
-	The PCF may reject the creation or modification of SM Policy Associations that require the increase of the utilized data rate for the S-NSSAI with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".


	
	

	Summary of change:
	Add the cause mapping for EXCEEDED_UE_SLICE_DATA_RATE and EXCEEDED_SLICE_DATA_RATE

	
	

	Consequences if not approved:
	UE may not have proper behaviours as the network expected without defining correct cause mapping, which will lead to frequent failure and extra signalling.
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Table 5.2.2.2-1: Mapping from HTTP to 5GSM cause values – Request rejected by PCF
	HTTP status code on N7
	Protocol or Application Error
	5GSM cause to UE

	400 Bad Request
	USER_UNKNOWN
	Cause #29 - User authentication or authorization failed

	
	ERROR_INITIAL_PARAMETERS
	Cause #31 - Request rejected, unspecified

	
	ERROR_TRIGGER_EVENT
	Cause #31 - Request rejected, unspecified

	403 Forbidden
	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	Cause #29 - User authentication or authorization failed

	
	POLICY_CONTEXT_DENIED
	Cause #29 - User authentication or authorization failed (NOTE)

	
	VALIDATION_CONDITION_NOT_MET
	Cause #29 - User authentication or authorization failed

	
	EXCEEDED_UE_SLICE_DATA_RATE
	Cause #69 - Insufficient resources for specific slice

	
	EXCEEDED_SLICE_DATA_RATE
	Cause #69 - Insufficient resources for specific slice

	NOTE:	Upon receiving the cause POLICY CONTEXT DENIED, the SMF may reject the request, or it may accept the request based on the local policy.
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