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	Reason for change:
	Clause 5.38.1 contains the following editor's notes:

Editor's Note:	It is FFS whether PDRs need to be extended to enable detecting packets with e.g. ECT(1) to steer traffic to an L4S enabled QoS flow (see NOTE 2 of clause 5.37.3.1 of 3GPP TS 23.501).
Editor's Note:	It is FFS whether PFCP extensions are required to enable the SMF to request the UPF to be notified when the UPF detects L4S traffic e.g. via ECT(1) (see NOTE 3 of clause 5.37.3.1 of 3GPP TS 23.501).
They refer to the following notes of TS 23.501:

[bookmark: _Hlk146113907]NOTE 2:	As for any QoS flow, QoS rules in the UE and PDRs in the PSA UPF control which packets are bound to the L4S enabled QoS flow. The Packet Filter Set in the QoS rule or PDR can use packet filter(s) in clause 5.7.6.2 (e.g. ECT(1) and/or IP 5 tuple) to steer traffic to an L4S enabled QoS Flow.
NOTE 3:	A QoS flow may be enabled with ECN marking for L4S requirement e.g. statically when a PDU session is established based on configuration in SMF or PCF, or dynamically based on detection of the L4S traffic e.g. via ECT(1) and/or IP 5 tuple in the IP header whereby SMF or PCF triggers a setup of a QoS Flow enabled for L4S, or by requests by an AF.
The SDF Filter IE supports the ToS Traffic Class field, encoded as 2 bytes with the first octet containing the Ipv4 Type-of-Service or the Ipv6 Traffic-Class field and the second octet containing the ToS/Traffic Class mask field.  It is proposed to clarify that the ToS Traffic Class field may also be used to indicate packets with a certain setting of the ECN bits, e.g. packets with ECT(1) or CE. 

An SMF may setup a QoS flow dynamically upon detecting L4S traffic (as per NOTE 3) by provisioning a PDR detecting L4S traffic (as discussed above) and by assocating a new QER to the PDR with the QFI of the new QoS flow.


	
	

	Summary of change:
	The CR clarifies that the ToS Traffic Class field of the SDF Filter may be used to detect packets with specific setting of the ECN bits, e.g. packets with ECT(1) or CE. 

Notes are added regarding the detection of L4S traffic and the static or dynamic setup of a QoS flow enabled for L4S.

The editor's notes are removed.
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* * * Next Change * * * *
5.38.1	Support of ECN marking for L4S
Stage 2 requirements for the support of ECN marking for L4S are specified in clause 5.37.3 of 3GPP TS 23.501 [28]. This exposes congestion information by marking ECN bits in the IP header of the user IP packets between the UE and the application server to trigger application layer rate adaptation.
Support of this feature is optional for the SMF and UPF. A UPF that supports ECN marking for L4S on behalf of and due to congestion in NG-RAN shall indicate so to the SMF by setting the EML4S flag in the UP Function Features IE (see clause 8.2.25).
ECN marking for L4S may be enabled on a per QoS flow basis in the uplink and/or downlink direction and may be used for GBR and non-GBR QoS Flows.
NOTE V:	A QoS flow eligible for ECN marking can be determined statically when a PDU session is established based on configuration in SMF or PCF, or dynamically based on the detection of the L4S traffic (e.g. matching packets with ECT(1) or CE (see IETF RFC 9331 [x]) together with IP 5 tuple in the IP header) whereby SMF or PCF triggers a setup of a QoS Flow enabled for L4S, or by requests by an AF. 
NOTE 1W:	ECN marking for L4S in the IP header due to congestion in NG-RAN can be supported by NG-RAN itself or can be delegated to the PSA UPF. If supported by both, it is enabled by the SMF either in the NG-RAN or in the PSA UPF, based on operator's policies. This clause describes requirements for ECN marking done in the PSA UPF..
NOTE 2X:	In general, any network layer node that experiences congestion and is capable of performing ECN marking for L4S in the IP header can do so to contribute to the end to end L4S support. This clause describes only the marking due to congestion in NG-RAN with ECN marking delegated to the PSA UPF. It does not prevent though any other network layer node to perform ECN marking of the user IP packets due to other congestion point in the end-to-end path.
If the UPF indicated support of ECN marking for L4S (i.e. the EML4S feature), the SMF may instruct the UPF to perform ECN marking for L4S for one QoS flow, in a PFCP Session Establishment Request or a PFCP Session Modification Request, by setting the ECN marking for L4S indicator in a QER associated with the UL and/or DL PDRs of this QoS flow.
NOTE Y:	The PDR can use SDF filter(s) (e.g. matching packets with ECT(1) or CE (see IETF RFC 9331 [x]) together with IP 5 tuple) to steer traffic to an L4S enabled QoS Flow.
NOTE Z3:	The SMF also indicates to NG-RAN to report the congestion information (i.e. a percentage of packets to be used by the UPF for ECN marking for L4S) of the QoS Flow on UL and/or DL directions via GTP-U header extension to PSA UPF. If there is no UL packet when report for DL and/or UL needs to be provided, NG-RAN may generate an UL Dummy GTP-U Packet for such a reporting.
Upon being instructed to perform ECN marking for L4S for a QoS flow, the UPF shall use the information sent by NG-RAN in GTP-U header extension (see 3GPP TS 38.415 [34] and 3GPP TS 38.300 [42]) of GTP-U packets of the corresponding QoS flow to perform ECN bits marking for L4S for the corresponding direction.
Editor's Note:	It is FFS whether PDRs need to be extended to enable detecting packets with e.g. ECT(1) to steer traffic to an L4S enabled QoS flow (see NOTE 2 of clause 5.37.3.1 of 3GPP TS 23.501).
Editor's Note:	It is FFS whether PFCP extensions are required to enable the SMF to request the UPF to be notified when the UPF detects L4S traffic e.g. via ECT(1) (see NOTE 3 of clause 5.37.3.1 of 3GPP TS 23.501).
Editor's Note:	Further details on how the UPF performs ECN marking for L4S based on the congestion information received from the NG-RAN need to be specified

* * * Next Change * * * *
8.2.5	SDF Filter
The SDF Filter IE type shall be encoded as shown in Figure 8.2.5-1. It contains an SDF Filter, i.e. a single IP flow packet filter.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 23 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	BID
	FL
	SPI
	TTC
	FD
	

	
	6
	Spare
	

	
	m to (m+1)
	Length of Flow Description
	

	
	(m+2) to p
	Flow Description
	

	
	s to (s+1)
	ToS Traffic Class
	

	
	t to (t+3)
	Security Parameter Index
	

	
	v to (v+2)
	Flow Label
	

	
	w to (w+3)
	SDF Filter ID
	

	
	x to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.5-1: SDF Filter
The following flags are coded within Octet 5:
-	Bit 1 – FD (Flow Description): If this bit is set to "1", then the Length of Flow Description and the Flow Description fields shall be present, otherwise they shall not be present.
-	Bit 2 – TTC (ToS Traffic Class): If this bit is set to "1", then the ToS Traffic Class field shall be present, otherwise the ToS Traffic Class field shall not be present.
-	Bit 3 – SPI (Security Parameter Index): If this bit is set to "1", then the Security Parameter Index field shall be present, otherwise the Security Parameter Index field shall not be present.
-	Bit 4 – FL (Flow Label): If this bit is set to "1", then the Flow Label field shall be present, otherwise the Flow Label field shall not be present.
-	Bit 5 – BID (Bidirectional SDF Filter): If this bit is set to "1", then the SDF Filter ID shall be present, otherwise the SDF Filter ID shall not be present.
-	Bit 6 to 8: Spare, for future use and set to "0".
The Flow Description field, when present, shall be encoded as an OctetString as specified in clause 5.4.2 of 3GPP TS 29.212 [8].
The ToS Traffic Class field, when present, shall be encoded as an OctetString on two octets as specified in clause 5.3.15 of 3GPP TS 29.212 [8]. The ToS/Traffic Class mask field may be set to detect packets with a specific DSCP value (e.g. "0xFC"), or with specific ECN bits (e.g. "0x03") or both (e.g. "0xFF").
The Security Parameter Index field, when present, shall be encoded as an OctetString on four octets and shall contain the IPsec security parameter index (which is a 32-bit field), as specified in clause 5.3.51 of 3GPP TS 29.212 [8].
The Flow Label field, when present, shall be encoded as an OctetString on 3 octets as specified in clause 5.3.52 of 3GPP TS 29.212 [8] and shall contain an IPv6 flow label (which is a 20-bit field). The bits 8 to 5 of the octet "v" shall be spare and set to zero, and the remaining 20 bits shall contain the IPv6 flow label.
An SDF Filter may:
-	be a pattern for matching the IP 5 tuple (source IP address or IPv6 network prefix, destination IP address or IPv6 network prefix, source port number, destination port number, protocol ID of the protocol above IP). In the pattern:
-	a value left unspecified in a filter matches any value of the corresponding information in a packet;
-	an IP address may be combined with a prefix mask;
-	port numbers may be specified as port ranges;
-	the pattern can be extended by the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask;
-	consist of the destination IP address and optional mask, protocol ID of the protocol above IP, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the IPsec Security Parameter Index (SPI);
-	consist of the destination IP address and optional mask, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6);
NOTE 1:	The details about the IPsec Security Parameter Index (SPI), the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6) are defined in 3GPP TS 23.060 [19] clause 15.3.
-	extend the packet inspection beyond the possibilities described above and look further into the packet. Such service data flow filters need to be predefined in the PGW-U, as specified in clause 5.11 of 3GPP TS 23.214 [2].
NOTE 2:	Such filters may be used to support filtering with respect to a service data flow based on the transport and application protocols used above IP, e.g. for HTTP and WAP. Filtering for further application protocols and services can also be supported.
The SDF Filter ID, when present, shall be encoded as an Unsigned32 binary integer value. It shall uniquely identify an SDF Filter among all the SDF Filters provisioned for a given PFCP Session. The source/destination IP address and port information, in a bidirectional SDF Filter, shall be set as for downlink IP flows. The SDF filter for the opposite direction has the same parameters, but having the source and destination address/port parameters swapped. When being provisioned with a bidirectional SDF filter in a PDR, the UP function shall apply the SDF filter as specified in clause 5.2.1A.2A.



* * * End of Changes * * * *


