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* * * First Change * * * *

[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc70325088][bookmark: _Toc81226646][bookmark: _Toc93868935][bookmark: _Toc145951423]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT75500000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".[15]	3GPP TS 29.518: "5G System; Access and Mobility Management Service; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[17]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[x]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
* * * Next Change * * * *

[bookmark: _Toc145951463]5.3.2.2.2	Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) towards the NSACF, when it needs to create a subscription to monitor the event relevant to the NSACF.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.2.3.1.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications, the value of this IE shall be unique per subscription for a given NF service consumer receiving the notification;
-	SAC Event Type, defines which type of events to notify (e.g. the number of UEs registered to a network slice, or the number of PDU Sessions established on a network slice);
-	Event Filter, indicate the S-NSSAI(s) in serving PLMN and/or mapped S-NSSAI(s) in home PLMN to be monitored and reported.
-	SAC Event Report Triggers, defines whether the notification is threshold triggered (e.g. the notification is triggered when the current number of UEs or PDU Sessions with a network slice reaches a defined threshold value) or the notification is periodic triggered (e.g. the notification is triggered at expiry of a periodic timer).
-	Notification threshold if the SAC Event Report Triggers is threshold triggered, defines a numeric value or a percentage of the maximum number of the UEs or PDU Sessions per network slice;
-	Notification periodicity if the SAC Event Report Triggers is periodic triggered, defines the time between the notification periodicity;
-	a notification flag as "notifFlag" attribute if the EEMM feature is supported; and/or
-	Muting Exception Instructions, which specify instructions to apply to the subscription and the stored events when an exception occurs at the NSACF while the event is muted (e.g. the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number), if the EEMM feature is supported (see clause 6.2.8).


Figure 5.4.2.2.2-1 Subscribe for Creation
1.	The NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) shall send a POST request to create a subscription resource in the NSACF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time up to which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the NSACF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message.
	The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the NSACF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the NSACF. The NSACF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
	If the immediateFlag attribute is set to "true" in the request message, the NSACF shall include the current number of UEs or PDU Sessions per network slice in the response immediately.
	If the NSACF supports the EEMM feature and the "notifFlag" attribute is included and set to "DEACTIVATE" in the request by e.g. the NWDAF or DCCF, the NSACF shall mute the event notification and store the available events. Additionally, if the NF service consumer also included event muting instructions in the request, the NSACF should evaluate the received event muting instructions against to local actions (if configured) and, if the subscription creation request is accepted, the NSACF may indicate the following information to the NF service consumer in the response:
-	the maximum number of notifications that the NSACF expects to be able to store for the subscription;
-	an estimate of the duration for which notifications can be buffered.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.2.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
If the NSACF supports the EEMM features (see clause 6.2.8), the NF service consumer sets the "notifFlag" attribute to "DEACTIVATE" and event muting instructions in the request, but the NSACF cannot accept the received instructions, the NSACF may reject the request with a 403 Forbidden response and the application error "MUTING_EXC_INSTR_NOT_ACCEPTED".

* * * Next Change * * * *

[bookmark: _Toc25156463][bookmark: _Toc34124767][bookmark: _Toc43207893][bookmark: _Toc49857366][bookmark: _Toc56677207][bookmark: _Toc56691730][bookmark: _Toc56698994][bookmark: _Toc67680963]6.2.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SACEventSubscription
	M
	1
	Represents the subscription to the events for slice admission control



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedSACEventSubscription
	M
	1
	201 Created
	Represents successful creation of the events subscription for slice admission control

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. 

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the creation of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SLICE_NOT_FOUND
-	MUTING_EXC_INSTR_NOT_ACCEPTED

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.2.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnsacf-slice-ee/<apiVersion>/subscriptions/{subscriptionId}



Table 6.2.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * Next Change * * * *

[bookmark: _Toc25156469][bookmark: _Toc34124773][bookmark: _Toc43207899][bookmark: _Toc49857372][bookmark: _Toc56677213][bookmark: _Toc56691736][bookmark: _Toc56699000][bookmark: _Toc67680969]6.2.3.3.3.1	PATCH
This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.
Table 6.2.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1..N
	It contains the list of changes to be made to the subscription, according to the JSON PATCH format specified in IETF RFC 6902 [14].



Table 6.2.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedSACEventSubscription
	M
	1
	200 OK
	Represents successful update of the events subscription for slice admission control

	n/a
	
	
	204 No Content
	Represents a successful update of the events subscription for slice admission control, and no information needs to be returned to the NF service consumer.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. 

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SLICE_NOT_FOUND
-	MUTING_EXC_INSTR_NOT_ACCEPTED

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SUBSCRIPTION_NOT_FOUND

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

6.2.3.3.3.2	PUT
This method shall support the URI query parameters specified in table 6.2.3.3.3.2-1.
Table 6.2.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.
Table 6.2.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SACEventSubscription
	M
	1
	Represents the events subscription for slice admission control to be completely replaced.



Table 6.2.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedSACEventSubscription
	M
	1
	200 OK
	Represents successful update of the events subscription for slice admission control.

	n/a
	
	
	204 No Content
	Represents the events subscription modification provided by the NF Service Consumer is accepted entirely.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. 

	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the creation of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:

-	SLICE_NOT_FOUND
-	MUTING_EXC_INSTR_NOT_ACCEPTED

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
-	SUBSCRIPTION_NOT_FOUND

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.2.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc70928066][bookmark: _Toc81226735][bookmark: _Toc93869028][bookmark: _Toc145951572]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nnsacf_SliceEventExposure service based interface protocol.
Table 6.2.6.1-1: Nnsacf_SliceEventExposure specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	SACEventSubscription
	6.2.6.2.2
	Request data to create the event subscription
	

	CreatedSACEventSubscription
	6.2.6.2.3
	Response data on created event subscription
	

	SACEventReport
	6.2.6.2.4
	Event notification
	

	SACEvent
	6.2.6.2.5
	Describes an event to be subscribed
	

	SACEventReportItem
	6.2.6.2.6
	Represents a report triggered by a subscribed event type
	

	SACEventState
	6.2.6.2.7
	Represents the state of a subscribed event
	

	SACEventType
	6.2.6.3.3
	Describes the supported event types
	

	SACEventTrigger
	6.2.6.3.4
	Describes how NSACF should generate the report for the event
	



Table 6.2.6.1-2 specifies data types re-used by the Nnsacf_SliceEventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_SliceEventExposure service based interface.
Table 6.2.6.1-2: Nnsacf_SliceEventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	PatchItem
	3GPP TS 29.571 [16]
	
	

	Uri
	3GPP TS 29.571 [16]
	Callback URI
	

	NfInstanceId
	3GPP TS 29.571 [16]
	NF Instance Id
	

	DurationSec
	3GPP TS 29.571 [16]
	Time value in seconds
	

	SACInfo
	3GPP TS 29.571 [16]
	SAC Information
	

	DateTime
	3GPP TS 29.571 [16]
	UTC time
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	Supported Features
	

	Snssai
	3GPP TS 29.571 [16]
	S-NSSAI
	

	SACEventStatus
	3GPP TS 29.571 [16]
	SAC Event Status
	

	VarRepPeriod
	3GPP TS 29.571 [16]
	Variable Reporting Periodicity
	

	NotificationFlag
	3GPP TS 29.571 [16]
	Notification flag
	

	MutingExceptionInstructions
	3GPP TS 29.571 [16]
	Muting exception instructions
	

	MutingNotificationsSettings
	3GPP TS 29.571 [16]
	Muting notifications settings
	



* * * Next Change * * * *

[bookmark: _Toc70928069][bookmark: _Toc81226738][bookmark: _Toc93869031][bookmark: _Toc145951575]6.2.6.2.2	Type: SACEventSubscription
Table 6.2.6.2.2-1: Definition of type SACEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	SACEvent
	M
	1
	Describes the event to be subscribed in subscription request.
	

	eventNotifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by NSACF for this subscription.
	

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.
	

	notifyCorrelationId
	string
	C
	0..1
	This IE shall be present if available.

If present, this IE identifies the notification correlation ID. The NSACF shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.
	

	maxReports
	integer
	C
	0..1
	This IE shall be present if available.

If present, this IE contains the maximum number of reports that can be generated by each subscribed event in the subscription.
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the NSACF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid.

This IE shall be absent in the response for one time and immediate reporting (see clause 5.3.2.2.4).
	

	notifFlag
	NotificationFlag
	O
	0..1
	Indicates the notification flag by NWDAF or DCCF, which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.
	EEMM

	mutingExcInstructions
	MutingExceptionInstructions
	O
	0..1
	This IE may be included by NWDAF or DCCF in the event subscription request, if the notifFlag IE is present and set to "DEACTIVATE".
When present, it shall indicate the instructions for the subscription and stored events when an exception (e.g. the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number) occurs at NSACF while the events are muted.
See 3GPP TS 23.288 [x], clause 6.2.7.2.
Write-Only: true
	EEMM

	mutingNotSettings
	MutingNotificationsSettings
	O
	0..1
	This IE may be included in the event subscription response if the event notifications muting is activated.
This IE Indicates the NSACF muting notification settings.
See 3GPP TS 23.288 [x], clause 6.2.7.2.
Read-Only: true
	EEMM

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.2.8 is supported. 
	



* * * Next Change * * * *

[bookmark: _Toc70928081][bookmark: _Toc81226754][bookmark: _Toc93869047][bookmark: _Toc145951591]6.2.7.3	Application Errors
The application errors defined for the Nnsacf_SliceEventExposure service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI is not found by the NSACF in the list of S-NSSAIs which are subjected to NSAC procedure.

	MUTING_EXC_INSTR_NOT_ACCEPTED
	403 Forbidden
	Indicates the NSACF does not accept the received muting exception instructions.




* * * Next Change * * * *

[bookmark: _Toc70928082][bookmark: _Toc81226755][bookmark: _Toc93869048][bookmark: _Toc145951592]6.2.8	Feature negotiation
The optional features in table 6.3.8-1 are defined for the Nnsacf_SliceEventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	M/O
	Description

	1
	ENAPH3
	O
	Enhanced Network Automation Phase 3 defined in 3GPP Rel-18.

An NSACF supporting this feature shall support the handling of variable reporting periodicity information as specified in clause 4.15.1 of 3GPP TS 23.502 [4].

	X
	EEMM
	O
	Event Exposure Muting Mechanism

An NSACF supporting this feature shall support the handling of event muting mechanism as specified in clause 6.2.7.2 of 3GPP TS 23.288 [X].

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
[bookmark: _Toc70928086][bookmark: _Toc81226760][bookmark: _Toc93869053][bookmark: _Toc145951598]A.3	Nnsacf_SliceEventExposure API
openapi: 3.0.0

info:
  title: Nnsacf_SliceEventExposure
  version: 1.1.0-alpha.3
  description: |
    Nnsacf_SliceEventExposure Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    SACEventSubscription:
      description: Request data to create the event subscription
      type: object
      required:
        - event
        - eventNotifyUri
        - nfId
      properties:
        event:
          $ref: '#/components/schemas/SACEvent'
        eventNotifyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        notifyCorrelationId:
          type: string
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        notifFlag:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NotificationFlag'
        mutingExcInstructions:
          writeOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingExceptionInstructions'
        mutingNotSettings:
          readOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingNotificationsSettings'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
[…]
* * * End of Changes * * * *
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