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* * * First Change * * * *
[bookmark: _Toc24925810][bookmark: _Toc24925988][bookmark: _Toc24926164][bookmark: _Toc33964017][bookmark: _Toc33980773][bookmark: _Toc36462574][bookmark: _Toc36462770][bookmark: _Toc43026009][bookmark: _Toc49763543][bookmark: _Toc56754239][bookmark: _Toc88743006][bookmark: _Toc101253916][bookmark: _Toc101254355][bookmark: _Toc104112067][bookmark: _Toc104192244][bookmark: _Toc104192808][bookmark: _Toc133336186][bookmark: _Toc143984674][bookmark: _Toc144147450][bookmark: _Toc145955090][bookmark: _Toc133336314][bookmark: _Toc143984803][bookmark: _Toc144147580][bookmark: _Toc145955220]5.4.2	Simple Data Types
This clause specifies common simple data types.
Table 5.4.2-1: Simple Data Types
	Type Name
	Type Definition
	Description

	ApplicationId
	string
	String providing an application identifier. 

	ApplicationIdRm
	string
	This data type is defined in the same way as the "ApplicationId" data type, but with the OpenAPI "nullable: true" property.

	PduSessionId
	integer
	Unsigned integer identifying a PDU session, within the range 0 to 255, as specified in clause 11.2.3.1b, bits 1 to 8, of 3GPP TS 24.007 [13]. If the PDU Session ID is allocated by the Core Network for UEs not supporting N1 mode, reserved range 64 to 95 is used. PDU Session ID within the reserved range is only visible in the Core Network (NOTE).

	Mcc
	string
	Mobile Country Code part of the PLMN, comprising 3 digits, as defined in clause 9.3.3.5 of 3GPP TS 38.413 [11].

Pattern: '^[0-9]{3}$'

	MccRm
	string
	This data type is defined in the same way as the "Mcc" data type, but with the OpenAPI "nullable: true" property.

	Mnc
	string
	Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in clause 9.3.3.5 of 3GPP TS 38.413 [11].

Pattern: '^[0-9]{2,3}$'

	MncRm
	string
	This data type is defined in the same way as the "Mnc" data type, but with the OpenAPI "nullable: true" property.

	Tac
	string
	2 or 3-octet string identifying a tracking area code as specified in clause 9.3.3.10 of 3GPP TS 38.413 [11], in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the TAC shall appear first in the string, and the character representing the 4 least significant bit of the TAC shall appear last in the string.

Examples:
A legacy TAC 0x4305 shall be encoded as "4305".
An extended TAC 0x63F84B shall be encoded as "63F84B"

	TacRm
	string
	This data type is defined in the same way as the "Tac" data type, but with the OpenAPI "nullable: true" property.

	EutraCellId
	string
	28-bit string identifying an E-UTRA Cell Id as specified in clause 9.3.1.9 of 3GPP TS 38.413 [11], in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the Cell Id shall appear first in the string, and the character representing the 4 least significant bit of the Cell Id shall appear last in the string.

Pattern: '^[A-Fa-f0-9]{7}$'

Example:
An E-UTRA Cell Id 0x5BD6007 shall be encoded as "5BD6007".

	EutraCellIdRm
	string
	This data type is defined in the same way as the "EutraCellId" data type, but with the OpenAPI "nullable: true" property.

	NrCellId
	string
	36-bit string identifying an NR Cell Id as specified in clause 9.3.1.7 of 3GPP TS 38.413 [11], in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the Cell Id shall appear first in the string, and the character representing the 4 least significant bit of the Cell Id shall appear last in the string.

Pattern: '^[A-Fa-f0-9]{9}$'

Example:
An NR Cell Id 0x225BD6007 shall be encoded as "225BD6007".

	NrCellIdRm
	string
	This data type is defined in the same way as the "NrCellId" data type, but with the OpenAPI "nullable: true" property.

	Dnai
	string
	DNAI (Data network access identifier), see clause 5.6.7 of 3GPP TS 23.501 [8].

	DnaiRm
	string
	This data type is defined in the same way as the "Dnai" data type, but with the OpenAPI "nullable: true" property.

	5GMmCause
	Uinteger
	This represents the 5GMM cause code values as specified in 3GPP TS 24.501 [20].

	AreaCodeRm
	string
	This data type is defined in the same way as the "AreaCode" data type, but with the OpenAPI "nullable: true" property.

	AmfName
	Fqdn
	FQDN (Fully Qualified Domain Name) of the AMF as defined in clause 28.3.2.5 of 3GPP TS 23.003 [7].

	AreaCode
	string
	Values are operator specific.

	N3IwfId
	string
	This represents the identifier of the N3IWF ID as specified in clause 9.3.1.57 of 3GPP TS 38.413 [11] in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the N3IWF ID shall appear first in the string, and the character representing the 4 least significant bit of the N3IWF ID shall appear last in the string.
Pattern: '^[A-Fa-f0-9]+$'

Example:
The N3IWF Id 0x5BD6 shall be encoded as "5BD6".

	WAgfId
	string
	This represents the identifier of the W-AGF ID as specified in clause 9.3.1.162 of 3GPP TS 38.413 [11] in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the W-AGF ID shall appear first in the string, and the character representing the 4 least significant bit of the W-AGF ID shall appear last in the string.
Pattern: '^[A-Fa-f0-9]+$'

Example:
The W-AGF Id 0x5BD6 shall be encoded as "5BD6".

	TngfId
	string
	This represents the identifier of the TNGF ID as specified in clause 9.3.1.161 of 3GPP TS 38.413 [11] in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the TNGF ID shall appear first in the string, and the character representing the 4 least significant bit of the TNGF ID shall appear last in the string.
Pattern: '^[A-Fa-f0-9]+$'

Example:
The TNGF Id 0x5BD6 shall be encoded as "5BD6".

	NgeNbId
	string
	This represents the identifier of the ng-eNB ID as specified in clause 9.3.1.8 of 3GPP TS 38.413 [11].

The string shall be formatted with following pattern:
[bookmark: _PERM_MCCTEMPBM_CRPT84370014___5]Pattern: '^('MacroNGeNB-[A-Fa-f0-9]{5}|
 LMacroNGeNB-[A-Fa-f0-9]{6}|
 SMacroNGeNB-[A-Fa-f0-9]{5})$'

The value of the ng-eNB ID shall be encoded in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The padding 0 shall be added to make multiple nibbles, so the most significant character representing the padding 0 if required together with the 4 most significant bits of the ng-eNB ID shall appear first in the string, and the character representing the 4 least significant bit of the ng-eNB ID (to form a nibble) shall appear last in the string.

Examples:
" SMacroNGeNB-34B89" indicates a Short Macro NG-eNB ID with value 0x34B89.

	Nid
	string
	This represents the Network Identifier, which together with a PLMN ID is used to identify an SNPN (see 3GPP TS 23.003 [7] and 3GPP TS 23.501 [8] clause 5.30.2.1).
Pattern: '^[A-Fa-f0-9]{11}$'

	NidRm
	string
	This data type is defined in the same way as the "Nid" data type, but with the OpenAPI "nullable: true" property.

	NfSetId
	string
	NF Set Identifier (see clause 28.12 of 3GPP TS 23.003 [7]), formatted as the following string:

[bookmark: _PERM_MCCTEMPBM_CRPT84370015___2]" set<Set ID>.<nftype>set.5gc.mnc<MNC>.mcc<MCC>", or
"set<SetID>.<NFType>set.5gc.nid<NID>.mnc<MNC>.mcc<MCC>"

with
[bookmark: _PERM_MCCTEMPBM_CRPT84370016___2]<MCC> encoded as defined in clause 5.4.2 ("Mcc" data type definition)

<MNC> encoding the Mobile Network Code part of the PLMN, comprising 3 digits. If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC.  Pattern: '^[0-9]{3}$

<NFType> encoded as a value defined in Table 6.1.6.3.3-1 of 3GPP TS 29.510 [29] but with lower case characters

<Set ID> encoded as a string of characters consisting of alphabetic characters (A-Z and a-z), digits (0-9) and/or the hyphen (-) and that shall end with either an alphabetic character or a digit.
Pattern: '^([A-Za-z0-9\-]*[A-Za-z0-9])$'
[bookmark: _MCCTEMPBM_CRPT84370017___2]
Examples:
    "setxyz.smfset.5gc.mnc012.mcc345"
    "set12.pcfset.5gc.mnc012.mcc345"


	NfServiceSetId
	string
	NF Service Set Identifier (see clause 28.12 of 3GPP TS 23.003 [7]) formatted as the following string:

[bookmark: _PERM_MCCTEMPBM_CRPT84370018___2]" set<Set ID>.sn<Service Name>.nfi<NF Instance ID>.5gc.mnc<MNC>.mcc<MCC>">", or
"set<SetID>.sn<ServiceName>.nfi<NFInstanceID>.5gc.nid<NID>.mnc<MNC>.mcc<MCC>"

with
[bookmark: _PERM_MCCTEMPBM_CRPT84370019___2]<MCC> encoded as defined in clause 5.4.2 ("Mcc" data type definition)

<MNC> encoding the Mobile Network Code part of the PLMN, comprising 3 digits. If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC.  Pattern: '^[0-9]{3}$'

<NID> encoded as defined in clause 5.4.2 ("Nid" data type definition)

<NFInstanceId> encoded as defined in clause 5.3.2

<ServiceName> encoded as defined in 3GPP TS 29.510 [29]

<Set ID> encoded as a string of characters consisting of alphabetic characters (A-Z and a-z), digits (0-9) and/or the hyphen (-) and that shall end with either an alphabetic character or a digit.
Pattern: '^([A-Za-z0-9\-]*[A-Za-z0-9])$

Examples:
    "setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345"
    "set2.snnpcf-smpolicycontrol.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345"



	PlmnAssiUeRadioCapId
	Bytes
	String with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, encoding the "UE radio capability ID" IE  as specified in clause 9.11.3.68 of 3GPP TS 24.501 [20] (starting from octet 1).


	ManAssiUeRadioCapId
	Bytes
	String with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, encoding the "UE radio capability ID" IE  as specified in clause 9.11.3.68 of 3GPP TS 24.501 [20] (starting from octet 1).


	TypeAllocationCode
	string
	Type Allocation Code (TAC) of the UE, comprising the initial eight-digit portion of the 15-digit IMEI and 16-digit IMEISV codes. See clause 6.2 of 3GPP TS 23.003 [7].

Pattern: '^[0-9]{8}$'


	HfcNId
	string
	This IE represents the identifier of the HFC node Id as specified in CableLabs WR-TR-5WWC-ARCH [32]. It is provisioned by the wireline operator as part of wireline operations and may contain up to six characters. 

	HfcNIdRm
	string
	This data type is defined in the same way as the "HfcNId" data type, but with the OpenAPI "nullable: true" property.

	ENbId
	string
	This represents the identifier of the eNB ID as specified in clause 9.2.1.37 of 3GPP TS 36.413 [16].

The string shall be formatted with following pattern:
[bookmark: _PERM_MCCTEMPBM_CRPT84370020___5]Pattern: '^('MacroeNB-[A-Fa-f0-9]{5}|LMacroeNB-[A-Fa-f0-9]{6}|SMacroeNB-[A-Fa-f0-9]{5}|HomeeNB-[A-Fa-f0-9]{7})$'

The value of the eNB ID shall be encoded in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The padding 0 shall be added to make multiple nibbles, so the most significant character representing the padding 0 if required together with the 4 most significant bits of the eNB ID shall appear first in the string, and the character representing the 4 least significant bit of the eNB ID (to form a nibble) shall appear last in the string.

Examples:
"SMacroeNB-34B89" indicates a Short Macro eNB ID with value 0x34B89.

	Gli
	Bytes
	Global Line Identifier uniquely identifying the line connecting the 5G-BRG or FN-BRG to the 5GS. See clause 28.16.3 of 3GPP TS 23.003 [7].

This shall be encoded as a string with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, representing the GLI value (up to 150 bytes) encoded as specified in BBF WT-470 [37].


	Gci
	string
	Global Cable Identifier uniquely identifying the connection between the 5G-CRG or FN-CRG to the 5GS. See clause 28.15.4 of 3GPP TS 23.003 [7].

This shall be encoded as a string per clause 28.15.4 of 3GPP TS 23.003 [7], and compliant with the syntax specified in clause 2.2 of IETF RFC 7542 [47] for the username part of a NAI. The GCI value is specified in CableLabs WR-TR-5WWC-ARCH [32].

	NsSrg
	string
	String representing Network Slice Simultaneous Registration Group (see clause 5.15.12 of 3GPP TS 23.501 [8])


	NsSrgRm
	string
	This data type is defined in the same way as the " NsSrg" data type, but with the OpenAPI "nullable: true" property.

	RelayServiceCode
	integer
	Relay Service Code to identify a connectivity service provided by the UE-to-Network relay.

Integer type as defined in OpenAPI Specification [3], with value range from 0 to 16777215 (decimal).

Minimum = 0. Maximum = 16777215.

	5GPrukId
	string
	Prose Remote User Key ID over Control Plane

A string carrying the CP-PRUK ID of the remote UE as specified in 3GPP TS 33.503 [50].

The CP-PRUK ID is a string in NAI format as specified in clause 28.7.11 of 3GPP TS 23.003 [7].

pattern: "^rid[0-9]{1,4}\.pid[0-9a-fA-F]+\@prose-cp\.5gc\.mnc[0-9]{2,3}\.mcc[0-9]{3}\.3gppnetwork\.org$"

	NsagId
	integer
	Containing a Network Slice AS Group ID, see 3GPP TS 38.413 [11].
Values between 0 and 255 are allowed for this data type in this release.

	NsagIdRm
	integer
	This data type is defined in the same way as the "NsagId" data type, but with the OpenAPI "nullable: true" property.

	GeoSatelliteId
	string
	Unique identifier of a GEO satellite. See e.g. clause 5.43.2 in 3GPP TS 23.501 [2].

	OffloadIdentifier
	string
	Offload identifier uniquely identifying a VPLMN offloading policy information instance of the HPLMN.   

It shall comprise the PLMN ID of the HPLMN providing the VPLMN offloading policy and a unique identifier of the VPLMN offloading policy instance in the HPLMN. 

The PLMN ID shall be composed of three digits "mcc" followed by "-" and two or three digits "mnc" and shall match the following pattern: '[0-9]{3}-[0-9]{2,3}'
The unique identifier shall match the following pattern:
'[A-Fa-f0-9]{8}'

It may further contain the version number (between 0 and 99) of the VPLMN offloading policy instance in the HPLMN. A VPLMN Specific Offloading Information provided by the H-SMF with a higher version number will overwrite the one with lower version number. When present, the version number shall match the following pattern: '-v[0-9]{1,2}'

Pattern: '^[0-9]{3}-[0-9]{2,3}-[A-Fa-f0-9]{8}(-v[0-9]{1,2}){0,1}$'
Examples (with and without a version number):

"262-01-00A17C01-v3"

"302-720-00A17C01"


	NOTE:	For a PDN connection established via MME, the PDU Session ID value is set to 64 plus the EPS bearer ID of the default EPS bearer of the PDN connection; for a PDN connection established via ePDG, the PDU Session ID value is set to 80 plus the EPS bearer ID of the default EPS bearer of the PDN connection.



* * * Next Change * * * *
5.4.4.85	Type: VplmnOffloadingInfo
Table 5.4.4.85-1: Definition of type VplmnOffloadingInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	offloadIdentifier
	OffloadIdentifier
	O
	0..1
	Offload Identifier uniquely identifying the VPLMN Offloading information provided by the HPLMN.

	vplmnId
	PlmnId
	O
	0..1
	V-PLMN ID. When absent, the PLMN ID of the PLMN serving the UE shall be assumed. 

	allowedTraffic
	boolean
	O
	0..1
	When present, this IE shall be set as follows:
- true (default): the VplmnOffloadingInfo describes the traffic allowed to be offloaded
- false: the VplmnOffloadingInfo describes the traffic disallowed to be offloaded

	ipv4AddressRanges
	array(Ipv4AddressRange)
	O
	1..N
	List of ranges of IPv4 addresses allowed (or disallowed) to be routed to the local part of DN in the VPLMN

	ipv4AddrMasks
	array(Ipv4AddrMask)
	O
	1..N
	List of ranges of IPv4 addresses allowed (or disallowed) to be routed to the local part of DN in the VPLMN, whereby each range of IPv4 addresses corresponds to the IPv4 addresses of an IPv4 subnet defined by an IPv4 address and subnet mask.

	Ipv6AddressRanges
	array(Ipv6AddressRange)
	O
	1..N
	List of ranges of IPv6 addresses allowed (or disallowed) to be routed to the local part of DN in the VPLMN

	ipv6PrefixRanges
	array(Ipv6PrefixRange)
	O
	1..N
	List of ranges of IPv6 prefixes allowed (or disallowed) to be routed to the local part of DN in the VPLMN

	fqdnList
	array(Fqdn)
	O
	1..N
	List of FQDNs allowed (or disallowed) to be routed to the local part of DN in the VPLMN

	fqdnPatterns
	array(FqdnPatternMatchingRule)
	O
	1..N
	List of FQDN patterns of FQDNs allowed (or disallowed) to be routed to the local part of DN in the VPLMN

	sessionDIAmbr
	BitRate
	O
	0..1
	Authorized DL Session AMBR for Offloading, i.e. DL Aggregate Maximum Bit Rate for the Non-GBR QoS Flows of the PDU Session authorized for offloading to the local part of DN in VPLMN.

	NOTE:	If none of the ipv4AddressRanges, ipv4AddrMasks, Ipv6AddressRanges, ipv6PrefixRanges, fqdnList and fqdnPatterns IEs is present, all the traffic of the PDU session is allowed to be routed to the local part of DN in the VPLMN. At least one of these IEs shall be present when the allowedTraffic IE is set to false.  




* * * Next Change * * * *


[bookmark: _Toc24925935][bookmark: _Toc24926113][bookmark: _Toc24926289][bookmark: _Toc33964149][bookmark: _Toc33980916][bookmark: _Toc36462718][bookmark: _Toc36462914][bookmark: _Toc43026185][bookmark: _Toc49763719][bookmark: _Toc56754420][bookmark: _Toc88743220][bookmark: _Toc101254144][bookmark: _Toc101254585][bookmark: _Toc104112297][bookmark: _Toc104192471][bookmark: _Toc104193035][bookmark: _Toc133336429][bookmark: _Toc143984951][bookmark: _Toc144147728][bookmark: _Toc145955369]A.2	Data related to Common Data Types
openapi: 3.0.0

info:
  version: '1.5.0-alpha.4'


  title: 'Common Data Types'
  description: |
    Common Data Types for Service Based Interfaces.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.  

[…]
    NsagIdRm:
      type: integer
      nullable: true
      description: >
        This data type is defined in the same way as the "NsagId" data type, but with the OpenAPI
        "nullable: true" property

    GeoSatelliteId:
      type: string
      description: >
        A string carrying the GEO Satellite ID.

    OffloadIdentifier:
      type: string
      description: >
        Offload identifier uniquely identifying a VPLMN offloading policy information instance
      pattern: '^[0-9]{3}-[0-9]{2,3}-[A-Fa-f0-9]{8}(-v[0-9]{1,2}){0,1}$'

[…]


    VplmnOffloadingInfo:
      description: VPLMN Specific Offloading Information 
      type: object
      properties:
        offloadIdentifier:
          $ref: '#/components/schemas/OffloadIdentifier'
        vplmnId:
          $ref: '#/components/schemas/PlmnId'
        allowedTraffic:
          type: boolean
          default: true
        ipv4AddressRanges:
          type: array
          items:
            $ref: '#/components/schemas/Ipv4AddressRange'
          minItems: 1
        ipv4AddrMasks:
          type: array
          items:
            $ref: '#/components/schemas/Ipv4AddrMask'
          minItems: 1
        Ipv6AddressRanges:
          type: array
          items:
            $ref: '#/components/schemas/Ipv6AddressRange'
          minItems: 1
        ipv6PrefixRanges:
          type: array
          items:
            $ref: '#/components/schemas/Ipv6PrefixRange'
          minItems: 1
        fqdnList:
          type: array
          items:
            $ref: '#/components/schemas/Fqdn'
          minItems: 1
        fqdnPatterns:
          type: array
          items:
            $ref: '#/components/schemas/FqdnPatternMatchingRule'
          minItems: 1
        sessionDIAmbr:
          $ref: '#/components/schemas/BitRate'


[…]

* * * End of Changes * * * *

