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* * * First Change * * * *
[bookmark: _Toc145654404]5.2.3.2.22	3gpp-Sbi-Source-NF-Client-Credentials
The header contains client credentials assertion of a source NF instance (e.g. NWDAF) in a service request that is sent from an NF Service Consumer (e.g., DCCF) to an NF Service Producer (e.g. AMF, SMF). The purpose is to enable the authorization of NF service consumers for data access via DCCF (see clause 13.3.8.1 and Annex X of 3GPP TS 33.501 [17]).
The encoding of the header follows the ABNF as defined in IETF RFC 91107230 [112].

Sbi-Source-NF-Client-Credentials-Header = "3gpp-Sbi-Source-NF-Client-Credentials:" OWS jwt OWS


The client credentials assertion shall be a JSON Web Token (JWT) as defined in clause 5.2.3.2.11, with the sub claim identifying the source NF instance, i.e. corresponding to the sourceNfInstanceId claim specified in Table 6.3.5.2.4-1 of 3GPP TS 29.510 [8]. 
The ABNF of the JSON Web Token (JWT) is defined in clause 5.2.3.2.11.
NOTE:	The 3gpp-Sbi-Source-NF-Client-Credentials header in the service request sent from the NF Service Consumer (e.g., DCCF) to an NF Service Producer (e.g. AMF, SMF) has the same contents as the 3gpp-Sbi-Client-Credentials header received by the NF Service Consumer (e.g. DCCF) from the source NF instance (e.g. NWDAF).

* * * Next Change * * * *
[bookmark: _Toc145654419]5.2.3.3.14	3gpp-Sbi-Other-Access-Scopes
The header indicates other access scopes that are desired to be obtained for the access token, in addition to the scopes indicated in the 3gpp-Sbi-Access-Scope, that are not required for the service request itself but that may be required for further service requests. It enables the SCP to request access tokens that can be reused in further service requests, for NF service access authorization as defined in clauses 6.7.3 and 6.10.11.
The encoding of the header follows the ABNF as defined in IETF RFC 91107230 [112].

Sbi-Other-Access-Scopes-Header = "3gpp-Sbi-Other-Access-Scopes:" OWS scope-token *(SP scope-token) OWS


Scope-token shall consist of a list of space-delimited, case-sensitive strings, containing one or more NF service name(s) of the NF service producer and/or additional resource/operation-level scope(s) for these API(s) that are not already contained in the 3gpp-Sbi-Access-Scope header. The ABNF is defined in clause 5.2.3.2.16.
NQCHAR is defined in Appendix A of IETF RFC 6749 [22].
NOTE:	This corresponds to the "scope" syntax defined for OAuth in clauses 3.3 and A.4 of IETF RFC 6749 [22] and also to the syntax of the "scope" parameter in AccessTokenReq in 3GPP TS 29.510 [8]. This enables the SCP to include in the scope parameter in the Nnrf_Get Access Token Request, in addition to the scopes required for an incoming service request determined from the 3gpp-Sbi-Access-Scope header (see clause 5.2.3.2.16), the value of the 3gpp-Sbi-Other-Access-Scopes header received in the service request, or a list of scopes that is the intersection of the scopes indicated in the 3gpp-Sbi-Other-Access-Scopes header and the scopes expected by the NF Service producer (as registered in its NF profile).
EXAMPLE 1:	3gpp-Sbi-Access-Scope: nudm-uecm nudm-uecm:amf-registration:write
3gpp-Sbi-Other-Access-Scopes: nudm-sdm nudm-sdm:am-data:read nudm-sdm:smf-select-data:read 
EXAMPLE 2:	3gpp-Sbi-Access-Scope: namf-comm namf-comm:n1-n2-messages
3gpp-Sbi-Other-Access-Scopes: namf-comm:ue-contexts:assign-ebi 
* * * End of Changes * * * *
