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* * * First Change * * * *

[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc85462051][bookmark: _Toc88667312][bookmark: _Toc138662012]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT93870000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The Oauth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 75409113: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[15]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT93870002___5][17]	Void.
[18]	IETF RFC 7871: "Client Subnet in DNS Queries".
[19]	3GPP TS 23.003: "Numbering, addressing and identification".

* * * Next Change * * * *

[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc85462064][bookmark: _Toc88667325][bookmark: _Toc138662025]5.2.2.2.1	General
The Create service operation shall be used to create an individual DNS context for a given PDU Session in the EASDF.
It is used in the following procedures:
-	EAS Discovery Procedure with EASDF (see clause 6.2.3.2.2 of 3GPP TS 23.548 [14]); and
-	EAS Discovery Procedure with V-EASDF for HR-SBO (see clauses 6.7.2.2 and 6.7.2.3) of 3GPP TS 23.548 [14].
There shall be only one individual DNS context created in an EASDF per PDU session.
The NF Service Consumer (e.g. SMF) shall create a DNS context by using the HTTP POST method as shown in Figure 5.2.2.2.1-1.



Figure 5.2.2.2.1-1: DNS context creation
1.	The NF Service Consumer shall send a POST request to the resource representing the DNS contexts collection resource of the EASDF. The payload body content of the POST request shall contain:
-	the UE IP address, S-NSSAI and the DNN of the related PDU session;
-	a notification URI for receiving DNS context related event notifications, if notifications are requested;
-	one or more DNS rules.
In addition, for a DNS context creation in the V-EASDF for HR-SBO in VPLMN:
-	the UE IP address shall be set to an unspecified address, i.e. to the IPv4 address 0.0.0.0, if the IP address of the UE's PDU session is not known yet; 
-	the S-NSSAI shall correspond to the VPLMN S-NSSAI value; and
-	the payload body content of the POST request shall contain the HPLMN ID.
Editor's note: it is FFS how to encode the unspecified IPv6 Prefix (the value shall match the IPv6 prefix pattern defined in TS 29.571).
2a.	On success, a "201 Created" response shall be returned with the "Location" header containing the URI of the created resource.
	The POST response body shall include:
-	the IP address of the EASDF (to be sent by the SMF to the UE).
2b.	On failure, or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned.

* * * Next Change * * * *

[bookmark: _Toc25073769][bookmark: _Toc34062934][bookmark: _Toc43119902][bookmark: _Toc49767954][bookmark: _Toc56434127][bookmark: _Toc58591032][bookmark: _Toc85462066][bookmark: _Toc88667327][bookmark: _Toc138662027]5.2.2.3.1	General
The Update service operation shall be used to update an individual DNS context previously created in the EASDF. The update operation may apply to the whole DNS context (complete replacement of the data of the existing DNS context by new data), or it may apply to modify a subset of the parameters of the DNS context.
It is used in the following procedures:
-	EAS Discovery Procedure with EASDF (see clause 6.2.3.2.2 of 3GPP TS 23.548 [14]); and
-	EAS Discovery Procedure with V-EASDF for HR-SBO (see clauses 6.7.2.2 and 6.7.2.3) of 3GPP TS 23.548 [14].
To perform a partial update of the DNS context of a given DNS context Id, the NF Service Consumer shall issue an HTTP PATCH request, as shown in Figure 5.2.2.3.1-1. This partial update shall be used to add, delete and/or replace individual parameters of the DNS context.


Figure 5.2.2.3.1-1: DNS context Partial Update
1.	The NF Service Consumer (e.g. SMF) shall send a PATCH request to the resource URI representing the individual DNS context, identified by the {dnsContextId}. The payload bodycontent of the PATCH request shall contain the list of operations (add/delete/replace) to be applied to parameters in the individual DNS context.
2a.	On success, if all the modification instructions in the PATCH request have been implemented, "204 No Content" shall be returned.
2b.	If some of the modification instructions for unknown attribute(s) in the PATCH request have been ignored, the EASDF shall respond with "200 OK" with the response body containing PatchResult, as specified in clause 5.2.7.2 of 3GPP TS 29.500 [4].
2c.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.3.3.2-3 shall be returned.
To perform a complete replacement of the data of the DNS context of a given DNS context Id, the NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.2.2.3.1-2:


Figure 5.2.2.3.1-2: DNS context Complete Replacement
1.	The NF service consumer (e.g. SMF) shall send a PUT request to the resource URI representing the individual DNS context, identified by the {dnsContextId}. The payload bodycontent of the PUT request shall contain a representation of the individual DNS context to be completely replaced in the EASDF.
2a.	On success, "204 No Content" shall be returned.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.3.3.3-3 shall be returned.
For HR-SBO in VPLMN, if the V-SMF has created the DNS context with an unspecified UE IP address, the V-SMF shall use either of the procedures above including the UE IP address assigned by the HPLMN to complete the configuration of the context in the V-EASDF.

* * * Next Change * * * *

[bookmark: _Toc85462070][bookmark: _Toc88667331][bookmark: _Toc138662031]5.2.2.5.1	General
The Notify service operation shall be used to notify the NF Service Consumer (e.g. SMF or V-SMF) about a DNS context related event, e.g. if a received DNS Query message or DNS response message matches a DNS detection template of an DNS rule and the associated action requires to report the message to the NF service producer.
It is used in the following procedures:
-	EAS Discovery Procedure with EASDF (see clause 6.2.3.2.2 of 3GPP TS 23.548 [14]); and
-	EAS Discovery Procedure with V-EASDF for HR-SBO (see clauses 6.7.2.2 and 6.7.2.3) of 3GPP TS 23.548 [14].
The EASDF shall send an HTTP POST request targeting the DNS context notification URI provided by the NF Service Consumer in the Create or Update service operation (see clause 5.2.2.2.1). See also Figure 5.2.2.5.1-1.


Figure 5.2.2.5.1-1: DNS Context Notify
1.	The EASDF shall send a HTTP POST request to the DNS context notification URI, and the payload bodycontent of the POST request shall contain a DnsContextNotification data structure, with the DNS message report that was subscribed by the NF Service Consumer.
2a.	On success, "204 No Content" shall be returned and the payload body content of the POST response shall be empty.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.5.2.3.1-3 shall be returned.
If the EASDF receives a "404 Not Found" response with the application error "DNS_CONTEXT_NOT_FOUND", the EASDF should consider that the DNS context is no longer valid and delete the DNS context.
The EASDF should not keep on sending notification requests to an NF service consumer and may consider that the DNS context is no longer valid and delete the DNS context, if it receives one or more "404 Not Found" responses without an application error or with other application errors.

* * * Next Change * * * *

[bookmark: _Toc85462088][bookmark: _Toc88667349][bookmark: _Toc138662053]5.3.2.2.1	General
The Create service operation shall be used to create the Baseline DNS Pattern in the EASDF.
It is used in the following procedures:
-	BaselineDNSPattern management in the EASDF procedure (see clause 6.2.3.4.4 of 3GPP TS 23.548 [14]).
The NF Service Consumer (e.g. SMF) shall create the Baseline DNS Pattern by using the HTTP PUT method as shown in Figure 5.3.2.2.1-1.


Figure 5.3.2.2.1-1: Baseline DNS Pattern creation
1.	The NF Service Consumer shall send a PUT request to create the Baseline DNS Pattern in the EASDF. The payload body content of the PUT request may contain:
-	one or more Baseline DNS message detection templates (MDTs);
-	one or more Baseline DNS action information templates (AITs).
2a.	On success, a "201 Created" response shall be returned with the "Location" header containing the URI of the created resource.
2b.	On failure, or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.2-3 shall be returned.

* * * Next Change * * * *

[bookmark: _Toc85462090][bookmark: _Toc88667351][bookmark: _Toc138662055]5.3.2.3.1	General
The Update service operation shall be used to update an individual Baseline DNS Pattern previously created in the EASDF. The update operation may apply to the whole Baseline DNS Pattern (complete replacement of the data of the existing Baseline DNS Pattern by new data), or it may apply to modify a subset of the parameters of the Baseline DNS Pattern.
It is used in the following procedures:
-	BaselineDNSPattern management in the EASDF procedure (see clause 6.2.3.4.4 of 3GPP TS 23.548 [14]).
To perform a partial update of the Baseline DNS Pattern, the NF Service Consumer shall issue an HTTP PATCH request, as shown in Figure 5.3.2.3.1-1. This partial update shall be used to add, delete and/or replace individual parameters of the Baseline DNS Pattern.


Figure 5.3.2.3.1-1: Baseline DNS Pattern Partial Update
1.	The NF Service Consumer (e.g. SMF) shall send a PATCH request to the resource URI representing the individual Baseline DNS Pattern. The payload body content of the PATCH request shall contain the list of operations (add/delete/replace) to be applied to parameters in the individual Baseline DNS Pattern.
2a.	On success, if all the modification instructions in the PATCH request have been implemented, "204 No Content" shall be returned.
2b.	If some of the modification instructions for unknown attribute(s) in the PATCH request have been ignored, the EASDF shall respond with "200 OK" with the response body containing PatchResult, as specified in clause 5.2.7.2 of 3GPP TS 29.500 [4].
2c.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned.
To perform a complete replacement of the data of the Baseline DNS Pattern, the NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.3.2.3.1-2:


Figure 5.3.2.3.1-2: Baseline DNS Pattern Complete Replacement
1.	The NF service consumer (e.g. SMF) shall send a PUT request to the resource URI representing the individual Baseline DNS Pattern. The payload body content of the PUT request shall contain a representation of the individual Baseline DNS Pattern to be completely replaced in the EASDF.
2a.	On success, "204 No Content" shall be returned.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.2-3 shall be returned.
* * * Next Change * * * *

[bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc85462097][bookmark: _Toc88667358][bookmark: _Toc138662062]6.1.2.1	General
HTTP/2, IETF RFC 7540 9113 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Neasdf_DNSContext API is contained in Annex A.


* * * Next Change * * * *

[bookmark: _Toc85462159][bookmark: _Toc88667424][bookmark: _Toc138662127]6.2.2.1	General
HTTP/2, IETF RFC 7540 9113 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Neasdf_BaselineDNSPattern API is contained in Annex A.

* * * End of Changes * * * *
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