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**** First Modified Section **** 

2 References 
The following documents contain provisions which, through reference in this text, constitute provisions of the present 
document. 

• References are either specific (identified by date of publication, edition number, version number, etc.) or 
non-specific. 

• For a specific reference, subsequent revisions do not apply. 

• For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including 
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same 
Release as the present document. 

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications". 

[2] 3GPP TS 23.003: "Numbering, addressing and identification". 

[3] 3GPP TS 23.007: "Restoration procedures". 

[4] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2". 

[5] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3". 

[6] 3GPP TS 29.002: "Mobile Application Part (MAP) specification". 

[7] 3GPP TS 25.413: "UTRAN Iu interface RANAP signalling". 

[8] 3GPP TS 33.102: "3G security; Security architecture". 

[9] 3GPP TS 43.020: " Security related network functions". 

[10] 3GPP TS 43.064: "Overall description of the GPRS radio interface; Stage 2". 

[11] 3GPP TS 44.064: "Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link 
Control (LLC) layer specification". 

[12] IETF RFC 791 (STD 0005): "Internet Protocol", J. Postel. 

[13] IETF RFC 768 (STD 0006): "User Datagram Protocol", J. Postel. 

[14] IETF RFC 1700: "Assigned numbers", J. Reynolds and J. Postel. 

[15] IETF RFC 2181: "Clarifications to the DNS specification", R. Elz and R. Bush. 

[16] Void. 

[17] 3GPP TS 23.121: "Architectural requirements for Release 1999". 

[18] 3GPP TS 32.2515: "Telecommunication management; Charging management; Charging data 
description for the Packet Switched (PS) domain charging". 

[19] 3GPP TS 23.236: "Intra domain connection of Radio Access Network (RAN) nodes to multiple 
Core Network (CN) nodes". 

[20] 3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving 
GPRS Support Node (SGSN); BSS GPRS protocol". 

[21] 3GPP TR 44.901 (Release 5): "External Network Assisted Cell Change (NACC)". 

[22] 3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security". 
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[23] 3GPP TS 25.414: "UTRAN Iu interface data transport and transport signalling". 

[24] 3GPP TS 23.271: " Technical Specification Group Services and System Aspects; Functional stage 
2 description of LCS". 

[25] 3GPP TS 23.195: "Provision of User Equipment Specific Behaviour Information (UESBI) to 
network entities". 

[26] 3GPP TS23.246: "Multimedia Broadcast/Multicast Service (MBMS) Architecture and Functional 
Description" 

[27] 3GPP TS29.061: "Interworking beween the Public Land Mobile Network (PLMN) supporting 
Packet Based Services and Packet Data Networks (PDN) " 

[28] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)" 

[29] 3GPP TS 22.101: "Service Principles" 

[xx] 3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data 
Record (CDR) transfer" 

[yy] 3GPP TS 32.298: "Telecommunication management; Charging management; Charging Data 
Record (CDR) parameter description" 

**** Next Modified Section **** 

6 GTP Header 
The GTP header is a variable length header used for both the GTP-C and the GTP-U protocols. The minimum length of 
the GTP header is 8 bytes. There are three flags that are used to signal the presence of additional optional fields: the PN 
flag, the S flag and the E flag. The PN flag is used to signal the presence of N-PDU Numbers. The S flag is used to 
signal the presence of the GTP Sequence Number field. The E flag is used to signal the presence of the Extension 
Header field, used to enable future extensions of the GTP header defined in this document, without the need to use 
another version number. If and only if one or more of these three flags are set, the fields Sequence Number, N-PDU and 
Extension Header shall be present. The sender shall set all the bits of the unused fields to zero. The receiver shall not 
evaluate the unused fields. 

The GTP-C and the GTP-U use some of the fields in the GTP header differently. The detailed use of such fields is 
described in the sections related to GTP-C and to GTP-U. 

Always present fields: 

- Version field: This field is used to determine the version of the GTP protocol. For the treatment of other 
versions, see clause 11.1.1, "Different GTP versions". The version number shall be set to '1'. 

- Protocol Type (PT): This bit is used as a protocol discriminator between GTP (when PT is '1') and GTP' (when 
PT is '0'). GTP is described in this document and the GTP' protocol in 3GPP TS 32.2195 [18xx]. Note that the 
interpretation of the header fields may be different in GTP' than in GTP. 
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**** Next Modified Section **** 

7 GTP Messages and Message Formats 

7.1 Message Formats 
GTP defines a set of messages between two associated GSNs or an SGSN and an RNC. The messages to be used are 
defined in the table below. The three columns to the right define which parts (GTP-C, GTP-U or GTP') that send or 
receive the specific message type. 

Table 1: Messages in GTP 

Message Type 
value (Decimal) 

Message Reference GTP-C GTP-U GTP' 

0 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

1 Echo Request 7.2.1 X X x 
2 Echo Response 7.2.2 X X x 
3 Version Not Supported 7.2.3 X  x 
4 Node Alive Request 3GPP TS 

32.2195 
[xx18] 

  X 

5 Node Alive Response 3GPP TS 
32.2195 
[xx18] 

  X 

6 Redirection Request 3GPP TS 
32.2195 
[xx18] 

  X 

7 Redirection Response 3GPP TS 
32.2195 
[xx18] 

  X 

8-15 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

16 Create PDP Context Request 7.3.1 X   
17 Create PDP Context Response 7.3.2 X   
18 Update PDP Context Request 7.3.3 X   
19 Update PDP Context Response 7.3.4 X   
20 Delete PDP Context Request 7.3.5 X   
21 Delete PDP Context Response 7.3.6 X   

22-25 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

26 Error Indication 7.3.7  X  
27 PDU Notification Request 7.3.8 X   
28 PDU Notification Response 7.3.9 X   
29 PDU Notification Reject Request 7.3.10 X   
30 PDU Notification Reject Response 7.3.11 X   
31 Supported Extension Headers Notification 7.2.4 X X  
32 Send Routeing Information for GPRS Request 7.4.1 X   
33 Send Routeing Information for GPRS 

Response 
7.4.2 X   

34 Failure Report Request 7.4.3 X   
35 Failure Report Response 7.4.4 X   
36 Note MS GPRS Present Request 7.4.5 X   
37 Note MS GPRS Present Response 7.4.6 X   

38-47 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

48 Identification Request 7.5.1 X   
49 Identification Response 7.5.2 X   
50 SGSN Context Request 7.5.3 X   
51 SGSN Context Response 7.5.4 X   
52 SGSN Context Acknowledge 7.5.5 X   



 
 

3GPP 

Error! No text of specified style in document.6Error! No text of specified style in document.

Message Type 
value (Decimal) 

Message Reference GTP-C GTP-U GTP' 

53 Forward Relocation Request 7.5.6 X   
54 Forward Relocation Response 7.5.7 X   
55 Forward Relocation Complete 7.5.8 X   
56 Relocation Cancel Request 7.5.9 X   
57 Relocation Cancel Response 7.5.10 X   
58 Forward SRNS Context 7.5.13 X   
59 Forward Relocation Complete Acknowledge 7.5.11 X   
60 Forward SRNS Context Acknowledge 7.5.12 X   

61-69 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

70 RAN Information Relay 7.5.14.1 X   
71-95 For future use. Shall not be sent. If received, 

shall be treated as an Unknown message. 
    

96 MBMS Notification Request  X   
97 MBMS Notification Response  X   
98 MBMS Notification Reject Request  X   
99 MBMS Notification Reject Response  X   

100 Create MBMS Context Request  X   
101 Create MBMS Context Response  X   
102 Update MBMS Context Request  X   
103 Update MBMS Context Response  X   
104 Delete MBMS Context Request  X   
105 Delete MBMS Context Response  X   

 106 - 111 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

112 MBMS Registration Request  X   
113 MBMS Registration Response  X   
114 MBMS De-Registration Request  X   
115 MBMS De-Registration Response  X   
116 MBMS Session Start Request  X   
117 MBMS Session Start Response  X   
118 MBMS Session Stop Request  X   
119 MBMS Session Stop Response  X   

120 -239 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

240 Data Record Transfer Request 3GPP TS 
32.2195 
[xx18] 

  X 

241 Data Record Transfer Response 3GPP TS 
32.2195 
[xx18] 

  X 

242-254 For future use. Shall not be sent. If received, 
shall be treated as an Unknown message. 

    

255 G-PDU 9.3.1  X  
 

**** Next Modified Section **** 

7.3 Tunnel Management Messages 

7.3.1 Create PDP Context Request 

A Create PDP Context Request shall be sent from a SGSN node to a GGSN node as a part of the GPRS PDP Context 
Activation procedure. After sending the Create PDP Context Request message, the SGSN marks the PDP context as 
'waiting for response'. In this state the SGSN shall accept G-PDUs from the GGSN but shall not send these G-PDUs to 
the MS. A valid request initiates the creation of a tunnel between a PDP Context in a SGSN and a PDP Context in a 
GGSN. If the procedure is not successfully completed, the SGSN repeats the Create PDP Context Request message to 
the next GGSN address in the list of IP addresses, if there is one. If the list is exhausted the activation procedure fails. 
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The Tunnel Endpoint Identifier Data I field specifies a downlink Tunnel Endpoint Identifier for G-PDUs which is 
chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent 
downlink G-PDUs which are related to the requested PDP context. 

The Tunnel Endpoint Identifier Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane 
messages which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of 
all subsequent downlink control plane messages which are related to the requested PDP context. If the SGSN has 
already confirmed successful assignment of its Tunnel Endpoint Identifier Control Plane to the peer GGSN, this field 
shall not be present. The SGSN confirms successful assignment of its Tunnel Endpoint Identifier Control Plane the 
GGSN when it receives any message with its assigned Tunnel Endpoint Identifier Control Plane in the GTP header 
from the GGSN. 

The MSISDN of the MS is passed to the GGSN inside the Create PDP Context Request; This additional information 
can be used when a secure access to a remote application residing on a server is needed. The GGSN would be in fact 
able to provide the user identity (i.e. the MSISDN) to the remote application server, providing it with the level of trust 
granted to users through successfully performing the GPRS authentication procedures, without having to re-authenticate 
the user at the application level. 

If the MS requests a dynamic PDP address and a dynamic PDP address is allowed, then the PDP Address field in the 
End User Address information element shall be empty. If the MS requests a static PDP Address then the PDP Address 
field in the End User Address information element shall contain the static PDP Address. In case the PDP addresses 
carried in the End User Address and optionally in the Protocol Configuration Option information element contain 
contradicting information, the PDP address carried in the End User Address information element takes the higher 
precedence. The Quality of Service Profile information element shall be the QoS values to be negotiated between the 
MS and the SGSN at PDP Context activation. 

The SGSN shall include an SGSN Address for control plane and an SGSN address for user traffic, which may differ 
from that provided by the underlying network service (e.g. IP). The GGSN shall store these SGSN Addresses and use 
them when sending control plane on this GTP tunnel or G-PDUs to the SGSN for the MS. 

The SGSN shall include a Recovery information element into the Create PDP Context Request if the SGSN is in contact 
with the GGSN for the very first time or if the SGSN has restarted recently and the new Restart Counter value has not 
yet been indicated to the GGSN or if the SGSN has noticed that the path between itself and the GGSN has failed at 
some point and has deleted all the active PDP contexts , MBMS UE contexts, and MBMS Bearer contexts associated 
with the GGSN as a result and the new Restart Counter value has not yet been indicated to the GGSN. The GGSN that 
receives a Recovery information element in the Create PDP Context Request message element shall handle it in the 
same way as when receiving an Echo Response message. The Create PDP Context Request message shall be considered 
as a valid activation request for the PDP context included in the message. 

The SGSN shall include either the MS provided APN, a subscribed APN or an SGSN selected APN in the message; the 
Access Point Name may be used by the GGSN to differentiate accesses to different external networks. 

The Selection Mode information element shall indicate the origin of the APN in the message. 

For contexts created by the Secondary PDP Context Activation Procedure the SGSN shall include the linked NSAPI. 
Linked NSAPI indicates the NSAPI assigned to any one of the already activated PDP contexts for this PDP address and 
APN.  

The Secondary PDP Context Activation Procedure may be executed without providing a Traffic Flow Template (TFT) 
to the newly activated PDP context if all other active PDP contexts for this PDP address and APN already have an 
associated TFT, otherwise a TFT shall be provided. TFT is used for packet filtering in the GGSN. 

When using the Secondary PDP Context Activation Procedure, the Selection mode, IMSI, MSISDN, End User Address, 
Access Point Name and APN Restriction information elements shall not be included in the message. 

The Protocol Configuration Options (PCO) information element may be included in the request when the MS provides 
the GGSN with application specific parameters. The SGSN includes this IE in the Create PDP Context Request if the 
associated Activate PDP Context Request or Activate Secondary PDP Context Request from the MS includes protocol 
configuration options. The SGSN shall copy the content of this IE transparently from the content of the PCO IE in the 
Activate PDP Context Request message or Activate Secondary PDP Context Request. 

The SGSN shall select one GGSN based on the user provided or SGSN selected APN. The GGSN may have a logical 
name that is converted to an address. The conversion may be performed with any name-to-address function. The 
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converted address shall be stored in the "GGSN Address in Use" field in the PDP context and be used during the entire 
lifetime of the PDP context. 

If the converted address includeds an IPv6 address, the IPv4/IPv6 capable SGSN sends Create PDP Context Request to 
the GGSN including IPv6 addresses in the fields SGSN Address for Control Plane and SGSN Address for user traffic.If 
the converted address only includes an IPv4 address, IPv4/IPv6 capable SGSN shall include IPv4 addresses in the fields 
SGSN Address for Control Plane and SGSN Address for user traffic. 

NOTE: A DNS query may be used as the name-to-IP address mapping of the GGSN. The IP address returned in 
the DNS response is then stored in the "GGSN Address in Use" field in the PDP context. 

The IMSI information element together with the NSAPI information element uniquely identifies the PDP context to be 
created. 

The SGSN shall not send a Create PDP Context Request for an already active context. 

 If a new Create PDP Context Request is incoming on TEID 0 for an already active PDP context, this Create PDP 
Context Request must be considered related to a new session. The existing PDP context shall be torn down locally, and 
the associated PDP contexts deleted locally, before the new session is created. If a new Create PDP Context Request is 
incoming on a TEID which is different from 0 and this TEID is already allocated to one or more activated PDP 
contexts, and the NSAPI IE value in this message matches the NSAPI value of an active PDP context, the GGSN shall 
send back a Create PDP Context Response with a rejection cause code. It is implementation dependent deciding 
whether to teardown or keep the existing PDP context. 

If the GGSN uses the MNRG flag and the flag is set, the GGSN should treat the Create PDP Context Request as a Note 
MS Present Request and clear the MNRG flag. 

The SGSN shall determine Charging Characteristics from the Subscribed Charging Characteristics and/or PDP Context 
Charging Characteristics  depending on the presence of the information in the Packet Domain Subscription Data as 
defined in 3GPP TS 23.060 [4]. The requirements for the presence of the Charging Characteristics IE are defined in 
3GPP TS 23.060 [4]. The contents of the Charging Characteristics IE are defined in 3GPP TS 32.2515 [18] and 
3GPP TS 32.298 [yy]. 

The SGSN shall include Trace Reference, Trace Type, Trigger Id, and OMC Identity in the message if GGSN trace is 
activated. The SGSN shall copy Trace Reference, Trace Type, and OMC Identity from the trace request received from 
the HLR or OMC. 

The SGSN may include the Routeing Area Identity (RAI) of the SGSN where the MS is registered. The MCC and MNC 
components shall be populated with the MCC and MNC, respectively, of the SGSN where the MS is registered. The 
LAC and RAC components shall be populated by the SGSN with the value of 'FFFE' and 'FF', respectively. 

The APN Restriction is an optional information element. In this instance it is used by the SGSN to convey to the GGSN 
the highest restriction type out of all the currently active PDP Contexts for a particular subscriber. 

The SGSN may include the User Location Information IE, MS Time Zone IE, RAT Type IE, IMEI(SV) IE and the 
CAMEL Charging Information Container IE if they are available (see sub-clause 15.1.1a of 3GPP TS 23.060 [4] for 
more information). If the User Location Information IE is included then the SGSN shall include the CGI or SAI in the 
'Geographic Location' field depending on whether the MS is in a cell or a service area respectively. 

The optional Private Extension contains vendor or operator specific information. 
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Table 5: Information Elements in a Create PDP Context Request 

Information element Presence requirement Reference 
IMSI Conditional 7.7.2 
Routeing Area Identity (RAI) Optional 7.7.3 
Recovery Optional 7.7.11 
Selection mode Conditional 7.7.12 
Tunnel Endpoint Identifier Data I Mandatory 7.7.13 
Tunnel Endpoint Identifier Control Plane Conditional 7.7.14 
NSAPI Mandatory 7.7.17 
Linked NSAPI Conditional 7.7.17 
Charging Characteristics Conditional 7.7.23 
Trace Reference Optional 7.7.24 
Trace Type Optional 7.7.25 
End User Address Conditional 7.7.27 
Access Point Name Conditional 7.7.30 
Protocol Configuration Options Optional 7.7.31 
SGSN Address for signalling Mandatory GSN Address 7.7.32 
SGSN Address for user traffic Mandatory GSN Address 7.7.32 
MSISDN Conditional 7.7.33 
Quality of Service Profile Mandatory 7.7.34 
TFT Conditional 7.7.36 
Trigger Id Optional 7.7.41 
OMC Identity Optional 7.7.42 
APN Restriction Optional 7.7.49 
RAT Type Optional 7.7.50 
User Location Information Optional 7.7.51 
MS Time Zone Optional 7.7.52 
IMEI(SV) Optional 7.7.53 
CAMEL Charging Information Container Optional 7.7.54 
Private Extension Optional 7.7.46 

 

**** Next Modified Section **** 

7.5.4 SGSN Context Response 

The old SGSN shall send an SGSN Context Response to the new SGSN as a response to a previous SGSN Context 
Request. 

Possible Cause values are: 

- 'Request Accepted'. 

- 'IMSI not known'. 

- 'System failure'. 

- 'Mandatory IE incorrect'. 

- 'Mandatory IE missing'. 

- 'Optional IE incorrect'. 

- 'Invalid message format'. 

- 'P-TMSI Signature mismatch'. 

If the Cause contains the value 'Request accepted', all information elements are mandatory, except PDP Context, 
MBMS UE Context, RAB Context and Private Extension. 

If the Cause contains the value 'P-TMSI Signature mismatch' the IMSI information element and, for Intra Domain 
Connection of RAN Nodes to Multiple CN Nodes, a SGSN Address for control plane shall be included in the response, 
otherwise only the Cause information element shall be included in the response. 
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The old SGSN shall include a SGSN Address for control plane. The new SGSN shall store this SGSN Address and use 
it when sending control plane messages for the MS to the old SGSN in the SGSN context transfer procedure. 

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier, which is chosen by the old 
SGSN. The new SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane 
messages, which are sent from the new SGSN to the old SGSN and related to the PDP context(s) requested. 

The IMSI information element contains the IMSI matching the TLLI or P-TMSI (for GSM or UMTS respectively) and 
RAI in the SGSN Context Request. 

The MM Context contains necessary mobility management and security parameters. An SGSN supporting the 
'PUESBINE' feature (see 3GPP TS 23.195 [25] for more information) or the ADD feature (see 3GPP TS 22.101 [29] for 
more information) shall include the IMEISV in the MM Context when transferring the IMEISV from the old SGSN to 
the new SGSN. 

All active PDP contexts in the old SGSN shall be included as PDP Context information elements. The PDP contexts are 
included in an implementation dependant prioritized order, and the most important PDP context is placed first. When 
the PDP Context Prioritization IE is included, it informs the new SGSN that the PDP contexts are sent prioritized. If the 
new SGSN is not able to maintain active all the PDP contexts received from the old SGSN when it is indicated that 
prioritization of the PDP contexts is applied, the new SGSN should use the prioritisation sent by old SGSN as input 
when deciding which PDP contexts to maintain active and which ones to delete. 

If there is at least one active PDP context, the old SGSN shall start the T3-TUNNEL timer and store the address of the 
new SGSN in the "New SGSN Address" field of the MM context. The old SGSN shall wait for SGSN Context 
Acknowledge before sending T-PDUs to the new SGSN. If an SGSN Context Acknowledge message is not received 
within a time defined by T3-RESPONSE, the old SGSN shall retransmit the SGSN Context Response to the new SGSN 
as long as the total number of attempts is less than N3-REQUESTS. After N3-REQUESTS unsuccessfully attempts, the 
old SGSN shall proceed as described in section 'Reliable delivery of signalling messages' in case the transmission of a 
control plane message fails N3-REQUESTS times. 

For each RAB using lossless PDCP context, the old SGSN shall include a RAB Context. If a RAB Context is included 
in the SGSN Context Response, the new SGSN shall ignore the N-PDU number fields and sequence number fields 
received in the PDP Context IE. 

Radio Priority SMS contains the radio priority level for MO SMS transmission, and shall be included if a valid Radio 
Priority SMS value exists for the MS in the old SGSN. 

Radio Priority LCS contains the radio priority level for MO LCS transmission, and shall be included if a valid Radio 
Priority LCS value exists for the MS in the old SGSN. 

Radio Priority is the radio priority level that the MS uses when accessing the network for the transmission of uplink 
user data for a particular PDP context. One Radio Priority IE shall be included per PDP context that has a valid radio 
priority value assigned to it in the old SGSN. 

Packet Flow Id is the packet flow identifier assigned to the PDP context. One Packet Flow Id IE shall be included per 
PDP context that has a valid packet flow identifier value assigned to it in the old SGSN. 

Charging Characteristics IE contains the charging characteristics which apply for a PDP context; see 3GPP TS 32.2515 
[18] and 3GPP TS 32.298 [yy]. One Charging Characteristics IE shall be included per PDP context IE. If no PDP 
context is active, this IE shall not be included. The mapping of a Charging Characteristics IE to a PDP Context IE is 
done according to the sequence of their appearance, e.g. the first Charging Characteristics IE is mapped to the first PDP 
Context IE. 

All MBMS UE Contexts in the old SGSN shall be included as MBMS UE Context information elements if the new 
SGSN supports MBMS (i.e. MBMS support indication has been sent from the new SGSN). 

The optional Private Extension contains vendor or operator specific information. 
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Table 27: Information Elements in a SGSN Context Response 

Information element Presence requirement Reference 
Cause Mandatory 7.7.1 
IMSI Conditional 7.7.2 
Tunnel Endpoint Identifier Control Plane Conditional 7.7.14 
RAB Context Conditional 7.7.19 
Radio Priority SMS Optional 7.7.20 
Radio Priority Optional 7.7.21 
Packet Flow Id Optional 7.7.22 
CharingCharacteristics Optional 7.7.23 
Radio Priority LCS Optional 7.7.25B 
MM Context Conditional 7.7.28 
PDP Context Conditional 7.7.29 
 SGSN Address for Control Plane Conditional 7.7.32 
PDP Context Prioritization  Optional 7.7.45 
MBMS UE Context Optional 7.7.55 
Private Extension Optional 7.7.46 

 

**** Next Modified Section **** 

7.5.6 Forward Relocation Request 

The old SGSN shall send a Forward Relocation Request to the new SGSN to convey  necessary information to perform 
the SRNS Relocation procedure between new SGSN and Target RNC. 

All information elements are mandatory, except PDP Context, MBMS UE Context and Private Extension. 

The IMSI information element contains the IMSI of the target MS for SRNS Relocation procedure. 

The old SGSN shall include a SGSN Address for control plane. The new SGSN shall store this SGSN Address and use 
it when sending control plane messages for the MS to the old SGSN in the SRNS Relocation procedure. 

The Tunnel Endpoint Identifier Control Plane field specifies a tunnel endpoint identifier, which is chosen by the old 
SGSN. The new SGSN shall include this Tunnel Endpoint Identifier Control Plane in the GTP header of all subsequent 
control plane messages, which are sent from the new SGSN to the old SGSN. 

The MM Context contains necessary mobility management and security parameters. An SGSN supporting the 
'PUESBINE' feature (see 3GPP TS 23.195 [25] for more information) shall include the IMEISV in the MM Context 
when transferring the IMEISV from the old to the new SGSN. 

All active PDP contexts in the old SGSN shall be included as PDP Context information elements. The PDP contexts are 
included in an implementation dependant prioritized order, and the most important PDP context is placed first. When 
the PDP Context Prioritization IE is included, it informs the new SGSN that the PDP contexts are sent prioritized. If the 
new SGSN is not able to maintain active all the PDP contexts received from the old SGSN when it is indicated that 
prioritization of the PDP contexts is applied, the new SGSN should use the prioritisation sent by old SGSN as input 
when deciding which PDP contexts to maintain active and which ones to delete. In case no PDP context is active, 
neither of these IEs shall be included. 

All MBMS UE Contexts in the old SGSN shall be included as MBMS UE Context information elements. 

UTRAN transparent container, Target identification and RANAP Cause are information from the source RNC in the old 
SGSN. 

Charging Characteristics IE contains the charching characteristics which apply for a PDP context; see 3GPP TS 32.2515 
[18] and 3GPP TS 32.298 [yy]. One Charging Characteristics IE shall be included per PDP context IE. If no PDP 
context is active, this IE shall not be included. The mapping of a Charging Characteristics IE to a PDP Context IE is 
done according to the sequence of their appearance, e.g. the first Charging Characteristics IE is mapped to the first PDP 
Context IE. 

The optional Private Extension contains vendor or operator specific information. 
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Table 29: Information Elements in a Forward Relocation Request
Information element Presence requirement Reference 

IMSI Mandatory 7.7.2 
Tunnel Endpoint Identifier Control Plane Mandatory 7.7.14 
RANAP Cause Mandatory 7.7.18 
Charging Characteristics Optional 7.7.23 
MM Context Mandatory 7.7.28 
PDP Context Conditional 7.7.29 
SGSN Address for Control plane Mandatory 7.7.32 
Target Identification Mandatory 7.7.37 
UTRAN transparent container Mandatory 7.7.38 
PDP Context Prioritization  Optional 7.7.45 
MBMS UE Context Optional 7.7.55 
Private Extension Optional 7.7.46 

 

**** Next Modified Section **** 

7.7 Information Elements 
A GTP Signalling message may contain several information elements. The TLV (Type, Length, Value) or TV (Type, 
Value) encoding format shall be used for the GTP information elements. The information elements shall be sorted, with 
the Type fields in ascending order, in the signalling messages. The Length field contains the length of the information 
element excluding the Type and Length field. 

For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered 
octet is the least significant bit. 

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value 
defined for them. To allow for future features, the receiver shall not evaluate these bits. 

The most significant bit in the Type field is set to 0 when the TV format is used and set to 1 for the TLV format. 

Type -> TV format

8 7 6 4 3 2 15

 Bits
 Octets

1
0

Type -> TLV format

8 7 6 4 3 2 15

 Bits
 Octets

1 1

 

Figure 8: Type field for TV and TLV format 

Table 37: Information Elements 

IE Type 
Value 

Format Information Element Reference 

1 TV Cause 7.7.1 
2 TV International Mobile Subscriber Identity 

(IMSI) 
7.7.2 

3 TV Routeing Area Identity (RAI) 7.7.3 
4 TV Temporary Logical Link Identity (TLLI) 7.7.4 
5 TV Packet TMSI (P-TMSI) 7.7.5 

6-7  Spare 
8 TV Reordering Required 7.7.6 
9 TV Authentication Triplet 7.7.7 

10  Spare 
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IE Type 
Value 

Format Information Element Reference 

11 TV MAP Cause 7.7.8 
12 TV P-TMSI Signature 7.7.9 
13 TV MS Validated 7.7.10 
14 TV Recovery 7.7.11 
15 TV Selection Mode 7.7.12 
16 TV Tunnel Endpoint Identifier Data I 7.7.13 
17 TV Tunnel Endpoint Identifier Control Plane 7.7.14 
18 TV Tunnel Endpoint Identifier Data II 7.7.15 
19 TV Teardown Ind 7.7.16 
20 TV NSAPI 7.7.17 
21 TV RANAP Cause 7.7.18 
22 TV RAB Context 7.7.19 
23 TV Radio Priority SMS 7.7.20 
24 TV Radio Priority 7.7.21 
25 TV Packet Flow Id 7.7.22 
26 TV Charging Characteristics 7.7.23 
27 TV Trace Reference 7.7.24 
28 TV Trace Type 7.7.25 
29 TV MS Not Reachable Reason 7.7.25A 
30 TV Radio Priority LCS 7.7.25B 
31 TV MBMS Session Duration 7.7.59 

117-126 Reserved for the GPRS charging protocol (see GTP' in 
3GPP TS 32.2195 [xx18]) 

127 TV Charging ID 7.7.26 
128 TLV End User Address 7.7.27 
129 TLV MM Context 7.7.28 
130 TLV PDP Context 7.7.29 
131 TLV Access Point Name 7.7.30 
132 TLV Protocol Configuration Options 7.7.31 
133 TLV GSN Address 7.7.32 
134 TLV MS International PSTN/ISDN Number 

(MSISDN) 
7.7.33 

135 TLV Quality of Service Profile 7.7.34 
136 TLV Authentication Quintuplet 7.7.35 
137 TLV Traffic Flow Template 7.7.36 
138 TLV Target Identification 7.7.37 
139 TLV UTRAN Transparent Container 7.7.38 
140 TLV RAB Setup Information 7.7.39 
141 TLV Extension Header Type List 7.7.40 
142 TLV Trigger Id 7.7.41 
143 TLV OMC Identity 7.7.42 
144 TLV RAN Transparent Container 7.7.43 
145 TLV PDP Context Prioritization 7.7.45 
146 TLV Additional RAB Setup Information 7.7.45A 
147 TLV SGSN Number 7.7.47 
148 TLV Common Flags 7.7.48 
149 TLV APN Restriction 7.7.49 
150 TLV Radio Priority LCS 7.7.25B 
151 TLV RAT Type 7.7.50 
152 TLV User Location Information 7.7.51 
153 TLV MS Time Zone 7.7.52 
154 TLV IMEI(SV) 7.7.53 
155 TLV CAMEL Charging Information Container 7.7.54 
156 TLV MBMS UE Context 7.7.55 
157 TLV Temporary Mobile Group Identity (TMGI) 7.7.56 
158 TLV RIM Routing Address 7.7.57 
159 TLV MBMS Protocol Configuration Options 7.7.58 
160 TLV MBMS Service Area 7.7.60 

239-250 Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 
32.2195 [xx18]) 

251 TLV Charging Gateway Address 7.7.44 
252-254 Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 

32.2195 [xx18]) 
255 TLV Private Extension 7.7.46 
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**** Next Modified Section **** 

7.7.1 Cause 

In a request, the Cause Value indicates the reason for the request. The Cause shall be included in the request message. 

In a response, the Cause Value indicates the acceptance or the rejection of the corresponding request. In addition, the 
Cause Value may indicate what was the reason for the corresponding request. The Cause value shall be included in the 
response message. 

Cause values are shared with the GTP’ protocol specified in 3GPP TS 32.2195 [xx18]. 

'Request accepted' is returned when a GSN has accepted a control plane request. 

'Non-existent' indicates a non-existent or an inactive PDP context. 

'IMSI not known' indicates a non-existent MM context. 

'MS is GPRS Detached' indicates an idle MM context. 

'MS is not GPRS Responding' and 'MS Refuses' may be used by SGSN to reject a Network-Requested PDP Context 
Activation. 

'Version not supported' is returned when the recipient does not recognise the version number in the request message. 

'Request IMSI', 'Request IMEI', 'Request IMSI and IMEI' and 'No identity needed' are used by GGSN to notify SGSN 
what to do. 

'No resources available' is a generic temporary error condition indicating that some kind of resource is used up for that 
moment excluding the conditions all dynamic PDP addresses are occupied and no memory is available. 

'All dynamic PDP addresses occupied' indicates that the GSN does not have a free dynamic PDP address to allocate any 
longer. 

'No memory available' indicates that the GSN does not have enough memory to use. 

'Service not supported' is a generic error indicated that the GSN do not support the requested service. 

'User authentication failed' indicates that the external packet network has rejected the user's service request. 

'System failure' is a generic permanent error condition. 

'Roaming restriction' indicates that the SGSN cannot activate the requested PDP context because of the roaming 
restrictions. 

'P-TMSI Signature mismatch' is returned if either: 

- the P-TMSI Signature stored in the old SGSN does not match the value sent by the MS via the new SGSN; or 

- the MS does not provide the P-TMSI Signature to the new SGSN while the old SGSN has stored the P-TMSI 
Signature for that MS. 

'Semantic error in the TFT operation', 'Syntactic error in the TFT operation', 'Semantic errors in packet filter(s)' and 
'Syntactic errors in packet filters(s)' and 'PDP context without TFT already activated' are indications of abnormal cases 
involving TFTs. The abnormal TFT cases and the use of the cause codes are defined in 3GPP TS 24.008 [5]. 

'Invalid message format', 'Mandatory IE incorrect', 'Mandatory IE missing' and 'Optional IE incorrect' are indications of 
protocol errors described in the section Error handling. 

'GPRS connection suspended' indicates that the GPRS activities of the mobile station are suspended. 

'Authentication failure' indicates that the user authentication failed in the new SGSN. 
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'Context not found' indicates that the PDP Context referenced in an Active Secondary Context Request message was not 
found in the receiving GGSN. 

'Relocation failure' indicates that the SRNS relocation failed in the new SGSN side. 

'Unknown mandatory extension header' signals in a response message that the corresponding request included an 
extension header for which comprehension was required but unknown to the receiving end. 

'APN Restriction type incompatibility with currently active PDP Contexts' conveys to an SGSN that a PDP Context was 
not allowed to be created or moved by the GGSN because if it had been created or moved, the rules for PDP Context 
coexistence as described in 3GPP TS 23.060 [4], sub-clause 15.4, would have been broken. 

'MS MBMS Capabilities Insufficient' is used by the SGSN to notify the GGSN that the MS MBMS Bearer Capabilities 
are less than the Required MBMS Bearer Capabilities. 

 

Cause value 

Type = 1 (Decimal) 

8 7 6 4 3 2 1 5 
 Bits 

 Octets 

2 

1 

Response 
bit 

Rejection 
bit  

Table 38: Cause Values 

 Cause  Value (Decimal) 
  Request IMSI 0 
  Request IMEI 1 
 request Request IMSI and IMEI 2 
  No identity needed 3 
  MS Refuses 4 
  MS is not GPRS Responding 5 
  For future use 6-48 
  Cause values reserved for GPRS charging 

protocol use (see GTP' in 3GPP TS 32.2195 
[xx18]) 

49-63 

For future use  
 

 64-127 

 acc Request accepted 128 
  For future use 129-176 
  Cause values reserved for GPRS charging 

protocol use (see GTP' in 3GPP TS 32.2195 
[xx18]) 

177-191 

  Non-existent 192 
  Invalid message format 193 

response rej IMSI not known 194 
  MS is GPRS Detached 195 
  MS is not GPRS Responding 196 
  MS Refuses 197 
  Version not supported  198 
  No resources available 199 
  Service not supported 200 
  Mandatory IE incorrect 201 
  Mandatory IE missing 202 
  Optional IE incorrect 203 
  System failure 204 
  Roaming restriction 205 
  P-TMSI Signature mismatch 206 
  GPRS connection suspended 207 
  Authentication failure 208 
  User authentication failed 209 

Figure 9: Cause information element 
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 Cause  Value (Decimal) 
  Context not found 210 
  All dynamic PDP addresses are occupied 211 
  No memory is available 212 
  Relocation failure 213 
  Unknown mandatory extension header 214 
  Semantic error in the TFT operation 215 
  Syntactic error in the TFT operation 216 
  Semantic errors in packet filter(s) 217 
  Syntactic errors in packet filter(s) 218 
  Missing or unknown APN 219 
  Unknown PDP address or PDP type 220 
  PDP context without TFT already activated 221 
  APN access denied – no subscription 222 
  APN Restriction type incompatibility with 

currently active PDP Contexts 
223 

  MS MBMS Capabilities Insufficient 224 
  For future use 225-240 
  Cause values reserved for GPRS charging 

protocol use (see GTP' in 3GPP TS 32.2195 
[xx18]) 

241-255 

NOTE: With this coding, bits 8 and 7 of the Cause Value respectively indicate whether the 
message was a request or a response, and whether the request was accepted or 
rejected. 

 

Table 39: Use of the Cause Values 

Cause 8  value bits 7 Result 
0 0 Request 
0 1 For future use (note) 
1 0 Acceptance 
1 1 Rejection 

NOTE: The value '01' is for future use and shall not be sent. If 
received in a response, it shall be treated as a rejection. 

 

**** Next Modified Section **** 

7.7.23 Charging Characteristics 

The charging characteristics information element is a way of informing both the SGSN and GGSN of the rules for 
producing charging information based on operator configured triggers. For the encoding of this information element see 
3GPP TS 32.29815 [yy18]. 

  Bits  
 Octets 8 7 6 5 4 3 2 1  
 1  Type = 26 (Decimal) 

 
 

 2-3 Charging Characteristics 
 

 

    
  The Charging Characteristics is defined in 

3GPP TS 32.2515 [18] and 3GPP TS 32.298 [yy]. 
 

    
 

Figure 31: Charging Characteristics Information Element 
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**** Last Modified Section **** 

7.7.54 CAMEL Charging Information Container 

The 'CAMEL Charging Information Container' IE is used to copy the CAMELInformationPDP IE including Tag and 
Length from the SGSN's CDR (S-CDR). The CAMELInformationPDP IE within an S-CDR is defined in 
3GPP TS 32.29815 [yy18].  

  Bits 
 

 

 Octets 8 7 6 5 4 3 2 1  
 1  Type = 155 (Decimal)  
 2-3 Length  
 4-m CAMELInformationPDP IE  
    
    

Figure 7.7.54.1: CAMEL Charging Information Container Information Element 
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1st modified section 

 

7.7.57 RIM Routing Address 

Octets 4-n are coded according to 3GPP TS 48.018 [20] RIM Routing Information IE octets 4-n. 

 Bits 

Octets 8 7 6 5 4 3 2 1 

1 Type = 158xxx (Decimal) 

2-3 Length 

4-n RIM Routing Address 

 

 

 

2nd modified section 

 

7.7.58 MBMS Protocol Configuration Options 

The MBMS Protocol Configuration Options contains protocol options associated with an MBMS context, that may be 
necessary to transfer between the GGSN and the MS. The content and the coding of the MBMS Protocol Configuration 
Options are defined in octets 3-z of the MBMS Protocol Configuration Options in 3GPP TS 24.008 [5]. 

Length 

Type = 159xxx (Decimal) 

8 7 6 4 3 2 1 5 
 Bits 

 Octets 

2-3 

1 

MBMS Protocol Configuration Options 4-n 
 

Figure 7.7.58.1: MBMS Protocol Configuration Options Information Element  

 

end of modifications 
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********************** First modified section ************************** 
 

7.5.14 RAN Information Management Messages 

The RAN Information Relay is used over the Gn interface to tunnel RAN INFORMATION messages received by an 
SGSN from a BSS or from RNS. The procedures are specified in 3GPP TS 23.060 [4] and the RAN INFORMATION 
messages are specified in 3GPP TS 48.018 [20]. 

7.5.14.1 RAN Information Relay 

All information elements from the RAN INFORMATION messages, starting from and including the BSSGP 'PDU 
type', shall be contained within the RAN Transparent Container and forwarded to the destination SGSN in the RAN 
Information Relay message. For handling of protocol errors the RAN Information Relay message is treated as a 
Response message.  

The RIM Routing Address contains the destination RNC Identity from the RAN INFORMATION message when the 
source is GERAN and the target is UTRAN. The RIM Routing Address contains the destination Cell Identifier from the 
RAN INFORMATION message when the source is GERAN and the target is GERAN. 

The optional Private Extension contains vendor or operator specific information. 

Table 7.5.14.1: Information Elements in a RAN Information Relay 

Information element Presence requirement Reference 
RAN Transparent Container Mandatory 7.7.43 
RIM Routing Address Optional 7.7.57 
Private Extension Optional 7.7.46 

 

********************** End of modification ************************** 
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7.7 Information Elements 
A GTP Signalling message may contain several information elements. The TLV (Type, Length, Value) or TV (Type, 
Value) encoding format shall be used for the GTP information elements. The information elements shall be sorted, with 
the Type fields in ascending order, in the signalling messages. The Length field contains the length of the information 
element excluding the Type and Length field. 

For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered 
octet is the least significant bit. 

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value 
defined for them. To allow for future features, the receiver shall not evaluate these bits. 

The most significant bit in the Type field is set to 0 when the TV format is used and set to 1 for the TLV format. 

Type -> TV format

8 7 6 4 3 2 15

 Bits
 Octets

1
0

Type -> TLV format

8 7 6 4 3 2 15

 Bits
 Octets

1 1

 

Figure 8: Type field for TV and TLV format 

Table 37: Information Elements 

IE Type 
Value 

Format Information Element Reference 

1 TV Cause 7.7.1 
2 TV International Mobile Subscriber Identity 

(IMSI) 
7.7.2 

3 TV Routeing Area Identity (RAI) 7.7.3 
4 TV Temporary Logical Link Identity (TLLI) 7.7.4 
5 TV Packet TMSI (P-TMSI) 7.7.5 

6-7  Spare 
8 TV Reordering Required 7.7.6 
9 TV Authentication Triplet 7.7.7 

10  Spare 
11 TV MAP Cause 7.7.8 
12 TV P-TMSI Signature 7.7.9 
13 TV MS Validated 7.7.10 
14 TV Recovery 7.7.11 
15 TV Selection Mode 7.7.12 
16 TV Tunnel Endpoint Identifier Data I 7.7.13 
17 TV Tunnel Endpoint Identifier Control Plane 7.7.14 
18 TV Tunnel Endpoint Identifier Data II 7.7.15 
19 TV Teardown Ind 7.7.16 
20 TV NSAPI 7.7.17 
21 TV RANAP Cause 7.7.18 
22 TV RAB Context 7.7.19 
23 TV Radio Priority SMS 7.7.20 
24 TV Radio Priority 7.7.21 
25 TV Packet Flow Id 7.7.22 
26 TV Charging Characteristics 7.7.23 
27 TV Trace Reference 7.7.24 
28 TV Trace Type 7.7.25 
29 TV MS Not Reachable Reason 7.7.25A 
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IE Type 
Value 

Format Information Element Reference 

30 TV Radio Priority LCS 7.7.25B 
31 TV MBMS Session Duration 7.7.59 

117-126 Reserved for the GPRS charging protocol (see GTP' in 
3GPP TS 32.215 [18]) 

127 TV Charging ID 7.7.26 
128 TLV End User Address 7.7.27 
129 TLV MM Context 7.7.28 
130 TLV PDP Context 7.7.29 
131 TLV Access Point Name 7.7.30 
132 TLV Protocol Configuration Options 7.7.31 
133 TLV GSN Address 7.7.32 
134 TLV MS International PSTN/ISDN Number 

(MSISDN) 
7.7.33 

135 TLV Quality of Service Profile 7.7.34 
136 TLV Authentication Quintuplet 7.7.35 
137 TLV Traffic Flow Template 7.7.36 
138 TLV Target Identification 7.7.37 
139 TLV UTRAN Transparent Container 7.7.38 
140 TLV RAB Setup Information 7.7.39 
141 TLV Extension Header Type List 7.7.40 
142 TLV Trigger Id 7.7.41 
143 TLV OMC Identity 7.7.42 
144 TLV RAN Transparent Container 7.7.43 
145 TLV PDP Context Prioritization 7.7.45 
146 TLV Additional RAB Setup Information 7.7.45A 
147 TLV SGSN Number 7.7.47 
148 TLV Common Flags 7.7.48 
149 TLV APN Restriction 7.7.49 
150 TLV Radio Priority LCS 7.7.25B 
151 TLV RAT Type 7.7.50 
152 TLV User Location Information 7.7.51 
153 TLV MS Time Zone 7.7.52 
154 TLV IMEI(SV) 7.7.53 
155 TLV CAMEL Charging Information Container 7.7.54 
156 TLV MBMS UE Context 7.7.55 
157 TLV Temporary Mobile Group Identity (TMGI) 7.7.56 
158 TLV RIM Routing Address 7.7.57 
159 TLV MBMS Protocol Configuration Options 7.7.58 
160 TLV MBMS Service Area 7.7.60 

239-250 Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 
32.215 [18]) 

251 TLV Charging Gateway Address 7.7.44 
252-254 Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 

32.215 [18]) 
255 TLV Private Extension 7.7.46 
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8.8.1 MAP-INSERT-SUBSCRIBER-DATA service 

8.8.1.1 Definition 

This service is used by an HLR to update a VLR with certain subscriber data in the following occasions: 

- the operator has changed the subscription of one or more supplementary services, basic services or data of 
a subscriber. Note that in case of withdrawal of a Basic or Supplementary service this primitive shall not 
be used; 

- the operator has applied, changed or removed Operator Determined Barring; 

- the subscriber has changed data concerning one or more supplementary services by using a subscriber 
procedure; 

- the HLR provides the VLR with subscriber parameters at location updating of a subscriber or at 
restoration. In this case, this service is used to indicate explicitly that a supplementary service is not 
provisioned, if the supplementary service specification requires it. The only supplementary services 
which have this requirement are the CLIR and COLR services. Network access mode is provided only in 
restoration. If the Super-Charger functionality is supported the HLR may not need to provide the VLR 
with subscriber parameters at location updating of a subscriber. See TS 23.116. 

Also this service is used by an HLR to update an SGSN with certain subscriber data in the following occasions: 

- if the GPRS subscription has changed; 

- if the network access mode is changed; 

- the operator has applied, changed or removed Operator Determined Barring; 

- the subscriber has changed data concerning one or more supplementary services by using a subscriber 
procedure; 

- the HLR provides the SGSN with subscriber parameters at GPRS location updating of a subscriber. If the 
Super-Charger functionality is supported the HLR may not need to provide the SGSN with subscriber 
parameters. See 3GPP TS 23.116. 

It is a confirmed service and consists of the primitives shown in table 8.8/1. 

8.8.1.2 Service primitives 

Table 8.8/1: MAP-INSERT-SUBSCRIBER-DATA 

Parameter name Request Indication Response Confirm 
Invoke Id M M(=) M(=) M(=) 
IMSI C C(=)   
MSISDN C C(=)   
Category C C(=)   
Subscriber Status C C(=)   
Bearer service List C C(=) C C(=) 
Teleservice List C C(=) C C(=) 
Forwarding information List C C(=)   
Call barring information List C C(=)   
CUG information List C C(=)   
SS-Data List C C(=)   
eMLPP Subscription Data C C(=)   
MC-Subscription Data C C(=)   
Operator Determined Barring General data C C(=) C C(=) 
Operator Determined Barring HPLMN data C C(=)   
Roaming Restriction Due To Unsupported 
Feature 

C C(=)   

Regional Subscription Data C C(=)   
VLR CAMEL Subscription Info C C(=)   
Voice Broadcast Data C C(=)   
Voice Group Call Data C C(=)   
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Parameter name Request Indication Response Confirm 
Network access mode C C(=)   

GPRS Subscription Data C C(=)   
Roaming Restricted In SGSN Due To 
Unsupported Feature 

C C(=)   

North American Equal Access preferred Carrier 
Id List 

U C(=)   

SGSN CAMEL Subscription Info C C(=)   
LSA Information C C(=)   
IST Alert Timer C C(=)   
SS-Code List   C C(=) 
LMU Identifier C C(=)   
LCS Information C C(=)   
CS Allocation/Retention priority C C(=)   
Super-Charger Supported In HLR C C(=)   
Subscribed Charging Characteristics C C(=)   
Access Restriction Data C C(=)   
Regional Subscription Response   C C(=) 
Supported CAMEL Phases   C C (=) 
Offered CAMEL 4 CSIs   C C (=) 
User error   U C(=) 
Provider error    O 
 

8.8.1.3 Parameter use 

All parameters are described in clause 7.6. The following clarifications are applicable: 

Network access mode 

This parameter defines if the subscriber has access to MSC/VLR and/or to SGSN. This parameter is used by 
SGSN and MSC/VLR. In VLR, the parameter is used only as part of Restore Data Procedure and the parameter 
is not stored in the VLR. This parameter shall always be sent to the SGSN as part of the GPRS subscriber data at 
GPRS location updating. It shall be sent to the SGSN if it is changed as a result of administrative action. 

IMSI 

It is only included if the service is not used in an ongoing transaction (e.g. location updating). This parameter is 
used by the VLR and the SGSN. 

MSISDN 

It is included either at location updating or when it is changed. The MSISDN sent shall be the basic MSISDN. 
This parameter is used by the VLR and the SGSN. 

Category 

It is included either at location updating or when it is changed. This parameter is used only by the VLR and if the 
SGSN receives this parameter it shall ignore it. 

Subscriber Status 

It is included either at location updating or when it is changed. 

To apply, remove or update Operator Determined Barring Categories the Subscriber Status is set to Operator 
Determined Barring. In this case ODB General Data shall also be present. If the Operator Determined Barring 
applies and the subscriber is registered in the HPLMN and HPLMN specific Operator Determined Barring 
applies then ODB HPLMN Specific Data shall also be present. 

To remove all Operator Determined Barring Categories the Subscriber Status shall be set to "Service Granted". 
This parameter is used by the VLR and the SGSN. 

Bearer service List 

A list of Extensible Bearer service parameters (Extensible Bearer service is defined in clause 7.6). An Extensible 
Bearer service parameter must be the code for an individual Bearer service, except in the cases described below. 
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The codes for the Bearer service groups "allAlternateSpeech-DataCDA" and "allAlternateSpeech-DataCDS" 
shall, if applicable, be sent from the HLR to the VLR as a pair. The codes for the Bearer service groups 
"allSpeechFollowedByDataCDA" and "allSpeechFollowedByDataCDS" shall, if applicable, be sent from the 
HLR to the VLR as a pair. 

If it is included in the Request/Indication, it includes either all Extensible Bearer services subscribed (at location 
updating or at restoration) or only the ones added (at subscriber data modification). 

If the VLR receives an Indication containing any Extensible Bearer service parameters which it does not 
support/allocate it returns them in the response to the HLR and discards the unsupported Extensible Bearer 
services (no error is sent back), except in the cases described below. 

If the VLR receives the codes for the Bearer service groups "allSpeechFollowedByDataCDA" and 
"allSpeechFollowedByDataCDS" and supports one or more of the circuit-switched synchronous or asynchronous 
data rates specified for simple data bearer services, it shall accept the bearer service codes, and not return them in 
the response to the HLR. If the VLR does not support any of the circuit-switched synchronous or asynchronous 
data rates specified for simple data bearer services, and receives the pair of codes for "allAlternateSpeech-
DataCDA" and "allAlternateSpeech-DataCDS" or the pair of codes for "allSpeechFollowedByDataCDA" and 
"allSpeechFollowedByDataCDS", it shall reject the pair of codes by returning them in the response to the HLR. 
This parameter is used only by the VLR and if the SGSN receives this parameter it shall ignore it. 

Teleservice List 

A list of Extensible Teleservice parameters (Extensible Teleservice is defined in clause 7.6). An Extensible 
Teleservice parameter must be the code for an individual Teleservice. 

If it is included in the Request/Indication, it contains either all Extensible Teleservices subscribed (at location 
updating or at restoration) or the ones added (at subscriber data modification). Only the Extensible Teleservices 
that are relevant to the node at which the message is received should be included in the Teleservice List. 

If the VLR or the SGSN receives an Indication containing any Extensible Teleservice parameters which it does 
not support/allocate it returns them in the response to the HLR and discards the unsupported Extensible 
Teleservices (no error is sent back). This parameter is used by the VLR and the SGSN. 

Forwarding information List 

A list of Extensible Forwarding information parameters (Extensible Forwarding information is defined in 
clause 7.6). It includes Call Forwarding services either at location updating or at restoration or when they are 
changed. Each Extensible Forwarding information parameter shall be treated independently of all other 
parameters in the primitive. 

The Extensible Forwarding information shall include the SS-Code for an individual call forwarding 
supplementary service. The Extensible Forwarding information shall contain one or more Extensible Forwarding 
Features (Extensible Forwarding Feature is defined in clause 7.6). 

The Extensible Forwarding Feature may include an Extensible Basic Service Group. This shall be interpreted 
according to the rules in clause 8.8.1.4. 

The Extensible Forwarding Feature shall contain an Extensible SS-Status parameter. 

If the Extensible SS-Status indicates that call forwarding is registered then (except for call forwarding 
unconditional) the Extensible Forwarding Feature shall contain a number to define the forwarded-to destination 
and, if available, the forwarded-to subaddress. In other states the forwarded-to number and, if applicable, the 
forwarded-to subaddress shall not be included. For call forwarding unconditional the forwarded-to number and, 
if applicable, the forwarded-to subaddress shall not be included. If the VLR does not receive a forwarded-to 
subaddress then it shall assume that a forwarded-to subaddress has not been registered. 

The Extensible Forwarding Feature shall contain the extensible forwarding options (except for call forwarding 
unconditional where the extensible forwarding options shall not be included). Bits 3 and 4 of the extensible 
forwarding options shall be ignored by the VLR, and may be set to any value by the HLR. 

For call forwarding on no reply: If the extensible SS-Status indicates that call forwarding is registered then the 
Extensible Forwarding Feature shall contain an extensible no reply condition timer. In other states the no reply 
condition timer shall not be included. 
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For call forwarding services other than call forwarding on no reply: The Extensible Forwarding Feature shall not 
contain a no reply condition timer. 

If the VLR receives an Indication containing any Call Forwarding service codes which it does not 
support/allocate it returns them to the HLR in the parameter SS-Code List and discards the unsupported Call 
Forwarding service codes (no error is sent back). This parameter is used only by the VLR and if the SGSN 
receives this parameter it shall ignore it. 

Call barring information List 

A list of Extensible Call barring information parameters (Extensible Call barring information is defined in 
clause 7.6). It includes Call Barring services either at location updating or at restoration or when they are 
changed. Each Extensible Call barring information parameter shall be treated independently of all other 
parameters in the primitive. 

The Extensible Call barring information shall include the SS-Code for an individual call barring supplementary 
service. The Extensible Call barring information shall contain one or more Extensible Call Barring Features 
(Extensible Call Barring Feature is defined in clause 7.6). 

The Extensible Call Barring Feature may include an Extensible Basic Service Group. This shall be interpreted 
according to the rules in clause 8.8.1.4. 

The Extensible Call Barring Feature shall contain an extensible SS-Status parameter. 

If the VLR or the SGSN receives an Indication containing any Extensible Call Barring service codes which it 
does not support/allocate it returns them to the HLR in the parameter SS-Code List and discards the unsupported 
Extensible Call Barring service codes (no error is sent back).  

CUG information List 

A list of CUG information list parameters (CUG information is defined in clause 7.6). It includes CUG 
information either at location updating or at restoration or when it is changed. 

At location updating, restoration or when there is a change in CUG data, the HLR shall include the complete 
CUG-SubscriptionList and, if there are options per basic group, it shall also include the complete CUG-
FeatureList. If there are not options per extensible basic service group the CUG-FeatureList shall not be 
included. 

In any dialogue, the first insertSubscriberData message which contains CUG information shall include a non-
empty CUG-SubscriptionList. 

When the VLR receives CUG data it shall replace the stored CUG data with the received data set. 

If CUG-FeatureList is omitted in the Insert Subscriber Data operation VLR shall interpret that no options per 
extensible basic service group exist, and then it shall apply the default values i.e. no outgoing access, no 
incoming access, no preferential CUG exists. 

If CUG-Feature is received without preferential CUG, the VLR shall interpret that no preferential CUG applies. 

If the VLR detects that there is overlapping in the information received within a dialogue, it shall send the error 
Unexpected Data Value. 

Note that data consistency between CUG subscription data and CUG feature data is the responsibility of the 
HLR. 

If the VLR does not support the CUG service it returns its code to the HLR in the parameter SS-Code List and 
discards the received information (no error is sent back). This parameter is used only by the VLR and if the 
SGSN receives this parameter it shall ignore it. 
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SS-Data List 

A list of Extensible SS-Data parameters (Extensible SS-Data is defined in clause 7.6). It is sent for any other 
supplementary service than Call Forwarding, Call Barring, CUG and eMLPP either at location updating or at 
restoration or when they are changed. Each SS-Data parameter shall be treated independently of all other 
parameters in the primitive. 

The Extensible SS-Data shall include the SS-Code for an individual supplementary service. 

The Extensible SS-Data shall contain an Extensible SS-Status parameter and any subscription options that are 
applicable to the service defined by the SS-Code. 

The SS-Data may include a Basic Service Group List. This shall be interpreted according to the rules in 
clause 8.8.1.4. 

If the VLR receives an Indication containing any supplementary service codes which it does not support/allocate 
it returns them to the HLR in the parameter SS-Code List and therefore discards the unsupported service codes 
received (no error is sent back). 

This parameter is used by the SGSN only for LCS. If the SGSN receives an Indication containing any LCS 
related supplementary service codes which it does not support/allocate it returns them to the HLR in the 
parameter SS-Code List and therefore discards the unsupported service codes received (no error is sent back). 
SS-codes not related to the supported LCS capability set shall be discarded.  

Operator Determined Barring General data 

If it is included in a Request/Indication, it includes all the Operator Determined Barring categories that may be 
applied to a subscriber registered in any PLMN. This parameter is only included in a Request/Indication when 
the parameter Subscriber Status is set to the value Operator Determined Barring. Note that all General Operator 
Determined Barring Categories shall be set to their actual status. 

If the VLR or the SGSN receives an Indication containing Operator Determined Barring General Data which 
shows that the subscriber is subject to barring not supported / not allocated by the VLR or by the SGSN, it 
returns Operator Determined Barring General Data in the response to the HLR to show the barring categories 
which are not supported / not allocated by the VLR or by the SGSN. This parameter is used by the VLR and the 
SGSN. 

Operator Determined Barring HPLMN data 

It includes all the Operator Determined Barring categories that may be applied only to a subscriber registered in 
the HPLMN. Therefore, it shall only be transferred to the VLR or to the SGSN when the subscriber is roaming 
into the HPLMN and when the parameter Subscriber Status is set to the value Operator Determined Barring. 
Note that all HPLMN Operator Determined Barring Categories shall be set to their actual status. 

If Subscriber Status is set to the value Operator Determined Barring and no Operator Determined Barring 
HPLMN data is present then the VLR or the SGSN shall not apply any HPLMN specific ODB services to the 
subscriber. This parameter is used by the VLR and the SGSN. 

eMLPP Subscription Data 

If included in the Insert Subscriber Data request this parameter defines the priorities the subscriber might apply 
for a call (as defined in clause 7.6). It contains both subparameters of eMLPP. 

If the VLR does not support the eMLPP service it returns its code to the HLR in the parameter SS-Code List and 
therefore discards the received information (no error is sent back). 

eMLPP subscription data that have been stored previously in a subscriber data record in the VLR are completely 
replaced by the new eMLPP subscription data received in a MAP_INSERT_SUBSCRIBER_DATA during 
either an Update Location or Restore Data procedure or a stand alone Insert Subscriber data procedure. This 
parameter is used only by the VLR and if the SGSN receives this parameter it shall ignore it. 

MC Subscription Data 

If included in the Insert Subscriber Data request, this parameter provides the MC Subscription Data as defined in 
clause 7.6. 
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If the VLR does not support the MC service, it returns its code to the HLR in the parameter SS-Code List and 
therefore discards the received information (no error is sent back). 

MC subscription data that have been stored previously in a subscriber data record in the VLR are completely 
replaced by the new MC subscription data received in a MAP_INSERT_SUBSCRIBER_DATA during either an 
Update Location or Restore Data procedure or a stand alone Insert Subscriber data procedure. This parameter is 
used only by the VLR and if the SGSN receives this parameter it shall ignore it. 

Roaming Restriction Due To Unsupported Feature 

The HLR may decide to include this parameter in the request if certain services or features are indicated as not 
supported by the MSC/VLR (e.g. Advice of Charge Charging Level). 

If this parameter is sent to the VLR the MSC area is restricted by the HLR and the VLR. This parameter is used 
only by the VLR and if the SGSN receives this parameter it shall ignore it. 

Regional Subscription Data 

If included in the Insert Subscriber Data request this parameter defines the subscriber's subscription area for the 
addressed VLR or for the addressed SGSN (as defined in clause 7.6). It contains the complete list of up to 10 
Zone Codes that apply to a subscriber in the currently visited PLMN. The HLR shall send only those Zone 
Codes which are stored against the CC and NDC of the VLR or the CC and NDC of the SGSN to be updated. 

NOTE: Support of this parameter is a network operator option and it will not be sent to networks which do 
not support Regional Subscription. 

Regional subscription data that have been stored previously in a subscriber data record in the VLR or in the 
SGSN are completely replaced by the regional subscription data received in an Insert Subscriber Data indication 
during either an Update Location or Restore Data procedure or a stand alone Insert Subscriber data procedure. 

After the regional subscription data are inserted the VLR or the SGSN shall derive whether its location areas are 
allowed or not. If the whole MSC or SGSN area is restricted it will be reported to HLR by returning the Regional 
Subscription Response. 

The VLR or the SGSN returns a Regional Subscription Response indicating that a problem with the Zone Code 
has been detected in one of the following cases: 

- Too Many Zone Codes: more than 10 Zone Codes are to be stored in the VLR or in the SGSN. 

- Regional Subscription Not Supported by the VLR or the SGSN. 

- Zone Codes Conflict: the VLR or the SGSN detects that the zone codes indicate conflicting service 
permission for a location area. 

Zone codes which have no mapping to location areas shall be ignored. 

If a sequence of MAP_INSERT_SUBSCRIBER_DATA services is used during a dialogue, Regional 
Subscription Data shall be accepted only in one service. Regional Subscription Data received in a subsequent 
service shall be rejected with the error Unexpected Data Value. 

If Regional Subscription Data are not included in any MAP_INSERT_SUBSCRIBER_DATA service, there is 
no restriction of roaming due to Regional Subscription. This parameter is used by the VLR and the SGSN. 

Voice Broadcast Data 

This parameter contains a list of group id's a user might have subscribed to; (VBS-Data is defined in clause 7.6). 
It includes VBS information either at location updating or at restoration or when it is changed. 

At location updating, restoration or when there is a change in VBS data, the HLR shall include the complete 
VBS-Data. 

When the VLR receives VBS-Data within a dialogue it shall replace the stored VBS-data with the received data 
set. All subsequent VBS-data received within this dialogue shall be interpreted as add-on data. 

If VBS-data is omitted in the Insert Subscriber Data operation the VLR shall keep the previously stored VBS 
data. 
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If the VLR detects that there is overlapping in the information received within a dialogue, it shall send the error 
Unexpected Data Value. This parameter is used only by the VLR and if the SGSN receives this parameter it shall 
ignore it. 

Voice Group Call Data 

This parameter contains a list of group id's a user might have subscribed to; see clause 7.6. 

At location updating, restoration or when there is a change in VGCS data, the HLR shall include the complete 
VGCS-Data. 

When the VLR receives VGCS-Data within a dialogue it shall replace the stored VGCS-Data with the received 
data set. All VGCS-Data received within this dialogue shall be interpreted as add-on data. 

If VBCS-Data is omitted in the Insert Subscriber Data operation the VLR shall keep the previously stored 
VGCS-Data. 

If the VLR detects that there is overlapping in the information received within a dialogue, it shall send the error 
Unexpected Data Value. This parameter is used only by the VLR and if the SGSN receives this parameter it shall 
ignore it. 

North American Equal Access preferred Carrier Id List 

A list of the preferred carrier identity codes that are subscribed to. 

When the VLR receives this parameter from the HLR, it shall replace the previously stored preferred carrier 
identity codes with the received ones. It is not possible to delete all the preferred carrier identity codes from the 
VLR using this service. To delete all the preferred carrier identity codes from the VLR, the HLR shall use the 
MAP_CANCEL_LOCATION service. 

LSA Information 

If included in the ISD request, this parameter contains a list of localised service area identities a user might have 
subscribed to together with the priority, the preferential access indicator, the active mode support indicator and 
active mode indication of each localised service area; see clause 7.6. The access right outside these localised 
service areas is also indicated. In all cases mentioned below, the LSA information shall only include LSA Data 
applicable to the VPLMN where the Subscriber is located. The VLR number, received in the MAP-
UPDATE_LOCATION primitive, or the SGSN number, received in the MAP_UPDATE_GPRS_LOCATION 
primitive, can be used, alongside data stored in the HLR, to determine the LSA Data applicable to the VPLMN. 

At restoration, location updating or GPRS location updating the HLR shall include the complete set of applicable 
LSA Information. 

When there is a change in LSA data the HLR shall include at least the new and/or modified LSA data. 

When there is a change in the access right outside the localised service areas the HLR shall include the LSA only 
access indicator. 

When the SGSN or the VLR receives LSA information within a dialogue it shall check if the received data has to 
be considered as the entire LSA information. If so, it shall replace the stored LSA information with the received 
data set, otherwise it shall replace the data only for the modified LSA data (if any) and/or access right, and add 
the new LSA data (if any) to the stored LSA Information. 

If the entire LSA information is received, it shall always include the LSA only access indicator value together 
with the LSA data applicable for the PLMN (if any). 

If LSA Information is omitted in the Insert Subscriber Data operation the SGSN or the VLR shall keep the 
previously stored LSA Information. 

If the SGSN or the VLR detects that there is overlapping in the information received within a dialogue, it shall 
send the error Unexpected Data Value. This parameter is used by the VLR and the SGSN. 

IST Alert Timer 

This parameter contains the IST Alert timer value that must be used to inform the HLR about the call activities 
that the subscriber performs. 
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At Location Updating, restoration, or when there is a change in the IST data defined for the Subscriber, the HLR 
shall include the IST Alert timer. 

LMU Identifier 

This parameter indicates the presence of an LMU. This parameter is used only by the VLR and shall be ignored 
if received by an SGSN. 

LCS Information 

This parameter provides the following LCS related information for an MS subscriber: 

- list of GMLCs in the HPLMN; 

- privacy exception list; 

- MO-LR list. 

At restoration and location updating, the HLR shall include the complete LCS data of the subscriber. 

When there is a change in LCS subscriber data the HLR shall include at least the new and/or modified LCS data. 
LCS data that is not modified need not be included. 

The VLR/SGSN shall keep any previously stored LCS Information that is not included in an Insert Subscriber 
Data operation. 

If the VLR/SGSN detects that there is overlapping in the LCS information received within a dialogue, it shall 
send the error Unexpected Data Value. However, if the VLR receives the LCS code in both the LCS Information 
and the SS-Data List, then the VLR shall not interpret this as overlapping data. 

Super-Charger Supported In HLR 

This parameter is used by the HLR to indicate support for the Super-Charger functionality. If this parameter is 
present it shall include an indication of the age of the subscription data stored in the HLR. 

If this parameter is absent then the HLR does not support the Super-Charger functionality. 

SS-Code List 

The list of SS-Code parameters for the services that are provided to a subscriber but are not supported/allocated 
by the VLR/SGSN (SS-Code is defined in clause 7.6). The list can only include individual SS-Codes that were 
sent in the service request. For the VLR, this list can also include SS-Codes for the eMLPP and/or CUG services 
if the above mentioned conditions, as described in eMLPP Subscription Data and/or CUG information List, are 
met (that is, eMLPP Subscription Data and/or CUG information List are received). 

Regional Subscription Response 

If included in the response this parameter indicates one of: 

- MSC Area Restricted entirely because of regional subscription; 

- SGSN Area Restricted entirely because of regional subscription; 

- Too Many Zone Codes to be inserted; 

- Zone Codes Conflict; 

- Regional Subscription not Supported by the VLR or by the SGSN. 

If the VLR determines after insertion of Regional Subscription Data that the entire MSC area is restricted, the 
VLR shall respond with a Regional Subscription Response indicating MSC Area Restricted. Otherwise MSC 
Area Restricted is not sent. The HLR shall check whether the current MSC area is no longer restricted. 

If the SGSN determines after insertion of Regional Subscription Data that the entire SGSN area is restricted, the 
SGSN shall respond with a Regional Subscription Response indicating SGSN Area Restricted. Otherwise SGSN 
Area Restricted is not sent. The HLR shall check whether the current SGSN area is no longer restricted. This 
parameter is used by the VLR and by the SGSN. 
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VLR CAMEL Subscription Info 

This parameter is sent for subscribers who have CAMEL services which are invoked in the MSC. 

- In CAMEL phase 1, this parameter contains only the O-CSI. 

- In CAMEL Phase 2, this parameter may contain O-CSI, SS-CSI and TIF-CSI. In CAMEL Phase 2 and 
onwards, TDP-Criteria for O-CSI may be associated with O-CSI. 

- In CAMEL Phase 3, this parameter may contain O-CSI, D-CSI, SS-CSI, VT-CSI, MO-SMS-CSI, M-
CSI and TIF-CSI. In CAMEL Phase 3 and onwards,  TDP-Criteria for VT-CSI may be associated with 
VT-CSI. 

- In CAMEL Phase 4, this parameter may contain O-CSI, D-CSI, SS-CSI, VT-CSI, MO-SMS-CSI, 
MT-SMS-CSI, M-CSI and TIF-CSI. In CAMEL Phase 4, TDP-Criteria for MT-SMS-CSI may be 
associated with MT-SMS-CSI. 

The VLR CAMEL Subscription Info is sent at location updating or when any information in the applicable 
CAMEL Subscription Info in the HLR has been changed. 

At location updating, the complete set of VLR CAMEL Subscription Info is sent in one dialogue. 

When CAMEL Subscription Information is changed in the HLR and changed data have to be sent to the VLR, 
then: 

- for CAMEL Phase 1 and CAMEL Phase 2, the complete set of VLR CAMEL Subscription Info is sent in 
one dialogue; 

- for CAMEL Phase 3 or higher, one or more specific elements of VLR CAMEL Subscription Info are sent 
in one dialogue. 

When the VLR receives a specific element of VLR CAMEL Subscription Info, it shall overwrite the 
corresponding specific element of VLR CAMEL Subscription Info (if any) which it has stored for that 
subscriber. 

For CAMEL Phase 1 and CAMEL Phase 2 , the VLR CAMEL Subscription Info consists of any one or more of: 

- O-CSI (irrespective of the value of the “CAMEL Capability Handling” inside O-CSI),TDP-Criteria 
for O-CSI,SS-CSI and TIF-CSI. 

(The complete set of above shall be sent even if only one CSI has changed in case of stand alone ISD. 
The omitted elements of above list will be withdrawn in the VLR.) 

From CAMEL phase 3 onwards, the specific elements of VLR CAMEL Subscription Info which may be sent 
are: 

- O-CSI (irrespective of the value of the “CAMEL Capability Handling” inside O-CSI), TDP criteria 
for O-CSI, SS-CSI and TIF-CSI; 

(The complete set of above shall be sent even if only one CSI has changed in case of stand alone ISD. 
The omitted elements of above list will be withdrawn in the VLR.) 

- D-CSI; 

- VT-CSI; 

- TDP-Criteria for VT-CSI; 

- MO-SMS-CSI; 

- MT-SMS-CSI; 

- TDP-Criteria for MT-SMS-CSI; 

- M-CSI. 
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If the VLR CAMEL Subscription Info is omitted in the Insert Subscriber Data operation the VLR shall keep the 
previously stored VLR CAMEL Subscription Info. Within one dialogue subsequent received data are interpreted 
as add-on data. If the VLR detects that there is overlapping in the information received within a dialogue, it shall 
send the error Unexpected Data Value. This parameter is used only by the VLR and if the SGSN receives this 
parameter it shall ignore it. 

The VLR CAMEL Subscription Info may contain the TIF-CSI (Translation Information Flag) for CAMEL Phase 
2 and higher. See 3GPP TS 23.072 for the use of this parameter and the conditions for its presence. 

Supported CAMEL Phases 

The use of this parameter and the requirements for its presence are specified in 3GPP TS 23.078. This parameter 
is used by the VLR and SGSN. 

A VLR or SGSN not supporting any CAMEL Phase may omit this parameter. 

GPRS Subscription Data 

This parameter contains a list of PDP-contexts a user has subscribed to; see clause 7.6. 

At GPRS location updating the HLR shall include the complete GPRS Subscription Data. 

When there is a change in GPRS subscriber data the HLR shall include only the new and/or modified PDP 
contexts. 

When the SGSN receives GPRS Subscription Data within a dialogue it shall check if the received data has to be 
considered as the entire GPRS subscription data. If so, it shall replace the stored GPRS Subscription Data with 
the received data set, otherwise it shall replace the data only for the modified PDP contexts (if any) and add the 
new PDP contexts (if any) to the stored GPRS Subscription Data. 

If GPRS Subscription Data is omitted in the Insert Subscriber Data operation the SGSN shall keep the previously 
stored GPRS Subscription Data. 

If the SGSN detects that there is overlapping in the information received within a dialogue, it shall send the error 
Unexpected Data Value. This parameter is used only by the SGSN and if the VLR receives this parameter it shall 
ignore it. 

SGSN CAMEL Subscription Info 

The SGSN CAMEL Subscription Info is sent at GPRS location updating or when any information in the 
applicable SGSN CAMEL Subscription Info in the HLR has been changed. 

- In CAMEL Phase 3, this parameter may contain one or both of GPRS-CSI and MO-SMS-CSI. 

- In CAMEL Phase 4, this parameter may contain GPRS-CSI, MO-SMS-CSI and MT-SMS-CSI and 
TDP-Criteria for MT-SMS-CSI. 

At GPRS location updating the complete set of SGSN CAMEL Subscription Info is sent. 

When CAMEL Subscription Information is changed in the HLR and changed data have to be sent to the SGSN, 
then one or more specific elements of SGSN CAMEL Subscription Info are sent in one dialogue. 

When the SGSN receives a specific element of SGSN CAMEL Subscription Info, it shall overwrite the 
corresponding specific element of SGSN CAMEL Subscription Info (if any) which it has stored for that 
subscriber. 

The specific elements of SGSN CAMEL Subscription Info which may be sent are: 

- MO-SMS-CSI; 

- MT-SMS-CSI; 

- TDP-Criteria for MT-SMS-CSI; 

- GPRS-CSI; 

- MC-CSI. 
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This parameter is used only by the SGSN and if the VLR receives this parameter it shall ignore it. 

Roaming Restricted In SGSN Due To Unsupported Feature 

The HLR may decide to include this parameter in the request if certain services or features are indicated as not 
supported by the SGSN. This parameter is used only by the SGSN and if the VLR receives this parameter it shall 
ignore it. 

CS Allocation/Retention priority  

The CS Allocation/Retention priority is used only for Circuit Switched (CS). This parameter specifies relative 
importance to compare with other bearers about allocation and retention of bearer. This parameter is used only 
by the VLR and if the SGSN receives this parameter it shall ignore it. 

Offered CAMEL 4 CSIs  

This parameter indicates the CAMEL phase 4 CSIs offered in the VMSC/VLR or SGSN (see clause 7.6.3.36D). 

Subscribed Charging Characteristics 

This parameter refers to the Subscribed Charging Characteristics as defined in 3GPP TS 32.251. 

For a detailed description of the use of the parameter, see 3GPP TS 32.251. 

This parameter is used only by the SGSN and if the VLR receives this parameter it shall ignore it. 

Access Restriction Data 

This parameter indicates the allowed RAT according to subscription data. (see clause 7.6.3.96) 

If the VLR/SGSN supports the Access Restriction feature but does not receive the Access Restriction Data 
parameter from the HLR, the VLR/SGSN shall assume that the subscriber's profile does not have any restrictions 
enabled. 

For a detailed description of the use of the parameter, see 3GPP TS 23.012[23] for CS domain and 3GPP TS 
23.060[104] for PS domain. 

User error 

Only one of the following values is applicable: 

- Unidentified subscriber; 

- Data missing; 

- Unexpected data value. 

 

***************next modification***************** 

 

8.8.2 MAP-DELETE-SUBSCRIBER-DATA service 

8.8.2.1 Definition 

This service is used by an HLR to remove certain subscriber data from a VLR or SGSN if the subscription of one 
or more supplementary services or basic services is withdrawn. Note that this service is not used in case of 
erasure or deactivation of supplementary services. 

This service is also used by an HLR to remove GPRS subscription data from an SGSN. 

It is a confirmed service and consists of the primitives shown in table 8.8/2. 
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8.8.2.2 Service primitives 

Table 8.8/2: MAP-DELETE-SUBSCRIBER-DATA 

Parameter name Request Indication Response Confirm 
Invoke Id M M(=) M(=) M(=) 
IMSI M M(=)   
Basic service List C C(=)   
SS-Code List C C(=)   
Roaming Restriction Due To     
Unsupported Feature C C(=)   
Camel Subscription Info Withdraw C C(=)   
Specific CSI Withdraw C C(=)   
Regional Subscription Data C C(=)   
VBS Group Indication  C C(=)   
VGCS Group Indication C C(=)   
GPRS Subscription Data Withdraw C C(=)   
Roaming Restricted In SGSN Due To 
Unsupported Feature 

C C(=)   

LSA Information Withdraw C C(=)   
IST Information Withdraw C C(=)   
Regional Subscription Response   C C(=) 
GMLC List Withdraw C C(=)   
Subscribed Charging Characteristics 
Withdraw 

C C(=)   

User error   C C(=) 
Provider error    O 

 

8.8.2.3 Parameter use 

All parameters are described in clause 7.6. The following clarifications are applicable: 

Basic service List 

A list of Extensible Basic service parameters (Extensible Basic service is defined in clause 7.6). It is used when 
one, several or all basic services are to be withdrawn from the subscriber. If the VLR or the SGSN receives a 
value for an Extensible Basic Service which it does not support, it shall ignore that value. This parameter is used 
by the VLR and by the SGSN. 

SS-Code List 

A list of SS-Code parameters (SS-Code is defined in clause 7.6). It is used when several or all supplementary 
services are to be withdrawn from the subscriber. 

There are three possible options: 

- deletion of basic service(s); 

The parameter Basic service List is only included. 

- deletion of supplementary service(s); 

The parameter SS-Code List is only included. 

- deletion of basic and supplementary services; 

Both Basic service List and SS-Code List are included. 

This parameter is used by the VLR and SGSN for Call Barring and LCS. Otherwise, this parameter is used only 
by the VLR and if the SGSN receives this parameter it shall ignore it. 

Roaming Restriction Due To Unsupported Feature 

This parameter is used if Roaming Restriction Due To Unsupported Feature is deleted from the subscriber data. 
This may occur if unsupported features or services are removed from the subscriber data in the HLR. 
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If this parameter is sent the VLR shall check if the current Location Area is possibly allowed now. This 
parameter is used only by the VLR and if the SGSN receives this parameter it shall ignore it. 

CAMEL Subscription Info Withdraw 

This parameter is used to indicate that CAMEL Subscription Info shall be deleted from the VLR or from the 
SGSN. All CAMEL Subscription Info for the subscriber shall be deleted. This parameter is used by the VLR and 
by the SGSN. This parameter should not be sent in the same message as the Specific CSI Withdraw parameter. 

Specific CSI Withdraw 

This parameter is used to indicate that one or more specific elements of CAMEL Subscription Info shall be 
deleted from the VLR or from the SGSN.  

The specific elements of CAMEL Subscription Info which may be withdrawn are: 

- O-CSI with TDP criteria for O-CSI; 

- SS-CSI; 

- TIF-CSI; 

- D-CSI; 

- VT-CSI with TDP criteria for VT-CSI; 

- MO-SMS-CSI; 

- MT-SMS-CSI with TDP-Criteria for MT-SMS-CSI; 

- M-CSI; 

- MG-CSI; 

- GPRS-CSI. 

This parameter is used by the VLR and by the SGSN. It shall not be sent to VLRs that do not support CAMEL 
phase 3 or higher. This parameter should not be sent in the same message as the CAMEL Subscription Info 
Withdraw parameter. 

Regional Subscription Identifier 

Contains one single Zone Code (as defined in clause 7.6) and is used if all Zone Codes shall be deleted from the 
subscriber data. When all the Zone Codes are deleted, the VLR or the SGSN shall check for its location areas 
whether they are allowed or not. If the whole MSC area is restricted, VLR will report it to HLR by returning the 
Regional Subscription Response "MSC Area Restricted". If the whole SGSN area is restricted, SGSN will report 
it to HLR by returning the Regional Subscription Response "SGSN Area Restricted". 

The binary coding of the Zone Code value received in a Delete Subscriber Data request shall not be checked by 
the VLR or by the SGSN. 

Note that support of this parameter is a network operator option and it shall not be sent to networks which do not 
support Regional Subscription. 

If Regional Subscription is not supported by the VLR or by the SGSN, the request for deletion of Zone Codes is 
refused by sending the Regional Subscription Response "Regional Subscription Not Supported" to the HLR. 

If no Zone Codes are stored in the respective subscriber data record, the request for deleting all Zone Code 
information shall be ignored and no Regional Subscription Response shall be returned. This parameter is used by 
the VLR and by the SGSN. 

VBS Group Indication 

Contains an indication (flag) which is used if all Group Ids shall be deleted from the subscriber data for the 
Voice Broadcast teleservice. 
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If VBS is not supported in the VLR or no Group Ids are stored for VBS in the respective subscriber record, the 
request for deletion of all Group Ids shall be ignored. This parameter is used only by the VLR and if the SGSN 
receives this parameter it shall ignore it. 

VGCS Group Indication 

Contains an indication (flag) which is used if all Group Id's shall be deleted from the subscriber data for the 
Voice Group Call teleservice. This parameter is used only by the VLR and if the SGSN receives this parameter it 
shall ignore it. 

If VGCS is not supported in the VLR or no Group Ids are stored for VGCS in the respective subscriber record, 
the request for deletion of all Group Ids shall be ignored. 

GPRS Subscription Data Withdraw 

This parameter is used to indicate whether all GPRS Subscription Data for the subscriber shall be deleted or if 
only a subset of the stored GPRS Subscription Data for the subscriber shall be deleted. In the latter case only 
those PDP contexts whose identifiers are included in the subsequent identifier list will be deleted. This parameter 
is used only by the SGSN and if the VLR receives this parameter it shall ignore it. 

Roaming Restricted In SGSN Due To Unsupported Feature 

This parameter is used if Roaming Restricted In SGSN Due To Unsupported Feature is deleted from the GPRS 
subscriber data. This may occur if unsupported features or services are removed from the GPRS subscriber data 
in the HLR. 

If this parameter is sent the SGSN shall check if the current Location Area is possibly allowed now. This 
parameter is used only by the SGSN and if the VLR receives this parameter it shall ignore it. 

LSA Information Withdraw 

This parameter is used to indicate whether all LSA Information for the subscriber shall be deleted or if only a 
subset of the stored LSA Information for the subscriber shall be deleted. In the latter case only the LSA data 
whose LSA identities are included in the subsequent LSA data list will be deleted. This parameter is used by the 
VLR and the SGSN. 

IST Information Withdraw 

This parameter is used to indicate that the IST condition has been removed for the subscriber. See 3GPP TS 
43.035 for the use of this parameter. 

Regional Subscription Response 

If included in the Delete Subscriber Data response this parameter indicates one of: 

- MSC Area Restricted; 

- SGSN Area Restricted; 

- Regional Subscription Not Supported. 

This parameter is used by the VLR and by the SGSN. 

GMLC List Withdraw 

This parameter indicates that the subscriber's LCS GMLC List shall be deleted from the VLR or SGSN. 

Subscribed Charging Characteristics Withdraw 

This parameter indicates that the Subscribed Charging Characteristics shall be replaced with a local default value 
in the SGSN (see 3GPP TS 32.251). 
This parameter is used only by the SGSN and if the VLR receives this parameter it shall ignore it. 
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User error 

Only one of the following values is applicable: 

- Unidentified subscriber; 

- Data missing; 

- Unexpected data value. 

 

 

*************next modification***************** 

 

 

17.7.1 Mobile Service data types 

 

... 

 
DeleteSubscriberDataArg ::= SEQUENCE { 
 imsi   [0] IMSI, 
 basicServiceList [1] BasicServiceList OPTIONAL, 
 -- The exception handling for reception of unsupported/not allocated 
 -- basicServiceCodes is defined in section 6.8.2 
 ss-List  [2] SS-List OPTIONAL, 
 roamingRestrictionDueToUnsupportedFeature [4] NULL OPTIONAL, 
 regionalSubscriptionIdentifier [5] ZoneCode OPTIONAL, 
 vbsGroupIndication [7] NULL  OPTIONAL, 
 vgcsGroupIndication [8] NULL  OPTIONAL, 
 camelSubscriptionInfoWithdraw [9] NULL  OPTIONAL, 
 extensionContainer [6] ExtensionContainer OPTIONAL, 
 ..., 
 gprsSubscriptionDataWithdraw [10] GPRSSubscriptionDataWithdraw OPTIONAL, 
 roamingRestrictedInSgsnDueToUnsuppportedFeature [11] NULL OPTIONAL, 
 lsaInformationWithdraw [12] LSAInformationWithdraw OPTIONAL, 
 gmlc-ListWithdraw  [13] NULL  OPTIONAL, 
 istInformationWithdraw [14] NULL  OPTIONAL, 
 specificCSI-Withdraw [15] SpecificCSI-Withdraw OPTIONAL, 
 chargingCharacteristicsWithdraw [16] NULL  OPTIONAL } 
 

... 
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*** First Modification *** 

7.5.6 Forward Relocation Request 

The old SGSN shall send a Forward Relocation Request to the new SGSN to convey  necessary information to perform 
the SRNS Relocation procedure between new SGSN and Target RNC. 

All information elements are mandatory, except PDP Context, MBMS UE Context and Private Extension. 

The IMSI information element contains the IMSI of the target MS for SRNS Relocation procedure. 

The old SGSN shall include a SGSN Address for control plane. The new SGSN shall store this SGSN Address and use 
it when sending control plane messages for the MS to the old SGSN in the SRNS Relocation procedure. If the new 
SGSN is IPv6 capable, an IPv4/IPv6 capable old SGSN shall include an IPv6 address in the field  SGSN Address for 
Control Plane, otherwise it willshall include an IPv4 address in this field. 

The Tunnel Endpoint Identifier Control Plane field specifies a tunnel endpoint identifier, which is chosen by the old 
SGSN. The new SGSN shall include this Tunnel Endpoint Identifier Control Plane in the GTP header of all subsequent 
control plane messages, which are sent from the new SGSN to the old SGSN. 

The MM Context contains necessary mobility management and security parameters. An SGSN supporting the 
'PUESBINE' feature (see 3GPP TS 23.195 [25] for more information) shall include the IMEISV in the MM Context 
when transferring the IMEISV from the old to the new SGSN. 

All active PDP contexts in the old SGSN shall be included as PDP Context information elements. The PDP contexts are 
included in an implementation dependant prioritized order, and the most important PDP context is placed first. When 
the PDP Context Prioritization IE is included, it informs the new SGSN that the PDP contexts are sent prioritized. If the 
new SGSN is not able to maintain active all the PDP contexts received from the old SGSN when it is indicated that 
prioritization of the PDP contexts is applied, the new SGSN should use the prioritisation sent by old SGSN as input 
when deciding which PDP contexts to maintain active and which ones to delete. In case no PDP context is active, 
neither of these IEs shall be included. 

All MBMS UE Contexts in the old SGSN shall be included as MBMS UE Context information elements. 

UTRAN transparent container, Target identification and RANAP Cause are information from the source RNC in the old 
SGSN. 

Charging Characteristics IE contains the charching characteristics which apply for a PDP context; see 3GPP TS 32.215 
[18]. One Charging Characteristics IE shall be included per PDP context IE. If no PDP context is active, this IE shall 
not be included. The mapping of a Charging Characteristics IE to a PDP Context IE is done according to the sequence 
of their appearance, e.g. the first Charging Characteristics IE is mapped to the first PDP Context IE. 

The optional Private Extension contains vendor or operator specific information. 

Table 29: Information Elements in a Forward Relocation Request
Information element Presence requirement Reference 

IMSI Mandatory 7.7.2 
Tunnel Endpoint Identifier Control Plane Mandatory 7.7.14 
RANAP Cause Mandatory 7.7.18 
Charging Characteristics Optional 7.7.23 
MM Context Mandatory 7.7.28 
PDP Context Conditional 7.7.29 
SGSN Address for Control plane Mandatory 7.7.32 
Target Identification Mandatory 7.7.37 
UTRAN transparent container Mandatory 7.7.38 
PDP Context Prioritization  Optional 7.7.45 
MBMS UE Context Optional 7.7.55 
Private Extension Optional 7.7.46 
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7.5.7 Forward Relocation Response 

The new SGSN shall send a Forward Relocation Response to the old SGSN as a response to a previous Forward 
Relocation Request.  

Possible Cause values is: 

- 'Request Accepted'. 

- 'System failure'. 

- 'Mandatory IE incorrect'. 

- 'Mandatory IE missing'. 

- 'Optional IE incorrect'. 

- 'No resources available'. 

- 'Invalid message format'. 

- 'Relocation failure'. 

RANAP Cause is mandatory if cause value is contained in RANAP message. 

RAB Setup Information, UTRAN transparent container and RANAP Cause are information from the target RNC in the 
new SGSN. 

 One or more RAB Setup Information parameters may be sent in this message. This information element shall be 
included if the Cause contains the value 'Request accepted' and there is at least one RAB assigned in the new SGSN. 

The new SGSN shall include a SGSN Address for control plane. The old SGSN shall store this SGSN Address and use 
it when sending control plane messages for the MS to the new SGSN in the SRNS Relocation Procedure. If the Forward 
Relocation Request received from the old SGSN includes an IPv6 SGSN address, an IPv4/IPv6 capable SGSN shall 
include an IPv6 address in the field   SGSN Address for Control Plane, otherwise, it willshall include an IPv4 address in 
this field. 

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier that is chosen by the new 
SGSN. The old SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent signalling 
messages that are sent from the old SGSN to the new SGSN. This information element shall be included if the Cause 
contains the value 'Request accepted'. 

One or more Additional RAB Setup Information parameters may be sent in this message for IPv6. This information 
element shall be included if the Cause contains the value 'Request accepted' and there is at least one RAB assigned in 
the new SGSN.  

The new SGSN may include its SGSN number. If the old SGSN receives the SGSN number of the new SGSN it shall 
include this number when informing interworking core network nodes that there is a need to re-route previously sent 
requests against the new SGSN, e.g. in LCS the GMLC will use this SGSN number to re-activate the Location Request 
to the new SGSN (3GPP TS 23.271 [24]). 

The optional Private Extension contains vendor or operator specific information. 

Table 30: Information Elements in a Forward Relocation Response
Information element Presence requirement Reference 

Cause Mandatory 7.7.1 
Tunnel Endpoint Identifier Control Plane Conditional 7.7.14 
RANAP Cause Conditional 7.7.18 
SGSN Address for Control plane Conditional 7.7.32 
UTRAN transparent container Optional 7.7.38 
RAB Setup Information Conditional 7.7.39 
Additional RAB Setup Information Conditional 7.7.45A 
Private Extension Optional 7.7.46 
SGSN Number Optional 7.7.47 
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*** Second Modification *** 

7.7.29 PDP Context 

The PDP Context information element contains the Session Management parameters, defined for an external packet 
data network address, that are necessary to transfer between SGSNs at the Inter SGSN Routeing Area Update 
procedure. 

NSAPI is an integer value in the range [0; 15]. 

The NSAPI points out the affected PDP context. 

The SAPI indicates the LLC SAPI that is associated with the NSAPI. 

The Transaction Identifier is the 4 or 12 bit Transaction Identifier used in the 3GPP TS 24.008 [5] Session Management 
messages which control this PDP Context. If the length of the Transaction Identifier is 4 bit, the second octet shall be 
set to all zeros. The encoding is defined in 3GPP TS 24.007 [3]. The latest Transaction Identifier sent from SGSN to 
MS is stored in the PDP context IE. 

NOTE: Bit 5-8 of the first octet in the encoding defined in 3GPP TS 24.007 [3] is mapped into bit 1-4 of the first 
octet in this field. 

Reordering Required (Order) indicates whether the SGSN shall reorder T-PDUs before delivering the T-PDUs to the 
MS. When the Quality of Service Negotiated (QoS Neg) is Release 99, the Reordering Required (Order) shall be 
ignored by receiving entity. 

The VPLMN Address Allowed (VAA) indicates whether the MS is allowed to use the APN in the domain of the 
HPLMN only or additionally the APN in the domain of the VPLMN. 

The QoS Sub Length, QoS Req Length and QoS Neg Length represent respectively the lengths of the QoS Sub, QoS 
Req and QoS Neg fields, excluding the QoS Length octet. 

The Quality of Service Subscribed (QoS Sub), Quality of Service Requested (QoS Req) and Quality of Service 
Negotiated (QoS Neg) are encoded as described in section 'Quality of Service (QoS) Profile'. Their minimum length is 4 
octets; their maximum length may be 255 octets. 

The Sequence Number Down is the number of the next T-PDU that shall be sent from the new SGSN to the MS. The 
number is associated to the Sequence Number from the GTP Header of an encapsulated T-PDU. The new SGSN shall 
ignore Sequence Number Down when the PDP context QoS profile does not require transmission order to be preserved. 
In this case the new SGSN shall not include Sequence number field in the G-PDUs of the PDP context. 

The Sequence Number Up is the number that new SGSN shall use as the Sequence Number in the GTP Header for the 
next encapsulated T-PDU from the MS to the GGSN. The new SGSN shall ignore Sequence Number Up when the PDP 
context QoS profile does not require transmission order to be preserved. In this case, the new SGSN shall not include 
Sequence number field in the G-PDUs of the PDP context. 

The Send N-PDU Number is used only when acknowledged peer-to-peer LLC operation is used for the PDP context. 
Send N-PDU Number is the N-PDU number to be assigned by SNDCP to the next down link N-PDU received from the 
GGSN. It shall be set to 255 if unacknowledged peer-to-peer LLC operation is used for the PDP context. 

The Receive N-PDU Number is used only when acknowledged peer-to-peer LLC operation is used for the PDP context. 
The Receive N-PDU Number is the N-PDU number expected by SNDCP from the next up link N-PDU to be received 
from the MS. It shall be set to 255 if unacknowledged peer-to-peer LLC operation is used for the PDP context. 

The Uplink Tunnel Endpoint Identifier Control Plane is the Tunnel Endpoint Identifier used between the old SGSN and 
the GGSN in up link direction for control plane purpose. It shall be used by the new SGSN within the GTP header of 
the Update PDP Context Request message. 

The GGSN Address for User Traffic and the UplinkTunnel Endpoint Identifier Data I are the GGSN address and  the 
Tunnel Endpoint Identifier used between the old SGSN and the GGSN in uplink direction for user plane traffic on a 
PDP context. They shall be used by the new SGSN to send uplink user plane PDU to the GGSN until new GGSN 
address for User Traffic is possibly received from GGSN (in Update PDP Context Response). 
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The PDP Context Identifier is used to identify a PDP context for the subscriber. The SGSN shall set the value of PDP 
Context Identifier to binary (1111 1111) if after inter-SGSN RAU using GTPv0 the new SGSN is not able to assign a 
correct PDP Context Identifier to the existing PDP contexts. 

The PDP Type Organisation and PDP Type Number are encoded as in the End User Address information element. 

The PDP Address Length represents the length of the PDP Address field, excluding the PDP Address Length octet. 

The PDP Address is an octet array with a format dependent on the PDP Type. The PDP Address is encoded as in the 
End User Address information element if the PDP Type is IPv4 or IPv6. 

The GGSN Address Length represents the length of the GGSN Address field, excluding the GGSN Address Length 
octet. 

When forwarding the GGSN addresses to another SGSN (in PDP Context IE in Forward Relocation Request or SGSN 
Context Response message), the IPv4/IPv6 capable SGSN shall include GGSN addresses according to the IP version 
capability of the receiving SGSN. 

The old SGSN includes the GGSN Address for control plane that it has received from GGSN at PDP context activation 
or update. If the new SGSN is IPv6 capable and the old SGSN has IPv6 control plane address of the GGSN available, 
the old SGSN includes the IPv6 GGSN control plane address in the field GGSN Address for control plane. If the new 
SGSN is IPv4 only capable or the old SGSN does not have any IPv6 GGSN address for control plane, the old SGSN 
includes the IPv4 GGSN Address in the field GGSN Address for control plane.  

The use of Ipv6 addressing in pre-Release 5 nodes can cause interoperability problems and as such the use of IPv6 GSN 
addressing is not recommended in pre-Release 5. 

NOTE: There is still  the need for further study of  the included addresses on SRNS relocation. 

The APN is the Access Point Name in use in the old SGSN. This APN field shall be composed of the APN Network 
Identifier part and the APN Operator Identifier part. 

The spare bits x indicate unused bits that shall be set to 0 by the sending side and which shall not be evaluated by the 
receiving side. 
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*** First Modification *** 

7.5.3 SGSN Context Request 

The new SGSN shall send an SGSN Context Request to the old SGSN to get the MM and PDP Contexts for the MS. 

For Intra Domain Connection of RAN Nodes to Multiple CN Nodes,  where the old SGSN belongs to an SGSN pool, 
the new SGSN cannot in the general case determine the old SGSN. The new SGSN shall in this case send the SGSN 
Context Request message to an SGSN based on the old RAI, as usual. If an SGSN within an SGSN pool receives an 
SGSN Context Request message for an MS that has been attached to another SGSN of the same SGSN pool, the SGSN 
shall relay the SGSN Context Request message unchanged to the old SGSN. The SGSN within an SGSN pool can 
determine if the received SGSN Context Request message was meant for itself or for another SGSN of the SGSN pool 
by looking at the Network Resource Identifier contained in the P-TMSI parameter, or alternatively in the TLLI 
parameter. See 3GPP TS 23.003 [2] for details on the coding of the P-TMSI and see 3GPP TS 23.236 [19] for details on 
SGSN pool. 

Note that an SGSN relaying the SGSN Context Request message shall not supervise the SGSN Context Response 
message. 

The MS is identified in the old SGSN by its old RAI and old TLLI/old P-TMSI values. The TLLI/P-TMSI and RAI is a 
foreign TLLI/P-TMSI and an RAI in the old SGSN. Exactly one of the TLLI, P-TMSI or IMSI information fields shall 
be present. 

The old SGSN responds with an SGSN Context Response. 

The new SGSN shall include a SGSN Address for control plane. If the new SGSN is IPv4/ IPv6 capable, it shouldshall 
include IPv4 address in the field of SGSN Address for Control Plane and IPv6 address in the field of Alternative SGSN 
Address for Control Plane.  If the old SGSN is IPv6 capable too, it shall store and use the IPv6 SGSN address when 
sending control plane messages for the MS to the new SGSN in the SGSN context transfer procedure. Otherwise if the 
old SGSN is only IPv4 capable, it shall store and use the IPv4 SGSN address in the SGSN context transfer procedure. 

The new SGSN may include its SGSN number. If the old SGSN receives the SGSN number of the new SGSN it shall 
include this number when informing interworking core network nodes that there is a need to re-route previously sent 
requests against the new SGSN, e.g. in LCS the GMLC will use this SGSN number to re-activate the Location Request 
to the new SGSN (3GPP TS 23.271 [24]).. 

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier for control plane messages, 
which is chosen by the new SGSN. The old SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all 
subsequent control plane messages that are sent from the old SGSN to the new SGSN and related to the PDP context(s) 
requested. 

The MS Validated indicates that the new SGSN has successfully authenticated the MS. IMSI shall be included if MS 
Validated indicates 'Yes'. 

The P-TMSI Signature is conditionally provided by the MS to the new SGSN for identification checking purposes as 
defined in 3GPP TS 23.060 [4] and 3GPP TS 24.008 [5]. If the MS has provided the P-TMSI Signature, the new SGSN 
shall include this parameter in the SGSN Context Request message. 

The optional Private Extension contains vendor or operator specific information. 
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Table 26: Information Elements in a SGSN Context Request
Information element Presence requirement Reference 

IMSI Conditional 7.7.2 
Routeing Area Identity (RAI) Mandatory 7.7.3 
Temporary Logical Link Identifier (TLLI) Conditional 7.7.4 
Packet TMSI (P-TMSI) Conditional 7.7.5 
P-TMSI Signature Conditional 7.7.9 
MS Validated Optional 7.7.10 
Tunnel Endpoint Identifier Control Plane Mandatory 7.7.14 
SGSN Address for Control Plane Mandatory 7.7.32 
Alternative SGSN Address for Control 
Plane 

ConditionalOptional  7.7.32 

Private Extension Optional 7.7.46 
SGSN Number Optional 7.7.47 

 

7.5.4 SGSN Context Response 

The old SGSN shall send an SGSN Context Response to the new SGSN as a response to a previous SGSN Context 
Request. 

Possible Cause values are: 

- 'Request Accepted'. 

- 'IMSI not known'. 

- 'System failure'. 

- 'Mandatory IE incorrect'. 

- 'Mandatory IE missing'. 

- 'Optional IE incorrect'. 

- 'Invalid message format'. 

- 'P-TMSI Signature mismatch'. 

If the Cause contains the value 'Request accepted', all information elements are mandatory, except PDP Context, 
MBMS UE Context, RAB Context and Private Extension. 

If the Cause contains the value 'P-TMSI Signature mismatch' the IMSI information element and, for Intra Domain 
Connection of RAN Nodes to Multiple CN Nodes, a SGSN Address for control plane shall be included in the response, 
otherwise only the Cause information element shall be included in the response. 

The old SGSN shall include a SGSN Address for control plane. If the SGSN Context Request received from the new 
SGSN includes an IPv6 SGSN address, an IPv4/IPv6 capable old SGSN shouldshall include IPv6 addresse in the field 
of SGSN address for control plane; Otherwise it shall include IPv4 addresse in this field.The new SGSN shall store this 
SGSN Address and use it when sending control plane messages for the MS to the old SGSN in the SGSN context 
transfer procedure. 

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier, which is chosen by the old 
SGSN. The new SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane 
messages, which are sent from the new SGSN to the old SGSN and related to the PDP context(s) requested. 

The IMSI information element contains the IMSI matching the TLLI or P-TMSI (for GSM or UMTS respectively) and 
RAI in the SGSN Context Request. 

The MM Context contains necessary mobility management and security parameters. An SGSN supporting the 
'PUESBINE' feature (see 3GPP TS 23.195 [25] for more information) or the ADD feature (see 3GPP TS 22.101 [29] for 
more information) shall include the IMEISV in the MM Context when transferring the IMEISV from the old SGSN to 
the new SGSN. 
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All active PDP contexts in the old SGSN shall be included as PDP Context information elements. The PDP contexts are 
included in an implementation dependant prioritized order, and the most important PDP context is placed first. When 
the PDP Context Prioritization IE is included, it informs the new SGSN that the PDP contexts are sent prioritized. If the 
new SGSN is not able to maintain active all the PDP contexts received from the old SGSN when it is indicated that 
prioritization of the PDP contexts is applied, the new SGSN should use the prioritisation sent by old SGSN as input 
when deciding which PDP contexts to maintain active and which ones to delete. 

If there is at least one active PDP context, the old SGSN shall start the T3-TUNNEL timer and store the address of the 
new SGSN in the "New SGSN Address" field of the MM context. The old SGSN shall wait for SGSN Context 
Acknowledge before sending T-PDUs to the new SGSN. If an SGSN Context Acknowledge message is not received 
within a time defined by T3-RESPONSE, the old SGSN shall retransmit the SGSN Context Response to the new SGSN 
as long as the total number of attempts is less than N3-REQUESTS. After N3-REQUESTS unsuccessfully attempts, the 
old SGSN shall proceed as described in section 'Reliable delivery of signalling messages' in case the transmission of a 
control plane message fails N3-REQUESTS times. 

For each RAB using lossless PDCP context, the old SGSN shall include a RAB Context. If a RAB Context is included 
in the SGSN Context Response, the new SGSN shall ignore the N-PDU number fields and sequence number fields 
received in the PDP Context IE. 

Radio Priority SMS contains the radio priority level for MO SMS transmission, and shall be included if a valid Radio 
Priority SMS value exists for the MS in the old SGSN. 

Radio Priority LCS contains the radio priority level for MO LCS transmission, and shall be included if a valid Radio 
Priority LCS value exists for the MS in the old SGSN. 

Radio Priority is the radio priority level that the MS uses when accessing the network for the transmission of uplink 
user data for a particular PDP context. One Radio Priority IE shall be included per PDP context that has a valid radio 
priority value assigned to it in the old SGSN. 

Packet Flow Id is the packet flow identifier assigned to the PDP context. One Packet Flow Id IE shall be included per 
PDP context that has a valid packet flow identifier value assigned to it in the old SGSN. 

Charging Characteristics IE contains the charging characteristics which apply for a PDP context; see 3GPP TS 32.215 
[18]. One Charging Characteristics IE shall be included per PDP context IE. If no PDP context is active, this IE shall 
not be included. The mapping of a Charging Characteristics IE to a PDP Context IE is done according to the sequence 
of their appearance, e.g. the first Charging Characteristics IE is mapped to the first PDP Context IE. 

All MBMS UE Contexts in the old SGSN shall be included as MBMS UE Context information elements. 

The optional Private Extension contains vendor or operator specific information. 

Table 27: Information Elements in a SGSN Context Response 

Information element Presence requirement Reference 
Cause Mandatory 7.7.1 
IMSI Conditional 7.7.2 
Tunnel Endpoint Identifier Control Plane Conditional 7.7.14 
RAB Context Conditional 7.7.19 
Radio Priority SMS Optional 7.7.20 
Radio Priority Optional 7.7.21 
Packet Flow Id Optional 7.7.22 
CharingCharacteristics Optional 7.7.23 
Radio Priority LCS Optional 7.7.25B 
MM Context Conditional 7.7.28 
PDP Context Conditional 7.7.29 
 SGSN Address for Control Plane Conditional 7.7.32 
PDP Context Prioritization  Optional 7.7.45 
MBMS UE Context Optional 7.7.55 
Private Extension Optional 7.7.46 

 



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 6 

CR page 6 

7.5.5 SGSN Context Acknowledge 

The new SGSN shall send an SGSN Context Acknowledge message to the old SGSN as a response to the SGSN 
Context Response message. Only after receiving the SGSN Context Acknowledge message, shall the old SGSN start to 
forward user data packets. SGSN Context Acknowledge indicates to the old SGSN that the new SGSN has correctly 
received PDP Context information and is ready to receive user data packets identified by the corresponding Tunnel 
Endpoint Identifier values. This message shall not be sent if the SGSN Context Request was rejected. 

Possible cause values are: 

- 'Request accepted'. 

- 'System failure'. 

- 'Mandatory IE incorrect'. 

- 'Mandatory IE missing'. 

- 'Optional IE incorrect'. 

- 'No resources available'. 

- 'Invalid message format'. 

- 'Authentication failure'. 

Only the Cause information element shall be included in the acknowledgement if the Cause contains a value other than 
'Request accepted'. 

For each active PDP context (i.e. those which have a tunnel established between the old SGSN and the GGSN) the new 
SGSN shall include a Tunnel Endpoint Identifier Data II information element. The Tunnel Endpoint Identifier Data II 
field specifies a Tunnel Endpoint Identifier which is chosen by the new SGSN for a particular PDP context. The old 
SGSN shall include this Tunnel Endpoint Identifier  in the GTP header of all subsequent G-PDUs which are sent from 
the old SGSN to the new SGSN and related to the particular PDP context. When active PDP context(s) exist, this 
information element shall be included if the Cause contains the value 'Request accepted'. 

The new SGSN shall include an SGSN Address for user traffic, which may differ from that provided by the underlying 
network service (e.g. IP). If the SGSN Context Response received from the old SGSN includes an IPv6 SGSN address, 
an IPv4/IPv6 capable new SGSN shall include an IPv6 address in the field of SGSN Address for user traffic, Otherwise 
it shall include IPv4 address  in this field . The old SGSN shall store this SGSN Address and use it when sending G-
PDUs to the new SGSN for the MS. When active PDP context(s) exist, this information element shall be included if the 
Cause contains the value 'Request accepted'. 

The optional Private Extension contains vendor or operator specific information. 

Table 28: Information Elements in a SGSN Context Acknowledge 

Information element Presence requirement Reference 
Cause Mandatory 7.7.1 
Tunnel Endpoint Identifier Data II Conditional 7.7.15 
SGSN Address for user traffic Conditional GSN Address 7.7.32 
Private Extension Optional 7.7.46 
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7.3.3 Update PDP Context Request 

An Update PDP Context Request message shall be sent from a SGSN to a GGSN as part of the GPRS Inter SGSN 
Routeing Update procedure or the PDP Context Modification procedure or to redistribute contexts due to load sharing. 
It shall be used to change the QoS and the path. In addition it shall be used if it is necessary to change the GTP version 
of a tunnel to a GGSN from GTP v0 to GTP v1. The message shall be sent by the new SGSN at the Inter SGSN 
Routeing Update procedure. 

The NSAPI information element together with the Tunnel Endpoint Identifier in the GTP header unambiguously 
identifies a PDP Context in the GGSN.  

The IMSI shall be included if the message is sent during an Inter SGSN change when changing the GTP version from 
GTP v0 to GTP v1; this is required, as the TEID in the header of the message is set to all zeros in this case. 

The Tunnel Endpoint Identifier Data field specifies a downlink Tunnel Endpoint Identifier for G-PDUs which is chosen 
by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink 
G-PDUs that are related to the requested PDP context. 

The Tunnel Endpoint Identifier Control Plane field specifies a downlink Tunnel Endpoint Identifier Control Plane 
messages which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of 
all subsequent downlink control plane messages that are related to the requested PDP context.  If the SGSN has already 
confirmed successful assignment of its Tunnel Endpoint Identifier Control Plane to the peer GGSN, this field shall not 
be present. The SGSN confirms successful assignment of its Tunnel Endpoint Identifier Control Plane to the GGSN 
when it receives any message with its assigned Tunnel Endpoint Identifier Control Plane in the GTP header from the 
GGSN. 

The Quality of Service Profile information element shall include the QoS negotiated between the MS and SGSN at PDP 
Context activation or the new QoS negotiated in the PDP Context Modification procedure. 

The SGSN shall include an SGSN Address for control plane and an SGSN address for user traffic, which may differ 
from that provided by the underlying network service (e.g. IP). 

If an IPv4/IPv6 capable SGSN received IPv4 GGSN addresses from the old SGSN, it shall include IPv4 addresses in 
the fields SGSN Address for Control Plane and SGSN Address for User Traffic and IPv6 addresses in the fields 
Alternative SGSN Address for Control Plane and Alternative SGSN Address for User Traffic. Otherwise, an IPv4/IPv6 
capable SGSN shall use only SGSN IPv6 addresses if it has GGSN IPv6 addresses available. If the GGSN supports 
IPv6 below GTP, it shall store and use the IPv6 SGSN addresses for communication with the SGSN and ignore the IPv4 
SGSN addresses. If the GGSN supports only IPv4 below GTP, it shall store and use the IPv4  SGSN addresses for 
communication with the  SGSN and ignore the IPv6 SGSN addresses. When active contexts are being redistributed due 
to load sharing, G-PDUs that are in transit across the Gn-interface are in an undetermined state and may be lost. 

The SGSN shall include a Recovery information element into the Update PDP Context Request if the SGSN is in 
contact with the GGSN for the very first time or if the SGSN has restarted recently and the new Restart Counter value 
has not yet been indicated to the GGSN or if the SGSN has noticed that the path between itself and the GGSN has failed 
at some point and has deleted all the active PDP contexts, MBMS UE contexts, and MBMS Bearer contexts associated 
with the GGSN as a result and the new Restart Counter value has not yet been indicated to the GGSN. The GGSN that 
receives a Recovery information element in the Update PDP Context Request message element shall handle it in the 
same way as when receiving an Echo Response message. The Update PDP Context Request message shall be 
considered as a valid update request for the PDP context indicated in the message. 

The Traffic Flow Template (TFT) is used to distinguish between different user traffic flows. 

The SGSN shall include Trace Reference, Trace Type, Trigger Id, and OMC Identity in the message if GGSN trace is 
activated while the PDP context is active. The SGSN shall copy Trace Reference, Trace Type, and OMC Identity from 
the trace request received from the HLR or OMC. 

The SGSN may include the Routeing Area Identity (RAI) of the SGSN where the MS is registered. The MCC and MNC 
components shall be populated with the MCC and MNC, respectively, of the SGSN where the MS is registered. The 
LAC and RAC components shall be populated by the SGSN with the value of 'FFFE' and 'FF', respectively. 

The optional Private Extension contains vendor or operator specific information. 

The MS includes the Protocol Configuration Options (PCO) information element in the request if the MS wishes to 
provide the GGSN with application specific parameters. The SGSN includes this IE in the Update PDP Context Request 
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if the associated Modify PDP Context Request from the MS includes protocol configuration options. The SGSN shall 
copy the content of this IE transparently from the content of the PCO IE in the Modify PDP Context Request message. 

The SGSN may include the User Location Information IE, RAT Type IE and MS Time Zone IE if they are available. 
However, the RAT Type IE shall not be included for the MS-initiated PDP Context Modification procedure (see sub-
clause 15.1.1a of 3GPP TS 23.060 [4] for more information). If the User Location Information IE is included then the 
SGSN shall include the CGI or SAI in the 'Geographic Location' field depending on whether the MS is in a cell or a 
service area respectively. 

Table 7: Information Elements in an SGSN-Initiated Update PDP Context Request 

Information element Presence requirement Reference 
IMSI Conditional 7.7.2 
Routeing Area Identity (RAI) Optional 7.7.3 
Recovery Optional 7.7.11 
Tunnel Endpoint Identifier Data I Mandatory 7.7.13 
Tunnel Endpoint Identifier Control Plane Conditional 7.7.14 
NSAPI Mandatory 7.7.17 
Trace Reference Optional 7.7.24 
Trace Type Optional 7.7.25 
Protocol Configuration Options Optional 7.7.31 
SGSN Address for Control Plane Mandatory GSN Address 7.7.32 
SGSN Address for User Traffic Mandatory GSN Address 7.7.32 
Alternative SGSN Address for Control Plane Conditional GSN Address 7.7.32 
Alternative SGSN Address for User Traffic Conditional GSN Address 7.7.32 
Quality of Service Profile Mandatory 7.7.34 
TFT Optional 7.7.36 
Trigger Id Optional 7.7.41 
OMC Identity Optional 7.7.42 
RAT Type Optional 7.7.50 
User Location Information Optional 7.7.51 
MS Time Zone Optional 7.7.52 
Private Extension Optional 7.7.46 

 

An Update PDP Context Request may also be sent from a GGSN to a SGSN to re-negotiate the QoS of a PDP context. 
The GGSN-initiated Update PDP Context Request can also be used to provide a PDP address to the SGSN (and MS). 
The latter shall be used by GGSN when it acts as a DHCP Relay Agent or Mobil IP Foreign Agent. A GGSN may send 
an update PDP context to a SGSN to check that the PDP context is still active at the SGSN. In such a case, the GGSN 
shall include the optional IMSI IE, to add robustness against the case the SGSN has re-assigned the TEID to another 
PDP context (this may happen when the PDP context is dangling at the GGSN). Also, the "Quality of service profile" 
IE and the "End user Address" IE shall not be included in this case. 

The Quality of Service Profile information element shall include the GGSN requested QoS. 

The End User Address information element shall contain a valid IPv4 or IPv6 address. 

The GGSN shall include a Recovery information element into the Update PDP Context Request if the GGSN has 
restarted recently and the new Restart Counter value has not yet been indicated to the SGSN or if the GGSN has noticed 
that the path between itself and the SGSN has failed at some point and has deleted all the active PDP contexts, MBMS 
UE contexts, and MBMS Bearer contexts associated with the SGSN as a result and the new Restart Counter value has 
not yet been indicated to the SGSN. The SGSN that receives a Recovery information element in the Update PDP 
Context Request message element shall handle it in the same way as when receiving an Echo Response message. The 
Update PDP Context Request message shall be considered as a valid update request for the PDP context indicated in the 
message. 

The NSAPI information element together with the Tunnel Endpoint Identifier in the GTP header unambiguously 
identifies a PDP Context in the SGSN. 

The GGSN includes the Protocol Configuration Options (PCO) information element in the request if the GGSN wishes 
to provide the MS with application specific parameters. The SGSN includes this IE in the Modify PDP Context Request 
message if the associated Update PDP Context Request message from the GGSN includes protocol configuration 
options. The SGSN shall copy the content of this IE transparently from the content of the PCO IE in the Update PDP 
Context Request message. 
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The optional Private Extension contains vendor or operator specific information.  

The presence of the Common Flags IE is optional. If the Prohibit Payload Compression bit of the Common Flags IE is 
set to 1, then for A/Gb mode access the SGSN shall not compress the payload of user data regardless of whether the 
user asks for payload compression. If the Prohibit Payload Compression bit of the Common Flags IE is set to 0 or the 
Common Flags IE is absent then the SGSN shall perform payload compression when the user asks for it as per normal 
operation. 

The APN Restriction is an optional information element. In this instance it is used by the GGSN to convey to the SGSN 
the restriction type of the associated PDP Context being updated. 

Table 8: Information Elements in a GGSN-Initiated Update PDP Context Request
Information element Presence requirement Reference 

IMSI optional 7.7.2 
Recovery Optional 7.7.11 
NSAPI Mandatory 7.7.17 
End User Address Optional 7.7.27 
Protocol Configuration Options Optional 7.7.31 
Quality of Service Profile Optional 7.7.34 
Common Flags Optional 7.7.48 
APN Restriction Optional 7.7.49 
Private Extension Optional 7.7.46 
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