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25.5.5
Process Obtain_Auth_Sets_HLR

Opening of the dialogue is described in the macro Receive_Open_Ind in clause 25.1, with outcomes:

-
reversion to version one or two procedure;

-
procedure termination; or

-
dialogue acceptance, with proceeding as below.

This process is used by the HLR to obtain authentication vectors from the AuC, upon request from the VLR or from the SGSN. The process acts as follows:

-
a MAP_SEND_AUTHENTICATION_INFO indication is received by the HLR;

· the HLR checks the service indication for errors. If any, they are reported to the VLR or to the SGSN in the MAP_SEND_AUTHENTICATION_INFO response. 
· If Network Access Mode is set to “non-GPRS only” and if the Requesting Node Type is present and indicates ‘SGSN’, the HLR may return error Unknown Subscriber (with diagnostic value set to “Gprs Subscription Unknown”) in the response and terminate the process;

· If Network Access Mode is set to “GPRS only” and if the Requesting Node Type is present and indicates ‘VLR’, the HLR may return error Unknown Subscriber in the response and terminate the process;

· If no errors are detected, authentication vectors are fetched from the AuC. Further details are found in 3GPP TS 43.020 [24];

· if errors are detected they are reported to the VLR or to the SGSN in the MAP_SEND_AUTHENTICATION_INFO response. Otherwise the authentication vectors are returned. 

-
if segmentation of the response message is required and allowed, a MAP_SEND_AUTHENTICATION_INFO_response, containing at least one authentication vector, followed by a MAP_DELIMITER_request is returned to the VLR or SGSN, the remaining authentication vectors are stored and the HLR waits for a new service indication from the VLR or SGSN.

The process is described in figure 25.5/5.
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