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3.1
Definitions

Refer to 3G TS 22.060 and 3G TS 23.060.

2G‑ / 3G‑
The prefixes 2G‑ and 3G‑ refers to functionality that supports only GSM or UMTS, respectively, e.g., 2G‑SGSN refers only to the GSM functionality of an SGSN. When the prefix is omitted, reference is made independently from the GSM or UMTS functionality.

3.3
Symbols

For the purposes of the present document, the following Symbols apply:

Gb
Interface between a SGSN and a BSC.

Gi
Reference point between the Packet Domain and an external packet data network.

Gn
Interface between two GSNs within the same PLMN.

Gp
Interface between two GSNs in different PLMNs. The Gp interface allows support of Packet Domain network services across areas served by the co-operating PLMNs.

Gs
Interface between an SGSN and MSC.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
R
The reference point between a non-ISDN compatible TE and MT. Typically this reference point supports a standard serial interface.

Um
The interface between the MS and the GSM fixed network part. The Um interface is the GSM network interface for providing packet data services over the radio to the MS. The MT part of the MS is used to access the GSM services through this interface.

Uu
Interface between the mobile station (MS) and the UMTS fixed network part. The Uu interface is the UMTS network interface for providing packet data services over the radio to the MS. The MT part of the MS is used to access the UMTS services through this interface.

6.1
GSM
The following figure 2 shows the relationship of the GSM Packet Domain Bearer, terminating at the SNDCP layer, to the rest of the GSM Packet Domain environment. It is shown for reference purposes only and detailed information can be found in 3G TS 23.060.


[image: image1.wmf]Relay

Network

Service

GTP

-U

SNDCP

LLC

RLC

MAC

GSM RF

SNDCP

LLC

BSSGP

L1bis

RLC

MAC

GSM RF

BSSGP

L1bis

Relay

L2

L1

IP

L2

L1

IP

GTP

-U

Um

Gb

Gn

Gi

MS

BSS

SGSN

GGSN

Network

Service

UDP /

TCP

UDP /

TCP

Access

point

Access

point


NOTE:
In the SGSN and GGSN UDP is mandatory. TCP is optional but recommended for X.25 services.

Figure 2: User Plane for Packet Domain services in GSM
6.2 UMTS

The following figure 2a shows the relationship of the UMTS Packet Domain Bearer, terminating at the PDCP layer, to the rest of the UMTS Packet Domain environment. It is shown for reference purposes only and detailed information can be found in 3G TS 23.060.
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Figure 2a: User Plane for Packet Domain services in UMTS
7.1
Mobile Station Modes of Operation

Three GSM MS modes of operation are identified: Class A, B, and C. These modes of operation are described in 3G TS 23.060.

Three UMTS MS modes of operation are supported in UMTS: A PS/CS mode of operation corresponds to class-A mode of operation in GSM. A PS mode of operation corresponds to class-C mode of operation in GSM. A CS mode of operation is out of scope in this specification.
7.3.8.1
2G-MS
It shall be possible to enquire and/or set the following parameters:

· Requested Quality of Service.

· Traffic Flow Template

· Compression on or off.

· TCP/IP Header Compression on or off. 

· PDP address

· PDP type

· Access Point Name (APN)

· Protocol configuration options (if required by the PDP type)

7.3.8.2
3G-MS
It shall be possible to enquire and/or set the following parameters:

-
Requested Quality of Service.

-
Traffic Flow Template

-
Protocol Control Information Compression, on or off. 

-
PDP address

-
PDP type

-
Access Point Name (APN)

-
Protocol configuration options (if required by the PDP type)

9.1
Example mapping of functions between the R reference point and the Packet Domain bearer for IP over PPP

The following example illustrates the case when the IP over PPP functionality is used in the MT. The example does not include all the details of PPP, but only describes the logical operation of PPP connection establishment, host authentication and IP configuration.

Each interface at the R reference point can support only one PPP connection and each PPP connection can support only one IP session. Therefore, in PPP mode only one IP  PDP context can be activated per interface at the R reference point. However, it is possible for a PCMCIA card (or other multiplexed interfaces) to support multiple virtual interfaces (communications ports) at the R reference point. Multiple PPP connections and IP contexts are possible in this case.

9.2
Example mapping of functions between the R reference point and the Packet Domain bearer for IP over MCML PPP

When MCML is used instead of standard PPP [34] at the R-reference point, it is possible to support multiple IP sessions on one MCML connection. This is achieved by using an additional MP header after the standard PPP header. MCML provides two different MP headers, a 2-byte header to have four IP sessions and a 4-byte header to have sixteen IP sessions multiplexed over the MCML connection. 

Since both MP and MCML closely follow the PPP connection establishment and negotiation model described in section 9.1, it is not replicated in this section. The major difference is the additional negotiation capabilities used during the LCP configuration negotiation [44][45].

10
PPP Based Services

By means of the PDP type ‘PPP’ Packet Domain may support interworking with networks based on the point-to-point protocol (PPP), as well as with networks based on any protocol supported by PPP through one of its Network Control Protocols (NCPs). It may also support interworking by means of tunnelled PPP, by e.g. the Layer Two Tunnelling Protocol (L2TP). The protocol configurations are depicted in figures 8a and 8b.
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Figure 8a: PPP Based Services (transparent PPP negotiation) 
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Figure 8b: PPP Based Services (relayed PPP negotiation)

The ‘L3’ protocol is a network layer protocol supported by one of the PPP NCP’s. All protocols currently supported by NCP’s are listed in [36].

The PPP is a widely supported protocol in numerous operating systems and this alleviates the need for any Packet Domain specific protocol at the TE. PPP at the GGSN shall comply with [34]. The Domain Name Server information shall be delivered as defined in [40]. The delivery of any vendor-specific packets and options shall conform to [41].

The ‘L2’ protocol may be the link layer protocol defined for the PPP suite [35]. As an alternative an 'L2' protocol can be used which is defined as a manufacturer’s operating system dependent protocol capable of carrying PPP frames over the R reference point. In case the link layer protocol defined for the PPP suite [35] is used as 'L2' protocol, the MT may negotiate LCP options related to the 'L2' framing (e.g. 'ACCM' [35], 'ACFC' [34] and 'FCS-Alternatives' [37]), with the TE. The MT shall remove the 'L1' and 'L2' specific framing from PPP frames in the uplink direction and add it in the downlink direction (see figure 8b).

10.1
Example mapping of functions between the R reference point and the Packet Domain bearer (transparent PPP negotiation)

The following example illustrates the case when the PPP negotiation is carried out transparently between the TE and the GGSN. The example does not include all the details of PPP, but only describes the logical operation of PPP LCP, host authentication and PPP NCP negotiations. 
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Figure 9a: PPP Based Service (transparent PPP negotiation)

1)
The TE issues AT commands to set up parameters and activate a PDP Context (refer to sub-clause on  AT commands for further details).

2)
The MT performs a PDP Context Activation as described in 3G TS 23.060.

3)
The MT sends AT responses to the TE.

4)
The PPP protocol in the TE sends an LCP Configure-Request. This command establishes a PPP link between the TE and the GGSN.

5)
The GGSN returns an LCP Configure-Ack to the TE to confirm that the PPP link has been established. The GGSN might previously have sent an LCP Configure-Nak in order to reject some options proposed by the TE. This in turn might have triggered a retransmission of the LCP Configure-Request with different options.

6)
The PPP protocol in the GGSN sends an LCP Configure-Request in order to negotiate for the authentication protocol used for authentication of the host TE towards the GGSN.

7)
The TE returns an LCP Configure-Ack to the GGSN to confirm the use of the specified authentication protocol. The GGSN might previously have sent an LCP Configure-Nak in order to reject the protocol proposed by the TE. This in turn might have triggered a retransmission of the LCP Configure-Request with different options.

8)
The TE authenticates itself towards the GGSN by means of the negotiated protocol. If no authentication protocol can be negotiated the GGSN may reject the PPP connection. Refer to GSM 09.61 for further details on the authentication.

9)
The PPP protocol in the TE sends to the GGSN an NCP Configure-Request. This command activates the network layer protocol. 

10)
The GGSN acknowledges to the PPP protocol in the TE that the network layer protocol is now activated by sending an NCP Configure-Ack command. Before sending an NCP Configure-Ack, the GGSN might previously have sent an NCP Configure-Nak in order to reject some parameters proposed by the TE. This in turn might have triggered a retransmission of the NCP Configure-Request with different parameter values.
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