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Introduction

The Open Service Access (OSA) defines an architecture that enables service application developers to make use of network functionality through an open standardised interface, i.e. the OSA APIs. The network functionality is describes as Service Capability Features (SCFs) or Services. The OSA Framework is a general component in support of Services (Service Capabilities) and Applications. The concepts and the functional architecture for the OSA are contained in the present document. The requirements for OSA are contained in 3GPP TS 22.127 [2].

Within the OSA concept a set of Service Capability Features (SCFs) has been specified. The OSA documentation is structured in parts. The first Part (the present document) contains an overview, the second Part contains common data definitions, the third Part the Framework interfaces and the following Parts contain the description of the SCFs.

NOTE:
The terms ‘Service’ and ‘Service Capability Feature’ are used as alternatives for the same concept in the present document. In the OSA Application Programming Interface (API) itself the SCFs as identified in the 3GPP requirements and architecture are reflected as ‘service’, in terms like service instance lifecycle manager, service Discovery.

The present document is part of a TS-family as identified below:

22.127:
"Service Requirement for the Open Services Access (OSA); Stage 1".

23.198:
"Open Service Access (OSA); Stage 2".

Stage 3 Technical Specifications (TSs):

29.198-01:
"OSA API; Part 1:
Overview".
29.198-02:
"OSA API; Part 2:
Common data".
29.198-03:
"OSA API; Part 3:
Framework".
29.198-04:
"OSA API; Part 4:
Call control".
29.198-04-1:
"OSA API; Part 4:
Call control; Subpart 1:
Common call control data definitions".
29.198-04-2:
"OSA API; Part 4:
Call control; Subpart 2:
Generic call control data SCF".
29.198-04-3:
"OSA API; Part 4:
Call control; Subpart 3:
Multi-party call control data SCF".
29.198-04-4:
"OSA API; Part 4:
Call control; Subpart 4:
Multimedia call control SCF".
29.198-05:
"OSA API; Part 5:
Generic user interaction".
29.198-06:
"OSA API; Part 6:
Mobility".
29.198-07:
"OSA API; Part 7:
Terminal capabilities".
29.198-08:
"OSA API; Part 8:
Data session control".


29.198-11:
"OSA API; Part 11:
Account management".
29.198-12:
"OSA API; Part 12:
Charging".
29.198-13:
"OSA API; Part 13:
Policy management SCF".
29.198-14:
"OSA API; Part 14:
Presence and Availability Management (PAM)".
29.198-15:
"OSA API; Part 15:
Multi-media Messaging (MM) SCF".
29.199-01:
"OSA; Parlay X web services; Part 1:
Common".
29.199-02:
"OSA; Parlay X web services; Part 2:
Third party call".
29.199-03:
"OSA; Parlay X web services; Part 3:
Call notification".
29.199-04:
"OSA; Parlay X web services; Part 4:
Short messaging".
29.199-05:
"OSA; Parlay X web services; Part 5:
Multimedia messaging".
29.199-06:
"OSA; Parlay X web services; Part 6:
Payment".
29.199-07:
"OSA; Parlay X web services; Part 7:
Account management".
29.199-08:
"OSA; Parlay X web services; Part 8:
User status".
29.199-09:
"OSA; Parlay X web services; Part 9:
Terminal location".
29.199-10:
"OSA; Parlay X web services; Part 10:
Call handling".
29.199-11:
"OSA; Parlay X web services; Part 11:
Audio call".
29.199-12:
"OSA; Parlay X web services; Part 12:
Multimedia conference".
29.199-13:
"OSA; Parlay X web services; Part 13:
Address list management".
29.199-14:
"OSA; Parlay X web services; Part 14:
Presence".
Technical Reports TRs):
29.998-01:
"OSA API Mapping for OSA; Part 1:
General issues on API mapping".

29.998-04-1:
"OSA API Mapping for OSA; Part 4:
Call Control Service Mapping; Subpart 1:
API to CAP Mapping".

29.998-04-2:
"OSA API Mapping for OSA; Part 4:
Call Control Service Mapping; Subpart 2:
INAP".

29.998-04-3:
"OSA API Mapping for OSA; Part 4:
Call Control Service Mapping; Subpart 3:
MEGACO mapping".

29.998-04-4:
"OSA API Mapping for OSA; Part 4:
Call Control Service Mapping; Subpart 4:
Multiparty Call Control ISC".

29.998-05-1:
"OSA API Mapping for OSA; Part 5:
User Interaction Service Mapping; Subpart 1:
API to CAP Mapping".

29.998-05-2:
"OSA API Mapping for OSA; Part 5:
User Interaction Service Mapping; Subpart 2:
INAP mapping".

29.998-05-3:
"OSA API Mapping for OSA; Part 5:
User Interaction Service Mapping; Subpart 3:
MEGACO mapping".

29.998-05-4:
"OSA API Mapping for OSA; Part 5:
User Interaction Service Mapping; Subpart 4:
API to SMS Mapping".

29.998-06:
"OSA API Mapping for OSA; Part 6:
User Location and User Status Service Mapping to MAP".

29.998-08:
"OSA API Mapping for OSA; Part 8:
Data Session Control Service Mapping to CAP".

5
Open Service Access

In order to be able to implement future applications/end user services that are not yet known today, a highly flexible Framework for Services is required. The Open Service Access (OSA) enables applications implementing the services to make use of network functionality. Network functionality offered to applications is defined in terms of a set of Service Capability Features (SCFs). These SCFs provide functionality of network capabilities which is accessible to applications through the standardised OSA interface upon which service developers can rely when designing new services (or enhancements/variants of already existing ones).

The aim of OSA is to provide a standardised, extensible and scalable interface that allows for inclusion of new functionality in the network in future releases with a minimum impact on the applications using the OSA interface. 

Network functionality offered to applications is defined as a set of Service Capability Features (SCFs) in the OSA API, which are supported by different Service Capability Servers (SCS). These SCFs provide access to the network capabilities on which the application developers can rely when designing new applications (or enhancements/variants of already existing ones). The different features of the different SCSs can be combined as appropriate. The exact addressing (parameters, type and error values) of these features is described in stage 3 descriptions. These descriptions (defined using UML, and in three realizations - OMG Interface Description Language™ Java J2SE and Java J2EE) are open and accessible to application developers, who can design services in any programming language, while the underlying core network functions use their specific protocols.

The standardised OSA APIs are secure, independent of vendor specific solutions and independent of programming languages, operating systems etc used in the service capabilities. The OSA APIs are independent of the location within the home environment where service capabilities are implemented, and independent of supported service capabilities in the network. Furthermore, an architecture with open interfaces allows for application developers to rapidly design new and innovative applications.



7.8
Presence

The Presence SCF addresses stage 1 requirements on presence related capability functions.

OSA shall allow an application access to presence capabilities within the network. Presence related information may be requested or supplied by an OSA application and may include, but not be limited to presence information pertaining to the presence service or user availability. Presence information, i.e. a set of attributes characterising current properties of a presentity, is described in TS 22.141 [11].

Editor’s note:
this needs to be updated

An OSA application shall be able:

-
to register as a watcher, to request a presentity's presence information and to be notified of changes in the presence information. 

-
to register as a presentity, to publish presence information, to retrieve watcher information and to manage related parameters (e.g. access rules). Presence management may include the setting of user preferences, the update of access rules…etc.

7.8.1
Mapping of OSA APIs

The Presence OSA APIs can be mapped to reference points Peu and Pw of the Presence Server.
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Figure 7: Mapping of OSA Presence APIs

Reference points Peu (i.e. between a Presence User Agent and the Presence Server) and Pw (i.e. between Watcher Applications and the Presence Server) are described in TS 23.141 [14].
Editor’s note:
this needs to be updated

7.9
Multi Media Messaging (MMM)

The Multi Media Messaging SCF addresses the stage 1 requirement for multimedia messaging.

The Multi Media Messaging SCF allows applications to:

· send and receive messages both within and outside the context of a session (for session-based and single-shot messaging respectively)

· put messages in the mailbox for storage or for sending by the messaging system (with a copy in the mailbox)

· cancel a message previously sent or query the status of a message previously sent

· manipulate folders and messages in the mailbox (e.g. copy, move, delete)

· list messages in the mailbox  and retrieve complete messages, message headers, message body or parts of the message body

7.9.1
Mapping of OSA APIs in MMM

The Messaging SCF can interface to various messaging network elements or contain those network elements. Examples of network elements are SMS-C, MMS-C, WAP Push Proxy or an e-mail server. OSA Multi Media Messaging SCF does not mandate what network protocols to use to interface to those network elements. However, a typical example of the interface used to interface to MMS-C is MM7 [15].

Editor’s note: this needs to be updated

7.10
Policy Management

The Policy management SCF addresses the stage 1 requirement for policy management.

This SCF must provide a mechanism for any SCF to use policies and an external policy server to implement some of its logic via policies. This opposed to having each SCF implementing a policy server on its own, a standardized policy language and policy evaluator can greatly ease the implementation of SCFs. Such will allow operators to set site/operator specific policies in SCFs in an uniform way and to change them dynamically without updating the SCF software.

The SCF will provide a mechanism to policy-enable an SCF in order to manage its operations from an external entity. The SCF may be parameterized to accept values for certain parameters that affect their functionality or to accept policies that they use to affect their own operations.

The SCF will contain APIs to create, update, and view policies, and also supports interactions between policies and applications. The application can specify its interest in particular policy events. The following capabilities are provided through the Policy Management interfaces:

· Publishing of policy events supported by a service

· Subscription to policy events supported by a service

· Generation of events

· Obtaining statistics associated with the use of policies

· Evaluating policies

· Handling of service agreements 
Service agreements may be used to convey authorization for access or subscription to policy information or to modify or create policy information.
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