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Lucent apologizes to the JWG for the lateness of this contribution. It is in response to another late contribution, N5-040513, and we have only now been able to formulate a reply. The accompanying document contains Lucent’s comments in response to the Summary of OSA HA Discussions presented by AePONA. Comments are provided in both the overview document as well as its attachments.

In summary of the position embodied by our comments:

Lucent continues to disagree in principle with the proposed API changes. We feel that the existing specification meets the requirement for high-availability as stated in TS 22.127. Furthermore, we continue to advocate the position that the specification should be agnostic to the particular architecture and implementation pattern selected by a client application. To make the Framework aware that there are multiple client application instances and be required to manage them and apply integrity management to them seems an unnecessary complication that will be detrimental to the succinct and elegant nature of the current APIs. That fact that some vendors have chosen to support high-availability by a multi-application instance implementation and wish this to be standardized is not in itself cause for changing the API without other compelling reasons.

We do not believe that the compelling reasons for these changes have been clearly and convincingly shown. Given the few number of responses on the email exploder to the recent query of whether changes were in needed to meet the HA requirement and the nearly equal split in opinion on this matter, we would contend that a compelling case for these changes has not been made.

Regarding the submissions themselves, we have two major concerns:

First, N5-040513 is not a CR that indicates a set of specific changes. It is merely a set of proposals suggesting that changes be made and that these changes may be semantic and behavioral in nature. A complete set of the proposed changes should be available so they can be given a proper evaluation. It does not seem reasonable that such changes could be composed during the CN5 meeting itself given that there are bound to be multiple drafts and multi-vendor negotiations that involve both the delegates and the back off teams before final CRs can be submitted for approval. 

Second, should this proposal be accepted, there are a number of issues with how the behavior of the various integrity management interfaces are supported within the context of the given behavioral changes. These details are not covered in the proposal. We contend that such sweeping modifications in the semantics and behavior of the Framework, its access sessions, and service sessions require that all changes be specified in their entirety including those to integrity management so their collective impact can be considered as a whole. Accepting HA related changes in a piecemeal fashion would provide a fractured Framework specification that is likely to cause more harm and confusion than good.

