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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

3GPP acknowledges the contribution of the Parlay X Web Services specifications from The Parlay Group.  The Parlay Group is pleased to see 3GPP acknowledge and publish this specification, and the Parlay Group looks forward to working with the 3GPP community to improve future versions of this specification.

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part 5 of a multi-part TS covering the 3rd Generation Partnership Project: Technical Specification Group Core Network; Open Service Access (OSA); Parlay X Web Services, as identified below. The Parlay X Web Services specification (3GPP TS 29.199) is structured in the following Parts:

Part 1:
Overview and Common Data Definitions
Part 2:
Third Party Call
Part 3:
Call Notification
Part 4:
Call Handling

Part 5:
Audio Call

Part 6:
Multimedia Conference
Part 7:
Short Messaging
Part 8:
Multimedia Messaging

Part 9:
Terminal Status

Part 10:
Terminal Location
Part 11:
Payment
Part 12:
Account management
Part 13:
Address List Management
Part 14:
Presence
Part 15:
Web Services Framework
Scope

The present document is Part 5 of the Stage 3 specification for an Parlay X Web Service for Open Service Access (OSA).
The OSA specifications define an architecture that enables application developers to make use of network functionality through an open standardised interface, i.e. the OSA APIs. The concepts and the functional architecture for the OSA are contained in 3GPP TS 23.127 [3]. The requirements for OSA are contained in 3GPP TS 22.127 [2].

The present document specifies the Audio Call Web Service aspects of the interface. All aspects of the Audio Call Web Service are defined here, these being:

· Name spaces

· Sequence Diagrams

· Data definitions

· Interface specification plus detailed method descriptions

· Fault definitions

· Service Policies

· WSDL Description of the interfaces

This specification has been defined jointly between 3GPP TSG CN WG5, ETSI TISPAN and The Parlay Group.

References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905

[2]
3GPP TS 22.127

[3]
3GPP TS 23.127

[4]
3GPP TS 22.101

[5]
XML Schema

[6]
Parlay X Web Services Overview and Common Data Definitions
[7]
Parlay WSDL Style Guide version 2.0, available at www.parlay.org
[8]
RFC 2119, “Key words for use in RFCs to Indicate Requirement Levels”. Available at www.ietf.org/rfc/rfc2119.txt.

[9]
WS-I Basic Profile 1.0. Available at www.ws-i.org.

[10]
WS-Security. Available at www.oasis-open.org.

[11]
XML Digital Signature, Available at www.w3.org.

Definitions and Abbreviations

Definitions

For the purposes of the present document, the terms and definitions given in TS 29.199-1 [6] apply.

Access Point
Contact Point at which Web Service messages are received at the Web Service Provider from the Application.

Application
Computer program which accesses a Web Service.

Contact Point
Interface provided by a Web Service Provider, or entity acting on its behalf.

Discovery Point
Contact Point from which information on Web Service Providers and their respective Web Services is made available.

Enterprise Application
An Application hosted by the Web Service Requester, which initiates interactions with a Web Service

Enterprise Web Service
A Web Service hosted by the Web Service Requester which receives messages from a Web Service Provider (the most common case is receiving a notification)

Intermediary
A system lying between two different nodes, specifically between an application and a contact point, that may perform intermediate processing on a Web Service message.

Profile
A Profile is a named group of Web Services specifications at specific version levels, along with conventions about how they work together.

Service Provider Application
An Application hosted by the Web Service Provider that initiates an interaction with an Enterprise Web Service (the most common case is sending a notification).

tModel
A tModel is a data structure representing a service type (a generic representation of a registered service) in the UDDI (Universal Description, Discovery, and Integration) registry.

Web Service
A software system designed to support interoperable machine-to-machine interaction over a network.

Web Service Broker
The provider of discovery services.

Web Service Provider
An entity which provides Web Services interfaces to capabilities offered.

Web Service Registry
Hosting Web Service Provider and Web Service information, this element has interfaces for managing and accessing this information.

Web Service Requester
An entity which operates Applications that access Web Services.

Abbreviations

For the purposes of the present document, the abbreviations given in TS 29.199-1 [6] and the following apply.

HTTP
Hypertext Transfer Protocol

SOAP
Not an abbreviation, it is a protocol definition.

UDDI
Universal Description, Discovery, Integration

WSDL
Web Services Description Language

WSF
Web Services Framework

XML
Extensible Markup Language

4
Goals

The primary goals of the Parlay Web Services Framework (PWSF) are:

· Create a common understanding for the mechanisms necessary to support the described Web Services environment

· Provide a specification and accompanying guidelines for Web Service deployments, integration and interoperability within the deployment with  environment

· Ensure interoperability across applications that support Web Services in the deployment environment

4
Introduction

The Web Services Framework (WSF) provides a flexible blueprint for deployment of all Web Services, including Parlay X and Parlay Web Services. The framework approach supports a variety of deployment choices, enabling Web Services to have flexibility in deployment approach.

The WSF defines the use of Web Services infrastructure using profiles to describe required and optional components, and the deployment characteristics expected of each component.

The WSF recognizes three interaction relationships:

· Application to Web Service, including Web Services Framework interactions

· Service to Web Services Framework

· Administrator to Web Services Framework

Each relationship is independent of the others, and each interaction may use contact points associated with its interactions. The use of one contact point does not require, or imply, the use of the WSF for other interactions or contact points. Each contact point can have one or more specifications related to it.

The interaction of Service Requestors and Providers requires the definition of a set of common resources.  This methodology makes the interactions between service implementation and applications predictable.  Below is the list of common functionality described in this document:

· Service Publishing

· Service Discovery

· Service Access

· Security

· SLA Management

· Service Management

· Policy

5
Concepts

The Web Services Framework is not a monolithic interface; rather it is a set of related definitions, including specification of message content, message processing semantics, as well as interfaces.

The environment in which the Web Service Framework is deployed is described in the following diagram.


[image: image1]
The above diagram shows the placement of the different aspects of the Web Services Framework relative to the elements in which those aspects are relevant.

· The Service and Systems Management system provides the operational control for the environment. These systems are internal to the Web Service Provider, and provision the registry, gateway and network elements.

· The Web Services Registry holds the Web Service Provider and Web Services information, making it available to Applications through discovery.

· The Gateway hosts the Web Services, provides Service Access (e.g. protocol support), and enforces access to the network as specified by the configuration set up by the Service and Systems Management system.

· The Network Elements provide the service function utilized by the Web Service to deliver the function requested by the Application.

The logical elements that interact within the Web Services Framework are shown in the following diagram.


[image: image2]
The environment defines the following roles,

· Web Service Broker

· Web Service Requester

· Web Service Provider

The environment defines the following elements,

· Web Service Registry

· Web Service

· Service Provider Application.

· Enterprise Application

· Enterprise Web Service.

Within this environment, the Web Services Framework specifies (with corresponding numbering from the diagram),

1. Message content between the Web Service Requester and the Web Service Broker.

2. Message content between the Web Service Provider and the Web Service Broker.

3. Message content between the Web Service Requester and the Web Service Provider.

4. Capabilities within the Web Service Broker.

5. Capabilities within the Web Service Provider.

6. Capabilities within the Web Service Requester.

There are three relationships for a Web Service defined,

· Application to Web Service, including interactions with the Web Services Framework: defining the contact points between the Web Service Requester and the Web Service Provider.

· Web Service to Web Services Framework: defining the contact points between the Web Service and the Web Service Provider.

· Administrator to Web Services Framework: defining the contact points between the System Administrator and the Web Service Provider.

It is important to note that these areas cover the relationships with the Web Service Provider, and does not assume a particular implementation. The relationships define the interactions between elements.

Each relationship has specific requirements for message content and interfaces that are provided by the Web Service Provider. In addition, different usage requirements may further define the message content and use of interfaces.

5.1
Contact Points

Contact Points define the interfaces provided by a Web Service Provider, or entity acting on behalf of the Web Service Provider.

The following Contact Points are defined:

· Discovery Point: where the Web Service Requester or Application determines what Services are available from a Web Service Provider.

· Access Point: where the Application interacts with the Web Service Provider to invoke Web Services.

The applicability of Contact Points, and their individual capabilities, is defined in each profile in section entitled Specification for the Access Point.

6
Application to Web Service Relationship

6.1
Description

The Application to Web Services relationship is the most commonly considered, since it is the most obvious relationship when describing the use of Web Services.

The relationship is defined both in its message content, and in interfaces that are defined for the Web Service Requester and Applications to utilize.

6.2
Discovery Point Scenarios

The Discovery Point provides the means for the Web Service Requester and Application to determine what services are available, and for each service what its characteristics are.

6.3.1
Scenario A2WS-1-1, Offline Discovery

Information necessary to access a Web Service may be provided using offline processes, including advertising, direct contact or web site information. The information necessary to configure the endpoint, and to construct appropriate message content, may be provided. This information can then be incorporated into the Application configuration as appropriate.

6.3.2
Scenario A2WS-1-2, Online Discovery using UDDI

Web Service information may be made available using UDDI, including information about the Web Service Provider and the Web Services offered. Web Service information may include WSDL and service policies.

UDDI provides the capability of publishing through a general registry available to the world, or through more targeted registries. It provides a common access interface, enabling integration of UDDI access into Applications.

6.4
Access Point Scenarios

The Access Point scenarios are all defined in terms of the message content included in the message between the Application and the Web Service.

6.4.1
Scenario A2WS-2-1, Anonymous Access

In this scenario, the Application gains access to a service without any identification information provided in the message (any of requester, credentials or service agreement).

For example, a Web Service Provider may provide access to commodity information through a Web Service interface that is publicly discoverable, and which has no authentication requirement. Applications may freely access the Web Service using its published WSDL.

6.4.2
Scenario A2WS-2-2, Identified Access

Requiring the Application to provide an identity and credentials, this scenario provides access with the addition of authentication and authorization capability, which may also be applied to areas such as privacy. This scenario does not explicitly identify a service agreement, though one may be implied as associated with a particular identity.

For example, a Web Service Provider may provide a Web Service to subscribers of a particular service, or allow access to a set of services through a broader offering. On access to the service, the identity of the Web Service Requester will be authenticated and authorized to determine whether access to the Web Service is permitted. In addition, the Web Service Requester identity may be used to associate access to the Web Service with a Service Agreement, which may provide further context to the Web Service usage including quality of service information.

6.4.3
Scenario A2WS-2-3, Managed Access

This scenario extends the Identified Access scenario, adding an explicit service agreement identifier to the message content. This enables the Application to indicate the service agreement under which the service access is delivered, providing flexibility to the Application in its choice of service policies and the Web Service Provider in areas such as quality of service and charging.

For example, a Web Service Provider may provide a Web Service under a number of different Service Agreements, each with its own set of policies governing aspects of the service including quality of service, charging rates and levels of guaranteed availability. The Web Service Requester may associate a Service Agreement choice with a Web Service message, indicating the desired policies and agreeing to the conditions associated with this choice. This allows a further level of control over the service usage by the Web Service Requester than Identified Access. It also allows the Web Service Provider to offer the same service under a variety of Service Agreements, while allowing the Web Service Requester to decide which their choice is.

7
Requirements for All Contact Points

The following requirements are applicable for all Contact Points, and MUST be followed to be conformant to the Web Services Framework.

7.1
Web Service Message Content

The following MUST be followed for message content in Web Service messages exchanged between any sender and receiver.

7.2
XML

All Web Service messages MUST send and accept messages that conform to the XML use defined in [9].

7.3
HTTP

All Web Service messages MUST send and accept messages that conform to the HTTP use defined in [9].

7.4
SOAP

All Web Service messages MUST send and accept messages that conform to the SOAP use defined in [9], using the document/literal encoding style.

7.5
Web Service Interface Definitions

All Web Service interfaces are defined according to the following.

7.6
WSDL

All Web Service interfaces MUST be defined using WSDL 1.1 as defined in [WSDL 1.1] and be conformant to the WSDL use defined in [9].

7.7
Parlay WSDL Style Guide

All Web Service interfaces MUST be defined following the guidelines in [8].

7.8
Additional Requirements

Additional requirements may be specified within the definition for each of the Contact Points, and within each profile.

8
Specification of Service Agreement Token

A Service Agreement Token represents the Service Agreement, under which a message is processed. This enables the Web Service Requester to specify the Service Agreement under which it desires processing to occur, and the Web Service Provider with the ability to differentiate service delivery characteristics based on the Service Agreement under which the message is accepted.

To specify the Service Agreement under which the message is processed, a SOAP header element is provided in the message between the Enterprise Application and the Web Service. A SOAP message containing a Service Agreement Token is shown.

(01) <S:Envelope xmlns:S=”http://www.w3.org/2003/05/soap-envelope” xmlns:sat=”http://www.csapi.org/tbd>

(02)    <S:Header>

(03)       <sat:ServiceAgreementToken>

(04)          <sat:Token>G1039847A</sat:Token>

(05)       </sat:ServiceAgreementToken>

(06)    </S:Header>

(07)    <S:Body>

(08)       …

(09)    </S:Body>

(010) </S:Header>

Line 01 represents the SOAP envelope. Lines 02-06 represent the header. Lines 07-09 represent the body, and Line 10 closes the SOAP envelope.

The XML Schema for the Service Agreement Token is shown.

<xsd:complexType name=”ServiceAgreementToken”>

   <xsd:sequence>

      <xsd:element name=”Token” type=”xsd:string”/>

   </xsd:sequence>

</xsd:complexType>

The content of the token is specified by the Web Service Provider, and has no predefined format (the Web Service Provider has flexibility to utilize the format to confer information, for example using G or S or B as the first character to represent Gold or Silver or Bronze).

9
Specification for the Access Point

9.1
Anonymous Access Profile

No additional requirements on message content for this profile. Anonymous access does not require any explicit message protection be supported.

9.2
Identified Access Profile

The message content for this profile MUST contain an identifier representing the sender of the message (Application or Web Service Requester as appropriate), provided in a manner prescribed by [10].

Encryption of message content MAY be required by the Web Service Provider. If this is required, then this MUST be accomplished in one of the following manners,

· Use of a Virtual Private Network, to be administered independent of the Web Service implementation

· Use of Transport Level Security using HTTP over TLS as specified in [9]
Integrity of the message content MAY be required by the Web Service Provider. If this is required, then this MUST be accomplished using [11].

9.3
Managed Access Profile

This profile MUST be conformant to the Identified Access Profile, and messages MUST also contain a Service Level Agreement identifier.

The Service Level Agreement identifier is a text string delivered in the SOAP message header conformant with the content specified in the section Service Agreement Token.

10
Specification for the Discovery Point

Web Service Providers MAY provide an online discovery mechanism; it is not required to be part of a deployment.

10.1
Online Discovery using UDDI

If online discovery is provided, and UDDI is utilized, then the UDDI interfaces use MUST conform to the UDDI use defined in [9].
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