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1. Background and Introduction
Parlay application server is imported into next generation network (such as softswitch network) to develop some open 3rd services. But Parlay application server is a completely new service platform, how to reuse or integrate some legacy service platform is very important to telecom operator. On the one hand, it can save operator’s investment, on the other, if Parlay application server can reuse the service capability of SCP, more rich new services can be developed rapidly. 

But, currently SCF is accessed by SSF (such as softswitch) using traditional intelligent protocols such as INAP, CAMEL and ANSI-41. This simple access mode can only use a little capability of SCP and cannot use SCF to construct more complicated and flexible services. Also user data and service are integrated together in SCP and cannot be detached, so it is very difficult to customize service data. Service resources of SCP are needed to be opened to the third party; also maintenance of third party data must can be supported in third party own domain.

To solve the above problems, we’d better regard SCP as a network resource entity in access layer than a service entity in service layer. SCP as network resource in NGN resource access layer has the following advantages:

(1) Main application logic in Parlay application server can invoke sub service logic in traditional SCP via Parlay API, so service capability in SCP can be reused to construct more complicated service logic.

(2) Service data can be put in the side of Parlay application server in enterprise own domain, so it is very convenient to customize user’s service data.

2. Principles of Parlay extension
Open API interface is key to open up the service capability of SCP. Parlay API is needed to be extended due to that current Parlay API cannot support accessing to SCP service capability. Then the extended Parlay API can be used to converge the below networks, such as mobile network, fixed network and IP network, shown in Fig.1. 

Parlay gateway must implement the mapping of Parlay CFCS extension to traditional Intelligent protocols to open up SCP service capabilities. So SCP can use intelligent protocols to request to application server to get needed data information and result of service execution in SCP.
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Figure.1 Extended Parlay API based service convergence
The following principles must be conformed when extending Parlay API:

(1) Parlay application server can invoke service capabilities in SCP and can provide service running information via extended Parlay API.

(2) Parlay application server must be authenticated before accessing service capabilities in SCP to ensure the security of system.
(3) Interface between Parlay application server and SCP can be further extended.
(4) The using of extended Parlay interface cannot affect legacy service running in SCP and cannot break service processing.
According the scale of service capabilities, service capabilities of SCP can be regarded as bigger granularity service capabilities, comparing to the traditional Parlay service capabilities.  These bigger granularity service capabilities can be called feature, which combine network resources of call control and user interaction. Corresponding extension of Parlay API can be called Common Feature Capability Service (CFCS). 

As to security accessing, finding and subscribing function of SCP service capabilities, they can still be implemented using Parlay framework interface.
3 Mapping of Parlay CFCS to ANSI-41 protocol
3.1 Mapping of Parlay CFCS IpFeatureManager interface to ANSI-41

Shown in Table 1：
Talbe1 Mapping of Parlay CFCS IpFeatureManager interface to ANSI-41

T.B.C.
3.2 Mapping of Parlay CFCS IpAppFeatureManager interface to INAP

Shown in Table 2：
Talbe2 Mapping of Parlay CFCS IpAppFeatureManager interface to ANSI-41

T.B.C.
3.3 Mapping of Parlay CFCS IpFeature interface to ANSI-41

Shown in Table 3：
Table 3 Mapping of Parlay CFCS IpFeature interface to ANSI-41

T.B.C.
3.4 Mapping of Parlay CFCS IpAppFeature interface to ANSI-41

Shown in Table 4：
Table 4 Mapping of Parlay CFCS IpAppFeature interface to ANSI-41
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4 Detail parameter mapping
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5 Service application example
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