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1. Background and Introduction
Parlay application server is imported into next generation network (such as softswitch network) to develop some open 3rd services. But Parlay application server is a completely new service platform, how to reuse or integrate some legacy service platform is very important to telecom operator. On the one hand, it can save operator’s investment, on the other, if Parlay application server can reuse the service capability of SCP, more rich new services can be developed rapidly. 

But, currently SCF is accessed by SSF (such as softswitch) using traditional intelligent protocols such as INAP, CAMEL and ANSI-41. This simple access mode can only use a little capability of SCP and cannot use SCF to construct more complicated and flexible services. Also user data and service are integrated together in SCP and cannot be detached, so it is very difficult to customize service data. Service resources of SCP are needed to be opened to the third party; also maintenance of third party data must can be supported in third party own domain.

To solve the above problems, we’d better regard SCP as a network resource entity in access layer than a service entity in service layer. SCP as network resource in NGN resource access layer has the following advantages:

(1) Main application logic in Parlay application server can invoke sub service logic in traditional SCP via Parlay API, so service capability in SCP can be reused to construct more complicated service logic.

(2) Service data can be put in the side of Parlay application server in enterprise own domain, so it is very convenient to customize user’s service data.

2. Principles of Parlay extension
Open API interface is key to open up the service capability of SCP. Parlay API is needed to be extended due to that current Parlay API cannot support accessing to SCP service capability. Then the extended Parlay API can be used to converge the below networks, such as mobile network, fixed network and IP network, shown in Fig.1. 

Parlay gateway must implement the mapping of Parlay CFCS extension to traditional Intelligent protocols to open up SCP service capabilities. So SCP can use intelligent protocols to request to application server to get needed data information and result of service execution in SCP.
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Figure.1 Extended Parlay API based service convergence
The following principles must be conformed when extending Parlay API:

(1) Parlay application server can invoke service capabilities in SCP and can provide service running information via extended Parlay API.

(2) Parlay application server must be authenticated before accessing service capabilities in SCP to ensure the security of system.
(3) Interface between Parlay application server and SCP can be further extended.
(4) The using of extended Parlay interface cannot affect legacy service running in SCP and cannot break service processing.
According the scale of service capabilities, service capabilities of SCP can be regarded as bigger granularity service capabilities, comparing to the traditional Parlay service capabilities.  These bigger granularity service capabilities can be called feature, which combine network resources of call control and user interaction. Corresponding extension of Parlay API can be called Common Feature Capability Service (CFCS). 

As to security accessing, finding and subscribing function of SCP service capabilities, they can still be implemented using Parlay framework interface.
3 Mapping of Parlay CFCS to INAP protocol
3.1 Mapping of Parlay CFCS IpFeatureManager interface to INAP

Shown in Table 1：
Talbe1 Mapping of Parlay CFCS IpFeatureManager interface to INAP
	Method name
	Corresponding INAP operation and description

	createFeature()
	No corresponding INAP operation. The method must be invoked to create new feature object before accessing service feature resources.


3.2 Mapping of Parlay CFCS IpAppFeatureManager interface to INAP

Shown in Table 2：
Talbe2 Mapping of Parlay CFCS IpAppFeatureManager interface to INAP
	Method name
	Corresponding INAP operation and description

	featureAborted()
	No corresponding INAP operation, but it can be mapped to TC primitive TC_ABORT。When Parlay gateway receive s TC_ABORT request from SCP, it will invoke this interface in application side.


3.3 Mapping of Parlay CFCS IpFeature interface to INAP

Shown in Table 3：
Table 3 Mapping of Parlay CFCS IpFeature interface to INAP
	Method name
	Corresponding INAP operation and description

	accessFeatureReq()
	Application side invokes this method to request to access the service capabilities provided by service feature. Parlay gateway maps this method to the following operation sequences:
(1) Parlay gateway sends SCFAccessRequest to SCP；
(2) After receives SCFAccessResponse from SCP, Parlay gateway sends ServiceAccessRequest to SCP；
(3) If receives SCFAccessFailure from SCP, Parlay gateway will invoke accessFeatureErr() method in IpAppFeature interface to notify the failure of service feature accession. 

	modifyAppProfileRes()
	Parlay gateway maps this method to DataMgmtResponse, and parameter mgmtType is set to “increment” or “updated” type.

	deleteAppProfileRes()
	Parlay gateway maps this method to DataMgmtResponse, and parameter mgmtType is set to “deleted” type.

	getAppProfileRes()
	Parlay gateway maps this method to DataMgmtResponse, and parameter mgmtType is set to “query” type.

	modifyAppProfileErr ()
	Parlay gateway maps this method to DataMgmtFailure.

	deleteAppProfileErr()
	Parlay gateway maps this method to DataMgmtFailure.

	getAppProfileErr()
	Parlay gateway maps this method to DataMgmtFailure.

	accessFeatureEndReq()
	Parlay gateway maps this method to SCFAccessEndRequest.


3.4 Mapping of Parlay CFCS IpAppFeature interface to INAP

Shown in Table 4：
Table 4 Mapping of Parlay CFCS IpAppFeature interface to INAP
	Method name
	Corresponding INAP operation and description

	accessFeatureRes()
	Parlay gateway maps this method to ServiceAccessResponse.

	accessFeatureErr()
	Parlay gateway maps this method to ServiceAccessFailure.

	modifyAppProfileReq()
	Parlay gateway maps this method to DataMgmtRequest, and parameter mgmtType is set to “increment” or “updated” type.

	deleteAppProfileReq()
	Parlay gateway maps this method to DataMgmtRequest, and parameter mgmtType is set to “deleted” type.

	getAppProfileReq()
	Parlay gateway maps this method to DataMgmtRequest, and parameter mgmtType is set to “query” type.

	accessFeatureEndRes()
	Parlay gateway maps this method to SCFAccessEndResponse.

	accessFeatureEndErr()
	Parlay gateway maps this method to SCFAccessEndFailure.


4 Detail parameter mapping

T.B.C.

5 Service application example

Before application server accesses SCP, it must subscribe corresponding feature service via Parlay framework, including Parlay authentication, service discovery and service subscribe. These will not be discussed here since Parlay framework specification has detail information.

Now use Web based advertisement service to explain the access flow from application server to SCP service capabilities. The service provides a Web based advertisement page, after user watches the advertisement for some minutes and replies correctly some questions, service logic in application server accesses card account service in SCP to provide a free call of a specified duration. The main flow is shown in Figure 2：
(1) User browses advertisement via Web browser. The advertisement information is provided by application server；

(2) After user browsing advertisement information, application server sends some question forms to user. User replies and submits these question forms；
(3) If the answer is right, application server prompts user to input two telephone number, user input two numbers(A and B) and submits；

(4) Application server prompts “Calling A and B”；

(5) Main service logic(AppLogic) of Web based advertisement service in application server invokes createFeature() method of IpFeatureManager in Parlay gateway side to request to create a feature object；

(6) AppLogic invokes accessFeatureReq() method of IpFeature in Parlay gateway side to request to access card account service feature；

(7) Parlay gateway sends SCFAccessRequest to SCP to request to access SCP；
(8) After authentication，SCP sends SCFAccessResponse to Parlay gateway；

(9) IpFeature sends ServiceAccessRequest to SCP via internal object of Parlay gateway to request to access service capabilities of card account；

(10) After account number and password passes, card accounting service checks the user’s balance；

(11-13)SCP requests SSP to connect telephone A；

(14) After telephone A is picked up, SSP sends EventReportBCSM to SCP；

(15-16)SCP indicates SSP to send prompt announcement to A，“Your talk time is z minutes, now is calling B, please wait”；

(17-19)SCP requests SSP to connect telephone B；

(20) After telephone B is picked up, SSP sends EventReportBCSM to SCP, now A and B can talk；

(21) After hang up of telephone A or B, SSP sends EventReportBCSM to SCP；

(22) After receiving call charging information from SSP, card account service in SCP processes charging information；
(23) SCP sends ServiceAccessResponse to Parlay gateway；
(24) IpFeature invokes accessFeatureRes() method of IpAppFeature to notify the execution results of card accounting service；

(25) IpAppFeature forwards service execution results to AppLogic；

(26)  Application server sends Web page including prompt to browser to indicate the call is ended and ask user whether to continue to browser advertisement or reply questions；

(27) User selects “No”；

(28) AppLogic invokes accessFeatureEndReq() method of IpFeature in Parlay gateway side to request to end service feature access session；

(29) Parlay gateway sends SCFAccessEndRequest to SCP to request SCP to end service access session；

(30) SCP sends SCFAccessEndResponse to Parlay gateway to notify access session normal ending event of service feature and release resources；
(31) IpFeature invokes accessFeatureEndRes() method of IpAppFeature to notify access session normal ending event of service feature；
(32) IpAppFeature forwards access session normal ending event of service feature to AppLogic。
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Figure 2 Web based advertisement service flow
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