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Introduction:  This contribution contains text from TILAB (Corrado Moiso), taken from an e-mail, concerning the material contained within the Parlay 6.0 draft Requirements document.  It is presented here for discussion.

6.8 SCS for SIP

I agree on the fact that SCFs must be protocol independent. But I think that this point should be rephrased as "SCFs for IMS". In fact, it is important to consider whether all the capabilities of an IMS network can be controlled through an OSA SCF. Of course MPCC and MMCC can control the IMS sessions, but some other issues could be considered; examples could be:

- the possibility to control the negotiation between parties (not only media, but also codec and QoS);

- the possibility to control the registration (e.g., to reject a registration request);

Maybe some of these points could be already addressed by existing SCFs or by extensions already proposed for Parlay 6.0. In any case, an analysis if there is something missing should be done. The result could be either the enhancement of existing SCFs or the introduction of new ones.

6.11 Authentication API

I think that this API should refer to the support for end-user authentication. In this case, the requirement could partially overlap with 6.9 (Single Sign-on). It seems to me that there was already a requirement for this topic for OSA R6 (produced by SA1).

6.12 Profile API

As you know this is a neverending story! In SA1 and SA2 there is always confusion between GUP and this SCF.

My suggestion is the following: define an SCF to provide access to GUP; it is analogous to PAM SCF that provides an API for Presence Server, or User Location that provides an API to positioning systems, etc.

This API should include both features to read, modify, etc. the data in GUP and to control the access rights associated to the applications that wants to access GUP data.

