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1. Overall Description:

AePONA have submitted a number of release 6 CRs to this meeting suggesting modifications to the framework and a sample service (GCCS in this case) that may be required to support the stage 1 requirement for high availability.

This document provides a brief summary of the solution being proposed in order to provide a context for review and understanding of the submissions.

2. Problem Description:

The current OSA API specifications support a limited set of API features that may be used to provide elements of a HA solution for applications, however these features exhibit limitations with respect to adequately supporting HA deployments. Examples of such limitations (not exhaustive) include:

· It should be possible to run multiple identical application images. Those SCS service managers that support event criteria allow 2 callbacks to be registered. The framework however does not support an equivalent view.

· It is not currently possible to reset or refresh application callbacks related to event criteria, in the event of an application crash and restart.

· In the event of failure and restart of certain SCSs, recovery of the SCS may result in excessive messaging to indicate failure of individual sessions.

The purpose of this contribution and the related CRs submitted to this meeting is not to restate or review the philosophical arguments on the needs for solutions for HA to be included in the API, or alternatively that HA is to be provided by the middleware alone. This set of contributions suggests modifications that should be made to the APIs in order that the API based HA features can be satisfactorily completed to the point that multi-vendor interoperability using these features can be supported.

The diagrams below represent a number of possible deployment configurations based on the existing API and the features that it supports.
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Currently it is possible for an application to register additional callbacks with some SCS managers in order to provide the SCS with visibility of a failover application instance. Where this is specified in the API it is described that this feature is intended for use to aid application high availability. 

In either case the Framework is aware of a single access session with the application and is unaware of the additional application image that is visible to the service manager.  In addition to presenting a possible security loophole to the use of the service, such deployments do not support the use of framework features associated with the application access session, such as service level agreement, integrity management etc, to be applied consistently to the application as a whole and the individual images. In addition in the event of application failover and recovery the OSA association between application, framework and service instance that is based on the access sessions cannot be readily supported with the existing specifications.

The solution proposed in the related contributions. N5-040323 through N5-040326 may be summarised as follows:

· The solution shall not be mandatory but rather an optional ‘profile’ that is complimentary to the existing APIs and that can be supported with minimal disruption to existing behaviour and implementations. This shall allow vendors freedom to choose between API based, middleware based, or proprietary solutions to the issue of high availability.

· The existing mechanism that allows an application to enable multiple notification callbacks to a service manager shall be removed. In its place, each instance of the same application shall be required to establish a unique access session with the framework and a unique session with a service manager.

· Duplicate event notification criteria for each application image shall be treated in the same way as currently for overlapping criteria between existing applications. That is to say, that this is left to the underlying service implementation to handle and resolve the criteria to ensure that Multiple Points of Control over a single call is prevented or treated in accordance with network capabilities.

· The HA behaviour supported by the Framework and Services can be defined by the methods supported and the service properties of the services themselves. In the case of the services this can be accomplished through common service properties or alternatively through the use of service sub-types. AePONA has a preference for common service properties as this is then explicitly defined in the API and completes the specification.

· The contributions include N5-040323 that outlines the set of Framework changes that are required. This is primarily to introduce a new initial authentication mechanism that allows multiple images of an application client to independently gain access to framework and services and be managed independently. In addition a number of syntax and behaviour changes are outlined.

· N5-040324 outlines related changes for a sample service (GCCS) that modifies the use of the enableCallNotification method and how multiple application images can establish independent callback references. The existing secondary call back behaviour is removed.

· N5-040325 details minor clarification to the call control service common definition to clarify that the setcallback methods cannot be used to create a set of callback addresses.

· N5-040326 introduces further modifications to the sample service that demonstrate how a recovering application image can refresh callback references for notification criteria, and how a recovering service can publicise the abort of multiple call sessions to an application.

The net result of the changes proposed is a solution model as follows:
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Therefore those wishing to use features of the API to support a HA configuration can deploy multiple identical images of an application resulting in multiple managed sessions between that application image, the framework and a unique call manager. Alternatively those that wish to employ a middleware based approach to accomplishing HA may do so through the use of a single application image and access session with the framework and service.
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