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Overview:

Document N5-030187 was submitted to CN5#23 in San Diego to introduce corrections to the Framework Integrity Management functionality. Part of this contribution suggested introducing support for integrity management at a service level in addition to the currently supported service instance level. The following text is taken from the San Diego Meeting report, N5-030107.

Problem 1: As is currently stated in the sequence diagram for Fault Management, the FW is supposed to perform some implicit mapping, to identify the service instance, and from this determine the application instance. Therefore each client or service instance MUST have a unique access session with the framework in order to support unique identification. Nowhere in the spec this is explicitly stated.

Meeting agrees that it is the intention to have an access session per service instance ID. This was put in the specs about a year ago. However, we never updated the text for Integrity Management to make this explicit.

Access session per Service is another issue: this (1st change proposed in 188/189) is new functionality.  There is already an access session for the service supplier (to get the service registration interface).  Is there a need for the access session per service, as the service instance lifecycle manager interface belongs to the service supplier?  If the purpose of the access session per service is to allow the app to get overall service related statistics.  Should the app be able to get stats for service instances or overall service, which should not be visible to it?  This may require further changes to the Framework document.  There may be desirable functionality in this, for a management 'application', or to allow an app to select its service on the basis of load or fault stats, i.e. to permit an app to get load and fault stats for a service before it has signed a service agreement for it.

Meeting agrees first change in 188/189 (access session per service) should only be considered as part of a larger re-working of the FW to add this type of service management function.

In response to this, AePONA wish to put forward the following use cases in support of introducing service level integrity management within the Framework. If the meeting agrees that the use cases confirm the need for this functionality, AePONA shall prepare necessary CRs to support this behaviour. As this is considered new Framework functionality above and beyond that originally envisaged for the framework, AePONA propose that this functionality would be introduced in OSA Rel 2/ 3GPP Rel 5/ Parlay 4.

Use Cases requiring service level integrity management:

· Multi domain authentication – separation of service supplier and service capability. In a truly multi-vendor deployment, the role of service supplier may be supported and provided through the use of a common Framework or Gateway management utility or function.  This supports a logical and possibly physical separation between the entity responsible for provisioning SCSs within the network and the SCSs themselves. In so doing, all SCS implementations do not need to replicate the service supplier implementation. In supporting the separation, it is possible and desirable to support Framework Access Session between the framework and serviceInstanceLifecycleManager. The service supplier therefore performs a provisioning role in which Integrity Management support is not appropriate or relevant. However the service and serviceInstanceLifecycleManager represents a network capability and as such may exhibit manageable state or information to the operator. It is therefore appropriate that Framework Integrity Management is supported on the access session with the service.


· Introduce support for a Framework management client solution. The management client would have the ability to carry out Framework based Integrity Management without physically using the service capability and establishing a service instance. If support for Integrity Management is only provided at the service instance level, then all clients must establish a service instance and use the network resource. The Framework management client cannot be supported using service instance integrity management as the client makes no use of the network resources.


· Support the ability for application clients to query service level integrity and thereafter apply some selection criteria when choosing a service within the selected SCS domain. For example where multiple same/similar SCS are registered with the Framework, the application may include logic to query load or fault reports related to the SCS for which they have a valid subscription, before signing a service level agreement to use a given SCS.


· Meaning and functionality of service level integrity management. For example Heartbeat/Load/Fault at service level could reflect the capability of the serviceInstanceLifecycleMgr or Factory process rather than the SCS instance and associated service manager. For example, the ability of the service to continue to spawn further serviceInstances and how that relates to the load of the service capability within the network.

In supporting service level integrity management, AePONA is not proposing to replace existing functionality, but rather extend the scope and flexibility of the framework management capabilities. Supporting both service and service instance level integrity management shall require a defined mechanism to indicate whether a client is interested in service or service instance integrity management.







