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1. Introduction

The getAvailability method takes an authentication token parameter that optionally provides the credentials of the entity requesting the information. The availability returnd by the method may need to take into account information about the asking entity to determine the type of availability information is returned. 

The availabiliy determination is done via an external application interface registered with the availability management interface using the setPreference method. This external application interface needs to get access to the authToken parameter provided to the getAvailability method. Currently this parameter is missing (inadvertantly) from the computeAvailability method in this application interface and hence the external availability computation module may not be able to determine the identity of the person requesting the information. This is a serious omission in the specification.

This contribution proposes a new method in the application interface to add this parameter and to deprecate the previous one.

2. Proposal

The changes apply to the IpAppPAMPreferenceCheck interface. Note: The changes assume that the method name cannot be overloaded. If that does not pose a problem, then the name of the method being deprecated can be used for the new method.

8.2.5 Interface Class IpAppPAMPreferenceCheck 

Inherits from: IpInterface.
The purpose of this interface is to provide methods to be called by the PAM service to check for access control or to compute availability using an implementation provided by an application. Instances of this interface are registered using the setPreference() method in the availability management interface. 

	<<Interface>>

IpAppPAMPreferenceCheck

	

	allowAccess (identity : in TpPAMFQName, methodName : in TpString, askerData : in TpAttributeList) : TpBoolean

allowSubscription (identity : in TpPAMFQName, eventName : in TpPAMEventName, askerData : in TpAttributeList) : TpBoolean

<<deprecated>> computeAvailability (identity : in TpPAMFQName, pamContext : in TpPAMContext, attributeNames : in TpStringList) : TpPAMAvailabilityProfileList
computeAvailabilityExt (identity : in TpPAMFQName, pamContext : in TpPAMContext, attributeNames : in TpStringList, authToken : in TpPAMCredential) : TpPAMAvailabilityProfileList


8.1.4.3 Method computeAvailabilityExt()

Compute the availability for an identity for a given context. The data provided is the same as the data provided for the getAvailability call. The application implementing this interface uses the identity presence interface to get the current presence data and maintains its own user preferences to compute the availability.

Returns a value containing a list of attributes as available to the asker in the requested context. If no information is available to the asker an empty list is returned. 

Parameters

identity : in TpPAMFQName

pecifies the identity for which the availability is being requested.
pamContext : in TpPAMContext

specifies the context for which the availability is requested.
attributeNames : in TpStringList

specifies the attributes of interest. Can be an empty list to indicate all attributes.
authToken : in TpPAMCredential

of the entity who wishes to do this operation.
Returns

TpPAMAvailabilityProfileList

