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1. Introduction

The getAuthToken method present in each of the top level managers in the three PAM SCFs takes a askerData parameter to identify the entity for whom the authentication token is to be generated. Currently it is defined as a list of unspecified attributes since the data available on the asker can vary from application to application. However, one of the attributes must identify who the asker is if the name is known. For inter-operability, the name of this attribute must be fixed just as it is done in the description of AskerData member of TpPAMContext for exactly the same reason.

This contribution suggests the same wording as used in TpPAMContext be included  near all descriptions of getAuthToken.

2. Proposal

The chnages apply to the same description of getAuthToken in Sections 8.1.1, 8.2.1 and 8.3.1

Method getAuthToken()

Get an authentication token for access to the interface methods.

Returns an implementation-dependent authentication credential that can be verified.

Parameters

askerData : in TpAttributeList

Specifies information about the asker. Can be an empty array. The exact attributes in this list are dependent on the application. PAM reserves the attribute “name” with type TpPAMFQName to contain the identity of the asker if known.
Returns

TpPAMCredential

Raises

TpCommonExceptions, P_PAM_INVALID_CREDENTIAL
