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ETSI ES 202 915-3 
The Enterprise Operator interfaces allow the Enterprise Operator to delete a client application from the Framework.  It is not explicitly stated in the specification what the affect of deleting a client application that currently has an access session with the Framework is.  If deleteClientApp deletes a client application, then it must, by necessity, end that application's access session and terminate any service instances it may have.  It would be useful for the Enterprise Operator to be able to know before calling deleteClientApp whether the application has a session or not.  It might be that if they know the client has an access session, then they might postpone the deletion until a later date.

With this in mind, there are a couple of ways that an Enterprise Operator can know whether one of its client applications has an access session (and service instances) active or not:

- It can be notified via an event when a client application's access session starts and ends and also when a client application signs a service agreement and has a service agreement ended/terminated;

- There could be a new method that the Enterprise Operator can call or a field could be added to the description returned by describeClientApp.

The second option alone is not good enough, as the client could create an access session between the entop calling describeClientApp (or a new method) and finding out that the app has no session and the entop calling deleteClientApp.
There are similar issues with the contracts and profiles.  Deleting a contract/profile should result in the termination of any service instances being governed by that profile.  An Enterprise Operator might wish to know, prior to calling deleteServiceContract/Profile, whether this would result in the termination of any instances or not, as it could postpone its decision if there are instances active.

We therefore propose to: 
- Add a notification for an ent_op of when one of its client applications has an access session with the Framework started or terminated/ended.  For this we have to add events to TpFwEventCriteria with a note that the events are only available to enterprise operators (with invalid criteria being thrown otherwise).

- Add an event so that the enterprise operator knows when a service agreement has been signed/terminated (indicating the contract/profile that is being used) and can choose whether to continue with the delete or not.  

There is a separate, related, contribution for:

- Add a field to the client app description returned in describeClientApp indicating whether the application has an active session or not.

- Add a field to the contract/profile description returned by describeServiceContract/Profile so that the ent op knows when a contract/profile is being used and can choose whether to do the delete or not.  

Changes:
11.2 Event Notification Data Definitions

11.2.1 TpFwEventName

Defines the name of event being notified.

	Name
	Value
	Description

	P_EVENT_FW_NAME_UNDEFINED
	0
	Undefined.

	P_EVENT_FW_SERVICE_AVAILABLE
	1
	Notification of SCS(s) available.

	P_EVENT_FW_SERVICE_UNAVAILABLE
	2
	Notification of SCS(s) becoming unavailable.

	P_EVENT_FW_APP_SESSION_CREATED
	3
	Notification of an application<->FW access session created. (See note 1)

	P_EVENT_FW_APP_SESSION_TERMINATED
	4
	Notification of an application<->FW access session terminated. (See note 1)

	P_EVENT_FW_APP_AGREEMENT_SIGNED
	5
	Notification that a service agreement has been signed.  (See note 1)

	P_EVENT_FW_APP_AGREEMENT_ENDED
	6
	Notification that a service agreement has been ended/terminated. (See note 1)


Note 1: These events can only be requested by enterprise operators.  If requested by any other entity then the method will throw the P_INVALID_CRITERIA exception.
11.2.2 TpFwEventCriteria

Defines the Tagged Choice of Data Elements that specify the criteria for an event notification to be generated.

	
	Tag Element Type
	

	
	TpFwEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_EVENT_FW_NAME_UNDEFINED
	TpString
	EventNameUndefined

	P_EVENT_FW_ SERVICE_AVAILABLE
	TpServiceTypeNameList
	ServiceTypeNameList

	P_EVENT_FW_SERVICE_UNAVAILABLE
	TpServiceTypeNameList
	UnavailableServiceTypeNameList

	P_EVENT_FW_APP_SESSION_CREATED
	TpClientAppIDList
	ClientApplicationIDList

	P_EVENT_FW_APP_SESSION_TERMINATED
	TpClientAppIDList
	ClientApplicationIDList

	P_EVENT_FW_APP_AGREEMENT_SIGNED
	TpClientAppIDList
	ClientApplicationIDList

	P_EVENT_FW_APP_AGREEMENT_ENDED
	TpClientAppIDList
	ClientApplicationIDList


11.2.3 TpFwEventInfo

Defines the Tagged Choice of Data Elements that specifies the information returned to the client in an event notification.

	
	Tag Element Type
	

	
	TpFwEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_EVENT_FW_NAME_UNDEFINED
	TpString
	EventNameUndefined

	P_EVENT_FW_ SERVICE_AVAILABLE
	TpServiceIDList
	ServiceIDList

	P_EVENT_FW_SERVICE_UNAVAILABLE
	TpServiceIDList
	UnavailableServiceIDList

	P_EVENT_FW_APP_SESSION_CREATED
	TpClientAppID
	ClientApplicationID

	P_EVENT_FW_APP_SESSION_TERMINATED
	TpClientAppID
	ClientApplicationID

	P_EVENT_FW_APP_AGREEMENT_SIGNED
	TpFwAgreementInfo
	AgreementInfo

	P_EVENT_FW_APP_AGREEMENT_ENDED
	TpFwAgreementInfo
	AgreementInfo


11.2.4 TpFwAgreementInfo

Defines the Sequence of Data Elements that specifies the information returned to the enterprise operator application in an event notification.
	Sequence Element Name
	Sequence Element Type
	Description

	ClientApplicationID
	TpClientAppID
	The ID of the client application

	ServiceID
	TpServiceID
	The ID of the service for whom the agreement was signed/terminated

	ServiceContractID
	TpServiceContractID
	The ID of the service contract related to the agreement if available, an empty string otherwise.

	ServiceProfileID
	TpServiceProfileID
	The ID of the service profile related to the agreement if available, an empty string otherwise.

	
	
	


