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Background

3GPP TS 22.141 V6.1.0 is the latest version of the 3GPP requirements for Presence as published by SA1.

3GPP TS 29.198-14 is the 3GPP Presence APIs in Release 5 as published by CN5

ETSI ES 202 915-14 is the ETSI 2.0 Presence and Availability Management APIs published jointly with Parlay as Parlay v4.0

Overview

This informative document contains the gap analysis between the 3GPP R5 Presence APIs from CN5 with respect to the 3GPP R6 Presence Requirements. The goal of this document is to encourage further study and invite contributions to address the gaps.

Caveats:

· This should not be considered as a gap analysis that is complete. There may be other gaps not discussed here that have not been discovered at the time of writing this document. This is a best-effort output.

· The 3GPP requirements for the presence service as may be available from the network. Much of these requirements are met by implementations of a presence service. The goal of the Presence APIs are to ensure that such implementations are able to expose the required functionality independent of how they are implemented.

· The gap analysis does not consider if there are better ways to satisfy a requirement in the APIs. As long as there is at least one way of satisfying the requirements in the existing APIs, it is not listed here.

Gaps

1. Stage 2 and 3 dependence

There is a dependences on decisions in Stage 2 and 3 that may have implications on the interface/data type definition.

For example:

5.3
General requirements

The following general requirements for the presence service shall be supported:-

a)
Presence information


v)
presence information for presentities shall define a particular type of presentity, representing a 3GPP subscriber, with a minimum set of attributes as described below for interoperability within 3GPP networks.  The values for these attributes are to be determined in the Stage 2/3 specifications.

And

Note:
It is to be determined in the Stage 2/3 specifications how the Status field (in RFC2778 [3]) in notifications is completed, and whether or not the values in the subscriber status attribute, network status attribute or other information are used.

2. Expiration time for subscriptions

5.3   
General requirements 

g)
Presence service quality of service

i)
the Presence Service shall enable a watcher, if required, to request a time after which delivery of the requested information shall not take place. 

ii)
the Presence Service shall enable a presentity to indicate an expiry time for the presence information, if required.

The above requirements are not met in the current event registration and notification interface and data structure design.

3. Subscription cancelation notification

5.5
Notification and acknowledgement requirements

The following notification and acknowledgement presence service requirements shall be supported:-

a)
Presence data modification and monitoring requests

ii)
if the subscribed-watcher's watcher-subscription to presentity's presence information is cancelled, the presence service shall inform the subscribed-watcher of the cancellation

It is not possible to provide the above notification in the current specification.

4. Dependence on Framework functionality

There are some requirements for Presence Service that are potentially satisfied by the Framework. The following lists the requirements that may be satisfied by the framework. Any of these requirements not satisfied by the framework must be satisfied by the Presence APIs.

7 Security

The use and access to the presence service shall be supported in a secure manner. It shall only be possible for the presence information to be supplied and/or updated by the presentity or the home environment as identified in clause 5 "High Level Requirements".

It shall be possible to authenticate a principal before allowing registration to the presence service.

It shall be possible to authenticate at any time a watcher and/or a presentity requesting access to the presence service.  Existing security mechanisms as well as mechanisms specific to presence service may be used.

It shall be possible to protect the following items from attacks (e.g., eavesdropping, tampering, and replay attacks):

-
Presence information and notifications

· Requests for presence information, e.g., requests for subscription and requests for presence information retrieval.

5. Identity provisioning

9.3 Registration

Registration is an action taken by the service provider or the principal to provide information necessary for presentities and/or watchers to use the Presence Service. For example, a 3GPP subscriber could request the creation of a presentity associated with him and provide the corresponding access rules.

It shall be possible to take this registration action under the condition that the presence service is available for the principal. (i.e. the provision has been performed previously). 

This registration process may be performed at any time by the principal or service provider to create new presentities/watchers.

The service provider may provide privacy control at registration time on behalf of a presentity.

The above requirement cannot be met with the current 3GPP Presence APIs. Note: The ETSI 2.0 PAM specs may already have the required APIs in the Identity Management APIs which is not included in the 3GPP Presence APIs in the existing specifications.

6. Service activation and deactivation

9.5 Activation

Activation is an action taken at any time by the service provider, the presentity or the watcher to bring the Presence Service into the active state.

It shall be possible to activate the service once the presentity or watcher has been registered.

Once the presentity or watcher is in an active state,

-
This presentity or watcher may invoke Presence Service features

-
Other presentities or watchers may invoke Presence Service features concerning this presentity or watcher (e.g. by subscribing to its presence information)

-
The Presence Service may invoke Presence Service features concerning this presentity or watcher (e.g. by notifying changes in the presence information)

9.6 Deactivation

Deactivation is an action taken at any time by the service provider, the presentity or the watcher to bring the Presence Service into the non-active state.

The existing specifications have no APIs for the above requirements.

