TSG-SA1 SWG #18
S1-022071

Beijing, China, 14 -18 October 2002
Agenda Item: OSA 

Title:
Clarifications on User Data Management
Response to:
LS (N5-020910/S1-021983) on clarification of User Data Management requirements from CN5

Release:
Rel6

Work Item:
OSA

Source:
SA1

To:
CN5

Cc:
SA2

Contact Person:


Name:
Christelle Faure

Tel. Number:
+44 208 606 4806

E-mail Address:
c.faure@fle.fujitsu.com
Attachments:
None.

1. Overall Description:

SA1 thanks CN5 for their observations and review results on the User Data Management requirements. SA1 would like to share with CN5 some very early thoughts on the relationship between OSA and GUP.

SA1 considers the following list as a starting point for further investigations:
· Both OSA and GUP mechanism grant secure access to user profile data, but GUP limit the access to the “generic part” of the user profile data while OSA may grant access to all parts of the user profile. 

· The security aspects of GUP are focused on the subscribers privacy issues she can apply to GUP components and GUP data elements.

· The security aspects of OSA are focused on the authentication of applications and to authorise them using service capability services provided inside the network.

· GUP is intended to be used by any application, except 3rd party applications.

· OSA is intended to be used by 3rd party applications, but not limited to them.

· GUP consider UE requirements, constraints and demands.

· The design of OSA is network centric.

· OSA provides request/response facilities to the user profile.

· GUP provides management facilities, including synchronisation, to applications working with the user profile.
Further SA1 would like to inform CN5 on some first conclusions which should be considered in the ongoing development:

· 3GPP networks may be deployed with either OSA facilities only or GUP facilities only or with OSA and GUP facilities at the same time.

· 3rd party applications have to use OSA as the only standardised way to access 3GPP networks.

· In case where GUP and OSA are available in the network, the OSA User Profile Manager may use GUP for access GUP enabled user profile data .

· GUP applications may use OSA functions.
Based on the information above and discussions in SA1, SA1 would like to clarify CN5´s questions as far as SA1 is addressed.

1. It is SA1´s opinion that the OSA stage 1 work on User Data Management requirements is stable enough to continue development in this area by CN5.

2. The relation of OSA User profile requirements and GUP will be further studied and considered in SA1. As soon as further results are available, SA1 will inform CN5 on SA1´s investigations results.

3. SA1 will not mandate any definition of the structure and the elements of the User Profile data. SA1 appreciate CN5´s approach to create a generic data retrieval procedure.

4. Question is not addressed to SA1.

5. SA1 assumes that the question on LDAP was intended to SA2 rather than SA1. However, SA1 does not have a view on LDAP, neither guidance on any protocol issue can be expected from SA1.

6. SA1 will investigate the need for any potential requirement in Clause 10 for a mechanism  whereby a user would be able to maintain access rights and will keep CN5 informed of the progress of their work on this.

7. SA1 confirms that CN5’s understanding is correct: the requirements in Clause 10 provide a more concrete description of the security aspects of the requirements of clause 7.
8. SA1 kindly requests CN5 to base their Stage 3 work on  the requirements existing in Clause 10. SA1 will keep CN5 informed on the potential addition of requirements in Clause 13.3.3.

2. Actions:

To CN5 group.

ACTION: 
SA1 kindly requests CN5 to take into account these clarifications when developing the Stage 3 specification on the User Data Management function.
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